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Preface 

Welcome to Auditing Information Systems! 

Information Systems (IS) Audit involves assessing the management controls within an organization’s IT 
infrastructure and business applications. This examination aims to determine whether the information systems 
effectively protect assets, ensure data integrity, and support the organization’s goals and objectives. This type 
of review can be conducted in conjunction with other types of audits, such as a financial statement audit or 
internal audit. 

This open educational resource (OER) aims to serve as a companion to students during their Auditing 
Information Systems course. It covers the latest IS auditing standards, ethical principles, IT governance, risk 
management, controls, and newer technologies such as cloud computing and blockchain. It is designed to help 
students navigate the complexities of IS auditing and manage risks effectively. 

Instructor’s Manual Available 

An instructor’s manual (IM) is available for this OER; it includes an answer key for the assessments included in 
this Pressbook. Note that requesting faculty must be vetted before Open Learning at Conestoga College can 
distribute this IM. The IM is copyrighted by its author and all rights are reserved; instructor’s manuals are for 
teaching purposes and may not be shared or republished in any form. 

To obtain the IM for Auditing Information System: A Practical Approach, please complete the request form 
[to come]. 

As part of our commitment to delivering high-quality open educational 
resources (OERs) and open access learning materials (OAs), we invite you 
to report your OER and OA adoptions. The information you provide helps 
us to continue supporting high-quality OERs, track impact statistics, and 
save costs. We will use the data collected in this form to gather 
information about your use of OERs supported by Open Learning at 
Conestoga College. If you’ve adopted an open textbook supported by 
Open Learning at Conestoga College, we’d love to hear from you! Please 

share your adoptions with us by completing our Report an Adoption Form. 
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INTRODUCTION 

Credit: Group of Men at Table with Computers by Cottonbro Studio, used under the Pexels License. 

Information Systems (IS) have become essential to modern organizations and are critical in managing and 
operating businesses, government agencies, and non-profit organizations. From financial transactions to 
human resources, Information Systems are used to automate and streamline processes, making organizations 
more efficient and effective. These systems collect, store, and process data and provide information to support 
decision-making, communication, and operations. With the increasing use of technology in the workplace, 
information systems have become the backbone of many organizations, enabling them to operate more 
efficiently, effectively, and competitively. The importance of IS in organizations has grown exponentially in 
recent years, driven by the increasing availability of digital data, the growing complexity of business operations, 
and the need to stay competitive in a global economy. IS are now widely used to support the automation 
of business processes, improve the speed and accuracy of decision-making, and enhance the ability of 
organizations to respond to changing market conditions. 

However, with the increasing reliance on IS, organizations must ensure that these systems are secure and 
compliant with standards and regulations. This is where IS auditing comes in. Auditing Information Systems 
examines and evaluates an organization’s information systems, including hardware, software, and data, to 
ensure they function effectively, efficiently, and securely. Auditing Information Systems aims to identify and 
address any potential problems or weaknesses in the systems and to ensure that they comply with relevant 
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laws, regulations, and industry standards. Auditing IS’s role is to assure stakeholders, such as management, 
shareholders, and regulatory bodies, that the organization’s information systems function as intended. Auditing 
IS can also help an organization identify areas where its systems can be improved, leading to increased 
efficiency, reduced costs, and improved decision-making. Auditing Information Systems is an important task 
that should be performed regularly, as it helps organizations identify and manage risks associated with their 
IS. This includes data integrity risks, security, and system availability. Auditing Information Systems also allows 
organizations to ensure compliance with laws, regulations, and industry standards, such as the General Data 
Protection Regulation (GDPR) and the Health Insurance Portability and Accountability Act (HIPAA). 

Overall, this textbook will provide a comprehensive guide to the principles and practices of IS auditing. It will 
cover the key concepts and techniques of IS auditing, from the nature and importance of IS auditing to the role 
of auditors in IT governance and risk management. It will also provide an in-depth look at IS control frameworks 
and standards and the planning and execution of IS audits. Additionally, the textbook will explore evaluating 
the application and general controls, IS audit findings and report writing, and emerging IS areas. This textbook 
will also cover the key concepts and practices of IS auditing, from the nature and importance of IS auditing to 
the role of auditors in IT governance and risk management. It will also provide an in-depth look at IS control 
frameworks and standards and the planning and execution of IS audits. Additionally, the textbook will explore 
evaluating the application and general controls, IS audit findings and report writing, and emerging IS areas. 
Students will comprehensively understand IS auditing and be well-prepared for a career in this exciting and 
dynamic field. 
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Learning Outcomes 

Credit: Cheerful teacher writing on whiteboard in classroom by Katerina Holmes, used under the Pexels License. 

Information Systems (IS) play a vital role in organizations by providing a foundation for the management 
of data, automation of business processes, support for decision-making, and facilitation of communication 
and collaboration. Auditing Information Systems is crucial for organizations as it helps to ensure the integrity, 
availability, and confidentiality of sensitive information and supports the effective management of risks, 
compliance with legal and regulatory requirements, and the alignment of IS with the overall business strategy. 

This open textbook serves as your companion as you explore the field of auditing IS as a part of your degree 
program. The textbook covers the latest IS auditing standards and ethical principles and uses case studies 
to illustrate their application. It covers critical topics such as IT governance, risk management, IS controls 
frameworks and standards, and planning and conducting IS audits. The textbook also examines general and 
application controls and newer technologies such as cloud computing, blockchain, IoT, and AI. It also covers 
the IS audit findings and report writing. The textbook is designed to help you navigate the complexities of IS 
auditing and manage risks effectively. 
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Learning Outcomes 

By the end of this textbook, you should be able to: 

• Evaluate adherence to IS auditing standards and ethical principles using cases. 
• Outline stakeholder responsibilities for IS governance in an organization. 
• Explain how IS auditors use risk assessment and materiality to plan and execute an IS audit. 
• Outline the steps in using a control framework to assess IS control in an organization. 
• Evaluate general and application controls of all classifications (preventive, detective, 

compensating, corrective, etc.). 
• Prepare audit programs for various IS audits using relevant audit practices and techniques. 
• Recognize the effectiveness of data analytics and computer-assisted audit techniques in IS 

audits. 
• Outline the auditor’s role in systems development and disaster recovery planning. 
• Outline the career opportunities as an IS Auditor. 
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Chapter Overviews 

Credit: Woman Wearing Gray Blazer Writing on Dry-erase Board by Christina Morillo, used under the Pexels License. 

Chapter 01. Introduction to Information Systems (IS) Auditing 

This chapter provides an overview of IS auditing. It covers the purpose and scope of IS auditing, including its 
role and importance in organizations. The chapter also highlights the key traits and career paths of IS auditors 
and the different types of IS audits that can be conducted. This chapter serves as a foundation for the rest of the 
textbook by introducing the key concepts and terminology of IS auditing. 

Chapter 02. IS Auditing Standards and Continuous Improvement 

This chapter provides an overview of the various standards and guidelines that govern IS auditing set by 
organizations such as the Information Systems Audit and Control Association (ISACA), the Institute of Internal 
Auditors (IIA), etc. The chapter also covers Computer-Assisted Auditing Techniques (CAATs) in IS auditing, 
including their benefits and limitations. Lastly, the chapter will provide an overview of the IS Auditors’ Code of 
Ethical Principles and its importance in the IS auditing process. 
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Chapter 03. Planning an IS Audit 

This chapter covers a range of essential sub-topics involved in planning and conducting effective IT/IS audits. 
This includes the use of risk assessment and materiality in planning IT/IS audits, the development of audit 
programs, and the assessment of control frameworks. The chapter also explores the evaluation of various types 
of controls, such as preventive, detective, and corrective controls. It highlights the importance of using CAATs in 
IS audits. Additionally, the chapter discusses the role of documentation and communication in reporting audit 
findings and highlights emerging IT/IS auditing trends. 

Chapter 04. Enterprise IS Governance, Risk Management, and Controls 

This chapter covers vital governance components, such as policies, procedures, and standards, and how they 
work together to ensure effective management of IT resources. It also examines the various roles and 
responsibilities associated with IT governance, including those of the board of directors, senior management, 
and IT staff. It will provide an in-depth understanding of the governance of enterprise IT and how it can be 
implemented in the organization to increase the efficiency and effectiveness of IT resources. It will also provide 
an overview of IS risk management and various frameworks, such as COSO, COBIT, NIST, etc., that can manage 
and control risks. The chapter also provides an overview of the internal controls environment and the activities 
to manage and control risks. Finally, it explores the various types of internal controls that will set the tone for 
evaluating controls in the following two chapters. 

Chapter 05. The Nature and Evaluation of Information Technology (IT) 
General Controls 

This chapter focuses on the nature, purpose, and importance of IT General Controls (ITGCs) in information 
systems. The chapter begins with an overview of ITGCs and their significance in safeguarding the overall IT 
environment. It then explores two specific areas of ITGCs, including change management and user access 
management. The chapter provides practical guidance on evaluating the effectiveness of ITGCs in managing 
changes to the IT environment and controlling user access to systems and data. Next, the chapter explores 
critical facets of evaluating ITGCs related to security management, computer operations management, and 
disaster recovery preparedness. It provides practical guidance on assessing the effectiveness of ITGCs in security 
management, computer operations management, and disaster recovery preparedness to mitigate potential 
risks and prevent security breaches. Overall, the chapter offers a comprehensive understanding of the 
importance of ITGCs in ensuring the integrity, confidentiality, and availability of information systems. 

Chapter 06. The Nature and Evaluation of Application Controls 

This chapter focuses on the critical role of application controls in ensuring the accuracy, completeness, and 
validity of data processed through information systems. The chapter starts with an introduction to the nature, 
purpose, and significance of application controls in information systems, followed by an exploration of the 
different types of application controls, including input, processing, and output controls. Furthermore, the 
chapter provides practical guidance on evaluating the effectiveness of application controls in mitigating risks 
and ensuring compliance with relevant regulations and standards. Overall, the chapter provides a 
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comprehensive understanding of the importance of application controls in safeguarding information systems 
and mitigating potential risks. 

Chapter 07. Communication and Reporting on IS Audits 

This chapter focuses on the critical aspect of communicating and reporting the findings of information systems 
audits. The chapter covers three sub-topics: identifying, documenting, and communicating audit findings; 
audit report writing format and structure; and follow-up and monitoring of IS audits. The chapter provides 
practical guidance on effectively communicating and documenting audit findings, including presenting results 
concisely and actionable. It also provides an overview of the IS audit report writing format and structure. It 
emphasizes the importance of follow-up and monitoring of IS audits to ensure that audit recommendations 
are implemented, and risks are mitigated. Lastly, the chapter provides insights into best practices for 
communicating and reporting on IS audits. 

Chapter Overviews  |  7
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01. INTRODUCTION TO IS AUDITING 

Credit: Photo Of People Having Meeting by Fauxels, used under the Pexels License. 

The importance of Information Systems (IS) Auditing cannot be underestimated in our ever-connected world 
facilitated by Information Technology (IT). Given the increasing dependence on and complexity of IS, senior 
management and the Board of Directors of any organization constantly seek assurance that their IS operates 
in accordance with business processes and expectations while concurrently mitigating cybersecurity risks and 
upholding compliance with established standards, regulations, and other stipulated requirements. 

This is where IS Auditing comes into the picture. It involves systematic, risk-based assessment and evaluation 
of the critical components of an organization’s IS (hardware, software, data, people, and processes) to verify 
that they are operating effectively, efficiently, securely, and in accordance with established standards and 
recognized policies. 

In this chapter, we will dive deeper into the role of IS Auditing in any organization. This includes exploring 
the critical aspects of the definition of IS Auditing as well as discussing how IS Auditors add value to the 
organization by supporting its governance, risk management, and controls. It is also essential to review the 
authority and responsibility afforded to the IS Auditors, which empower them to fulfill their mandate. We will 
also discuss how IS Auditing plays a crucial role in upholding an organization’s data integrity, security, and 
compliance with regulations. Additionally, we will discuss how IS Auditors are viewed as business enablers, 
contributing value to the organizations they serve. 
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We will further look at the nuances of IS Auditing by comparing its roles against other types of audits. This 
includes financial statement audits, compliance audits, operational audits, investigative audits, and integrated 
audits. Lastly, we will discuss effective IS Auditors’ career paths and essential traits. We will explore the 
educational requirements and certifications that can guide your journey to becoming a successful IS Auditor. 
Beyond technical competencies, we will emphasize the importance of soft skills and enabling competencies. 
We will also explore the various fulfilling career tracks IS Auditors can look forward to within the audit function 
as well as within any organization in both technical and leadership roles. 

 

Learning Objectives 

By the end of this chapter, you should be able to 

• Recall the basic definition of an IS audit. 
• Explain the objectives, purposes, scope, and types of IS Audits. 
• Describe the Auditor’s responsibility, authority, and accountability for IS Audits. 
• Differentiate between IS Audits and other types of assurance/audit projects. 
• Outline the career opportunities as an IS Auditor. 
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01.01. An Introduction to Information 
Systems (IS) Auditing 

 

Credit: A person typing on a laptop by Antoni Shkraba Production, used under the Pexels License. 

 Briefly reflect on the following before we begin: 

• What is the primary purpose of Information Systems (IS) Auditing? 
• Why is it crucial for IS Auditors to understand the objectives and goals of their audit work? 
• What potential challenges might IS Auditors face when working within legal and regulatory frameworks, 

and how can these challenges be mitigated? 
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An Introduction to Information Systems (IS) Auditing 

Information Systems (IS) Auditing is a specialized branch of Auditing. It focuses on assessing the controls 
and processes around Information Technology (IT) systems. Information Systems (IS) are defined as the 
combination of strategic, managerial, and operational activities involved in gathering, processing, storing, 
distributing, and using information and its related technologies. Information Systems are distinct from 
Information Technology (IT) in that an information system has an IT component that interacts with the process 
components. IT is defined as the hardware, software, communication, and other facilities used to input, store, 
process, transmit and output data in whatever form. Therefore, the terms “IS” and “IT” will be used throughout 
this textbook according to these definitions. 

At its core, IS Auditing involves examining and evaluating an organization’s information system, its 
management, related operations, and processes. This encompasses the assessment of data integrity, system 
security, and IT governance to ensure the organization’s data and assets are safeguarded. In the early days of 
computing, Auditors focused on batch processing systems. They were concerned with physical controls over 
data entry and output. As technology evolved, so did the role of IS Auditors. Over time, IS Auditors began 
assessing more complex, connected, integrated, and real-time computer systems, including networked and 
cloud-based applications. Also, IS Auditing was initially considered an extension of traditional financial Auditing, 
focused on verifying computer-processed financial data’s accuracy, completeness, and reliability. 

As the role of technology continued to increase in augmenting business operations, the scope of IS Auditing 
broadened. These days, IS Auditors assess the effectiveness and security of the entire IT infrastructure and 
proactively assess how various components of Information Systems facilitate the achievement of the 
organization’s objectives. The role of an IS Auditor has become increasingly strategic. They are both watchdogs 
and advisers, providing insights on technology trends, risks, and controls. This helps organizations leverage 
technology for competitive advantage while managing risks. 

IS Auditing plays a critical role in corporate governance. It provides assurance that IS supports business 
objectives and complies with regulations. IS Auditors work closely with IT departments, management, and 
external stakeholders. They verify whether IT systems are reliable, secure, and efficient. Another critical area 
of IS Auditing is risk assessment, where they analyze the likelihood and impact of potential threats to the 
organization’s IS (internal and external) to inform the management’s decision-making about IT investments 
and security measures. Yet another critical area is compliance, where IS Auditors determine whether the 
organization’s Information Systems comply with laws, regulations, and internal policies. This includes data 
protection laws, industry regulations, and best practices. IS Auditors evaluate existing controls, policies, and 
procedures and identify gaps in non-compliance that may result in significant penalties or restrictions on the 
organizations. Lastly, the significance of IS Auditing also extends to ethical considerations. In a world where data 
is one of the most valuable commodities, facilitating its confidentiality, integrity, and availability is not just a 
technical necessity but a moral, social, and professional obligation. 

The Objectives and Goals of IS Auditing 

Progressive IS Auditing functions align with the broader aims of the organization’s objectives of ensuring the 
integrity, confidentiality, and availability of Information Systems. Governed by these objectives, IS Audit teams 
work toward the achievement of the following goals: 

• Reliability and Integrity of Information: IS Auditors assess whether information produced by the systems 
is accurate, complete, and reliable since it is crucial for decision-making and operational processes within 
an organization. 
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• Safeguarding of information assets: IS Auditors evaluate controls designed to protect information assets 
from loss or damage, including assessing measures against unauthorized access, data breaches, and 
cyber threats. 

• Compliance with laws and regulations: IS Auditors review whether IT systems comply with applicable 
laws, regulations, and contractual agreements to protect against legal penalties and reputational damage. 

• Operational effectiveness and Efficiency: IS Auditors examine whether IS is being used effectively and 
efficiently to support business processes and identify ways to improve operations, reduce costs, and 
enhance productivity. 

• Data privacy and confidentiality: IS Auditors review how data is stored, accessed, and shared to verify that 
sensitive information is adequately protected from unauthorized access or disclosure. 

• IS Risk Management: IS Auditors may support identifying, assessing, and monitoring risks related to IT 
systems. In doing so, they can recommend measures to manage these risks to acceptable levels and 
evaluate the potential for fraud and other illegal activities. 

• System Security and Control: IS Auditors provide expert advice on designing and implementing adequate 
IS controls to prevent, detect, and correct issues that could harm the organization. 

• Business Continuity and Disaster Preparedness: IS Auditors evaluate disaster recovery and business 
continuity plans to verify that these plans are robust and can be effectively executed in case of significant 
disruptions. 

• Facilitating Communication among Stakeholders: IS Auditors act as a bridge between technical staff, 
management, and external parties to facilitate clear communication regarding the status, risks, and needs 
of IT systems. 

• Promoting an understanding of IT risks and controls throughout the organization: IS Auditors actively 
lead initiatives to educate the front-line staff and management on the importance of governance of 
enterprise IT to foster a culture of risk awareness and compliance. 

IS Auditors aim to accomplish these goals by diligently, effectively, and systematically performing the following 
primary tasks. 

Five Steps of IS Auditing 

1. Execute a risk-based IS audit strategy in compliance with the auditing standards. 
2. Plan specific audits to determine whether IS are protected and controlled and provide value 

to the organization. 
3. Conduct audits in accordance with auditing standards to achieve planned audit objectives. 
4. Communicate audit results and offer recommendations through meetings and audit reports 

to promote change as necessary. 
5. Follow-up to determine whether audit findings are remediated in a timely manner. 

The Legal and Regulatory Framework for IS Auditing 

The legal and regulatory framework for IS Auditing provides the requisite guidelines and constraints within 
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which IS Auditors are expected to conduct their assurance and consulting activities legally, ethically, and 
effectively. Several legal and regulatory framework facets drive the IS Auditors’ practices. 

Most importantly, ethical guidelines provided by professional bodies such as ISACA (Information Systems 
Audit and Control Association) form the bedrock upon which IS Auditors set the standards for professional 
conduct and integrity in their assurance and consulting engagements. 

Next, data protection and privacy laws, such as the General Data Protection Regulation (GDPR) in the 
European Union and various data protection acts globally, set standards for handling personal data. In the 
context of these laws, IS Auditors are expected to support all relevant organizational initiatives to demonstrate 
compliance with these laws, protecting sensitive information from misuse and unauthorized access. Another 
crucial aspect is industry-specific regulations. For instance, the Health Insurance Portability and Accountability 
Act (HIPAA) in the healthcare sector or the Payment Card Industry Data Security Standard (PCI-DSS) in the 
financial sector impose specific requirements. IS Auditors are expected to maintain familiarity with these 
industry standards and competence in assessing organizational compliance accordingly. 

Corporate governance regulations also play a significant role as they require organizations to implement 
and report on internal controls over financial reporting, many of which are IT-related. With the rise of cyber 
threats, regulatory bodies across the globe are enacting laws to ensure organizations protect against, respond 
to, and report cyber incidents. Intellectual property laws are also relevant, especially in industries where software 
and digital innovation are essential. Furthermore, international standards and frameworks guide IS Auditing 
practices. Standards such as ISO/IEC 27001 provide guidelines for information security management systems. 
Collectively, these regulations form critical input into the IS Auditors’ multi-year risk-based audit plan and 
offer due consideration from a risk of non-compliance perspective as a part of their operational and financial 
statement support audit programs. 

The legal framework also includes contractual obligations and service level agreements (SLAs). Organizations 
often enter into agreements with third-party service providers or vendors. Occasionally, IS Auditors review 
these agreements to assess compliance and the risks associated with third-party engagements. In addition 
to external laws and regulations, internal policies and procedures form part of the regulatory framework. 
Organizations establish their IT governance policies, which IS Auditors review for completeness, relevance, and 
enforcement. 

The legal and regulatory framework is dynamic and evolves with technological advancements and emerging 
risks. IS Auditors are expected to stay informed about new laws, regulations, and standards and continually 
adapt their audit practices to remain compliant and effective. 
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In the Spotlight 

For additional context on the increasingly important role of IS Auditing, please read the article titled 
“The Evolution of Information Systems Audit” [opens in new tab]. 

Sayana, A. (2022). The evolution of information systems audit. ISACA Online Journal, 1. 
https://www.isaca.org/resources/isaca-journal/issues/2022/volume-1/the-evolution-of-information-
systems-audit 

 

Key Takeaways 

Let’s recap the key concepts discussed in this section by watching this video. 

One or more interactive elements has been excluded from this version of the text. You can view 

them online here: https://ecampusontario.pressbooks.pub/

auditinginformationsystems/?p=5#oembed-1 

Source: Mehta, A.M. (2023, December 6). AIS OER ch 01 topic 01 key takeaways [Video]. YouTube. 
https://youtu.be/mWXdKeMHxN0 
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Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=5#h5p-6 
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01.02. The Scope of Information Systems 
(IS) Auditing 

 

Credit: Formal man with a tablet giving a presentation in an office by Andrea Piacquadio, used under the Pexels License. 

 Briefly reflect on the following before we begin: 

• How does IS Auditing influence the governance of enterprise IT? 
• How can IS Auditors help organizations identify and mitigate risks effectively? 
• Can you think of real-world examples of how IS Auditors have positively impacted organizations as 

business enablers? 

As discussed in the previous section, the role of Information Systems (IS) Auditing in an organization has gained 
significant importance. Let’s dive deeper into the select areas/processes in an organization where IS Auditing 
typically adds value through a combination of assurance and consulting services. 
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We will begin by exploring how IS Auditing influences the governance of enterprise IT to assess how closely 
IT governance aligns with business strategies and manages associated risks effectively. Next, we will explore 
the impact of IS Auditing on enterprise risk management and discuss how IS Auditors support identifying, 
assessing, and evaluating responses to IT-related risks. This process is vital for maintaining the integrity and 
security of IT systems in an ever-evolving threat landscape. We also discuss the role of IS Auditing in evaluating 
the effectiveness of processes around data integrity, safety, and compliance with regulatory standards. Lastly, 
we will highlight the role of IS Auditors as critical enablers in augmenting the organization’s business efficiency 
and innovation. By the end of this section, we will establish a clear understanding of the multifaceted roles of IS 
Auditors in enhancing and protecting organizational value. 

The Impact of IS Auditing on Governance of Enterprise IT 

IS Auditing is critical in assessing whether IT governance aligns with organizational objectives and delivers value 
while managing risk effectively. IT governance represents the set of practices and responsibilities established 
jointly by the Board of Directors and executive management to provide strategic direction, ensure the 
achievement of objectives and management of risks, and verify that the organization uses IT resources 
responsibly while delivering reliable, timely, and transparent reporting. 

IS Auditors enhance strategic alignment by evaluating whether IT strategies and practices agree with the 
organization’s strategic goals to determine that IT initiatives support business objectives rather than diverging 
or operating in silos. They accomplish this by evaluating whether IT-related processes are overseen effectively 
and transparently and whether governance requirements for board members are met. Next, they assess 
whether IT investments yield the expected returns and contribute to the organization’s overall success. IS 
Auditors also review how efficiently and effectively IT resources, including human, financial, and technological 
resources, are being utilized. 

Through focused evaluations, IS Auditors assess whether performance metrics for IT are relevant, reliable, 
and aligned with business goals to promote continuous improvement in IT performance. They also strengthen 
theIT control environment by assessing and recommending improvements to IT controls geared toward 
safeguarding assets, maintaining data integrity, and making IT resources available to the rest of the 
organization. 

By performing the above evaluations and reviews, IS Auditing promotes a culture of continuous 
improvement, identifies areas for improvement, and drives changes to enhance the effectiveness and efficiency 
of governance of enterprise IT. It also fosters transparency and accountability within the executive management 
team for informed decision-making and building confidence among the Board of Directors. 

The Role of IS Auditing on Risk Management 

IS Auditing is also critical in identifying, assessing, and mitigating IS risks. In addition to fulfilling its traditional 
role of identifying and reporting on IS vulnerabilities, IS Auditing invests significantly in understanding the 
organization, its risks, and its strategic goals. By meticulously examining systems, controls, and processes, IS 
Auditors act as skilled detectives, uncovering potential threats, weaknesses, and anything that could jeopardize 
data, operations, or reputation. This, in turn, provides a timely and precise snapshot of the risk landscape, 
allowing organizations to allocate resources and implement adequate controls. 

Firstly, IS Auditing identifies and evaluates IT risks by analyzing potential threats to IT systems, including cyber 
threats, system failures, data breaches, and non-compliance risks. IS Auditors use their expertise to identify 
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vulnerabilities that could be exploited to assess their impact and likelihood. This assessment helps prioritize 
risks based on their potential impact on the organization. 

IS Auditors also assess the effectiveness of existing controls around risk identification, assessment, response, 
and monitoring. They evaluate the IT control environment, looking at how well controls are designed and 
implemented to mitigate identified risks. This includes reviewing policies and procedures and technical, 
human, and data safeguards. IS Auditors accomplish this by applying various tools and techniques, including 
data analysis, security reviews, attack and penetration testing, and reviewing existing controls around systems 
security,change management, access administration, business continuity, computer operations, etc. Based on 
their findings, IS Auditors suggest feasible and value-added improvements to enhance the IT risk management 
framework. This may include recommending new controls, enhancing existing controls, or altering risk 
management strategies. 

Lastly, IS Auditing promotes ongoing monitoring and continuous improvement. Auditors regularly monitor 
the effectiveness of controls and identify emerging threats or vulnerabilities. This information is then 
communicated to management through reports and recommendations, ensuring that risks are constantly 
monitored and addressed proactively. Beyond the traditional role of assessing current and historical 
performance, IS Auditors also play a proactive role in risk management by advising on emerging risks. As 
technology evolves, new threats emerge. IS Auditors stay abreast of these changes and advise the organization 
on effectively managing these new risks. 

The Role of IS Auditing in Supporting an Effective IT Control Environment 

Upon identification and assessment of risks, an organization is expected to respond to those risks in the form of 
controls. Controls are processes designed and implemented by management to provide reasonable assurance 
about achieving its objectives. A practical framework of IT controls (also known as the control environment) can 
offer the following benefits to an organization: 

• Protect sensitive information and critical systems from unauthorized access, use, disclosure, disruption, 
modification, or destruction. 

• Ensure the accuracy, completeness, and timeliness of information. 
• Enable efficient and effective IT operations. 
• Build trust and confidence among stakeholders. 

IS Auditors verify whether data is accurately captured, processed, stored, and maintained by assessing systems 
and processes for potential risks that could compromise data integrity, such as unauthorized data alteration 
or data loss. They also evaluate controls around proper data validation, error-checking processes, audit trails, 
data backup, and restoration aimed at protecting data integrity. They also assess the controls (including 
cybersecurity measures) protecting information assets from unauthorized access, use, disclosure, disruption, 
modification, or destruction. They evaluate the security of networks, systems, and applications by reviewing 
access controls, encryption practices, and intrusion detection systems. Another area of IS Auditors’ focus is 
assessing the organization’s response to cybersecurity incidents to ensure timely and effective mitigation. 
Moreover, IS Auditors can evaluate whether the organization’s employees are adequately trained to recognize 
and respond to security threats, as human error can often be a weak link in security. 

An integral part of an effective control environment is regulatory compliance, which involves adhering to 
laws, regulations, and guidelines relevant to an organization’s operations. IS Auditors assess compliance with 
specific rules and regulations, such as GDPR for data protection or HIPAA for healthcare information security. 
They can evaluate whether the organization’s IT practices meet legal and regulatory standards, helping to 
avoid fines, legal action, and reputational damage. They can also evaluate compliance with internal policies 
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and industry standards to check if IT practices align with internal governance frameworks and industry best 
practices. 

The role of IS Auditors in managing a functional control environment is vital for protecting the organization’s 
information assets and maintaining its reputation and operational continuity. Through their assessments and 
recommendations, IS Auditors help organizations navigate the complex landscape of data management, 
cybersecurity, and regulatory adherence, ensuring that these critical aspects are effectively managed. 

IS Auditors as Business Enablers and Value-Added Function 

Most importantly, IS Auditing has evolved beyond traditional audit functions, positioning them as vital enablers 
in business environments. Typically, Auditing is perceived as a backward-looking, policing-type function. And 
while the core responsibility of IS Auditors remains assessing compliance with policies, regulations, and 
standards, their contributions to an organization extend far beyond mere tick-boxing. With the ever-growing 
importance of IT in organizations, IS Auditing has also taken on a transformative role in areas such as 
operational efficiency, strategic decision-making, project and data governance, raising security awareness, 
and augmenting overall stakeholder trust in IT. Through professional outlook, insightful analysis, practical 
recommendations, pragmatic perspective, and proactive collaboration, IS Auditors empower organizations to 
not only navigate potential threats but also maximize their digital capabilities. 

Presented below are a few areas where IS Auditing commonly serves as a strategic value-added partner: 

Strategic Value of IS Auditing 

• Strategic Insight and Guidance 

◦ IS Auditors understand both the technological landscape and the business 
environment, which enables them to advise management on strategic IT decisions, 
aligning IT with business goals based on their audit findings. 

• Improving Efficiency and Effectiveness 

◦ IS Auditors identify inefficiencies and areas for improvement in IT processes and 
systems. Their recommendations help streamline operations, leading to cost savings and 
enhanced productivity. 

• Driving Innovation 

◦ IS Auditors promote innovation by identifying antiquated practices and suggesting 
modern solutions based on their understanding of emerging technologies and leading 
practices. 

• Enhancing Data Management 

◦ IS Auditors play a crucial role in ensuring the integrity and security of data by advising 
on best practices in data management, including data storage, processing, and transfer, 
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which is increasingly important in the era of big data and analytics. 

• Building a Culture of Compliance and Security 

◦ IS Auditors help inculcate a culture of compliance and security within the organization 
by raising awareness about the importance of IT governance, risk management, and 
security practices through their audit and consulting engagements. 

• Facilitating Knowledge Sharing and Training 

◦ IS Auditors often engage in knowledge-sharing and training activities within 
organizations to empower employees to contribute more effectively to the organization’s 
IT objectives by educating staff about best practices in IT governance, risk management, 
and controls. 

 

In the Spotlight 

For additional context on the scope of IS Auditing, please read the article titled “Information systems 
audit: The basics”[opens in new tab]. 

Bayuk J. (2009). Information systems audit: The basics. CSO. https://www.csoonline.com/article/
523440/information-systems-audit-the-basics.html 
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Key Takeaways 

Let’s recap the key concepts discussed in this section by watching this video. 

One or more interactive elements has been excluded from this version of the text. You can view 

them online here: https://ecampusontario.pressbooks.pub/

auditinginformationsystems/?p=49#oembed-1 

Source: Mehta, A.M. (2023, December 6). AIS OER ch 01 topic 02 key takeaways [Video]. 
https://youtu.be/g1zUr9Db8H0 

 

Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=49#h5p-7 
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01.03. Types of IS Audits 

Credit: Photo of busy working call center agents by Yan Krukau, used under the Pexels License. 

 Briefly reflect on the following before we begin: 

• What are the primary differences between Financial Statement Audits and IS Audits? 
• What are the key aspects that IS Auditors examine during operational audits? 
• Investigative audits play a crucial role in addressing suspected fraud or misconduct. How could IS Auditors 

add value to investigative audits? 

So far, we have explored the nature, goals, role, and scope of IS Auditing. 
Compared to financial statement auditing, which focuses on examining the accuracy and completeness 

of an organization’s financial records, IS Audits, on the other hand, are more focused on an organization’s IT 
systems and processes. Whilefinancial statement audits aim to ensure that the financial statements present 
an accurate and fair view of the company’s financial performance and position, IS Audits evaluate the controls 
within an organization’s IT infrastructure to ensure data integrity, confidentiality, and availability. A financial 
statement audit is crucial for stakeholders, including investors, creditors, and regulators, who rely on accurate 
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financial information for decision-making. On the other hand, IS Audits are not just about compliance but also 
about assessing the effectiveness and Efficiency of IS in supporting business objectives. 

Despite these differences, Financial Statement Audits and IS Audits can be and are interrelated. Financial 
data is processed and stored using IT systems; hence, IT control weaknesses can directly impact the accuracy 
and reliability of financial reporting. IS Auditors often provide valuable insights to financial Auditors about the 
reliability of IT systems handling financial data. Comparing and contrasting the role of Financial Statement 
Audits and IS Audits help us appreciate each audit type’s unique value and how they collectively contribute to 
the organization’s integrity and success. 

Let’s explore a few other types of assurance and consulting engagements undertaken by IS Audits. 

Compliance Audits: Evaluating Adherence to Standards and Regulations 

Compliance Audits focus on evaluating an organization’s adherence to external standards, laws, and 
regulations, as well as internal policies and procedures. It aims at verifying that organizations meet their 
legal, regulatory, and ethical obligations. This includes legal requirements, industry regulations, standards, and 
organizational policies. 

The scope of a Compliance Audit can vary depending on the organization’s industry, size, and geographic 
location. It typically includes reviewing compliance with: 

• Data Protection Laws, such as the General Data Protection Regulation (GDPR) in Europe or the Health 
Insurance Portability and Accountability Act (HIPAA) in the United States, set standards for handling 
personal and sensitive information. 

• Industry-specific Regulations such as Payment Card Information Data Security Standards (PCI-DSS) for 
payment card processing or internal controls for financial reporting (ICOFR). 

• IT Governance Standards, Including frameworks like Control Objectives for Information Technology 
(COBIT) or ISO/IEC 27001 for information security management. 

• Internal Policies and Procedures, which are developed to assess consistent and secure IT practices within 
the organization. 

IS Auditors start compliance audits by determining the audit’s scope, objectives, and criteria based on the 
relevant laws, regulations, and standards. Next, they evaluate IT policies, procedures, and controls through 
document reviews, interviews, and testing. IS Auditors are required to document the audit findings, including 
instances of non-compliance and recommend corrective actions. IS Auditors may also need to re-audit to verify 
that corrective actions have been implemented effectively. 

While relevant, compliance audits can be challenging due to laws and regulations’ complexity and ever-
changing nature. Keeping up-to-date with these changes and understanding their implications for IT systems 
is crucial for IS Auditors. 

Operational Audits: Evaluating Efficiency and Effectiveness of IS Processes 

Operational Audits evaluate the efficiency and effectiveness of an organization’s IT processes and operations. 
Unlike compliance audits, which concentrate on adherence to laws and regulations, operational audits delve 
into how well IT processes support business objectives and how they can be optimized. This includes examining 
how well IT resources are utilized, how IT supports business strategies, and how IT processes contribute to the 
overall operational performance. 
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Operational audits typically cover a broad range of areas within an organization’s IT function, including: 

• IT Service Management evaluating the effectiveness of IT services in meeting business needs. 
• System Performance assessing whether IT systems perform reliably and efficiently. 
• Resource Utilization examining how well IT resources (like hardware, software, and human resources) are 

managed and utilized. 
• Process Improvement identifying areas where IT processes can be improved for better efficiency. 
• Change Management assessing how changes to IT systems and processes are managed and 

implemented. 
• User Satisfaction gauging the satisfaction of internal and external users with IT services. 

Operational audits typically start by identifying the audit’s objectives, scope, and criteria. Detailed Operational 
Audit procedures involve gathering and analyzing data on IT processes, resource utilization, system 
performance, etc. In assessing the efficiency and effectiveness of IT operations against predefined criteria, IS 
Auditors are expected to document their findings, including inefficiencies and areas for improvement, and 
provide actionable suggestions for process improvements. 

Investigative Audits: Uncovering and Addressing Suspected Fraud or 
Misconduct 

Investigative Audits focus on uncovering and addressing suspected fraud, misconduct, or non-compliance 
within an organization’s IT environment. This type of audit is distinct due to its reactive nature, often initiated in 
response to indications of suspicious activities or breaches of policy. This includes identifying the nature, extent, 
and perpetrators of the misconduct. 

Investigative Audits typically focus on: 

• Fraud Detection, identifying and assessing fraudulent activities like embezzlement, data theft, or 
manipulation of digital records. 

• Policy Breaches examine internal IT policies, procedures, or ethical standards violations. 
• Security Breaches investigating incidents like unauthorized access, data breaches, or cyberattacks. 
• Root Cause Analysis determines the underlying causes of the identified issues to prevent recurrence. 

The process typically involves developing a clear plan, including objectives, scope, and methodology, often with 
confidentiality and sensitivity considerations. IS Auditors collect data and evidence through interviews, system 
logs, digital forensics, and other investigative techniques. They analyze collected evidence to identify patterns, 
inconsistencies, or signs of misconduct. As is common with assurance methodology, IS Auditors are required 
to document findings, conclusions, and the impact of the investigated activities, as well as provide actionable 
recommendations to address the uncovered issues and prevent future occurrences. 

Investigative audits add value to the organization by helping resolve incidents of fraud or misconduct 
effectively; recommending that these audits can strengthen controls and deter future misconduct and 
addressing issues proactively can help restore trust among stakeholders. In turn, they help the organization 
achieve compliance with legal obligations related to fraud and misconduct. 
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Integrated Audits: Combining IS Auditing with Other Assurance Disciplines 

Integrated Audits represent a holistic approach by combining IS Auditing with other assurance disciplines, 
such as financial, operational, and compliance auditing. This integration offers a more comprehensive 
understanding of an organization’s risks, controls, and overall performance. It aims to evaluate how these 
elements interrelate and impact the organization’s overall risk profile and control environment. 

Coordinating between different audit teams and integrating findings into a unified report can be challenging 
but is crucial for the effectiveness of the audit. However, if done correctly, integrated audits offer a more 
complete picture of the organization’s performance and risks and allow a better understanding of how risks in 
one area may impact others. They also reduce redundancy by combining audit efforts across different regions 
and provide management with integrated insights for more informed decision-making. 

Integrated Audits cover a range of areas, intersecting various audit disciplines: 

• IT and Financial Reporting assess IT systems’ impact on financial data integrity and reporting. 
• Operational efficiency evaluating how IT influences operational processes and vice versa. 
• Compliance and IT Controls reviewing compliance with IT-relevant laws and regulations. 
• Risk Management examines risk management practices’ integration across IT and other areas. 

Integrated Audits require a broad skill set and a deep understanding of various auditing disciplines. The 
integrated IS audit process typically involves developing a unified audit plan incorporating IT, financial, 
operational, and compliance auditing aspects. This includes analyzing data across different areas to identify 
interdependencies and holistic risk profiles. The integrated IS audit concludes with the IS Auditors providing 
integrated insights and recommendations that address multiple aspects of the organization’s operations. 

 

In the Spotlight 

For additional context on the types of IS Auditing, please read the article titled “IS Audit Basics: The 
Domains of Data and Information Audits” [opens in new tab]. 

Gelbstein, E. (2016). IS audit basics: The domains of data and information audits. ISACA Journal, 6. 
https://www.isaca.org/resources/isaca-journal/issues/2016/volume-6/is-audit-basics-the-domains-of-
data-and-information-audits 
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Key Takeaways 

Let’s recap the key concepts discussed in this section by watching this video. 

One or more interactive elements has been excluded from this version of the text. You can view 

them online here: https://ecampusontario.pressbooks.pub/

auditinginformationsystems/?p=62#oembed-1 

Source: Mehta, A.M. (2023, December 6). AIS OER ch 01 topic 03 key takeaways [Video]. 
https://youtu.be/41TMHTR12GQ 

 

Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=62#h5p-8 
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Mini Case Study 

Your organization, a multinational corporation, recently underwent significant IT infrastructure 
changes. As an IS Auditor, you are presented with the following scenarios: 

1. Compliance Audit Scenario: You are asked to assess compliance with GDPR since the company 
processes personal data from European clients. Upon review, you notice several gaps in data 
processing and storage practices. 

2. Operational Audit Scenario: During an Operational Audit, you observe that despite advanced IT 
systems, there are significant delays in processing customer requests, leading to customer 
dissatisfaction. 

3. Investigative Audit Scenario: An anonymous tip suggests that an employee in the IT 
department might be involved in unauthorized access and modification of sensitive customer 
data. 

Required: Given these scenarios, what actions would be most appropriate for each type of audit? 
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01.04. Career Paths for and Traits of 
Successful IS Auditors 

Credit: Crop unrecognizable office worker standing with papers in hand by Sora Shimazaki, used under the Pexels License. 

 Briefly reflect on the following before we begin: 

• What are the typical educational requirements and certifications of aspiring IS Auditors? 
• What makes for an effective IS Auditor? 
• Please describe the career advancement paths available to IS Auditors (within and outside the Internal 

Audit function). 

The career of an Information Systems (IS) Auditor offers a dynamic and evolving landscape marked by the 
intersection of technology, business, and risk management. The IS Auditing profession demands a solid 
educational foundation in areas such as Information Systems and Business Administration. This foundation is 
critical as it provides a basic understanding of the systems, underlying risks, and controls (processes) that IS 
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Auditors will evaluate. A career in IS Auditing is challenging and rewarding, requiring a blend of technical know-
how, continuous learning, and strong interpersonal skills. In this section, let’s explore critical facets of successful 
IS Auditors’ career paths and traits. 

Educational Requirements and Certifications for IS Auditors 

The educational requirements and certifications for IS Auditors are critical components in shaping a successful 
career in this field as they provide the foundational knowledge and validate the expertise required to perform 
IS Auditing effectively. A bachelor’s degree in fields such as Information Technology, Computer Science, 
Accounting, or Business Administration is the foundational educational requirement for an IS Auditor. This 
degree provides a broad understanding of business processes, IT systems, and basic auditing principles. 
Advanced degrees, such as a Master’s in Information Systems, Cybersecurity, or Business Administration 
focusing on IT management, can further enhance an Auditor’s understanding and expertise, particularly for 
those seeking senior-level positions. 

Some IS Auditors may also have degrees in other fields but complement their education with IT and auditing-
specific courses. Professionals from technical backgrounds can succeed as IS Auditors if they come in with a 
skeptical mindset, undergo relevant training on the job, and pursue certifications that help them obtain the 
relevant knowledge to serve as effective IS Auditors. This flexibility acknowledges the diverse backgrounds from 
which professionals can enter the field. 

Certifications are a cornerstone of the IS Auditing profession, often a requirement for employment and a 
testament to the holder’s expertise and commitment to the field. Some of the most sought-after certifications 
that can both augment their technical competencies as well as enable them to gain recognition in their 
field are presented below for your reference. You are encouraged to review the key benefits, qualifications, 
requirements, and resources available to attain these certifications and pursue the one(s) that best fit your 
professional aspirations. 
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Table: Information Systems Auditing Certifications 

Certification Description Website 

Certified Information 
Systems Auditor 
(CISA) 

Offered by the Information Systems Audit Control Association 
(ISACA), CISA is globally recognized as a gold standard for IS 
audit professionals. It validates expertise in managing 
vulnerabilities, ensuring compliance, and instituting controls 
within an enterprise. CISA holders are recognized for their 
skills in Auditing, controlling, and ensuring IS, making them 
invaluable assets in ensuring the integrity and efficiency of IT 
systems. 

See the ISACA website for 
more details. 

Certified Information 
Systems Security 
Professional (CISSP) 

While not exclusively for Auditors, CISSP, offered by the 
International Information Systems Security Certification 
Consortium (ISC)², is a prestigious certification in information 
security. It is ideal for experienced security practitioners, 
managers, and executives. CISSP covers critical topics in 
security, such as risk management, cloud computing, mobile 
security, and application development security. It is renowned 
for its depth and breadth of information security knowledge 
and practices. 

See the ISC2 website for more 
details. 

Certified Information 
Systems Manager 
(CISM) 

Also offered by ISACA, CISM focuses on managing and 
governance information security. It is tailored for individuals 
who work, design, oversee, and assess enterprise information 
security. The certification emphasizes the relationship 
between information security programs and broader business 
goals and objectives. 

See ISACA website for more 
details. 

Certified Internal 
Auditor 

Offered by the Institute of Internal Auditors (IIA), the Certified 
Internal Auditor (CIA) is the only globally recognized internal 
audit certification. It is suited for Auditors involved in 
monitoring, analyzing, and evaluating business processes and 
procedures. CIA credential holders are recognized for their risk 
assessment and business management competence. 

See The Institute of Internal 
Auditors website for more 
details. 

Certified Public 
Accountant 

The Certified Public Accountant (CPA) credential is a highly 
respected accounting qualification offered by the CPA 
Ontario. It is essential for accountants aiming for senior 
financial positions. CPAs are recognized for their expertise in 
accounting principles and practices, including audit, tax, and 
financial management. 

See the CPA Ontario website
for more details. 

Certified Fraud 
Examiner 

Awarded by the Association of Certified Fraud Examiners 
(ACFE), the CFE credential is designed for professionals who 
detect and deter fraud. It is a vital certification for Auditors, 
accountants, fraud investigators, and loss prevention 
specialists. CFEs have proven expertise in fraud prevention, 
detection, and deterrence. 

See the Association of 
Certified Fraud Examiners 
website for more details. 

IS Auditor Competencies 

The goal of obtaining the proper education and attaining prestigious certifications is to enable IS Auditors to 
hone their proficiency in conducting effective reviews and assessments. To demonstrate proficiency, IS Auditors 
must excel in technical and enabling competencies. 

Technical competencies refer to the skills and knowledge essential for performing IS Audits. These 
competencies are grounded in the Auditor’s understanding of IS, cybersecurity, data analysis, and relevant 
regulatory frameworks. They enable Auditors to navigate complex IT environments, assess the effectiveness 
of controls, identify system vulnerabilities, and understand the implications of various technologies on the 
audit process. This expertise is vital for identifying risks and issues and recommending pragmatic solutions to 
enhance system security and performance. 

On the other hand, enabling competencies (also known as soft skills) encompass an IS Auditor’s personal 
attributes, communication skills, ethical values, and critical thinking abilities. Enabling competencies facilitates 
collaboration, negotiation, and influence, allowing auditors to navigate organizational dynamics effectively. 
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They enable Auditors to present complex information in an accessible and understandable manner, fostering 
informed decision-making within an organization. They are also essential in building and maintaining trust 
with clients and stakeholders, ensuring that the Auditor’s recommendations are received positively and 
implemented effectively. 

The integration of technical and enabling competencies is what truly drives the success of an IS Auditor. While 
technical competencies allow Auditors to understand and evaluate the critical systems, enabling competencies 
allow them to communicate their findings effectively, drive change, and add strategic value to an organization. 
This combination of skills ensures that IS Auditors can identify and analyze risks and vulnerabilities and 
influence the implementation of robust controls and strategies to mitigate these risks. The most relevant 
technical and enabling competencies for IS Auditors are outlined below. 

Technical Competencies 

• Understanding of IT Systems & Infrastructure 

◦ Proficiency in IT systems, including hardware, software, networks, and databases. 
◦ Knowledge of IT infrastructure components, such as servers, hard drives, and 

networking devices. 

• Familiarity w/Operating Systems & Software 

◦ Understanding various operating systems, including Windows, Linux, OS/400, and 
UNIX. 

◦ Knowledge of critical software applications used in business environments. 

• Expertise in IT Security and Cybersecurity 

◦ Understanding of cybersecurity principles, practices, and leading practices. 
◦ Knowledge of threat landscapes, security protocols, encryption, and access controls. 

• Proficiency in Data Analysis and Data Mining 

◦ Skills in data analysis and the ability to use data analytics and visualization tools. 
◦ Competence in data mining techniques for uncovering patterns and insights. 

• Knowledge of IT Governance and Frameworks 

◦ Understanding IT governance principles and frameworks like COBIT, ITIL, and ISO/IEC 
27001. 

◦ Ability to assess the alignment of IT strategy with business objectives. 

• Familiarity with Auditing Standards & Practices 

◦ Knowledge of auditing standards, such as those set by ISACA and the IIA. 
◦ Understanding of audit methodologies, evidence-gathering techniques, and 

procedures. 
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• Expertise in Risks & Controls Evaluation 

◦ Ability to evaluate the effectiveness of IT controls. 
◦ Skills in conducting IT risk assessments and identifying potential vulnerabilities. 

• Understanding of Emerging Technologies 

◦ Awareness of emerging technologies like cloud computing, AI, IoT, and blockchain. 
◦ Ability to assess the risks and controls related to these technologies. 

• Proficiency in Regulatory Requirements 

◦ Understanding compliance requirements relevant to IT, such as GDPR, HIPAA, SOX, etc. 
◦ Ability to assess IT compliance with these regulations. 

• Skills in IT Project & Change Management 

◦ Knowledge of IT project management principles and practices. 
◦ Understanding of change management processes in IT environments. 

Enabling Competencies 

• Communication Skills 

◦ Clarity in verbal and written communication to explain complex IT concepts lucidly. 
◦ Practical listening skills to understand stakeholder concerns and gather relevant 

information. 

• Critical Thinking and Analytical Skills 

◦ The ability to analyze data critically to identify issues and anomalies in IT systems and 
processes. 

◦ Problem-solving skills to devise practical solutions for the issues identified during 
audits. 

• Attention to Detail 

◦ Meticulousness in examining IT systems and controls to ensure every aspect is noticed. 
◦ Precision in reporting to convey audit findings and recommendations accurately. 

• Ethical and Professional Integrity 

◦ Adherence to ethical standards and professional integrity is vital in maintaining trust 
and credibility. 
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◦ Discretion, especially when handling sensitive or confidential information. 

• Interpersonal Skills 

◦ The ability to work effectively with different teams and individuals in a synergistic 
manner. 

◦ Collaboration skills to work cohesively with audit team members and other 
departments. 

• Project Management Skills 

◦ Competency in managing audit projects, including planning, execution, and meeting 
deadlines. 

◦ Skills in organizing and prioritizing tasks to ensure efficient audit workflow. 

• Adaptability and Flexibility 

◦ The ability to adapt to changing technologies, regulations, and auditing standards. 
◦ Flexibility in dealing with unexpected issues or changes in audit scope or objectives. 

• Leadership and Teamwork 

◦ Leadership skills for guiding and mentoring junior Auditors or leading audit teams. 
◦ Ability to work effectively as part of a team, contributing positively to team dynamics. 

• Conflict Resolution 

◦ Skills in resolving conflicts during audits, either within the audit team or with auditees. 
◦ Diplomacy in handling sensitive issues or disagreements. 

• Continuous Learning Mindset 

◦ Commitment to continuous professional development with the latest trends in IS 
Auditing. 

◦ Openness to feedback and willingness to learn from experiences. 

Career Opportunities and Advancements for IS Auditors 

Career opportunities for Information Systems (IS) Auditors are diverse and evolving, reflecting the growing 
importance of IT in all business sectors. With the right mix of skills and experience, IS Auditors can advance in 
various directions within the field. 

Entry-level Roles 

For those beginning their journey in IS Auditing, entry-level positions such as Junior IS Auditor, IT Compliance 
Analyst, or Risk Assessment Specialist serve as the launchpad. These roles typically involve working under the 
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guidance of experienced Auditors, learning the nuances of conducting IS Audits, understanding regulatory 
requirements, and gaining familiarity with various auditing tools and techniques. They offer valuable hands-on 
experience in assessing IT systems, identifying risks, and understanding the control environments of different 
organizations. 

Mid-level Roles with Expanding Responsibilities 

As IS Auditors gain experience and expertise, they progress to mid-level positions like Senior IS Auditor, Audit 
Manager, or Information Security Analyst. These roles come with greater responsibilities, including leading audit 
projects, managing teams, and developing audit plans and strategies. They require a deep understanding of 
technical aspects and strong leadership and project management skills. Professionals at this level are often 
involved in more complex audits, providing recommendations to senior management, and playing a pivotal role 
in shaping the organization’s IS governance and risk management strategies. 

Senior-level Leadership Roles 

At the senior level, career options expand into specialized and leadership roles such as IT Audit Director, 
Chief Information Security Officer (CISO), or Head of IT Governance. These positions involve strategic planning, 
policy development, and oversight of the organization’s entire IS audit function. Professionals in these roles are 
responsible for aligning the IS audit strategy with the business objectives, ensuring compliance with evolving 
regulations, and leading digital risk management initiatives. They are key advisers to top management and 
decision-makers, influencing the organization’s information security and risk approach. 

Other Roles 

IS Auditors can also play advisory or consulting roles and provide expert advice to various organizations on IT 
governance, risk management, and security matters. They can also take on the training role to raise awareness 
around the role and importance of IT control culture. Moreover, IS Auditing also offers various avenues for 
specialization, such as cybersecurity, blockchain, data privacy, cloud computing, artificial intelligence, machine 
learning, robotics, nanotechnology, etc. IS Auditors can scan the environment for the latest developments in 
these technologies and relevant risks and evaluate whether the organization has sufficient measures to address 
those risks. Outside the traditional assurance role, IS Auditors can do so as subject-matter experts and sounding 
boards. 

Professional Associations and Resources for IS Auditors 

For IS Auditors, professional associations and resources play a crucial role in career development, networking, 
and staying updated with industry trends and standards. These associations provide a platform for learning, 
certification, and professional growth. The most influential professional associations for IS Auditors include: 

• ISACA (Information Systems Audit and Control Association): Globally recognized, ISACA serves 
professionals in IS Auditing, risk management, governance, and cybersecurity. It offers certifications like 
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CISA (Certified Information Systems Auditor), CRISC (Certified in Risk and Information Systems Control), 
and CISM (Certified Information Systems Manager) for IS Auditors. ISACA’s local chapters organize local 
events, seminars, and conferences, fostering a community that shares knowledge and best practices. 
ISACA provides research, white papers, online courses, and conferences. See https://www.isaca.org/ for 
more details. 

• The Institute of Internal Auditors (IIA): The IIA is a leading body for internal Auditors, including those 
specializing in IT. It offers certifications like Certified Internal Auditor (CIA) and Certification in Risk 
Management Assurance (CRMA). The IIA releases publications, guidance materials, standards for Auditing, 
and educational events. See https://www.theiia.org/ for more details. 

• CPA Ontario (Certified Public Accountant): CPA Ontario is critical for IS Auditors, especially those whose 
work intersects with accounting and financial Auditing. It offers the CPA designation, is esteemed in 
accounting and finance and is valuable for Auditors dealing with financial IS. CPA Ontario provides 
training, certification, and accounting and IT auditing guidelines. See https://www.cpaontario.ca/ for more 
details. 

• Association of Certified Fraud Examiners (ACFE): The ACFE offers resources and training in fraud 
prevention, detection, and deterrence, which benefits Auditors specializing in fraud examination within IS 
Auditing. The ACFE provides research, tools, and fraud detection and prevention training. See 
https://www.acfe.com/ for more details. 

In addition to access to relevant insights, leadership thoughts, and access to certifications, these professional 
associations also offer ample networking opportunities. Networking is a cornerstone for success in Information 
Systems (IS) Auditing, playing a critical role in the professional development and advancement of Auditors. The 
value of a robust professional network cannot be overstated in a rapidly evolving industry where technological 
changes and regulatory updates are constant. 

Networking with peers and industry experts gives IS Auditors valuable insights and the latest trends. This 
information is crucial for staying ahead in a field where knowledge needs to be updated to avoid significant 
risks and audit failures. Networking events, conferences, and professional meetings serve as platforms for 
knowledge exchange. They offer learning opportunities from case studies, shared experiences, and best 
practices. This continuous learning is vital in an area where the complexity and sophistication of IS are 
increasing. A robust network can open doors to new career opportunities. Many job vacancies in specialized 
fields like IS Auditing are filled through referrals and professional connections. Networking can thus be 
instrumental in learning about and accessing these opportunities. For both emerging and seasoned Auditors, 
having a network of experienced professionals provides access to mentorship and support. This guidance is 
invaluable, particularly when facing complex audit challenges or making significant career decisions. Active 
participation in professional circles helps build a knowledgeable and engaged IS Auditor reputation. It positions 
individuals as active contributors to the field, which can benefit career advancement, particularly into 
leadership roles. 
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In the Spotlight 

For additional context on the core auditing competencies, please read the article titled “IT Audit 
Specialist Job Profile” [opens in new tab]. 

ACCA. (2023). IT audit specialist. https://www.accaglobal.com/gb/en/qualifications/why-acca/
competency-framework/job-profiles/digital-roles/it-audit-specialist.html 

 

Key Takeaways 

Let’s recap the key concepts discussed in this section by watching this video. 

One or more interactive elements has been excluded from this version of the text. You can view 

them online here: https://ecampusontario.pressbooks.pub/

auditinginformationsystems/?p=65#oembed-1 

Source: Mehta, A.M. (2023, December 6). AIS OER ch 01 topic 04 key takeaways [Video]. 
https://youtu.be/y2XbyPM1E4o 
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Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=65#h5p-9 
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02. IS AUDITING STANDARDS AND 
CONTINUOUS FRAMEWORKS 

Credit: Colleagues Standing in White Long Sleeve Shirts Discussing and Reading a Financial Report by Mikhail Nilov, used 
under the Pexels License. 

Chapter 02 begins with exploring the relevant frameworks and standards that serve as a cornerstone of the IS 
Auditing profession. They ensure uniformity and excellence in auditing practices across diverse environments. 
We will examine how adherence to these standards enhances the quality of audits and bolsters the auditor’s 
credibility in the eyes of stakeholders. Ethics form the cornerstone of any profession, and IS auditing is no 
exception. We will also explore the IS Auditors' Code of Ethical Principles to understand the moral compass 
that guides auditors and discuss the fundamental principles that underpin the code of ethics and the ethical 
dilemmas auditors frequently encounter. The implications of violating these ethical standards are significant 
and can have far-reaching consequences for the auditor and the audited entity. 

Next, we will delve into Computer-Assisted Auditing Techniques (CAATs), a pivotal element in enhancing 
the effectiveness and efficiency of modern IS auditing. We will explore data analysis and mining techniques by 
reviewing the essential tools in the auditor’s arsenal for handling vast amounts of data in today’s digital world. 
This will also include a quick tour of the process of developing CAATs-based audit programs and the various 
tools and software used for this purpose. 

Our next topic will be the concept of continuous Auditing and monitoring. Here, we compare continuous 
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auditing techniques with traditional periodic auditing methods. Real-time analysis, automated alerts, and 
notifications have transformed how audits are conducted. We will cover critical metrics for constant monitoring 
and discuss how these methods are integrated with existing control frameworks. This approach represents a 
paradigm shift in Auditing, moving towards a more proactive and dynamic model. 

Lastly, we will focus on the role of Quality Assurance and Continuous Improvement in IS Auditing. Quality 
assurance is not just a compliance requirement but an integral part of delivering value through audits. We will 
discuss the role and Importance of quality assurance in IS auditing, exploring the components of a practical 
quality assurance framework. We will also touch upon benchmarking and best practices, essential for any 
auditor committed to continuous improvement and excellence in their craft. 

 

Learning Objectives 

By the end of this chapter, you should be able to 

• Explain IS Auditing Standards’ evolution, role, and Importance. 
• Describe the fundamental principles of the IS Auditors’ Code of Ethics and their application in 

professional practice. 
• Recognize the consequences and professional implications of violating the Code of Ethics in IS 

auditing. 
• Develop data analysis techniques using Computer-Assisted Auditing Techniques (CAATs). 
• Compare and contrast continuous Auditing and monitoring vs. traditional periodic Auditing. 
• Develop insights into quality assurance and continuous improvement practices in IS auditing, 

including practical components and benchmarking strategies. 
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02.01. IS Auditing Standards 

Credit: Law Book in a Podium by Pavel Danilyuk, used under the Pexels License. 

 Briefly reflect on the following before we begin: 

• What is the primary purpose of standards in IS Auditing? 
• Can you provide examples of how compliance with these standards improved audit outcomes? 
• How do IS Auditing Standards relate to ethical principles in the auditing profession? 

For IS Auditing, adherence to established auditing standards is fundamental. These standards provide a 
structured framework for conducting audits, ensuring consistency, reliability, and credibility in audit processes 
and outcomes. They serve as the benchmark for evaluating the governance of enterprise IT, assessing risk 
management effectiveness, and ensuring data integrity and security. The standards cover various activities, 
from planning an audit to reporting findings. 

Initially developed in response to simpler, more static computing environments, IS Auditing standards have 
evolved to address complex, integrated, and real-time IT systems, including cloud-based infrastructures and 
distributed networks. This evolution reflects the growing Importance of information technology in business 
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operations and the corresponding need for robust audit mechanisms. Compliance with IS Auditing Standards 
ensures that audits are thorough, methodical, relevant, and adaptable to technological advancements and 
emerging risks. The observance of these standards is critical to maintaining the integrity and dependability of 
the auditing process, ultimately safeguarding the organization’s information assets and enhancing its decision-
making capabilities. 

IS Auditing Standards 

IS Auditing Standards are a collection of recognized guidelines that define the process and implementation 
of IS audits. Expert committees and professional bodies like the Information Systems Audit and Control 
Association (ISACA) develop and regularly update these standards to keep up with changing technology and 
business practices. The primary objective of these standards is to ensure systematic and well-defined IS audits. 
Auditors rely on them to identify and assess risks related to IT systems, evaluate control effectiveness, and 
provide IT alignment with objectives and regulations. The standards encompass different areas of an audit, such 
as planning, Execution, reporting, and follow-up. 

A key aspect of IS Auditing Standards emphasizes professional competence and due care. Auditors must 
possess the knowledge, skills, and experience to perform audits effectively. This includes staying updated 
with the latest technological developments, understanding the intricacies of different IT environments, and 
being aware of the regulatory landscape. Another critical element of these standards is the focus on auditor 
independence and objectivity. Auditors must maintain an unbiased stance, free from conflicts of interest, 
to ensure that their findings and recommendations are based solely on the evidence collected to preserve 
the integrity of the audit process and the trust of stakeholders. The standards also stress the Importance of 
confidentiality and security of information. Auditors are entrusted with sensitive data and information during 
their audits. Adhering to the standards ensures this information is protected and handled with the utmost 
confidentiality. 

Furthermore, IS Auditing Standards advocate for a risk-based approach to IS Auditing, involving identifying 
and prioritizing IT risks and focusing audit efforts where they are most needed. By doing so, auditors can provide 
valuable insights to management about critical risk areas and recommend appropriate mitigation strategies. 
The documentation and evidence-gathering process is another area covered by the standards. IS Auditors 
are guided on how to collect, analyze, and document evidence in a manner that supports their findings and 
conclusions. This is crucial for the credibility of the IS audit report and for making informed recommendations 
to management. 

The evolution of IS Auditing Standards indicates the dynamic interplay between technological advancements 
and the imperative to maintain robust, reliable, and relevant IS auditing practices. These standards have evolved 
due to significant technological shifts, business methodologies, and regulatory environments. Initially, when 
technologies were simpler, locally hosted, and data processing was in its early stages, IS Auditing Standards 
focused primarily on data verification and validation. The goal was straightforward: ensure the accuracy and 
completeness of data processed by these systems. The standards were relatively simple and geared towards 
auditing batch processing systems, emphasizing internal controls and basic security measures. 

As technology evolved, bringing in complex, interconnected systems, the potential for unintentional errors 
and abuse of the technology and corresponding risks, and therefore, the governing standards broadened in 
scope. The introduction of networked systems and, later, the internet transformed how businesses operated. IS 
Auditing Standards adapted to this change, focusing on network security, data integrity across systems, and the 
reliability of software applications. The transition from mainframe to client-server architectures necessitated 
a more nuanced approach to Auditing, considering aspects like access controls, database security, and the 
integrity of application data. Auditors needed to understand complex, interdependent processes and data flow 
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across various business functions. Standards evolved to encompass the audit of integrated systems, focusing 
on transaction controls, process alignment, and data accuracy. 

As IT became central to business operations, the focus of auditing standards shifted towards IT governance 
and risk management. Standards emphasized the alignment of IT with business strategies, the effectiveness of 
IT investments, and the management of IT-related risks. This shift was a response to the growing recognition 
that IT governance directly impacts an organization’s ability to achieve its objectives and manage its risk profile. 
The proliferation of digital technologies and the internet heightened cybersecurity and data privacy concerns. 
IS Auditing Standards incorporate these aspects, focusing on protecting sensitive data, compliance with data 
protection regulations like the General Data Protection Regulation (GDPR), and auditing cybersecurity controls. 
The standards addressed the need to audit IT systems for vulnerabilities, the effectiveness of incident response 
mechanisms, and the adequacy of measures to protect against cyber threats. 

IS Auditing Standards continue to evolve, addressing emerging technologies such as cloud computing, 
artificial intelligence, machine learning, the Internet of Things (IoT), blockchain, etc. These technologies present 
unique audit challenges, from assessing cloud service provider controls to evaluating the ethical implications 
of AI. The standards increasingly emphasize a proactive, rather than reactive, approach to Auditing, integrating 
continuous auditing and monitoring techniques. The relevance of these evolving standards in today’s business 
environment is profound. They provide a framework for auditors to navigate the complexities of modern 
IT systems and processes. By adhering to these standards, auditors can ensure that their practices align 
with current best practices, regulatory requirements, and the organization’s strategic needs. As technology 
advances, the IS Auditing Standards will remain crucial in guiding auditors, ensuring the reliability, security, and 
effectiveness of IT systems and processes in supporting business objectives. 

ISACA Auditing Standards 

Let us briefly dive deeper into the standards, guidelines, and procedures published and prescribed by the 
Information Systems Audit and Control Association (ISACA). Standards specify the mandatory requirements 
to be followed by IS Auditors, whereas guidelines provide guidance requiring the application of professional 
judgment by the IS Auditors. Lastly, procedures are the more detailed examples of activities and procedures 
that IS Auditors can use to maintain the standards. 

ISACA also categorizes their standards, guidelines, and procedures into three categories: 

• General standards and guiding principles under which the IS auditor operates. They apply to the conduct 
of all assignments and deal with the IT auditor’s professional ethics, independence, objectivity, due care, 
knowledge, competency, and skill. 

• Performance standards and guiding principles deal with the conduct of the assignment, such as planning 
and supervision, scoping, risk and materiality, resource mobilization, supervision and assignment 
management, audit and assurance evidence, and the exercising of professional judgment and due care. 

• Reporting standards and guiding principles address the types of reports, means of communication and 
the information communicated. 

Here is a summary of the critical standards, guidelines, and procedures published by IS Auditors.1 

 

1. See the standards, guidelines, tools and techniques page on the ISACA website for more details. 
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Table: IS Auditor Critical Standards, Guidelines, and Procedures 

Category ISACA Standards ISACA Guidelines ISACA Procedures 

General 

1001 Audit Charter 

1002 Organizational 
Independence 

1003 Auditor Objectivity 
1004 Reasonable 

Expectation 
1005 Due Professional 

Care 
1006 Proficiency 
1007 Assertions 
1008 Criteria 

2001 Audit Charter 

2002 Organizational 
Independence 

2003 Auditor Objectivity 
2004 Reasonable 

Expectation 
2005 Due Professional 

Care 
2006 Proficiency 
2007 Assertions 
2008 Criteria 

Select examples of procedures published by 
the ISACA: 

IS Risk Assessment 
Digital Signatures 
Intrusion Detection 
Viruses and Other Malicious Code 
Control Risk Self-assessment 
Firewalls 
Irregularities and Illegal Acts 
Security Assessment — Penetration Testing 

and Vulnerability Analysis 
Evaluation of Management Controls Over 

Encryption Methodologies 
Business Application Change Control 
Electronic Funds Transfer (EFT) 

Performance 

1201 Risk Assessment in 
Planning 

1202 Audit Scheduling 
1203 Engagement 

Planning 
1204 Performance and 

Supervision 
1205 Evidence 
1206 Using the Work of 

Other Experts 
1207 Irregularities and 

Illegal Acts 

2201 Risk Assessment in 
Planning 

2202 Audit Scheduling 
2203 Engagement 

Planning 
2204 Performance and 

Supervision 
2205 Evidence 
2206 Using the Work of 

Other Experts 
2207 Irregularities and 

Illegal Acts 

Not applicable 

Reporting 
1401 Reporting 

1402 Follow-up Activities 

2401 Reporting 

2402 Follow-up Activities 
Not applicable 

Compliance with IS Auditing Standards to Enhance Audit Quality 

Compliance with IS Auditing Standards is integral to the audit process, directly influencing audit quality, 
reliability, and effectiveness within information systems. Their comprehensive nature covers various aspects of 
the audit process, from planning and Execution to reporting and follow-up. 

Adherence to IS Auditing Standards ensures uniformity and standardization in audit practices. This 
standardization is crucial in maintaining high audit quality across different auditors and organizations. By 
following these standards, auditors can apply a consistent methodology, particularly important in multifaceted 
IT environments where variability in auditing approaches can lead to inconsistent or unreliable results. As 
mentioned in the previous section, IS Auditing Standards provide a structured risk assessment and 
management approach. Compliance ensures that auditors systematically identify, evaluate, and respond to 
IT systems and processes risks. This thorough approach to risk management is fundamental to the IS audit’s 
effectiveness, ensuring that significant risks are not overlooked, and appropriate controls are evaluated. 

Compliance with IS Auditing standards also necessitates ongoing professional development and skill 
enhancement. IS Auditing Standards often encompass emerging technologies and evolving best practices. 
Auditors who adhere to these standards will likely continuously learn, ensuring their skills and knowledge 
remain relevant and current. This ongoing development is crucial in an industry characterized by rapid 
technological changes. Standards also play a significant role in audit functions’ internal quality assurance 
processes. They provide a framework against which audit quality can be measured and evaluated. Compliance 
facilitates the identification of areas for improvement, driving enhancements in audit processes and 
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methodologies. This continuous improvement cycle is pivotal for maintaining the efficacy and relevance of 
audit practices over time. 

Compliance with recognized auditing standards enhances the audit function’s credibility in the stakeholders’ 
eyes. When stakeholders know that audits align with established standards, it builds trust in the audit process 
and its outcomes. This trust is vital for the acceptance and implementation of audit recommendations. IS 
Auditing Standards often incorporate legal and ethical considerations relevant to the audit process. Compliance 
with these standards ensures auditors conduct audits ethically and consider the legal implications of their 
findings and recommendations. This aspect of compliance is crucial for maintaining the integrity of the audit 
function and protecting the organization from potential legal and ethical violations. The standards are designed 
to be adaptable to various organizational structures and technological complexities. Compliance with these 
standards allows auditors to tailor their approach to different environments, ensuring that the audits are 
relevant and comprehensive, regardless of the complexity or uniqueness of the IT systems being audited. 

In the Spotlight 

For additional context on the Importance of auditing standards, please read the paper titled “Do 
Auditing Standards Matter?” [opens in new tab]. 

Knechel R. W. (2013). Do auditing standards matter? Current Issues in Auditing 7(2): A1–A16. doi.org/
10.2308/ciia-50499 

 

Key Takeaways 

Let’s recap the key concepts discussed in this section by watching this video. 
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One or more interactive elements has been excluded from this version of the text. You can view 

them online here: https://ecampusontario.pressbooks.pub/

auditinginformationsystems/?p=212#oembed-1 

 

Source: Mehta, A.M. (2023, December 6). AIS OER ch 02 topic 01 key takeaways [Video]. 
https://youtu.be/ZmkDNR46wvA 

Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=212#h5p-10 
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02.02. IS Auditors' Code of Ethical 
Principles 

Credit: A Woman in Black Blazer Holding a Clipboard by Pavel Danilyuk, used under the Pexels License. 

 Briefly reflect on the following before we begin: 

• What is the relevance of a Code of Ethics for IS Auditing? 
• What should be the key pillars of a Code of Ethics for IS Auditing? 
• What are the potential implications of violating the Code of Ethics for IS Auditors? 

For IS Auditors, ethical conduct is as crucial as technical proficiency. This section will focus on the IS Auditors’ 
Code of Ethical Principles, underscoring the Importance of ethics in this profession. We will start by reviewing 
the fundamental ethical principles, such as integrity, objectivity, confidentiality, and competency. We will 
consider the nature of complex scenarios auditors often face, where moral choices may need to be clear-
cut. We will discuss how auditors navigate these challenges, balancing professional judgment with ethical 
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considerations. This involves making decisions that comply with the law and align with the spirit of ethical 
conduct, ensuring the auditor’s actions uphold the profession’s integrity and public trust. Lastly, we will explore 
the consequences of ethical breaches. Violations can lead to significant professional repercussions, including 
loss of certification, reputational damage, and legal ramifications. Adhering to ethical standards helps avoid 
these consequences and facilitates a culture of trust and reliability in the auditing profession. It underlines that 
ethical conduct is integral to the credibility and effectiveness of the IS Auditing profession. 

The Fundamental Principles of an IS Auditor’s Code of Ethics 

The Code of Professional Ethics by ISACA (Information Systems Audit and Control Association) is the foundation 
of IS auditors’ ethical conduct.1 These principles are guidelines and vital to maintaining the IS Auditing 
profession’s trust, integrity, and reputation. Some of the critical tenets of ISACA’s code of professional ethics are 
the following: 

Objectivity 

Objectivity requires IS Auditors to maintain an unbiased mindset and avoid conflicts of interest that could 
influence or appear to influence their judgment. It mandates that auditors do not accept anything that may 
impair or be presumed to impair their professional judgment. This principle ensures that audit conclusions 
are based solely on evidence collected and evaluated during the audit process, free from bias and external 
pressures. 

Confidentiality 

Auditors are privy to sensitive information during their work. The principle of confidentiality requires them to 
safeguard such information, using it only for legitimate business purposes. This means not abusing confidential 
information for personal gain or in a manner detrimental to the client or employer. It also involves adhering to 
applicable laws and regulations regarding data privacy and protection. 

Competence 

Competence is a foundational principle that underpins the effectiveness of IS Auditing. IS Auditors are expected 
to perform their duties with the necessary knowledge, skills, and experience. They should continually improve 
their abilities and keep abreast of IT and auditing standards developments. This includes undertaking relevant 
Training, certifications, and professional development activities to ensure they provide high-quality and 
effective audit services. 

1. See the ISACA website for the detailed Code of Professional Ethics. 
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Professional Behavior 

Professional behaviour encompasses conducting oneself consistently with the profession’s good reputation. 
This principle requires IS Auditors to comply with relevant laws and regulations and avoid any actions that 
might discredit the profession. It calls for respect towards clients, colleagues, and other stakeholders and 
understanding their work’s societal implications. 

Integrity 

Theprinciple of integrity demands that IS Auditors exhibit the highest level of professional integrity in their 
work. This encompasses honesty, fairness, and impartiality. Integrity is fundamental to establishing trust 
between auditors, clients, and the public. It requires auditors to avoid conflicts of interest, ensure accuracy and 
completeness in their work, and refuse to be a party to deceptive practices. 

Ethical Dilemmas in IS Auditing and Decision-making 

Ethical dilemmas in IS Auditing are situations where auditors face challenges in making decisions that align 
with the core ethical principles of their profession. These dilemmas often arise when conflicting interests, 
values, or requirements exist. The ability to navigate these dilemmas is crucial for IS Auditors, as the decisions 
can significantly impact the audit process’s integrity, the stakeholders’ trust, and the auditor’s professional 
reputation. Some of the common ethical dilemmas faced by IS Auditors include the following: 

• Conflict of Interest: 

◦ Auditors may find themselves in situations where their interests, or those of family or friends, conflict 
with their professional duties. For instance, auditing a system developed by a close friend or relative 
poses a conflict between personal relationships and professional responsibilities. 

• Confidentiality vs. Disclosure: 

◦ Auditors often handle sensitive information. A dilemma may arise when they uncover practices that, 
while unethical or harmful, do not legally require disclosure. Deciding between maintaining 
confidentiality and disclosing information for the greater good can be challenging. 

• Pressure to Overvalue Issues: 

◦ Auditors may face pressure from management or other stakeholders to overlook specific findings or 
present them as less severe. This creates a conflict between maintaining objectivity and integrity and 
the desire to appease those in positions of power. 

• Handling Incompetence or Misconduct: 

◦ Discovering incompetence or misconduct within the team or among colleagues presents a dilemma. 
The auditor must decide how to address these issues while maintaining professional relationships and 
upholding ethical standards. 

As and when IS auditors run into these situations, the first step in resolving ethical dilemmas is to refer to the 
ISACA’s Code of Ethics. This code provides guidance and principles that help make ethically sound decisions. 
When faced with complex ethical dilemmas, seeking advice from peers, supervisors, or legal advisors is often 
beneficial. Discussing the issue with others can provide different perspectives and help arrive at a decision 
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that upholds ethical standards. Auditors should also consider the potential impact of their decisions on all 
parties involved, including the organization, its stakeholders, and themselves as professionals. Understanding 
the consequences can guide auditors in making ethical decisions in the public’s and the profession’s best 
interest. Lastly, documenting the decision-making process and the reasons behind certain such decisions is 
crucial. This documentation can clarify and justify the choices, especially if the findings are later questioned. 

Implications of Violating the IS Auditor’s Code of Ethics 

Violating the Code of Ethics in IS Auditing carries significant implications for the individual auditor and the 
profession. The ISACA’s Code of Ethics sets out the expected ethical standards for auditors, and adherence 
to these standards is crucial. When these standards are breached, it can lead to many consequences, from 
professional to legal ramifications. 

One of the most immediate impacts of an ethical violation is the loss of professional reputation. Ethical 
breaches can damage the IS auditor’s credibility and trustworthiness, which are essential in this profession. IS 
Auditors who violate the Code of Ethics may face disciplinary actions by professional bodies such as ISACA. 
These actions can include suspension or revocation of certification, which can significantly impact the auditor’s 
career. Ethical violations, including potential termination, can affect an auditor’s current job status. It can also 
hinder future employment opportunities, as moral conduct is a crucial criterion for roles in Auditing and related 
fields. 

In some cases, ethical violations can lead to legal proceedings, especially if the offence involves illegal 
activities such as fraud, breach of confidentiality, or insider trading. Legal consequences can include fines, 
penalties, or even imprisonment. Auditors may also face civil litigation, mainly if their actions have caused 
financial loss or damage to clients or employers. This can lead to costly legal battles and financial settlements. 
Ethical violations by an auditor can also lead to a loss of trust in the organization’s audit function. This can have 
broader implications for the organization’s reputation and stakeholder confidence. An ethical breach can invite 
increased scrutiny from regulatory bodies, potentially leading to audits, investigations, and sanctions against 
the organization. 

Regular training and awareness programs on ethical conduct can help prevent violations. Organizations 
should foster a culture that values ethical behaviour and makes it an integral part of their operating principles. 
Establishing clear channels for reporting ethical concerns can encourage transparency and early detection of 
potential violations. 
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In the Spotlight 

For additional context on the relevance of ethics and integrity to an auditing function, please read the 
article “Building a Better Auditor: The Significance of the Integrity Principle” [opens in new tab]. 

Fataliyev, A. (2021, December 7). Building a better auditor: The significance of the integrity principle. 
Voices: A Publication of the Institute of Internal Auditors. https://internalauditor.theiia.org/en/voices/
2021/building-a-better-auditor-the-significance-of-the-integrity-principle/ 

 

Key Takeaways 

Let’s recap the key concepts discussed in this section by watching this video. 

One or more interactive elements has been excluded from this version of the text. You can view 

them online here: https://ecampusontario.pressbooks.pub/

auditinginformationsystems/?p=241#oembed-1 

 

Source: Mehta, A.M. (2023, December 6). AIS OER ch 02 topic 02 key takeaways [Video]. 
https://youtu.be/8bAGN1ExByQ 
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Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=241#h5p-11 

 

Mini Case Study 

Background 

John, an experienced IS Auditor, works for a reputable auditing firm. He has been assigned to audit a 
new client, TechGenix Ltd., a fast-growing tech company. Upon reviewing the client details, John 
realizes his brother is a senior software engineer at TechGenix. His brother’s role involves working on 
several critical projects that John must audit. 
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Dilemma 

John faces an ethical dilemma due to a potential conflict of interest. Auditing a company where a 
close family member is employed, especially in a significant role, could impair his objectivity. There’s a 
risk that his relationship might influence his judgment, consciously or subconsciously, or it might 
appear that way to others. However, refusing the assignment might raise questions about his 
professionalism, and his firm relies on him for his expertise in such audits. 

Ethical Considerations 

• Objectivity: Given his brother’s involvement in the company, can John maintain an unbiased 
approach during the audit? 

• Confidentiality: Is there a risk that John might inadvertently share sensitive audit information 
with his brother, or vice versa? 

• Professional Behaviour: How will his decision reflect on his professionalism and his firm’s 
reputation? 

• Integrity: How can John ensure he acts with integrity, upholding the principles of the auditing 
profession? 

Resolution 

John decides to address this dilemma by 

• Disclosing the Conflict: He informs his supervisor about the potential conflict of interest, 
explaining his brother’s role in the company. 

• Seeking Guidance: John consults with the firm’s ethics committee to get an objective 
viewpoint on how to proceed. 

• Recusal or Oversight: Based on the firm’s advice, John is considering either recusing himself 
from the audit or requesting that a senior auditor oversee his work for added impartiality. 

• Documentation: He documents this entire process, ensuring transparency in handling the 
conflict of interest. 

Outcome: 

After appreciating his openness and adherence to ethical standards, John’s firm assigns another 
auditor to TechGenix. They commend John for upholding the integrity of the auditing process and 
avoiding any potential bias or perception of bias. This decision strengthens the trust between the 
auditing firm and its clients, showcasing their commitment to ethical practices. 
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02.03. Computer-Assisted Auditing 
Techniques (CAATs) 

Credit: A person using a laptop by Fauxels, used under the Pexels License. 

 Briefly reflect on the following before we begin: 

• What are the role and benefits of data analytics in IS Auditing? 
• Can you think of the tools and software commonly used in performing IS Auditing data analytics? 
• What are some future trends in data analytics that IS Auditors should be aware of and prepared for? 

Technology-based tools and computer-assisted Auditing Techniques are pivotal in enhancing audit efficiency 
and effectiveness. This section will outline the distinction between Computer-Assisted Audit Tools and 
Techniques (CAATTs) and CAATs, highlighting their respective roles in modern IS Auditing. CAATTs automate 
some parts of the audit process, improving the auditor’s ability to analyze large datasets and identify anomalies. 
This automation allows auditors to focus on more complex aspects of the audit, where human judgment and 
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expertise are essential. Next, we will focus on the methodologies used to scrutinize vast data. Data analysis 
techniques, such as statistical analysis and trend analysis, enable auditors to understand patterns and 
irregularities in data, while data mining helps uncover hidden patterns and correlations. These techniques are 
critical in identifying potential areas of risk and non-compliance. 

We will also discuss integrating CAATs into audit programs, which involves selecting appropriate tools and 
designing audit tests that utilize these technologies effectively. A well-structured CAATs-based audit program 
enhances the scope and depth of the audit, enabling comprehensive coverage of IT systems and processes. We 
will also discuss specialized auditing software, general-purpose data analysis tools, and customized scripts or 
queries designed for specific audit tasks as a part of IS Auditing CAATs. The choice of tools depends on the audit 
objectives, the nature of the IT systems being audited, and the data available for analysis. Lastly, we will explore 
future developments in auditing tools, such as integrating artificial intelligence and machine learning, and 
their potential impact on IS Auditing. These advancements are expected to automate audit processes further, 
enhance data analysis capabilities, and enable more proactive and predictive auditing approaches. 

CAATTs vs. CAATs and Their Role in IS Auditing 

As mentioned above, Computer-Assisted Audit Tools and Techniques (CAATTs) are a combination of software 
tools and methods auditors use to analyze and evaluate an organization’s data and IT systems. They encompass 
a wide range of functionalities, from data extraction and analysis to automated testing of control systems. 
The ‘techniques’ part of CAATTs refers to the methodologies and approaches used in conjunction with the 
tools to conduct the audit. These techniques could include statistical analysis, sampling methods, or predictive 
analytics. The role of CAATTs in IS Auditing is extensive. They enable auditors to handle large volumes of data 
efficiently, provide capabilities for complex data analysis, and offer a means for auditors to conduct more 
thorough and effective audits. By using CAATTs, auditors can identify anomalies, trends, or discrepancies in data 
that might indicate control weaknesses for potential risk areas. 

On the other hand, computer-assisted auditing Techniques (CAATs) refer specifically to the software tools 
used in the auditing process. These tools extract, analyze, and manipulate data from various IT systems. 
Examples of CAATs include generalized audit software, data analysis software, and other specialized tools 
designed to assist in the audit process. CAATs play a critical role in IS Auditing by automating manual processes 
and enabling auditors to focus on more strategic aspects of the audit. These tools are handy in environments 
where the volume of data is significant, and manually reviewing each transaction is impractical. CAATs can 
quickly process vast amounts of data, highlighting areas for further investigation. 

The primary distinction between CAATTs and CAATs lies in the scope of their functionality. While CAATs 
are specifically the tools used in the audit process, CAATTs encompass both the tools and the techniques 
or methods employed. In practice, however, the terms are often used interchangeably, as the devices are 
rarely used in isolation from the procedures. CAATTs and CAATs are integral to IS Auditing, allowing auditors 
to conduct more efficient, accurate, and comprehensive audits. They provide the means to analyze complex 
systems and large data sets, identify potential risk areas, and ensure that an organization’s IT controls function 
effectively. As technology continues to evolve, the role of these tools and techniques is becoming increasingly 
central to the auditing process, underscoring their Importance in the field of IS Auditing. 

Data Analysis and Data Mining Techniques in IS Auditing 

Data analysis and mining techniques allow IS auditors to extract valuable insights from large datasets, identify 
trends, detect anomalies, and make informed decisions. The integration of these techniques into IS Auditing is 
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a testament to the evolving nature of the field, adapting to the challenges presented by vast amounts of digital 
data. 

Data analysis involves systematically examining datasets to conclude the information they contain. This 
process is fundamental in evaluating the performance, efficiency, and compliance of IT systems and processes. 
IS Auditors use various data analysis techniques, including the following: 

 

Table: Data Analysis Techniques of IS Auditors 

Technique Description Example 

Descriptive 
Analysis 

This involves summarizing and 
describing various aspects of 
data, such as averages, 
variances, and frequencies. It 
helps auditors understand the 
baseline characteristics of the 
data. 

An IS auditor uses descriptive analysis to summarize historical data 
from an organization’s network security logs. This analysis might reveal 
patterns in data traffic, such as peak usage times or frequent access 
from specific locations. The auditor can present this information in 
easily digestible formats, like graphs or charts, providing a clear 
overview of network activity over a specified period. 

Diagnostic 
Analysis 

This technique investigates 
specific issues or anomalies 
identified during the descriptive 
analysis. It involves more 
in-depth exploration to 
understand the causes of 
particular patterns or 
irregularities. 

Suppose an auditor notices an anomaly in transaction volumes from 
the descriptive analysis. Using diagnostic analysis, they dig deeper into 
the data to identify the cause of this irregularity. They might analyze 
user access logs, transaction timestamps, and system messages when 
the anomaly occurred. This helps determine whether it was due to a 
system glitch, unauthorized access, or a legitimate business reason. 

Predictive 
Analysis 

Leveraging statistical models 
and forecasting techniques, 
predictive analysis helps auditors 
anticipate potential future risks 
or issues based on historical data 
trends. 

In predictive analysis, the auditor uses historical data to forecast future 
trends or identify potential risks. For instance, they might analyze past 
cases of security breaches and use machine learning algorithms to 
identify patterns or characteristics that could predict future breaches. 
This analysis helps the organization proactively strengthen its defences 
against potential vulnerabilities. 

Prescriptive 
Analysis 

This advanced form of analysis 
suggests possible courses of 
action. It helps in 
decision-making by evaluating 
the potential impact of different 
decisions or actions. 

Prescriptive analysis involves recommending actions based on the 
insights from predictive analysis. For instance, if predictive analysis 
suggests a high risk of data breaches in certain departments, the 
auditor might recommend specific security protocols or software 
updates. They could also offer employee training programs on data 
security tailored to the areas where the predictive analysis indicated 
the highest risk. 

On the other hand, data mining goes a step further than traditional data analysis by using sophisticated 
algorithms to discover patterns and relationships in large datasets that might be later apparent. Fundamental 
techniques in data mining include the following: 
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Table: Data Mining Techniques 

Technique Description Example 

Association 
Mining 

This technique identifies 
interesting associations or 
relationship patterns among 
large data items. It helps uncover 
hidden patterns that could 
indicate control weaknesses or 
fraud. 

An IS auditor uses association rule mining to uncover relationships 
between system access behaviours. For instance, they might 
discover a strong association between access to sensitive financial 
data and subsequent access to external file-sharing sites. This 
insight can help identify risky behaviours or potential data 
exfiltration activities that require further investigation. 

Classification 

Classification algorithms 
categorize data into different 
classes. This can be used in 
Auditing to classify transactions 
into normal and suspicious 
categories. 

Classification techniques can categorize transactions or user 
activities into normal and suspicious categories. For instance, an 
auditor might train a classification model with historical audit data 
to automatically flag transactions that deviate from typical patterns. 
This can help quickly identify potential fraud or policy violations for 
further examination. 

Clustering 

Clustering involves grouping 
objects so that objects in the 
same group are more like each 
other than those in other groups. 
This can help segment data into 
meaningful clusters for deeper 
analysis in IS auditing. 

Clustering can be applied to group similar data points without 
predefined categories. An auditor might use clustering to group 
users based on system usage patterns. This could reveal groups of 
users with unusual behaviour, such as accessing the system at odd 
hours or performing an unusually high volume of data queries, 
which could indicate insider threats or compromised accounts. 

Anomaly 
Detection 

This technique is used to identify 
unusual patterns that do not 
conform to expected behaviour. It 
is instrumental in fraud 
detection and identifying outliers 
that may warrant further 
investigation. 

Anomaly detection is crucial for identifying outliers in data that may 
signify issues like security breaches or system failures. An IS auditor 
might use anomaly detection algorithms to monitor network traffic 
or transaction volumes, flagging any activity that significantly 
deviates from the established norm. For example, detecting a 
sudden spike in data download volumes could alert auditors to a 
potential data breach. 

Data analysis and data mining enhance the auditor’s ability to identify risk areas, detect fraud, and assess 
the effectiveness of controls. Moreover, they contribute to more informed decision-making and a more robust 
understanding of the overall health of the IT systems and processes. 

CAATs-based IS Audit Programs 

Developing CAATs-based audit programs is a detailed process that significantly enhances IS Audits’ efficiency, 
accuracy, and comprehensiveness. It involves several critical steps, each requiring meticulous attention to 
ensure the effective integration and utilization of Computer-Assisted Auditing Techniques. A standard CAATs-
based audit program is developed as follows: 

• Stage 1. IT Environment Assessment & Risk Analysis 

◦ A CAATs-based audit program starts with an in-depth assessment of the organization’s IT 
environment, covering an understanding of the IT infrastructure, software applications, network 
systems, and data management practices. IS Auditors conduct a risk analysis to identify potential 
areas of vulnerability within the IT systems, focusing on aspects such as data integrity, security, and 
compliance risks. This forms the foundation of the audit program, guiding the selection of appropriate 
CAATs. 

• Stage 2. Selection of Suitable CAATs 

◦ The selection of CAATs is based on the specific needs and complexities of the IT environment. Factors 
influencing this selection include the type and volume of data, the IT systems in use, and the specific 
audit objectives. IS Auditors may choose from various CAATs, such as generalized audit software, data 
analytics tools, and specialized network analysis and cybersecurity assessment programs. The 
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compatibility of these tools with the organization’s systems and the ability to handle large datasets are 
critical considerations. 

• Stage 3. Definition of Audit Objectives and Scope 

◦ Defining clear and precise audit objectives is crucial. The objectives should align with the identified 
risks and overall organizational goals. The audit scope delineates the extent and boundaries of the 
audit process. It includes identifying the key areas to be audited, the depth of the examination, and 
the specific aspects of IT controls to be evaluated. The scope is instrumental in focusing the audit 
effort and ensuring resource optimization. 

• Stage 4. Detailed Planning of Audit Tests 

◦ This stage involves the detailed planning of specific audit tests to be conducted using CAATs. IS 
Auditors design these tests to detect anomalies, assess compliance with policies and regulations, and 
evaluate the effectiveness of IT controls. The planning includes determining the data sources, the 
methodologies for data analysis, and the criteria for assessing findings. Complex audits may require 
different tests, each tailored to specific aspects of the IT environment. 

• Stage 5. Data Acquisition and Preparation 

◦ Acquiring and preparing the correct data is a critical step. Auditors must ensure that they have access 
to accurate, relevant, and complete data sets. Data extraction involves pulling data from various 
sources, including databases, application systems, and log files. The preparation phase may include 
data cleansing, normalization, and formatting to ensure consistency and compatibility with the 
chosen CAATs. 

• Stage 6. Execution of Audit Tests and Analysis 

◦ With the data prepared, auditors execute the planned tests. This Execution involves running the data 
through the selected CAATs and monitoring the process for any issues or anomalies. In the analysis 
phase, auditors interpret the results, looking for patterns, trends, or irregularities that indicate potential 
problems or areas of concern. This stage requires a blend of technical skills and professional judgment 
to understand and assess the findings accurately. 

• Stage 7. Documentation and Reporting of Findings 

◦ Thorough documentation throughout the audit process is essential. This documentation includes 
records of the tests performed, the methodologies used, and the results obtained. Reporting involves 
presenting the findings concisely and understandable. The use of CAATs should be articulated, 
explaining their role in arriving at the audit conclusions. 

• Stage 8. Continuous Improvement of the Audit Program 

◦ Post-audit, the CAATs-based audit program should be reviewed for effectiveness and efficiency. This 
review includes evaluating the suitability of the selected CAATs, the data analysis’s adequacy, and the 
findings’ relevance. Feedback from this review feeds into the continuous improvement of the audit 
program, ensuring its effectiveness and relevance in future audits. 

From assessing the IT environment to executing sophisticated data analyses, each step in developing a CAATs-
based audit program is critical in leveraging technology to its fullest potential to conduct thorough and 
effective IS Audits. As technology continues to evolve, the role of CAATs in IS Auditing will become increasingly 
important, underscoring the need for auditors to stay adept in these techniques. 

Standard Tools and Applications Used in CAATs 

Various tools and software can be employed while implementing Computer-Assisted Auditing Techniques 
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(CAATs) to enhance the efficiency and effectiveness of IS Auditing, each offering unique functionalities tailored 
to different aspects of Auditing. The choice of these tools is critical and should align with the specific 
requirements of the audit, the nature of the IT systems under review, and the data involved. Let us explore select 
tools and software commonly used in CAATs and their applications in IS Auditing. 

Generalized Audit Software (GAS) 

Generalized Audit Software, such as ACL, IDEA, and SAS, allows auditors to perform various data analysis tasks. 
These tools can access and analyze data from different sources and formats, making them versatile for multiple 
audit scenarios. GAS can perform data extraction, sorting, comparison, and stratification tasks. They are handy 
for sampling, identifying anomalies, and conducting statistical analyses. 

Example: An auditor might use ACL to extract and examine financial transaction data from an 
organization’s database, enabling them to identify discrepancies or anomalies that could indicate 
errors or fraud. 

Data Analysis and Visualization Tools 

Data analysis tools like Microsoft Excel, Tableau, and Power BI are widely used for their data manipulation and 
visualization capabilities. These tools enable auditors to analyze large datasets, create pivot tables, and generate 
insightful charts and graphs. Visualization aids in presenting complex data in an easily understandable format, 
helping identify trends, patterns, and outliers. 

Example: An IS auditor might use Tableau to create interactive dashboards representing 
complex audit findings, like user access to sensitive information patterns, making it easier for 
stakeholders to understand and act upon these insights. 

Continuous Monitoring and Auditing Software 

Tools like CaseWare Monitor and Inflo are designed for continuous Auditing and monitoring.They automate the 
collection and analysis of data over time, providing real-time insights into system performance and anomalies. 
These tools help in proactive risk management by continuously reviewing controls and transactions. 
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Example: An auditor might set up rules and alerts within SAP ERP to continuously monitor 
transactions for signs of irregularities, such as duplicate payments, thereby enabling real-time 
detection and response to potential issues. 

Specialized Auditing Tools 

Specialized tools are designed for specific audit areas. For instance, network security auditing tools like Nmap 
and Wireshark are used to assess vulnerabilities and analyze network traffic. Similarly, devices like SQLmap are 
used to test database security, while Nessus can be employed to scan vulnerabilities. 

Example: An IS auditor could use Netwrix Auditor to track unauthorized changes to system 
settings or access sensitive files, helping maintain integrity and security. 

Scripting Languages and Custom Tools 

Scripting languages such as Python and R are increasingly popular in IS Auditing. They offer flexibility to create 
custom scripts for specific audit tasks, such as data scraping, log analysis, or custom data analytics. These tools 
require more technical expertise but provide tailored solutions for complex audit scenarios. 

Example: A Python script could be written to automatically gather and consolidate log files from 
different systems, aiding in a faster and more efficient analysis of user activities across the network. 

Enterprise Resource Planning (ERP) System Auditing Tools 

Tools specific to auditing ERP systems, like SAP or Oracle, assess the controls within these systems. They analyze 
user access, transaction data, and system configuration to ensure the ERP systems are secure and function as 
intended. 
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Example: An IS auditor might use tools specific to an ERP system, like SAP Audit Management, to 
examine user roles and permissions in an ERP system, ensuring they align with the organization’s 
internal controls and segregation of duties policies. 

Cloud Auditing Tools 

As more organizations move to cloud-based solutions, tools for auditing cloud environments have become 
essential. These tools assess the security and compliance of cloud services, including configuration 
management, access controls, and data encryption. 

Example: An auditor can use cloud-specific tools such as AWS CloudTrail or Azure Monitor to 
track and review user actions and resource changes in the cloud, ensuring compliance with policies 
and detecting potential security incidents. 

 
The landscape of tools and software for CAATs is vast and diverse, catering to the multifaceted nature of 

IS Auditing. The selection of appropriate tools is crucial and depends on the audit’s objectives, the nature of 
the systems under review, and the auditor’s expertise. These tools enhance audits’ efficiency and effectiveness, 
enabling auditors to handle complex data and provide deeper insights into the IT systems they audit. As 
technology evolves, so does the arsenal of tools at the disposal of IS Auditors, highlighting the need for 
continuous learning and adaptation in this dynamic field. 

Future Trends in CAATs 

The landscape of Computer-Assisted Auditing Techniques (CAATs) is continuously evolving, driven by 
advancements in technology and changing audit environments. As we look to the future, several emerging 
trends are expected to shape the development and application of CAATs in IS Auditing. These trends reflect 
technological advancements and auditors’ changing needs and challenges in a digitalized world. 

One of the most significant future trends in CAATs is the integration of Artificial Intelligence (AI) and Machine 
Learning (ML). These technologies can transform the audit process, enabling more sophisticated data analysis, 
predictive modelling, and anomaly detection. AI algorithms can automate complex data processing tasks, 
analyze unstructured data, and provide insights that would be difficult to obtain manually. Machine Learning 
can enhance continuous Auditing by learning from data over time, improving the accuracy and effectiveness 
of audit tests. Similarly, blockchain technology is expected to play a role in enhancing the integrity of audit 
trails. By using blockchain, auditors can have a tamper-proof, chronological record of transactions, which is 
crucial for auditing financial and operational data. This technology could revolutionize how auditors verify the 
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completeness and accuracy of transaction records, particularly in industries where security and transparency 
are paramount. 

Cloud-based auditing tools are becoming increasingly important as more organizations migrate to cloud 
environments. These tools are designed to audit cloud infrastructure, services, and operations. They provide 
scalability, flexibility, and access to sophisticated auditing capabilities without the need for significant upfront 
investment in software infrastructure. Continuous Auditing and monitoring are set to become more prevalent, 
driven by the need for real-time insights and proactive risk management. Future CAATs will likely offer more 
sophisticated continuous auditing capabilities, enabling auditors to analyze transactions and controls on an 
ongoing basis and respond swiftly to potential issues. 

Auditing these devices and the data they generate will become a crucial part of IS Auditing with the 
proliferation of IoT devices. Future CAATs will need to address the unique challenges posed by IoT, such as 
the vast volume of data, the diversity of devices, and security concerns. As cyber threats evolve, CAATs will 
increasingly focus on cybersecurity auditing. Tools will be developed to assess the effectiveness of cybersecurity 
controls, detect breaches, and evaluate the organization’s resilience to cyber-attacks. Lastly, the Importance of 
data visualization in Auditing is growing, and future CAATs are likely to include more advanced visualization 
tools. These tools will allow auditors to present complex data analyses in an intuitive, easily understandable 
format, making it more straightforward to identify trends, outliers, and patterns. Enhanced visualization 
capabilities will aid in communicating audit findings more effectively to stakeholders. 

The future of CAATs in IS Auditing is dynamic and promising, with technological advancements opening 
new possibilities for audit efficiency, effectiveness, and scope. As these trends develop, auditors must adapt 
and enhance their skills to leverage these new technologies, ensuring their auditing practices remain relevant 
and robust in a rapidly changing digital environment. The evolution of CAATs signifies a shift towards more 
proactive, intelligent, and comprehensive auditing approaches, fundamentally transforming the role and 
impact of IS Auditing in the years to come. 

 

In the Spotlight 

For additional context on the role of data analytics in IS Auditing, please read the article “Advanced 
Data Analytics for IT Auditors” [opens in new tab]. 

Spiros, A. (2016). Advanced data analytics for IT auditors. ISACA Journal, 6. https://www.isaca.org/
resources/isaca-journal/issues/2016/volume-6/advanced-data-analytics-for-it-auditors 
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Key Takeaways 

Let’s recap the key concepts discussed in this section by watching this video. 

One or more interactive elements has been excluded from this version of the text. You can view 

them online here: https://ecampusontario.pressbooks.pub/

auditinginformationsystems/?p=267#oembed-1 

Source: Mehta, A.M. (2023, December 6). AIS OER ch 02 topic 03 key takeaways [Video]. 
https://youtu.be/DoO5x1etV3Q 

 

Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=267#h5p-17 
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Review Activity 

As discussed in this section, data analysis involves systematically examining datasets to conclude the 
information they contain. In contrast, data mining goes further by using sophisticated algorithms to 
discover patterns and relationships in large datasets that might be later apparent. 

For each of the following activities performed by an IS Auditor, determine whether it is an example of 
a “data analysis” or a “data mining technique.” Explain your answer. 

1. In monitoring an organization’s network traffic, an IS auditor uses anomaly detection 
techniques to identify outliers in data traffic patterns. For instance, detecting an unexpected 
increase in outbound traffic late at night from a specific department’s server could signal a 
potential data breach, triggering an immediate investigation. 

2. An IS auditor uses association rule mining to analyze patterns in user access logs. They discover 
a strong correlation between access to confidential project files and subsequent data transfers to 
external drives. This association could indicate potential data leakage scenarios, prompting 
further investigation into these activities. 

3. In auditing a company’s procurement system, the auditor uses classification algorithms to 
categorize procurement transactions into ‘normal’ and ‘suspicious’ based on attributes like 
transaction amount, vendor, and frequency. This helps quickly identify transactions that may 
warrant further investigation for potential fraud or policy violations. 

4. An IS auditor employs clustering to analyze user behaviour on the company’s internal network. 
By grouping users based on similarities in access patterns and file usage, the auditor can identify 
clusters of users exhibiting anomalous behaviour, such as accessing sensitive data unusually 
frequently, which might indicate insider threats or compromised accounts. 

5. An IS auditor reviews the log data of an organization’s network security system. They use 
descriptive analysis to calculate the average number of login attempts per user over a month and 
identify the most frequently accessed systems. This information helps the auditor understand 
standard user behaviour and identify baseline patterns in the data, which is crucial for subsequent 
analyses. 

6. During an audit of financial transactions, the auditor observes an unusual transaction spike on 
certain days using descriptive analysis. Employing diagnostic analysis, the auditor investigates 
these anomalies further by examining the details of transactions conducted on those days, user 
access logs, and system messages to determine the cause of these irregular transaction volumes. 
This might reveal system errors, unauthorized access, or legitimate business activities occurring 
on those days. 

7. An IS auditor uses historical data of security incidents and breaches within an organization to 
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predict future security risks. The auditor can identify patterns and trends that suggest potential 
vulnerabilities by applying statistical models and forecasting techniques. This predictive analysis 
helps the organization proactively address these security gaps before they lead to incidents. 

8. After identifying high-risk areas in the IT infrastructure through predictive analysis, the IS 
auditor uses prescriptive analysis to recommend specific actions. For instance, if a predictive 
model suggests a high likelihood of phishing attacks targeting specific departments, the auditor 
might recommend tailored cybersecurity training, enhanced email filtering technologies, and 
more frequent security audits in those areas. 
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02.04. Continuous Auditing and 
Monitoring 

Credit: Software engineer using laptop by Christina Morillo, used under the Pexels License. 

 Briefly reflect on the following before we begin: 

• What are the fundamental limitations of periodic Auditing? 
• What are the performance metrics to monitor continuously from a risk management perspective? 
• Can you think of real-world examples of how continuous monitoring practices can be implemented? 

This section will compare continuous and periodic Auditing, highlighting the shift from traditional, interval-
based Auditing to a more dynamic, ongoing process. Continuous Auditing offers timely insights and the ability 
to respond quickly to irregularities, whereas Periodic Auditing relies on historical data and needs to be more 
agile in addressing current issues. 

We will also discuss how modern audit processes utilize real-time data analysis, automated alert systems, and 
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notifications to identify anomalies and potential risks promptly. Such capabilities enhance the auditor’s ability 
to act swiftly, ensuring issues are addressed before they escalate into significant problems. Next, we will discover 
the Importance of selecting relevant and meaningful metrics that align with the organization’s objectives and 
risk profile. Key metrics include financial ratios, operational performance indicators, and compliance metrics, all 
critical for ongoing oversight and decision-making. 

Lastly, we will review how continuous auditing and monitoring practices are integrated within existing 
internal control frameworks. This integration ensures that continuous auditing activities align with the 
organization’s broader risk management and control strategies. It involves aligning continuous monitoring 
activities with established control frameworks like COSO and COBIT, ensuring that continuous auditing 
activities are not standalone processes but are integrated into the organization’s overall governance and risk 
management strategy. 

Continuous Auditing vs. Periodic Auditing 

Continuous Auditing is an automated method that involves regular or real-time assessment of an organization’s 
financial and operational activities. Its immediacy and ongoing nature characterize this approach. It facilitates 
examining transactions and controls as they occur or shortly after that. This approach allows auditors to identify 
and address issues in near real time. Advanced technologies, including AI and data analytics, are integral to 
continuous Auditing. These tools automate data collection and analysis, making the audit more efficient and 
effective. Unlike periodic Auditing, continuous Auditing is not limited by predefined schedules. Its scope can 
be broad, simultaneously covering various areas of an organization, thanks to automation. By continuously 
monitoring systems and transactions, auditors can proactively identify potential risks and control weaknesses, 
allowing for immediate corrective action. Implementing continuous Auditing requires significant investment in 
technology and may pose challenges regarding data volume management and the need for specialized skills 
to interpret real-time data. 

Key metrics are critical in this process, serving as indicators that help auditors evaluate the effectiveness of 
controls, identify potential issues, and make informed decisions. The selection and implementation of these 
metrics are pivotal in ensuring the efficiency and effectiveness of continuous monitoring activities. Some of the 
commonly used metrics indicating the effectiveness of continuous monitoring practices include the following: 

• System Availability and Performance Metrics: 

◦ These metrics are fundamental in continuous monitoring, focusing on the uptime and performance of 
critical systems and applications. Key indicators include system uptime percentages, response times, 
and transaction speeds. Consistently high availability and optimal performance indicate healthy IT 
systems, while frequent downtimes or performance issues may signal underlying problems. 

• Security and Compliance Metrics: 

◦ Security metrics are crucial in assessing the effectiveness of an organization’s cybersecurity measures. 
These may include the number of detected security incidents, the frequency of security scans, and the 
number of unresolved security vulnerabilities. Compliance metrics, on the other hand, measure 
adherence to various regulatory and internal policy requirements. This might involve tracking the 
number of compliance violations, audit findings, and corrective actions taken. 

• Change Management Metrics: 

◦ Metrics in this area could include the number of changes implemented, the success rate, and the 
frequency of emergency changes. High volumes of emergency changes or a low success rate in 
regular changes can indicate issues in the change management process. 

• Data Integrity and Quality Metrics: 
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◦ These metrics focus on an organization’s data’s accuracy, consistency, and reliability. They might 
include data completeness measures, error rates in data entry, and frequency of data reconciliation 
issues. 

• User Activity and Access Control Metrics: 

◦ Monitoring user activities and access control is critical for ensuring data security and preventing 
unauthorized access. Relevant metrics include the number of failed login attempts, unusual access 
patterns, and violations of access policies. These metrics help in identifying potential insider threats or 
compromised accounts. 

• Network Performance and Traffic Metrics: 

◦ Monitoring network performance and traffic is vital for companies with extensive network 
infrastructures. Metrics include network throughput, packet loss rates, and unusual traffic patterns. 
These indicators help in identifying potential network issues or threats. 

• Incident Response and Resolution Metrics: 

◦ These metrics assess the effectiveness of an organization’s incident response capabilities. Key 
indicators include the average time to detect and respond to incidents, the number of incidents 
escalated, and the average resolution time. Efficient incident response and resolution are crucial for 
minimizing the impact of security incidents. 

Periodic Auditing, the more traditional approach, involves auditing an organization’s systems and processes 
at set intervals, such as quarterly or annually. These audits are planned and focus on evaluating data from a 
specific period. The historical data is thoroughly reviewed to assess the effectiveness of controls and compliance 
with regulations. Periodic audits often involve manual data collection and detailed analysis. This approach 
allows auditors to conduct an in-depth review of systems and processes. Since periodic audits are less frequent, 
they often result in comprehensive reports that provide a holistic view of the audit period. It typically identifies 
issues after they have occurred. While this is useful for rectifying past errors, it might be less effective in 
preventing future ones. This method is often preferred in environments where systems are stable and changes 
occur less frequently. 

In practice, many organizations value integrating continuous and periodic Auditing. Continuous Auditing can 
monitor critical operations and high-risk areas, while periodic audits can provide a comprehensive review at 
regular intervals. This hybrid approach leverages the strengths of both methods – the immediacy and ongoing 
nature of continuous Auditing and the comprehensive, in-depth analysis characteristic of periodic Auditing. 
As the field of IS Auditing continues to evolve, continuous and periodic Auditing will likely become more 
integrated, harnessing the benefits of each to enhance the audit quality and organizational governance. 

Real-time Analysis, Automated Alerts, and Notifications 

Under continuous Auditing and monitoring, real-time analysis, automated alerts, and notifications have 
become fundamental components of an IS auditing portfolio. These elements represent the advanced 
capabilities of modern auditing tools and techniques, offering auditors unparalleled insights into ongoing 
operations and immediate awareness of potential issues or anomalies. Here is an overview of these three 
techniques: 
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Table: Techniques for Continuous Auditing and Monitoring 

Technique Description Example 

Real-time 
Analysis 

Real-time analysis refers to examining data and system activities as 
they occur without significant delay. It provides instant visibility into 
transactions and system states, enabling auditors to assess 
operational aspects as they happen. With current data at their 
disposal, auditors can make well-informed decisions quickly. This 
immediacy is crucial in dynamic environments where conditions 
change rapidly. It helps in promptly identifying irregularities, errors, 
or breaches. Early detection of such issues can significantly reduce 
the risk and impact on the organization. Real-time analysis allows 
auditors to adapt their strategies and focus areas based on live data, 
enhancing the audit’s relevance and effectiveness. 

An IS auditor can set up real-time 
analysis on network traffic to 
detect unusual patterns indicative 
of a cyber attack. For instance, a 
sudden spike in data traffic to an 
unknown external IP address 
could be flagged instantly, 
allowing for immediate 
investigation. This technique helps 
identify and mitigate potential 
security breaches as they occur 
rather than after the fact. 

Automated 
Alerts 

Automated alerts are integral to continuous Auditing, providing 
immediate notifications to auditors when predefined conditions or 
thresholds are met. These alerts are crucial as they enable auditors 
to proactively identify issues, often before they escalate into 
significant problems or breaches. Alerts can be customized to 
specific audit needs, whether monitoring for unusual transaction 
volumes, access violations, or other criteria indicative of risks. By 
directing attention to potential issues as they arise, automated alerts 
allow auditors to allocate their resources more efficiently, focusing 
on areas of highest risk or concern. 

An IS auditor can establish criteria 
for these alerts based on normal 
operational parameters or known 
risk factors. When an alert is 
triggered, it signals the auditor to 
review the event promptly, 
ensuring swift action on potential 
security or compliance issues. 

Notifications 

Notifications serve as a mechanism in IS Auditing to communicate 
critical information to relevant stakeholders. This communication 
can be about audit findings, system anomalies, or any changes in 
the risk landscape. Timely notifications ensure that all appropriate 
parties, including management and IT teams, are informed about 
essential findings or changes in system status. In cases of security 
incidents or significant control failures, notifications enable quick 
coordination of responses among different teams. Notifications also 
serve as a part of the audit trail, providing a documented record of 
when issues were identified and communicated. 

An IS auditor might set up a 
system to notify IT security 
managers when a potential 
vulnerability is detected, such as 
outdated antivirus software on 
several machines. These 
notifications ensure that critical 
information is promptly 
communicated and can be acted 
upon by the appropriate parties 

Integrating real-time analysis, automated alerts, and notifications into auditing processes represents a shift 
towards more dynamic, responsive, and efficient Auditing. This integration allows auditors to continuously 
monitor systems, promptly respond to emerging risks, and maintain a high level of awareness about the 
operational status of the organization’s IT environment. As technology continues to advance, these capabilities 
will become even more sophisticated, further enhancing the effectiveness and efficiency of IS Auditing. 

Integration with Control Frameworks 

Integrating continuous Auditing and monitoring with control frameworks ensures that continuous auditing 
activities align with established internal control frameworks, enhancing an organization’s overall governance, 
risk management, and compliance. Control frameworks in IS Auditing are structured guidelines that help 
organizations design, implement, and maintain adequate controls over their IT systems. Widely recognized 
frameworks include COSO (Committee of Sponsoring Organizations of the Treadway Commission) Internal 
Control Framework, COBIT (Control Objectives for Information and Related Technologies), and ISO/IEC 27001 for 
information security management. These frameworks provide a comprehensive set of best practices, principles, 
and standards to manage IT-related risks and ensure compliance with regulatory requirements. 

The first step in integration is aligning continuous auditing and monitoring activities with the objectives of 
the chosen control framework. This ensures that the continuous auditing process systematically evaluates the 
effectiveness of controls in meeting specified goals, such as risk management, compliance, and information 
security. Next, IS auditors map out the specific controls established in the framework and then design 

02.04. Continuous Auditing and Monitoring  |  71



continuous monitoring activities to assess these controls. This mapping identifies vital risk indicators and 
control points critical to the organization’s IT processes and governance. 

Integration involves using advanced technology, such as automated tools and data analytics, to assess 
controls’ effectiveness continuously. This technology-driven approach enables real-time or near-real-time 
monitoring, providing immediate insights into control performance and compliance status. Lastly, continuous 
Auditing and monitoring generate valuable data that can be fed into the control framework. This feedback loop 
is essential for identifying areas where controls may need enhancement or modification, thereby contributing 
to the continuous improvement of the control environment. 

Continuous monitoring ensures the effectiveness of controls, enabling timely identification and 
management of risks. Continuous compliance monitoring ensures the organization consistently adheres to 
relevant regulations and standards, reducing non-compliance risk. Automation and real-time analysis increase 
the efficiency of the audit process, allowing auditors to focus on more strategic areas requiring in-depth analysis 
and judgment. The continuous flow of audit information aids in informed decision-making by management, 
enhancing the overall governance of IT systems. 

 

In the Spotlight 

For additional context on the role of Continuous monitoring and continuous Auditing, please read the 
article “Continuous monitoring and continuous auditing: From idea to implementation” [downloads a 
PDF file]. 

Deloitte & Touche LLP (2020). Continuous monitoring and continuous auditing: From idea to 
implementation. https://www2.deloitte.com/content/dam/Deloitte/us/Documents/audit/us-aers-
continuous-monitoring-and-continuous-auditing-whitepaper-102910.pdf 
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Key Takeaways 

Let’s recap the key concepts discussed in this section by watching this video. 

One or more interactive elements has been excluded from this version of the text. You can view 

them online here: https://ecampusontario.pressbooks.pub/

auditinginformationsystems/?p=294#oembed-1 

Source: Mehta, A.M. (2023, December 6). AIS OER ch 02 topic 04 key takeaways [Video]. 
https://youtu.be/ZgEtzNIuvqw 

 

Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=294#h5p-14 
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02.05. Quality Assurance and Continuous 
Improvement in IS Auditing 

Credit: Two women sitting in front of a computer monitor by Startup Stock Photos, used under the Pexels License. 

 Briefly reflect on the following before we begin: 

• What is the role and significance of quality assurance in IS auditing? 
• What are the potential consequences of inadequate IS auditing quality assurance measures? 
• Can you imagine how organizations can benefit from IS auditing quality assurance practices? 

In this section, we will discuss the role and Importance of quality assurance in IS Auditing, as it is pivotal for 
ensuring the accuracy, reliability, and credibility of audit findings and recommendations. It involves systematic 
processes and practices to verify that audit activities meet established standards, guidelines, and regulatory 
requirements. The role of QA extends beyond mere compliance; it is fundamental in building trust among 
stakeholders and enhancing the overall value of the auditing function within an organization. We will delve 
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into the structural elements constituting a robust QA framework in IS Auditing, including clear policies and 
procedures, regular internal and external reviews, performance metrics, and feedback mechanisms. Effective 
QA frameworks also incorporate continuous Training and development of audit staff, fostering a culture of 
excellence and continuous improvement. 

Lastly, we will explore how IS Auditors can leverage benchmarking and industry best practices to enhance 
their QA processes. Benchmarking involves comparing an organization’s QA practices against those of peers 
or industry leaders to identify areas for improvement. This process helps understand how other organizations 
achieve high audit quality and efficiency levels. 

Quality Assurance and Improvement Program 

QA in IS Auditing is not just a compliance requirement; it is a fundamental aspect of the audit function that 
ensures the delivery of high-quality, reliable, and credible audit services. It encompasses various practices and 
principles to maintain and enhance the reliability, effectiveness, credibility, and quality of the IS audit function’s 
processes and outcomes. It refers to a systematic process of evaluating and improving the IS auditing practices 
to ensure they meet established standards, guidelines, and regulatory requirements. This compliance is crucial 
for maintaining the integrity and uniformity of the audit process. By adhering to QA practices, auditors can 
enhance the reliability of their findings and recommendations. This, in turn, boosts the credibility of the audit 
function both within and outside the organization. 

QA processes involve regular reviews of auditing practices, helping to identify areas where improvements can 
be made. This continuous assessment leads to enhanced efficiency and effectiveness of the audit process. QA 
in IS Auditing encourages continuous learning and professional development among auditors. It ensures that 
auditors are up to date with the latest trends, technologies, and changes in regulatory requirements. 

Understanding the role and Importance of QA in IS Auditing is essential for developing robust audit practices 
and maintaining the high standards expected in the profession. Effective QA practices build confidence among 
stakeholders, including management, regulatory bodies, etc., by demonstrating a commitment to high-quality 
auditing standards. QA helps ensure that the IS auditing practices comply with recognized auditing standards 
and guidelines, such as those set by ISACA or other relevant bodies. 

QA is also essential for maintaining and upholding the professional standards of IS Auditing. It ensures 
that audits are conducted ethically, objectively, and with the requisite level of expertise. They help in effective 
risk management by ensuring that audits accurately identify and assess risks associated with IT systems 
and processes. High-quality audits provide valuable insights and information that support strategic decision-
making within the organization. Lastly, QA enables the audit function to adapt and respond to new challenges, 
technologies, and business models. It ensures that the audit function remains compliant with legal and 
regulatory requirements, reducing the risk of non-compliance penalties and reputational damage. 

Components of an Effective Quality Assurance Program 

Implementing a robust QA framework helps IS auditors meet and exceed the required standards and 
expectations. An effective Quality Assurance (QA) framework comprises several key components, each 
contributing to the overall effectiveness of the IS Auditing function. Together, these components ensure that 
the audit process is conducted with the highest quality and professionalism, reinforcing the credibility and 
value of the IS audit function in an organization. 

The critical components of an effective quality assurance program include the following: 

02.05. Quality Assurance and Continuous Improvement in IS Auditing  |  75



• Defined Standards and Procedures 

◦ The cornerstone of a QA framework is the establishment of clear and comprehensive auditing 
standards and procedures. These should align with international auditing standards and best 
practices, such as those outlined by ISACA or the IIA. Standards and policies should cover all aspects of 
the auditing process, from planning and Execution to reporting and follow-up. 

• Audit Planning and Execution 

◦ Effective QA frameworks require meticulous planning and Execution of audits. This involves defining 
audit objectives, scope, methodologies, and resource allocation. Plans should be tailored to address 
each audit area’s specific risks and control environments. Execution of these plans should be 
monitored to ensure adherence to defined procedures and standards. 

• Competency and Training 

◦ A key component of QA is ensuring the competency of the audit team. This involves regular Training 
and professional development opportunities to keep auditors abreast of the latest trends, 
technologies, and regulatory changes. IS Auditors should possess relevant certifications and 
demonstrate proficiency in technical and soft skills. 

• Independence and Objectivity 

◦ Maintaining independence and objectivity is critical for the integrity of the audit process. The QA 
framework should include mechanisms to ensure auditors remain unbiased and independent in their 
evaluations. This includes policies on conflict of interest and rotational auditing assignments. 

• Audit Evidence and Documentation 

◦ Robust documentation and evidence-gathering procedures are essential components of QA. IS 
Auditors must collect sufficient, reliable, and relevant evidence to support their findings and 
conclusions. Documentation should be comprehensive, organized, and accessible for review and 
verification purposes. 

• Continuous Monitoring 

◦ A practical QA framework is not static; it involves continuous monitoring and improvement. This 
includes regular review and updating of auditing standards and procedures, assessing the 
effectiveness of audits, and implementing improvements based on feedback and audit outcomes. 

• External and Internal Quality Reviews 

◦ Regular quality reviews, both external and internal, are vital components of a QA framework. External 
reviews, such as peer reviews or external audits of the audit function, provide an independent 
assessment of QA effectiveness. Internal reviews, including post-audit evaluations and feedback 
mechanisms, help identify areas for improvement within the audit team and processes. 

• Reporting and Communication 

◦ Effective communication channels and reporting mechanisms are essential for a functional QA 
framework. This includes clear and timely reporting of audit findings, QA assessments, and 
improvement recommendations. Open lines of communication should be maintained with audit 
clients, management, and other stakeholders. 

Benchmarking and Best Practices in IS Auditing Quality Assurance 

Benchmarking and adopting best practices are critical in enhancing the quality assurance (QA) of IS Auditing. 
These approaches involve comparing an organization’s auditing practices against industry standards or leaders 
to identify areas of improvement and adopting methods that have been proven effective in similar contexts. 
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These practices are integral to ensuring that IS Audits are conducted with high standards of professionalism 
and efficiency. 

Benchmarking in IS Auditing involves comparing an organization’s audit processes and practices with those 
of peers or industry leaders. The primary purpose is to identify gaps in the current audit process and to 
determine areas where improvements can be made. Standard metrics used in benchmarking include audit 
cycle time, the number of audits completed per period, the ratio of findings to audits, and stakeholder 
satisfaction levels. These metrics provide tangible measures to compare performance against industry 
standards. The process typically involves data collection on performance metrics, identifying organizations 
known for high-quality audits, and analyzing the data to understand differences in practices and outcomes. 
Benchmarking helps identify best-in-class practices and strategies, providing a roadmap for improving the 
effectiveness and efficiency of IS auditing. It can also foster a culture of continuous improvement within the 
audit team. 

Adhering to internationally recognized auditing standards, such as those set by ISACA, is a fundamental best 
practice. Compliance ensures that audits meet global benchmarks for quality and professionalism. Continuous 
learning is crucial for maintaining the competency of the audit team. Implementing modern auditing tools 
and technologies, such as data analytics software and continuous monitoring tools, can significantly enhance 
the quality and efficiency of audits. Regular communication with stakeholders throughout the audit process 
helps ensure that the audits are aligned with organizational objectives and stakeholder expectations. Adopting 
a risk-based approach to Auditing, focusing on areas with the highest risk and impact, ensures that resources 
are allocated efficiently and effectively. Implementing internal and external quality reviews, including peer 
reviews and feedback mechanisms, helps continuously assess and improve audit quality. Lastly, maintaining 
comprehensive documentation and transparent reporting of audit processes, findings, and recommendations 
is essential for transparency and accountability. 

 

In the Spotlight 

For additional context on implementing an effective Quality Assurance and Improvement Program, 
please read the guidance titled “Establishing a Quality Assurance and Improvement Program” 
[downloads a PDF file]. 

Institute of Internal Auditors. (2023). Chapter 2: Establishing a quality assurance and improvement 
program. https://www.theiia.org/globalassets/documents/quality/quality-assessment-manual-
chapter-2.pdf 
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Key Takeaways 

Let’s recap the key concepts discussed in this section by watching this video. 

One or more interactive elements has been excluded from this version of the text. You can view 

them online here: https://ecampusontario.pressbooks.pub/

auditinginformationsystems/?p=301#oembed-1 

Source: Mehta, A.M. (2023, December 6). AIS OER ch 02 topic 05 key takeaways [Video]. 
https://youtu.be/P–BRXD1jlI 

 

Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=301#h5p-15 
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Mini Case Study 

FinTech Corp, a rapidly growing financial technology company, needs help maintaining consistent 
audit quality across its expanding global operations. The company’s internal audit department has 
identified inconsistencies in audit practices and a lack of adherence to international auditing standards. 
FinTech Corp has tasked an IS Auditor to develop an effective Quality Assurance (QA) program to 
address these challenges and enhance the credibility of their audit function. 

Required: Develop a detailed QA program for Fintech Corp. and identify the key activities and 
respective outcomes under each component of an effective QA program as described above. 
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03. PLANNING AN IS AUDIT 

Credit: Group of Business People Working Together by Yan Krukau, used under the Pexels License. 

This chapter will dive deeper into the crucial aspect of Information Systems (IS) Auditing – planning. Imagine 
building a house without a blueprint or embarking on a long road trip without a map. In both cases, the lack of 
planning can lead to chaos and uncertainty. Similarly, in IS auditing, planning is the blueprint that guides us in 
navigating the complex landscape of information systems. It is the foundation upon which the entire IS audit 
process rests. 

Our discussion starts with the development of risk-based IS audit plans. In doing so, we will discuss the 
intricacies of risk-based IT audit planning, aligning audit plans with organizational goals, and documenting and 
gaining stakeholder approval for the IS audit plan. 

Next, we will discuss the nature, role, and importance of risk assessment and materiality in IS audits. We will 
explore identifying, analyzing, and evaluating IS risks. Moreover, we will discuss the IS auditor’s ongoing role in 
continuous risk monitoring. This will serve as a lead-in to the discussion around the relevant elements of an IS 
audit program, providing a comprehensive understanding of its structure and purpose. We will also consider 
various IS auditing methodologies and procedures. 

Having a plan is one thing, but executing it effectively is another. In addition to reviewing the relevance 
and types of evidence-gathering techniques, we will also discuss the IS auditor’s need to obtain sufficient 
and appropriate audit evidence. Sampling is a fundamental aspect of IS auditing, and in the final part of this 
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chapter, we will explore the intricacies of audit sampling. Specifically, we will review various sampling methods 
used in IS audits and understand how to determine sample sizes and confidence intervals. We will also consider 
how sampling errors can impact audit conclusions. 

The primary objective of this chapter is to proffer the foundational knowledge and skills needed to create a 
robust IS audit plan, assess risks, develop an audit program, gather evidence effectively, and employ sampling 
techniques. These skills are essential in becoming a proficient IS auditor, ready to address the challenges and 
opportunities in the dynamic field of information systems auditing. 

 

Learning Objectives 

By the end of this chapter, you should be able to 

• Develop comprehensive risk-based IS audit plans that align with organizational goals. 
• Identify, analyze, and evaluate IS risks, allowing them to prioritize audit activities effectively. 
• Develop IS audit programs that outline audit procedures, methodologies, and key 

considerations for different audit engagements. 
• Understand the concept of materiality and its influence on decision-making during the IS audit 

process. 
• Apply relevant evidence-gathering techniques to effectively collect and analyze audit evidence. 
• Utilize various sampling methods, including determining sample sizes, calculating confidence 

intervals, and managing sampling errors. 
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03.01. Developing Risk-based IS Audit 
Plans 

 

Credit: A man in corporate attire talking at a meeting by Pavel Danilyuk, used under the Pexels License. 

 Briefly reflect on the following before we begin: 

• How can audit planning be aligned with an organization’s strategic goals and objectives? 
• How would IS Auditors go about developing multi-year audit plans? 
• Who should be the key stakeholders to sign off on the multi-year audit plan? 

The essence of a risk-based audit plan lies in its ability to anticipate and mitigate risks in a rapidly evolving IT 
landscape. Such a plan is not merely a procedural requirement but a strategic tool instrumental in safeguarding 
an organization’s digital assets and ensuring compliance with regulatory standards. It necessitates a forward-
looking perspective that aligns with the organization’s immediate and long-term goals. 
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The process begins with identifying key risk areas within an organization’s IT framework to pinpoint potential 
vulnerabilities and areas where the organization is most susceptible to risks, be it in data security, system 
integrity, or compliance with regulations. This requires a comprehensive analysis of the organization’s IT 
infrastructure, including a detailed understanding of various systems, applications, and the business processes 
they support. 

Once the risks are identified, the next step involves the prioritization of these risks. This prioritization is not a 
mere sequence of risks, but a strategic categorization based on potential impact and likelihood of occurrence. 
It is a delicate balance that weighs various factors, including the potential financial implications, operational 
disruptions, and reputational risks. Integrating industry and regulatory standards into the planning process 
is another critical aspect. Standards such as ISO 27001 and GDPR are benchmarks, ensuring the audit plan 
adheres to internal organizational standards and aligns with global best practices and legal requirements. 

Allocating resources is a pivotal part of the planning process as it involves assigning the right mix of skills 
and tools to address the identified risks. It is based on the nature and complexity of the risks, ensuring the 
audit team is well-equipped to conduct a thorough and effective audit. Similarly, reviewing past audits and 
their findings plays a significant role in shaping the current audit plan. This retrospective analysis helps identify 
recurring issues, understand the effectiveness of prior recommendations, and refine the current approach. 

Risk-based IS Audit Planning Process 

The risk-based IS audit planning process is a structured approach central to effective IS auditing. 
Given the ever-evolving nature and extent of the IT’s influence over the organization’s operations, assessing 

enterprise-wide IT risk and controls can be daunting. While most progressive organizations and IS audit 
functions aim to maintain a complete inventory of their IT infrastructure components, it is not always possible 
or feasible. As an acceptable alternative, IS audit functions tend to perform the following in preparation of 
developing a risk-based audit plan: 

• Performing IT risk assessments annually to identify the new technologies impacting the organization. 
• Becoming familiar with the IT’s short-term initiatives and analyzing how they impact the IT risk 

assessment. 
• Beginning each IT audit by reviewing its risk assessment component. 
• Monitoring the organization’s IT-related risk profile and adapting audit procedures as it evolves. 

Additionally, several organizational and technological factors should be considered when developing the risk-
based IS audit plan, such as the organization’s industry sector, revenue size, type, complexity of business 
processes, and geographic locations of operations. More specifically, the following factors play a significant role 
in helping IS Audit functions shape their risk-based audit plans: 

• Extent of IT Use 

◦ The extent of IT use needs to be considered in planning the nature, extent, and timing of audit 
procedures. 

◦ IT skills may be needed to understand the flow of some transactions. 
◦ Nature, timing, and extent are all affected by the extent of IT use. 

• Availability of Data 

◦ Input data, system-generated files and other data may exist only for short periods of time or only in 
computer readable form. 

◦ The client may have to adopt a retention policy that preserves information for audit purposes. 
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◦ The auditor should plan to perform procedures when data is available. 
• Complexity of Operations 

◦ Complexity refers to hardware configuration and the degree of integration of common files or data. 
◦ Another factor is the availability of transaction trails. 
◦ Significant processing of transactions by service providers affects planning. 

• Need for Specialized Skills 

◦ All aspects of a client’s systems should be considered in determining the need for specialized IT skills. 
◦ Audit team members should possess sufficient IT knowledge to know when to call on specialists. 

• IT Organizational Structure 

◦ The degree of centralization of IT will affect the auditor’s controls assessment. 
◦ Centralized IT departments lead to uniform hardware and control structures throughout the entity. 
◦ Decentralized structures may have different hardware, software, and control procedures at each 

processing location. 

Developing the risk-based IS audit plan should follow a systematic process to ensure that the IS auditors 
consider all fundamental business aspects and IT-service support activities. The foundation for the plan must 
be rooted in the organization’s objectives, strategies, and business model. 

The process begins with gaining an understanding of the business by identifying the strategies, 
organizational objectives, and business models that will enable the IS Auditor team to understand the 
organization’s unique business risks. The IS Audit team also must understand how existing business operations 
and IT service functions support the organization. Understanding the business also involves recognizing 
external factors. These include market trends, economic conditions, and technological advancements. Auditors 
should be aware of how these factors impact the organization. They must also understand the organization’s 
adaptability to these changes to better assess technological risks. Understanding the business is a continuous 
process and requires the IS audit team to stay updated with organizational and environmental changes. They 
should regularly interact with key stakeholders to gain insights to better understand changes in the business 
processes, objectives, and strategies as well as identify new technologies adopted by the organization. 

Next, the IS audit team needs to define the IT universe through a top-down approach that identifies key 
business objectives and processes, significant IS that support the business processes, the infrastructure needed 
for the business applications, the organization’s service support model for IT, and the role of common 
supporting technologies such as network devices. These technical components, along with an understanding 
of service support processes and system implementation projects, will allow the IS audit team to create a 
comprehensive inventory of the IT environment, which forms the foundation for assessing the vulnerabilities 
that may impact internal controls. The IT audit universe is dynamic and evolves as the organization’s IT 
environment and business objectives change. Therefore, the IT audit universe must be periodically (at least 
annually) reviewed and updated to ensure that the IT audit plan remains relevant and aligned with the 
organization’s current risk profile and strategic direction. Engaging with IT management, business unit leaders, 
and other relevant personnel is crucial in defining the IT universe as it helps gain insights into the IT 
environment and associated risks. Stakeholder engagement also helps ensure the IT audit universe is 
comprehensive and aligns with the organization’s priorities and concerns. 

The next step is to perform the risk assessment — a methodology for determining the likelihood of an event 
that could hinder the organization from attaining its business goals and objectives in an effective, efficient, 
and controlled manner. This involves assessing the impact and likelihood of each risk regarding potential 
financial loss, operational disruption, and reputational damage. The likelihood assessment also considers the 
probability of each risk materializing. This prioritization helps focus audit efforts on areas that pose the greatest 
threat to the organization’s objectives. It is a strategic process, balancing various risk factors to determine 
the most significant areas needing attention. Incorporation of industry and regulatory standards into the 

03.01. Developing Risk-based IS Audit Plans  |  85



audit plan is essential. Standards such as ISO 27001 and laws like GDPR provide a framework for assessing 
the organization’s compliance posture. Adhering to these standards ensures that the audit plan is aligned 
with internal organizational goals and external compliance requirements. This aspect of the planning process 
safeguards the organization from potential legal and regulatory risks. 

The information and analysis gained by understanding the organization, inventorying the IT environment, 
and assessing risks feeds into the final step, formalizing the audit plan. It involves selecting audit subjects, 
bundling them into distinct engagements, determining the audit cycle and frequency, and adding 
engagements based on management requests or consulting opportunities. The objective of the audit plan is to 
determine where to focus the auditor’s assurance and consulting work to provide management with objective 
information to manage the organization’s risks and control environment. The audit plan must be dynamic, 
allowing for adjustments in response to changes in the business and IT environments to maintain relevance 
and effectiveness in the face of evolving risks and organizational needs. A crucial part of this phase is reviewing 
the plan with senior and operations management to validate the management’s input and provides them a 
preview of the upcoming IT audit activities. It also allows for the discussion of potential audit engagement dates 
and any operational activities that might affect the audit process, such as application upgrades or significant 
operational events. The content of the IT audit plan should directly reflect the risk assessment. The audit plan 
should cover various aspects, including IT general controls, application controls, infrastructure controls, and 
their contributions to operational, financial, and compliance reviews. It should also consider new IT trends and 
their potential impacts. The plan is influenced by risk assessments, resource allocation, and the prioritization of 
risks. These factors help in determining the scope and focus of the audit activities. Different types of IT audits 
might include integrated business process audits, audits of IT processes, and audits of business projects and 
IT initiatives. The plan could be integrated with non-IT audit activities, sometimes involving a multidisciplinary 
team with balanced expertise, including IT audit skills. Lastly, IS audit teams should also plan for contingencies 
and coordinate activities with internal and external assurance and consulting service providers to help minimize 
duplication of efforts and ensure comprehensive coverage. 

The risk-based IS Audit Plan development process can be summarized as follows: 

• Understand the Business 

◦ Identify the organization’s strategies and business objectives. 
◦ Understand the high-risk profile of the organization. 
◦ Identify how the organization structures their business operations. 
◦ Understand the IT service support model and environment. 

• Define the IT Universe 

◦ Understand business fundamentals. 
◦ Identify applications supporting the business operations. 
◦ Identify critical infrastructure for significant applications. 
◦ Identify major projects and initiatives. 
◦ Determine realistic audit subjects. 

• Perform Risk Assessment 

◦ Develop processes to identify risks. 
◦ Assess risk and rank audit subjects using IT risk factors. 
◦ Assess risk and rank subjects using business risk factors. 

• Formalize the Audit Plan 

◦ Select audit subjects and bundle them into distinct audit engagements. 
◦ Determine audit cycle and frequency. 
◦ Add appropriate engagements based on management requests or opportunities for consulting. 
◦ Validate the plan with business management. 
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Documenting the IS Audit Plan and Getting Stakeholder Approval 

Documenting the IS audit plan and obtaining stakeholder approval serves as a blueprint for the IS audit 
function, outlining the scope, objectives, and methodology of the key assurance and consulting engagements 
to be undertaken over the next few quarters. 

Effective documentation starts by defining the overall scope, including identifying specific IT areas to be 
audited. The scope must be comprehensive, covering all critical systems and processes. It should also be 
specific, delineating the boundaries of the audit. Clear scope definition helps set realistic expectations and 
avoid scope creep during the audit execution. Next, the objectives of the audit are outlined. They need to be 
clear, measurable, and achievable. Each objective should address a specific risk or compliance requirement. 
This clarity helps focus the audit efforts and facilitates the evaluation of audit outcomes. 

The audit methodology section describes the approach and techniques, including details on risk assessment 
methods, audit procedures, and evidence-gathering techniques. The methodology should be robust, ensuring 
a thorough and efficient audit. It should also be flexible, allowing for adjustments in response to findings during 
the audit. Resource allocation is another critical component of the audit plan, outlining the personnel and 
technology resources assigned to the audit. The timeline and milestones section should provide a schedule for 
the audit, including key milestones and deadlines. The timeline should be realistic, allowing sufficient time for 
thorough audit activities. 

Once the audit plan is documented, obtaining stakeholder approval is the next important step. This involves 
presenting the plan to senior management and other key stakeholders. The presentation should be clear, 
concise, and focused on how the audit supports the organization’s objectives. It should highlight the audit’s 
expected value and how it aligns with the organization’s strategic goals. Securing stakeholder approval often 
requires addressing concerns and answering questions. This interaction is an opportunity to refine the audit 
plan based on stakeholder feedback. It ensures that the plan is not only acceptable to the audit team but also to 
those who will be impacted by the audit. Effective communication is key in this stage, and the IS auditor must 
articulate the importance of the audit, its potential benefits, and how it will be conducted without disrupting 
normal business operations. This communication builds trust and fosters a collaborative relationship between 
the audit team and stakeholders. 

Once approval is obtained, the audit plan is finalized and communicated to the IS audit team. This 
communication is crucial for ensuring that everyone involved understands the plan and their roles in it. 

 

In the Spotlight 

For additional context on the process of developing a risk-based IS audit plan, please read the article 
titled “IS Audit Basics: Developing the IT Audit Plan Using COBIT 2019” [opens a new tab]. 
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Cooke, I. (2019). IS audit basics: Developing the IT audit plan using COBIT 2019. ISACA Journal, 6. 
https://www.isaca.org/resources/isaca-journal/issues/2019/volume-3/developing-the-it-audit-plan-using-
cobit-2019 

 

Key Takeaways 

Let’s recap the key concepts discussed in this section by watching this video. 

One or more interactive elements has been excluded from this version of the text. You can view 

them online here: https://ecampusontario.pressbooks.pub/

auditinginformationsystems/?p=413#oembed-1 

Source: Mehta, A.M. (2023, December 6). AIS OER ch 03 topic 01 key takeaways [Video]. 
https://youtu.be/AkBW_FE4urA 
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Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=413#h5p-139 

 

Review Questions 

1. Explain the importance of understanding the business in the risk-based IS audit planning 
process. 

2. Describe how the extent of IT use influences the nature, timing, and extent of audit procedures 
in a risk-based IS audit plan. 
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Mini Case Study 

Developing a Risk-Based IS Audit Plan for TechStream Inc. 

TechStream Inc., a leader in financial management software solutions, boasts a 15-year history with a 
global presence. The company, headquartered in New York, commands an impressive annual revenue 
of approximately $500 million and employs around 3,000 staff worldwide, with significant operations 
across Europe (Germany, UK) and Asia (India, Japan). TechStream Inc.’s software solutions are diverse, 
offering both on-premise installations and cloud-based services. Recently, they have started integrating 
AI algorithms to enhance their financial analysis capabilities, showcasing their commitment to 
technological advancement. 

The company’s transition to the cloud is noteworthy, with a substantial reliance on third-party cloud 
service providers for its cloud offerings and ongoing initiatives to migrate critical data storage services 
to cloud platforms. This transition is coupled with exploratory ventures into IoT technology, aimed at 
harnessing real-time financial data from various sources. TechStream Inc.’s clientele is broad and 
includes large financial institutions, mid-sized banks, and emerging fintech startups, making the 
handling of sensitive financial data, such as transaction histories and customer information, a regular 
occurrence. 

Operating on an international scale, TechStream Inc. must navigate a complex regulatory landscape, 
adhering to various international regulations like the GDPR in Europe and other data protection laws 
globally. Regular audits by financial regulators are a part of their operational norm due to the sensitive 
nature of their client base. The company’s IT infrastructure presents a blend of legacy systems and 
modern cloud-based solutions, recently adapting to increased remote work scenarios with greater 
reliance on VPNs and cloud applications. 

Despite their robust technology adoption, security remains a focal concern, especially with minor 
past incidents and growing apprehensions about potential vulnerabilities, particularly in new cloud and 
IoT integrations. While the company maintains an internal IT security team, it often leans on external 
consultants for comprehensive security audits and assessments. Current IT challenges include the 
integration of AI and machine learning for advanced data analytics and ensuring secure, seamless 
integration of an increasing number of IoT devices. Alongside these technological strides, TechStream 
Inc. is also planning a significant expansion of its cloud storage capabilities, further solidifying its 
position as a tech-forward company in the financial software domain. 

You are an IS auditor tasked with developing a risk-based IS audit plan for TechStream Inc. 
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Considering the company’s global presence, diverse IT infrastructure, and recent technological 
advancements, the IS audit must align with the organization’s strategic goals while addressing 
significant risks. 

Required: Develop a dynamic IS audit plan that aligns with TechStream Inc.’s risk profile and 
operational priorities. 
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03.02. Risk Assessment and Materiality in 
IS Audits 

Credit: A man in corporate attire talking at a meeting in the office by Pavel Danilyuk, used under the Pexels License. 

 Briefly reflect on the following before we begin: 

• How should IS Auditors identify, analyze, and evaluate information system risks? 
• What other key considerations will help shape the focus of an IS Audit? 
• How can IS Auditors help an organization’s risk profile remain up-to-date and reflective of evolving 

threats? 

At its core, IS auditing is intrinsically linked to the effective management of audit risks and understanding the 
concept of materiality. In this section, we will discuss identifying, analyzing, and evaluating risks inherent in IS, 
elucidating materiality’s role in IS audits. 

It starts with gaining a thorough understanding of what constitutes IS risks through a systematic approach 
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using various techniques including checklists, structured interviews, and direct observations. These risks stem 
from various sources and can be categorized into different types, such as operational, technical, and strategic 
risks. The analysis phase assesses the likelihood of occurrence and potential impact of identified risks, involving 
both quantitative and qualitative approaches – quantifying risks in terms of potential financial loss or 
qualitatively assessing them based on their impact on organizational objectives. The evaluation of these risks 
then prioritizes them based on their significance to the organization and helps in directing resources and 
efforts where they are most needed. 

We will also discuss the concept of materiality, determining the significance of an issue within the context 
of the overall audit. Materiality guides IS auditors in planning and conducting audits by helping to define the 
audit scope and identifying areas that require greater focus. Setting materiality thresholds is a nuanced process 
influenced by the organization’s nature and the audit’s specific context. The audit findings may sometimes 
necessitate a reassessment of materiality to ensure that the audit remains relevant and focused on areas of 
greatest impact, aligning the audit process with the evolving nature of business and technology risks. 

Continuous risk monitoring has become essential with the increasing complexity and frequency of changes 
in technology and business processes. This process involves constantly overseeing risk factors, enabling 
organizations to identify and respond to risks in real-time. The IS auditor plays a key role in establishing 
and maintaining these systems, ensuring their alignment with the organization’s overall risk management 
framework. Effective continuous monitoring relies on a blend of automated tools and manual processes, 
including various techniques such as regular audits, trend analysis, and real-time alerts. The data derived from 
continuous monitoring feeds into the ongoing risk assessment process, allowing for more informed decision-
making and agile responses to emerging threats. 

IS Risks Identification, Analysis, and Evaluation 

IS risks are diverse, encompassing technical failures, security breaches, data integrity issues, and compliance 
lapses. They emerge from various sources: internal processes, external threats, technological advancements, 
and human factors. Identifying these risks requires a systematic approach by employing checklists, structured 
interviews, and direct observations to unearth potential vulnerabilities that might remain hidden. 

A comprehensive risk identification process is not just about listing possible risks; it’s about understanding 
each organization’s unique context. Each entity has its specific set of challenges and vulnerabilities. IS auditors 
are expected to uncover these unique risks, tailor our approach, and prepare for the subsequent analysis and 
evaluation stages. The next step is to analyze them. This involves assessing the likelihood of each risk occurring 
and its potential impact. Here, both quantitative and qualitative approaches are used. Quantitative analysis
involves assigning numerical values to the probability and impact of risks, helping create a more objective view. 
Qualitative analysis, on the other hand, relies on the auditor’s judgment and experience to estimate the severity 
of risks. While quantitative methods provide a semblance of objectivity, qualitative insights are invaluable. They 
bring depth to the IS Auditor’s understanding of risks, especially in areas where numerical data is insufficient. 

Once risks are analyzed, they must be evaluated and prioritized to determine which risks warrant more 
attention. In this phase, risks are ranked based on their potential impact on the organization to guide the 
allocation of auditing resources and shape the audit plan. The risk landscape constantly changes, influenced 
by evolving technologies and shifting business strategies. The evaluation process should be iterative, adapting 
to new information and changing circumstances. Successful risk identification, analysis, and evaluation hinge 
on several key factors. First, a deep understanding of the organization’s operations, culture, and technology 
landscape is vital. This knowledge allows for a more targeted and relevant risk assessment. Second, engaging 
with various stakeholders – from IT personnel to executive management – provides diverse perspectives, 
enriching the risk assessment process. Lastly, leveraging technology can greatly enhance our risk analysis 
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and evaluation capabilities. Tools such as data analytics and automated risk assessment software can provide 
deeper insights and a more comprehensive view of the risk environment. 

This comprehensive approach to risk management ensures the integrity and security of information systems 
and supports the strategic objectives of the organizations we audit. 

Materiality 

Materiality is an important concept in auditing and refers to the importance of omission or misstatement of 
information that, if present, could influence the decisions of stakeholders. Determining what is material in an 
audit involves understanding the organization’s operations, objectives, and the specific risks it faces. Materiality 
is not static; it varies from one organization to another and even from one audit to another within the same 
organization. Factors such as organizational size, nature of operations, and risk tolerance play a crucial role in 
defining materiality thresholds. 

Establishing materiality thresholds requires a deep understanding of the business and its environment. IS 
auditors consider various factors, including quantitative benchmarks and qualitative judgments. The thresholds 
set the stage for the entire audit process, influencing audit procedures’ scope, depth, and nature. It involves 
balancing objectivity with the auditor’s professional judgment. The aim is to focus on areas significant to the 
organization’s financial and operational integrity while ensuring efficient use of audit resources. 

Materiality directly impacts audit planning and execution as it helps auditors determine which areas require 
more attention and which can be given less and, in turn, ensures that the audit focuses on the most significant 
aspects of the organization’s IS environment. Materiality also helps make decisions about the nature, timing, 
and extent of audit procedures. For instance, areas deemed more material may warrant more detailed testing 
or a lower threshold for error. Conversely, fewer material areas might be subject to higher thresholds or more 
limited testing. Moreover, as new information comes to light during an audit, the initial materiality assessments 
may need to be revisited and adjusted to respond to evolving situations during an audit. 

Materiality also plays a pivotal role in evaluating audit findings and in the reporting phase. Findings are 
assessed in the context of the materiality thresholds set at the outset to guide the IS auditors in determining 
which issues to report and how to present them to stakeholders. In reporting, materiality ensures that the focus 
is on what truly matters to the stakeholders so that the IS audit reports are developed clearly and concisely 
while avoiding the clutter of insignificant details. 

Audit Risk 

The Audit Risk Model is another essential framework, as it guides the IS auditors in assessing and managing 
the risk of incorrect audit conclusions. The Audit Risk Model comprises three main components: 

• Inherent risk refers to the susceptibility of an audit area to error or fraud before considering any related 
controls. In IS auditing, the inherent risk might be high in complex, rapidly evolving tech environments. 
For example, emerging technologies like blockchain or AI systems inherently carry higher risks due to their 
novelty and complexity. 

• Control risk, the second component, is the risk that a client’s internal controls will fail to prevent or detect 
an error or fraud. In the context of IS auditing, this risk could manifest in inadequate password policies or 
poor access controls. The effectiveness of these controls plays a crucial role in mitigating inherent risk. 

• Detection risk, the final element, pertains to the risk that the auditors’ procedures will fail to detect an 
error or fraud within the audit area. It hinges on the effectiveness of the audit procedures and the auditor’s 
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ability to correctly interpret the results. In IS audits, detection risk is particularly pertinent, given the 
complexities of data and systems. 

The interplay of these risks forms the basis of the Audit Risk Model, which states that the total audit risk is a 
function of inherent, control, and detection risks. The IS auditor’s understanding and application of this model 
is vital for effective risk management and audit planning as it guides us in identifying areas of higher risk and in 
designing audit procedures that are both efficient and effective. The model drives IS auditors to focus on areas 
with higher inherent and control risks. For instance, the inherent risk is higher in a company with outdated IT 
systems, necessitating more robust control measures. If these controls are weak, the control risk rises, leading 
auditors to implement more rigorous detection techniques. In devising audit strategies, auditors balance these 
risks. Due to strong IT governance, we may accept a higher detection risk if the control risk is low. This balance 
means we may not need to test every transaction but can rely on sampling. Conversely, if control risk is high, 
auditors will aim to lower detection risk by employing more comprehensive testing methods. 

Inherent risk is often outside the control of the audit team but must be thoroughly understood. For example, 
a company operating in a highly regulated industry like finance or healthcare inherently faces greater risks 
related to compliance and data security. Recognizing these risks enables auditors to focus on the most critical 
areas. Control risk assessment is an ongoing process in IS auditing. Auditors must continually evaluate the 
effectiveness of a client’s internal controls. This evaluation includes examining IT policies, access controls, and 
other security measures. Regular updates to these controls are necessary to keep pace with technological 
advancements and emerging threats. 

Lastly, mitigating detection risk involves employing various IT audit techniques and technologies. With 
advancements in data analytics and automated auditing tools, IS auditors have powerful resources at their 
disposal. However, the skillful interpretation of audit findings remains a human task, underscoring the 
importance of experience and judgment in this field. The IS Auditor’s aim is not only to identify risks but also 
to provide insights that can enhance controls and reduce the overall risk profile. The model’s application is 
both a science and an art, requiring a deep understanding of technology, business processes, and the unique 
challenges of the digital age. 

The Role of Materiality and Audit Risk in Developing IS Audit Strategy 

Collectively, materiality and the audit risk model are central to the process of developing the IS Audit Strategy. 
As discussed earlier, materiality measures the significance of an error or omission within the organization’s 

financial or operational landscape. The application of materiality in IS audits goes beyond the numbers and 
requires a thorough understanding of the organization’s operations, the information systems in use, the context 
and implications of audit findings, and the potential impact of errors, issues, and audit findings. The audit 
risk model, on the other hand, is a framework used to manage and minimize the risk of reaching incorrect 
conclusions in an audit and comprises of inherent risk, control risk, and detection risk. 

While materiality helps prioritize audit areas and focus on what’s most important, the audit risk model guides 
auditors in assessing risks across different areas, allowing them to allocate more resources and attention to 
areas with higher materiality and risk. Integrating materiality into the audit risk model transforms the audit 
process from a generic procedure to a targeted, value-adding activity. Auditors can tailor their approach based 
on the organization’s unique environment and risks. For example, in a financial institution, the materiality of 
transactions will be high, requiring a lower tolerance for risk. This necessitates rigorous audit procedures to 
minimize detection risk. Conversely, in a less critical system with lower materiality, the auditor might accept a 
higher level of risk. This approach allows for more efficient use of resources without compromising the overall 
effectiveness of the audit. 

Effective communication of materiality and risk assessments is also key. Auditors must clearly articulate the 
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rationale behind their assessments and decisions. This clarity is essential for the audit team and stakeholders 
who rely on the audit findings to make informed decisions. 

Once the audit strategy has been finalized, the IS audit team will develop a detailed IS Audit program that 
serves as the roadmap for the individual audit/assurance engagement. A summarized view of the risk-based 
audit approach at the individual audit/assurance engagement is presented below: 

Risk-based Audit Approach 

1. Gather Information and Plan: 

▪ Knowledge of business, industry, & regulatory statuses 
▪ Prior year’s audit results and recent financial information 
▪ Inherent risk assessment 

2. Obtain an Understanding of Internal Control: 

▪ Control environment 
▪ Control procedures 
▪ Control and detection risk assessment 

3. Perform Compliance Tests: 

▪ Identify key controls to be tested 
▪ Perform tests on reliability, risk prevention, and adherence to organization policies 

and procedures 

4. Perform Substantive Tests: 

▪ Analytical procedures 
▪ Substantive analytical testing 
▪ Detailed tests of account balances 

5. Conclude on the Audit: 

▪ Perform sufficient quality assurance on audit procedures 
▪ Create feasible, relevant, and timely recommendations 
▪ Write, review, and issue the final audit report 

 
See the next section for more details on the IS Audit Program and its components that accomplish the above. 

IS Auditor’s Role in Continuous Risk Monitoring 

Continuous risk monitoring represents a shift from traditional, periodic audit practices to a more dynamic, 
ongoing process. It involves the regular observation and analysis of an organization’s risk environment to 
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identify and respond to emerging risks. This process is crucial in today’s fast-paced, technology-driven world, 
where risks can arise rapidly and change frequently. For IS auditors, continuous risk monitoring is not just a task 
– it’s a mindset. It requires staying alert to new developments, understanding the implications of changes in 
technology and business processes, and being ready to act when risks are identified. 

Integrating continuous risk monitoring into the audit process transforms the auditor’s role. Auditors actively 
participate in the organization’s risk management framework, contributing real-time insights and 
recommendations for a more responsive and effective risk management approach. Effective continuous risk 
monitoring relies on a range of tools and techniques. Technology plays a crucial role here. Automated 
monitoring systems, data analytics, and real-time reporting tools are some of the key enablers. These 
technologies allow auditors to collect and analyze data continuously, identify trends, and detect anomalies that 
could indicate risks. 

Continuous risk monitoring is not a solitary activity. It requires collaboration with various stakeholders within 
the organization. IT professionals, management, and even end-users play a role in identifying and managing 
risks. IS auditors tend to foster open lines of communication, and building strong relationships with these 
stakeholders is essential. It also plays a critical role in the overall risk assessment process by providing ongoing 
insights that help auditors update their risk assessments, ensuring they remain relevant and accurate. This 
ongoing assessment is key to identifying and responding to emerging risks effectively. 

 

In the Spotlight 

For additional context on the role of risk assessment, materiality, and audit risk on IT Audit Planning, 
please read the article titled “The Impact of Poor IT Audit Planning and Mitigating Audit Risk”[opens a 
new tab]. 

Curtis B. (2020). The impact of poor IT audit planning and mitigating audit risk.” ISACA Journal, 3. 
https://www.isaca.org/resources/isaca-journal/issues/2020/volume-3/the-impact-of-poor-it-audit-
planning-and-mitigating-audit-risk 
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Key Takeaways 

Let’s recap the key concepts discussed in this section by watching this video. 

One or more interactive elements has been excluded from this version of the text. You can view 

them online here: https://ecampusontario.pressbooks.pub/

auditinginformationsystems/?p=437#oembed-1 

Source: Mehta, A.M. (2023, December 6). AIS OER ch 03 topic 02 key takeaways [Video]. 
https://youtu.be/DLXtwIk2-Ds 

 

Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=437#h5p-110 

98  |  03.02. Risk Assessment and Materiality in IS Audits

https://youtu.be/DLXtwIk2-Ds
https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=437#h5p-110


 

Review Questions 

1. Describe the process of risk analysis in IS auditing and explain how it differs from risk 
identification. 

2. What is the role of materiality in determining the scope of an IS audit? 
3. Explain the significance of continuous risk monitoring in IS auditing and how it impacts the 

auditor’s role. 

 

Mini Case Study 

Acme Corporation, a large retail company, recently upgraded its information systems to streamline 
operations. As an IS auditor, you are tasked with developing a multi-year IS audit plan. Your objectives 
include identifying and evaluating the risks associated with the new system, determining materiality 
thresholds for the audit, and implementing continuous risk monitoring.During the risk identification 
phase, you uncover several potential risks: cybersecurity threats due to new online platforms, potential 
data integrity issues from system integration, and compliance risks with data protection laws. For risk 
analysis, you assess these risks for their probability and impact. The cybersecurity threat is deemed 
highly likely and with significant potential impact, while compliance risks are less likely but with severe 
legal implications. Data integrity issues are moderately likely, with a moderate impact. 

You set materiality thresholds based on the company’s operational scale and the critical nature of the 
identified risks. The threshold for cybersecurity and compliance risks is set lower due to their potential 
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severe impacts. In the final phase, you implement a continuous risk monitoring system. This includes 
automated tools for real-time detection of cybersecurity threats and regular reviews of compliance and 
data integrity. 

Required: Based on the case study, evaluate how the IS auditor effectively applied the concepts of 
risk identification, analysis, evaluation, materiality determination, and continuous risk monitoring in 
developing the audit plan. 
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03.03. Developing an IS Audit Program 

Credit: People working at an office by Pavel Danilyuk, used under the Pexels License. 

 Briefly reflect on the following before we begin: 

• What should be included as key components of an IS audit program? 
• What are some pitfalls in developing an effective IS audit program? 
• How can IS Auditors prepare flexible programs to address common challenges faced in developing an IS 

audit program? 

In this section, we will discover the intricacies and methodologies in crafting an effective IS audit program, 
including its elements and role in guiding auditors through the nuanced landscape of IS audits. 

An IS audit program is not merely a checklist; it’s a comprehensive framework that outlines the objectives, 
scope, timing, and direction of IS audits. It is a strategic guide that aligns the audit process with the 
organization’s goals and risk landscape so that the audit program is not only thorough but also pertinent to the 
specific needs and risk profile of the organization. 

We will explore the components that form the backbone of an IS audit program, including the audit 
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objectives, which define what the audit aims to achieve; the scope, detailing the breadth and depth of the 
audit; the resources, outlining the manpower, tools, and techniques required; and the timeline, which provides 
a schedule for audit activities. We will also review various IS auditing methodologies and procedures that serve 
as a toolkit of approaches that can be adapted to different audit environments. The methodologies range from 
traditional to innovative, each with its unique strengths. 

Moreover, we will consider the importance of continuous improvement and adaptation in IS audit programs 
as it underscores the dynamic nature of technology and business environments, necessitating that audit 
programs be flexible and responsive to change. IS auditors must stay abreast of emerging trends, risks, and 
technologies, ensuring their audit programs remain relevant and effective. Lastly, we will briefly discuss the 
soft skills required for developing an IS audit program, including communication, negotiation, and stakeholder 
management skills 

The IS Audit Program, Methodologies, and Procedures 

A well-structured and thoughtfully developed IS audit program serves as a roadmap, guiding auditors through 
the complex landscape of information systems. An audit program is a step-by-step set of audit procedures 
and instructions that should be performed to complete an audit. It is based on the scope and objective of the 
specific audit engagement. The primary purposes of an audit program are to accomplish the following: 

• Formal documentation of audit procedures and sequential steps 
• Creation of procedures that are repeatable and easy to use by internal or external audit and assurance 

professionals who need to perform similar audits 
• Documentation of the type of testing that will be used (compliance and/or substantive) 
• Meeting generally accepted audit standards that relate to the planning phase in the audit process 

The elements of an IS audit program are the building blocks for a successful audit as they ensure that the audit 
is aligned with organizational goals, appropriately scoped, well-resourced, effectively timed, and focused on key 
risk areas. A well-crafted IS audit program can enhance the audit process and contribute significantly to the 
organization’s overall risk management and governance efforts. 

IS auditing methodologies and procedures form the backbone of the audit process as they connect the risk-
based multi-year IS Audit plan to the execution and reporting on assurance and advisory engagements. 

Imagine you are preparing for a long journey. Before embarking, you need a well-defined route, a list of 
essentials, and a plan for different scenarios you might encounter. Similarly, audit program development is akin 
to mapping out the journey you will undertake during the audit. It ensures that auditors are well-prepared and 
that the audit process remains structured and organized. 

The exact order and details of planning an engagement, including establishing the objectives and scope, may 
vary according to the individual organization’s needs, audit activity, and engagement. However, the following 
key components are included in an effective IS Audit Program: 

Defining Audit Objectives 

The first step in developing an IS audit program is defining clear, precise audit objectives. These objectives set 
the direction for the audit and ensure its alignment with the organization’s goals and regulatory requirements. 
The engagement objectives articulate what the engagement is attempting to accomplish; therefore, the 
objectives should have a clear purpose, be concise, and be linked to the risk assessment. Well-defined 
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objectives not only guide the auditor but also clarify the purpose and scope of the audit for stakeholders. 
They should be specific, measurable, and achievable, reflecting the unique aspects of the organization’s IT 
environment and business processes. A crucial part of this process is understanding the organization’s strategic 
objectives, as the audit should support and enhance these goals. IS auditors should validate that the objectives 
of the audit align with the business objectives of the area or process under review. The audit engagement 
should focus on ensuring controls are in place to effectively mitigate the risks that could prevent the area 
or process from accomplishing its business objectives. Audit objectives must also consider the probability of 
significant errors, fraud, noncompliance, and other exposures. 

High-level audit objectives are typically established when finalizing the audit universe. This may include an 
evaluation of the: 

• Accuracy, validity, classification, and/or completeness of transactions and activities 
• Appropriate authorization of select processes. 
• Reliability of IS processing. 
• Integrity of data and programs. 
• Appropriateness of IS development and implementation. 
• Adequacy of the safeguards around data and programs. 
• Continuity of business process management. 

Determining the Scope of the Audit 

Once the risk-based objectives have been formed, the scope of the audit engagement can be determined. 
Because an engagement generally cannot cover everything, IS auditors must determine what will and will not 
be included. The engagement scope sets the boundaries of the engagement and outlines what will be included 
in the review. IS auditors must carefully consider the boundaries of the engagement to ensure that the scope 
will be sufficient to achieve the engagement’s objectives. 

The scope may define such elements as the specific processes and/or areas, geographic locations, and period 
(e.g., point in time, fiscal quarter, or calendar year) that will be covered by the engagement, given the available 
resources. IS auditors must carefully consider the breadth of the scope to ensure it enables timely identification 
of reliable, relevant, and useful information to accomplish the identified engagement objectives. To confirm 
that the scope meets the audit objectives and aligns with the organization’s annual audit plan, IT auditors must 
use sound professional judgment based on relevant experience and/or supervisory assistance. They must also 
consider relevant systems, records, personnel, and all physical properties. 

IT auditors should consider legal factors affecting the engagement scope and approach. For example, if 
the organization or area under review has nondisclosure agreements with third parties, the organization may 
be required to notify regulatory authorities before starting the engagement. Pending or imminent litigation 
and cases of noncompliance should also be considered. Once the audit has begun, any work program 
modifications, including any scope changes, must be approved. Additionally, IT auditors should consider 
whether a separate consulting engagement is warranted if significant consulting opportunities arise during 
the audit. If so, a specific written understanding as to the objectives, scope, respective responsibilities, and 
expectations should be reached, and the results of the consulting engagement should be communicated by 
consulting standards. 
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Reviewing Existing Client Controls 

A control may be defined as any action taken by management to enhance the likelihood that established 
objectives and goals will be achieved. Overall, internal control objectives, at a detailed level, can be seen 
to encompass reliability and integrity of information, compliance with policies, plans, procedures, laws, and 
regulations, safeguarding of assets, as well as efficiency and effectiveness of operations. 

An important aspect of an IS Auditor’s methodology is to identify the existing controls and assess their 
design and operating effectiveness in addressing the risks faced by the organizations. 

Internal controls can be classified into various types and it is the combination of these controls that go 
to make up the overall system of internal controls designed to achieve the general control objectives. Such 
controls can be classified into: 

• Preventative controls, which occur before the fact but can never be 100% effective and therefore cannot 
be wholly relied upon. These could include controls such as user restrictions, password requirements, and 
separate authorization of transactions. 

• Detective controls, which detect irregularities after occurrence and may be cheaper than checking every 
transaction with a preventative control. Such controls could include the effective use of audit trails and the 
use of exception reports. 

• Corrective controls ensure the correction of problems identified by detective controls and normally 
require human intervention within the IT. Controls in this area may include such processes as Disaster 
Recovery Plans and transaction-reversal capabilities. Corrective controls are highly error-prone because 
they occur in unusual circumstances and typically require a human decision to be made and an action 
decided upon and implemented. At each stage in the process, a subsequent error will have a multiplier 
effect and may compound the original mistake. 

• Directive controls are designed to produce positive results and encourage acceptable behaviour. They do 
not themselves prevent undesirable behaviour and are commonly used where there is human discretion. 
Thus, informing all users of personal computers that it is their responsibility to ensure adequate backups 
are taken and stored appropriately does not enforce compliance. Nevertheless, such a directive control can 
be monitored and action taken where the power is breached. 

• Compensating controls can exist where a weakness in one rule may be compensated by a power 
elsewhere. They are used to limit risk exposure and may trap the unwary evaluator. This is particularly true 
where the auditors are faced with complex integrated systems, and the control structures involve a 
mixture of system-driven and human controls scattered over a variety of operational areas. 

Controls may be manual or automated, where manual controls are implemented by manual intervention 
and automated controls are implemented by the computer system itself. Controls may also be application or 
general IT, with application controls having to do with the business function and general IT controls being about 
the running of the IT function. See Chapter 5 and Chapter 6 for more details on these controls. 

Given the overall control objectives noted in the preceding section, control structures must be designed to 
ensure: 

• Segregation of duties: Controls to ensure that those who physically handle assets are not those who 
record asset movements. Nor are they the same people who reconcile those records nor even those who 
authorize such transactions. Within a modern computer system this is normally achieved by a 
combination of user identification, user authentication, and user authorization. 

• Competence and integrity of people: Underpinning the control system are the people who enforce it. For 
controls to be effective, those who exercise control must be capable of doing so and honest enough to 
consistently do so. This means that simply having users follow procedures is inadequate in a modern 
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information systems environment, and a high degree of risk and control awareness is required to ensure 
that the controls function as intended. 

• Appropriate levels of authority: A common mistake in control structures is granting too much authority 
within control boundaries. Authorities should only be granted on a need-to-have basis. If there is no need 
for a particular individual to have specific authorities, they should not be granted. Obviously this requires 
effort on the part of those individuals who assign authorities in identifying which levels of authority are in 
fact needed and which are simply desired. It is, unfortunately, still true in many sites that access control is 
limited to user authentication and after such authentication the user will then have unrestricted access 
into all functional areas within IT. 

• Accountability: For all decisions, transactions, and actions taken, there must be controls that will 
determine who did what with an acceptable degree of confidence. This normally involves the use of 
control logs and audit trails. Simply maintaining such logs and records can be counterproductive because 
they can lull the organization into a false sense of security. For such records to be an effective control they 
must be scrutinized regularly and appropriate action taken to remedy any discrepancies noted. 

• Adequate resources: Controls that are attempted with inadequate resources will typically fail whenever 
they come under stress. Adequate resources include manpower, finance, equipment, materials, and 
methodologies. Management frequently underestimates the cost of resources to implement controls, and 
IT auditors commonly recommend controls, giving no thought to the cost of such control and 
management’s lack of resources to implement. 

• Supervision and review: Adequate supervision of the appropriate type is fundamental to the 
implementation of sound internal control. It is unfortunately still true that in many cases people do not do 
what is expected, but only what is inspected. 

Within the information systems there are three primary software components that add to or subtract from 
control. These components are as follows: 

• Systems Software includes computer programs and routines controlling computer hardware, processing, 
and non-user functions. This category includes the operating systems, telecommunications software, and 
data-management software. 

• Applications Software includes computer programs written to support business functions such as the 
general ledger, payroll, stock systems, order processing, and other such line-of-business functions. 

• End-User Systems are special types of application systems that are generated outside the IT organization 
to meet specific user needs. These include micro-based packages as well as user-developed systems. In 
many cases these systems were designed to achieve specific operational goals and may or may not have 
been designed with appropriate controls implemented. 

A robust control framework may include the following control types along with their objectives: 

• General Control Objectives: These objectives, general in nature, cover the overall aspects of the integrity of 
information, computer security, and compliance with policies, plans, rules, laws, and regulations. 

• Application Control Objectives: Application systems have their own sets of built-in controls primarily 
business-systems oriented. Generally, they include such control objectives as accuracy, completeness, and 
authorization. 

• Program Control Objectives: The development and running of computer programs are subject to their 
own control objectives and procedures. Control objectives would include ensuring: 

◦ Integrity of programs and processing 
◦ Prevention of unwanted changes 
◦ Ensuring adequate design and development control 
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◦ Ensuring adequate testing 
◦ Controlled program transfer 
◦ Ongoing maintainability of systems 

• Corporate Governance: The importance of good governance has become a watchword internationally and 
has been driven by the requirements of the global economy for transparency and accountability in 
organizational stewardship. Corporate governance involves the mechanisms by which a business 
enterprise is directed and controlled. It concerns the mechanisms through which corporate management 
is held accountable for corporate conduct and performance and provides the framework within which the 
objectives of the company are set, and the means of attaining those objectives and monitoring 
performance are determined. 

Lastly, a good internal control system must also include regular communication of updates and reminders 
of policies and procedures to staff through emails, staff meetings and other communication methods. 
Organizations must periodically assess risks and the level of internal control required to protect the 
organization’s IT asset management and records related to those risks. Progressive organizations also 
document the process for review, including when it will take place. Finally, management must take the 
responsibility for making sure that all staff are familiar with policies and changes in those policies. 

Audit Criteria 

IS auditors select criteria against which the subject matter will be assessed that are objective, complete, 
relevant, measurable, understandable, widely recognized, authoritative, and understood by, or available to, all 
users of the report. Identifying such criteria ensures that assurance engagement objectives are measurable, 
practical, and aligned with the organization’s objectives and the area or process under review. IS auditors must 
use the criteria already established by management and/or the board if such criteria exist. IS auditors must 
identify appropriate criteria through discussion with management and the board if no criteria exist. IS auditors 
should also consider seeking input from subject matter experts to help develop relevant criteria. 

Examples of effective audit criteria include the following: 

• Existing key performance indicators. 
• Targets set during strategic planning. 
• The degree of compliance with area or process policies and procedures, regulations, and/or contracts. 
• Industry standards or benchmarks. 

Adequate criteria will provide a reference for IS auditors to evaluate evidence, understand findings, and assess 
the adequacy of the controls in the area or process under review. The criteria, or lack thereof, should be 
compared to industry benchmarks, trends, forecasts, and the organization’s policies and procedures. 

Audit Timeline, Scheduling, and Resource Allocation 

Developing a realistic timeline and schedule for the audit is a critical aspect often overlooked. The timeline 
should account for all phases of the audit, from planning to reporting and should include specific milestones 
and be flexible enough to accommodate unforeseen delays or issues. Effective scheduling is a balancing act 
– it requires careful planning to ensure that each phase of the audit receives the attention it needs without 
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rushing or unnecessarily prolonging the process. Coordination with various stakeholders to align schedules and 
availability is also crucial. 

An IS audit is only as effective as the team behind it and the resources at their disposal; hence, allocating 
the right mix of skills and resources is vital. This includes selecting team members with diverse expertise in 
IT, auditing, and the specific industry. IS Audit executives must aim to create a multidisciplinary team capable 
of addressing the varied aspects of an information system. Additionally, ensuring that the team can access 
necessary tools, such as communications tools, audit working paper management software, and data analytics 
tools, is essential for a thorough and effective audit. 

Other Considerations 

The two more important aspects of the IS Auditing methodology and procedures (apart from the ones 
discussed above) are Evidence-gathering Techniques and Audit Sampling. Both these aspects are discussed in 
depth in the following two sections. 

Beyond these, it is vital to note that the landscape of IS auditing has seen a transformative shift from 
traditional to modern techniques. Traditional methods, often manual and time-consuming, were focused on 
physical verifications and paper trails. As technology advanced, these methods evolved. Modern techniques 
now leverage digital tools and software, enhancing efficiency and accuracy. The transition from traditional to 
modern methodologies is not just a change in tools; it’s a paradigm shift in how auditors approach data and 
processes. This evolution is crucial for auditors to understand, as it reflects the dynamic nature of the field. 

Emerging technologies such as Artificial Intelligence (AI), blockchain, and cloud computing are reshaping the 
IS auditing landscape. These technologies present new challenges and opportunities for auditors. For instance, 
with its decentralized and immutable ledger, blockchain technology requires a different auditing approach 
than traditional databases. Similarly, cloud computing introduces concerns related to data sovereignty and 
security. Auditors must stay informed about these developments and adapt their methodologies and 
procedures accordingly. Among others, the three most relevant technological considerations for IS Auditors are 
as follows: 

Technological Considerations for IS Auditors 

Computer-Assisted Auditing Techniques (CAATs) 

Computer-Assisted Audit Techniques (CAATs) have revolutionized IS auditing. CAATs include a 
range of tools and techniques, from simple data extraction software to complex analysis programs. 
They allow auditors to automate certain audit tasks, increasing the efficiency and scope of the audit. 
In my practice, I’ve employed CAATs for tasks such as sampling, testing controls, and analyzing 
transactions. Their ability to process large volumes of data quickly makes them indispensable in the 
modern auditing environment. However, it’s crucial for auditors to understand not just how to use 
these tools, but also their limitations and the context in which they are most effective. 
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Data Analytics in IS Auditing 

Data analytics has become a cornerstone in modern IS auditing. It allows auditors to analyze large 
datasets effectively, identifying trends and anomalies that might indicate risks or issues. My 
experience has shown that the use of data analytics can significantly enhance the audit process. It 
enables more comprehensive coverage and deeper insights into the audited systems. Data analytics 
tools vary in complexity, from basic spreadsheet functions to advanced software capable of 
sophisticated data manipulation and visualization. Auditors must be adept at selecting and utilizing 
the appropriate tools for their specific audit objectives. 

Audit Procedure Standardization and Documentation 

The documentation and standardization of audit procedures are vital for ensuring consistency and 
quality in IS audits. Standardized procedures provide auditors a framework to follow, ensuring that 
audits are conducted systematically and comprehensively. In my teaching and auditing career, I’ve 
emphasized the importance of well-documented procedures. They serve as a reference point for 
auditors, helping to maintain consistency across different audits and auditors. Moreover, 
standardized procedures are essential for quality assurance and enable effective training of new 
auditors. 

 
Having a thorough understanding of the IS auditing methodologies and procedures is fundamental for 

aspiring and practicing IS auditors. The shift from traditional to modern techniques, the integration of data 
analytics and CAATs, the importance of standardized documentation, and the adaptation to emerging 
technologies are all crucial aspects. This knowledge is not static; it evolves with technology and business 
landscape. As such, auditors must be lifelong learners, continually updating their skills and understanding to 
remain effective in their roles. More importantly, beyond the technical knowledge, IS Auditors must also be 
cognizant of the soft skills (or enabling competencies) that will render them effective while implementing the 
IS audit program. Some of the most relevant soft skills expected from effective IS Auditors include the following: 
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Soft Skills of Effective IS Auditors 

Communication 

Auditors must effectively convey complex technical findings to various stakeholders, including 
non-technical personnel and top management. Strong written and verbal communication skills are 
essential for drafting clear audit reports, explaining audit results, and collaborating with various 
teams. 

Critical Thinking 

IS auditors often encounter complex and ambiguous situations that require critical thinking and 
problem-solving abilities. They must analyze data, identify vulnerabilities, and develop 
recommendations. Critical thinking helps auditors make informed decisions and provide valuable 
insights to improve information systems. 

Attention to Detail 

The devil is in the details, and in IS auditing, precision is paramount. Auditors must meticulously 
examine systems, controls, and data to identify weaknesses and risks. Attention to detail ensures 
that no crucial information is overlooked during the audit process. 

Adaptability 

The field of IS auditing is constantly evolving, with new technologies, threats, and regulations 
emerging regularly. Auditors must be adaptable and open to learning. Being willing to embrace 
change and update skills is vital to remain relevant and effective. 

Time Management 

IS auditors often juggle multiple projects and deadlines. Effective time management skills are 
essential to prioritize tasks, meet deadlines, and maintain productivity. This skill ensures that audits 
are completed efficiently without compromising quality. 

Problem-solving 

IS auditors frequently encounter complex technical challenges. Problem-solving skills are 
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invaluable when troubleshooting issues, finding root causes, and developing solutions to mitigate 
risks. 

Teamwork 

IS auditing is rarely a solo endeavor. Auditors often work in teams or alongside other departments. 
Being a team player and collaborating effectively with colleagues from different backgrounds is 
crucial to achieving audit objectives. 

Emotional Intelligence 

Understanding and managing emotions, both one’s own and those of others is a valuable soft skill. 
It helps auditors navigate challenging conversations, build rapport, and make informed decisions 
based on empathy and understanding. 

 

In the Spotlight 

For additional context on conducting an IS audit, please read the following articles: 

• “The ultimate guide to conducting an IT audit” [opens a new tab]. 
• “IS Audit Basics: Audit Programs” [opens a new tab]. 

Emley B. (2023). The ultimate guide to conducting an IT audit. Zapier. http://zapier.com/blog/it-audit/ 

Cooke, I. (2017). IS audit basics: Audit programs. ISACA Journal, 4. http://isaca.org/resources/isaca-
journal/issues/2017/volume-4/is-audit-basics-audit-programs 
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Key Takeaways 

Let’s recap the key concepts discussed in this section by watching this video. 

One or more interactive elements has been excluded from this version of the text. You can view 

them online here: https://ecampusontario.pressbooks.pub/

auditinginformationsystems/?p=486#oembed-1 

Source: Mehta, A.M. (2023, December 6). AIS OER ch 03 topic 03 key takeaways [Video]. 
https://youtu.be/5vttCiCkiC8 

 

Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=486#h5p-114 
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Review Questions 

1. Explain the importance of defining clear audit objectives in an IS Audit Program. What should 
these objectives align with? 

2. What factors should be considered when determining the scope of an IS audit? 

 

Mini Case Study 

TechStream Inc., a leader in financial management software solutions, boasts a 15-year history with a 
global presence. The company, headquartered in New York, commands an impressive annual revenue 
of approximately $500 million and employs around 3,000 staff worldwide, with significant operations 
across Europe (Germany, UK) and Asia (India, Japan). TechStream Inc.’s software solutions are diverse, 
offering both on-premise installations and cloud-based services. Recently, they have started integrating 
AI algorithms to enhance their financial analysis capabilities, showcasing their commitment to 
technological advancement. The company’s transition to the cloud is noteworthy, with a substantial 
reliance on third-party cloud service providers for its cloud offerings and ongoing initiatives to migrate 
critical data storage services to cloud platforms. This transition is coupled with exploratory ventures into 
IoT technology, aimed at harnessing real-time financial data from various sources. TechStream Inc.’s 
clientele is broad and includes large financial institutions, mid-sized banks, and emerging fintech 
startups, making the handling of sensitive financial data, such as transaction histories and customer 
information, a regular occurrence. 
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Operating on an international scale, TechStream Inc. must navigate a complex regulatory landscape, 
adhering to various international regulations like the GDPR in Europe and other data protection laws 
globally. Regular audits by financial regulators are a part of their operational norm due to the sensitive 
nature of their client base. The company’s IT infrastructure presents a blend of legacy systems and 
modern cloud-based solutions, recently adapting to increased remote work scenarios with greater 
reliance on VPNs and cloud applications. 

Despite their robust technology adoption, security remains a focal concern, especially with minor 
past incidents and growing apprehensions about potential vulnerabilities, particularly in new cloud and 
IoT integrations. While the company maintains an internal IT security team, it often leans on external 
consultants for comprehensive security audits and assessments. Current IT challenges include the 
integration of AI and machine learning for advanced data analytics and ensuring secure, seamless 
integration of an increasing number of IoT devices. Alongside these technological strides, TechStream 
Inc. is also planning a significant expansion of its cloud storage capabilities, further solidifying its 
position as a tech-forward company in the financial software domain. 

Required: Based on the risk assessment and prioritization, an audit of customer data security must 
be performed during the upcoming quarter. Analyze how the audit team should approach the 
development of the IS audit program for TechStream Inc., considering the concepts discussed in this 
section. 
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03.04. Effective Audit Procedures - 
Evidence-gathering Techniques 

Credit : Three people working in the office by Yan Krukau, used under the Pexels License. 

 Briefly reflect on the following before we begin: 

• Why is it essential for IS Auditors to gather reliable and relevant evidence during an audit? 
• Can you explain the concepts of sufficiency and appropriateness of audit evidence? 
• What strategies can IS Auditors use to make sure that they collect the most reliable and comprehensive 

evidence during an audit? 

Comprehensive, detailed, and diligent documentation is vital in creating a robust audit trail. Documentation is 
not merely about recording facts; it’s about weaving a narrative that captures the essence of the audit process. 
This includes various materials, from policy documents and system logs to user manuals and transaction 
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records. We will start our discussion in this section by considering how adequate documentation can illuminate 
the path of an audit, providing clarity and direction. 

Understanding the nature of audit evidence is equally crucial, as sufficient and appropriate evidence is the 
foundation upon which IS auditors build their conclusions. It’s not just about gathering enough evidence; it’s 
about collecting the right kind of evidence. The quality of evidence is paramount. It must be relevant, reliable, 
and sufficient to support audit findings. It comes in various forms, each carrying its weight and relevance. We 
will highlight the difference between qualitative and quantitative evidence, stressing the need for a balanced 
approach. IS Auditors must be adept at evaluating both types of evidence and understanding their unique 
characteristics and implications for the audit. 

Finally, we will examine the primary evidence-gathering techniques or the tools of the trade for every IS 
auditor. Each technique has its place and purpose, from interviews and document reviews to technical testing 
and data analytics. We will explore these techniques in detail, underlining their relevance and application 
in modern IS audits. Drawing from real-world experiences, this section aims to comprehensively understand 
effective audit procedures to conduct thorough, efficient, and effective IS audits. 

The Role of Documentation in IS Auditing 

Documentation and working paper management in IS auditing is far more than a collection of papers or digital 
files. It is the tangible representation of the audit’s journey, encompassing various forms and functions. Effective 
documentation is a meticulous process of capturing, organizing, and presenting information vital to the audit’s 
success. It includes policies, procedures, system logs, correspondence, and transaction records, each serving a 
unique purpose. 

An audit trail is a chronological record providing a step-by-step account of the audit process, decisions, and 
actions taken. It is essential for ensuring transparency and accountability. Given the extent of professional 
judgment to be applied across various stages of an IS Audit, the need to create a clear, comprehensive audit 
trail to justify the professional judgment applied by IS Auditors cannot be understated. It facilitates the audit 
process and serves as a critical tool for any disputes or follow-up inquiries. Different types of documentation 
in IS audits serve different purposes. Policy documents, for example, provide insight into the organization’s 
regulatory compliance and governance standards. System logs offer a technical perspective, revealing user 
activities and system performance. Transaction records are crucial for verifying the accuracy and integrity of 
financial data. Each type of document contributes a piece to the puzzle, helping auditors form a complete 
picture of the IS environment they are examining. 

Evaluating the reliability and relevance of documentation is a skill honed with experience. IS Auditors often 
encounter situations where documentation appears comprehensive but is outdated or not aligned with current 
practices. Diligent auditors must critically assess every piece of documentation, ensuring it is current, accurate, 
and relevant to the audit’s objectives. This evaluation forms the basis for sound audit conclusions and 
recommendations. Documentation standards and best practices in IS auditing are not merely guidelines; they 
are the principles that uphold the integrity of the audit process. These standards ensure that documentation is 
consistent, complete, and adheres to professional and regulatory requirements. 

The Nature of Audit Evidence 

Audit evidence is the raw material gathered during an audit to support the auditor’s observations, findings, 
and opinions. A wide range of evidence may be obtained during an IS audit, each type offering unique insights 
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into the audit process. Understanding these different types of evidence is key to conducting a thorough and 
effective audit. Audit evidence may include the following: 

• An IS auditor’s observations (presented to management), 
• Notes taken from interviews, 
• Material extracted from correspondence and internal documentation or contracts with external partners, 
• Results of independent confirmations obtained by an IS auditor from different stakeholders, and/or 
• The results of audit test procedures. 

One must discern between qualitative and quantitative evidence in IS audits. Qualitative evidence, often 
narrative in nature, provides context and understanding of the processes and controls within an organization. 
This includes observations, interviews, and written explanations. Quantitative evidence, on the other hand, is 
numerical. It is derived from data sets, financial records, and transaction logs analysis. Both types of evidence 
are crucial, and a skilled auditor knows how to balance and integrate them to form a comprehensive audit 
perspective. Direct and indirect evidence also play significant roles in IS audits. Direct evidence is obtained 
through firsthand observation or interaction, such as inspecting a system configuration or reviewing a 
transaction record. Indirect evidence, conversely, is evidence that is inferred or deduced, such as conclusions 
drawn from analyzing trends in data logs. Understanding the impact of these evidence types on audit 
conclusions is a critical skill. Direct evidence often carries more weight, but indirect evidence can provide crucial 
corroborative support. 

The digital nature of IS audits presents unique challenges, such as data volatility, systems’ complexity, and 
the need for specialized tools and skills to extract and analyze evidence. Navigating these challenges requires 
technical expertise and a keen understanding of the legal and ethical considerations involved in handling 
digital evidence. Generally, the reliability of audit evidence must include an evaluation of: 

• Independence of the evidence provider: Evidence obtained from outside sources is more reliable than 
from within the organization. This is why confirmation letters are used for verification of accounts 
receivable balances. Additionally, signed contracts or agreements with external parties could be 
considered reliable if the original documents are available for review. 

• Qualifications of the individual providing the information/evidence: IS auditors must verify whether the 
providers of the information/evidence are inside or outside of the organization, an IS auditor should always 
consider the qualifications and functional responsibilities of the persons providing the information. 

Sufficiency and Appropriateness of Audit Evidence 

Sufficiency and appropriateness are the two important drivers of the reliability of audit evidence. 
Sufficiencyrefers to the quantity of evidence, while appropriateness pertains to the quality (reliability and 

relevance) of the evidence gathered. More evidence does not necessarily equate to better evidence. The focus 
should be on gathering enough relevant and reliable evidence to form a solid foundation for audit findings. 

Relevance of information means there is a logical connection to the audit areas. Therefore, evidence is 
considered relevant if it provides confirmation about an area most at risk. For example, if the auditor determines 
that the primary assertion at risk is the security of the network firewall, it would not be appropriate to spend 
more time gathering evidence about the appropriateness of data back-ups. By identifying the key risk areas for 
the auditee, an IS auditor can focus on gathering more (sufficient) high-quality (appropriate) evidence where 
the risk of material misstatement is believed to be most significant. 

Reliability refers to whether the evidence reflects the true state of the information. In terms of the reliability of 
information, the auditor should consider the following: 
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• The source of the information—it is important for the evidence to be unbiased. Information from external 
third parties is generally reliable because the respondent or the person from whom the information is 
sought is independent of the organization. 

• The consistency of the information—evidence that is consistent from one source to another is more 
reliable than inconsistent evidence from one source to another. For example, if responses to inquiries of 
operational management and risk management functions are not consistent, the reliability of the 
information will be reduced. 

• The source of information and whether it is produced where internal controls operate effectively—for 
example if there are robust controls over the change management cycle, then change tickets, user testing 
and post-implementation records will provide more reliable evidence than if the controls are ineffective. 

• The form of the evidence—paper and electronic is more reliable than verbal evidence. For example, 
inspecting a service-level agreement to support lease commitment disclosure provides more reliable 
evidence than discussing the lease requirements with management. 

• The way the documents were created and maintained—original documents are less likely to be altered, 
and therefore, they are considered more reliable than photocopied, scanned, or other transformed 
documents. 

• The way the evidence is collected—evidence gathered directly by the IS auditor is considered more 
reliable than evidence gathered indirectly. For example, a bank confirmation sent directly to the auditor 
provides more reliable audit evidence than an online bank statement provided by the client. 

Balancing the quantity of evidence with audit efficiency is a challenge every auditor faces. In the fast-paced 
environment of IS auditing, where technology and systems rapidly evolve, time is a precious resource. Auditors 
must be adept at collecting sufficient evidence promptly, ensuring that audits are both thorough and efficient. 
This requires a strategic approach to evidence gathering, prioritizing areas of higher risk and materiality. Lastly, 
overcoming limitations in audit evidence is part of the auditor’s expertise. In my years as an auditor, I have 
encountered various challenges, such as incomplete data, inaccessible information, or difficult to interpret 
evidence. Developing the skill to navigate these limitations is essential. It involves creative problem-solving, 
leveraging technology, and sometimes seeking alternative forms of evidence. 

Primary Evidence-gathering Techniques 

Audit procedures are the processes, techniques, and methods auditors perform to obtain audit evidence, 
enabling them to conclude on the set audit objective and express their opinions. IS Auditors prepare audit 
procedures at the planning stages once they identify audit objectives, scope, approach, and risks. Auditors 
design audit procedures to detect all kinds of identified risks and ensure that the required audit evidence 
is obtained sufficiently and appropriately. Audit procedures might be different across various functions and 
periods. This is because internal controls differ from one function to another, and the controls may change from 
time to time. 

Having said that, IT auditors typically use the following six basic types of evidence-gathering techniques: 
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Table: Evidence-Gathering Techniques 

Technique Description Example 

Inquiry 

Inquiry is often the starting point in evidence gathering. It 
involves engaging with personnel to gain insights and 
information. This includes formal interviews, casual 
conversations, and questionnaires. Inquiry is more than 
just asking questions; it’s about listening and interpreting 
the responses to form a broader understanding of the 
audit area. However, it is important to remember that 
information obtained through inquiry needs to be 
corroborated with other evidence forms, as it is subject to 
biases and misunderstandings. 

An IS auditor interviews the IT staff to 
understand the procedures for system 
updates and patches. The auditor 
inquires about how often these 
updates occur, how they are 
documented, and how they are 
approved. This helps assess the 
organization’s current approach to 
maintaining system security and 
software. 

Observation 

Observation is another fundamental technique, where the 
IS auditors observe processes, operations, and activities to 
understand how systems and controls are implemented 
and functioning. Observation provides real-time evidence, 
offering a snapshot of the activities under review. It’s 
particularly useful in understanding workflows and 
identifying deviations from prescribed procedures. 
However, the limitation of observation is that it only 
provides evidence for the observed period. 

The IS auditor observes the backup 
process in real-time to ensure that 
data backup procedures follow the 
policy. This includes verifying that 
backups are taken at scheduled times 
and that the correct data sets are 
being backed up, providing IT 
assurance on data integrity and 
availability. 

Analysis 

Analysis involves scrutinizing data and information to 
identify patterns, anomalies, and trends. This often entails 
analyzing system logs, financial records, and transaction 
data in IS auditing. The power of analysis lies in its ability to 
transform raw data into meaningful insights. With 
advanced analytical tools and techniques, auditors can 
analyze large datasets more efficiently and effectively. 
However, interpreting the results correctly requires a deep 
understanding of both the business and the technology. 

The IS auditor analyzes system logs to 
identify unusual or unauthorized 
access attempts. By reviewing these 
logs, the auditor can spot patterns 
that might indicate security breaches 
or attempts at data theft. This analysis 
helps in evaluating the effectiveness of 
the organization’s network security 
measures. 

Inspection 

Inspection involves the examination of records, 
documents, and tangible assets. This could include 
reviewing contracts, policies, system configurations, and 
physical verification of assets. Inspection provides concrete 
evidence and is essential in verifying the existence and 
accuracy of assets and information. The meticulous nature 
of inspection demands a keen eye for detail and a 
thorough understanding of valid and reliable 
documentation. 

The IS auditor inspects access control 
lists to ensure that permissions and 
roles are appropriately assigned. By 
examining these lists, the auditor can 
verify that users have access rights 
consistent with their job functions, 
reducing the risk of unauthorized 
access to sensitive information. 

Confirmation 

Confirmation is a technique used to obtain a direct 
response from a third party verifying the accuracy of 
information. This could involve confirming account 
balances, contractual terms, or the authenticity of 
transactions. Confirmation serves as an independent and 
objective source of evidence, often providing a high level of 
assurance. However, the challenge lies in ensuring that 
responses are received from the appropriate and 
authoritative sources. 

The auditor sends a confirmation 
request to a third-party service 
provider to verify the terms of service 
and data handling procedures. This is 
especially relevant for cloud-based 
services where the organization’s data 
is stored off-site. Confirmation from 
the service provider helps assess 
compliance with data privacy and 
security standards. 

Reperformance 

Reperformance is a technique where the auditor 
independently executes procedures or controls to validate 
their effectiveness. This includes recalculating financial 
figures or reprocessing transactions. Reperformance 
provides a high level of assurance as it allows the auditor to 
directly assess the reliability of controls and procedures. 
However, it requires a comprehensive understanding of 
the systems and processes being audited. 

The auditor reperforms a sample of 
transactions to verify the effectiveness 
of application controls. This could 
include reprocessing transactions 
through the system to ensure the 
controls correctly capture, process, 
and report data. Reperformance 
assures the auditor that the 
application controls are functioning as 
intended. 

IS Auditing standards require that sufficient appropriate audit evidence must be gathered to enable an IS 
auditor to draw a conclusion on which to base their opinion regarding the fair presentation of the management 
IS operations. However, the decision as to what constitutes sufficient appropriate audit evidence is a matter of 
professional judgement, as it is based upon an auditor’s understanding of management’s IS processes and the 
significant risks identified when planning the audit and evidence gathered when executing the audit. Thus, it 
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is essential for an IS auditor to not only be familiar with these primary evidence-gathering techniques but also 
employ them in the right situation, recognizing the strengths and limitations of such techniques. Generally, the 
following hierarchy of evidence can be used to judge reliability. 

• Most Reliable: Physical inspection, Confirmation, External documentation, and Reperformance 
• Less Reliable: External-internal documentation, Observation, and Analytical procedures 
• Least Reliable: Internal documentation (poor controls), Inquiry, and Broad analytical procedures 

This does not imply that the IS auditor would never or rarely use inquiries, broad analytical procedures, or 
observation. Each of these techniques is relevant in specific situations. Applying them justly and appropriately 
stems from a combination of the focus of the audit, adequate technical knowledge, a deep understanding of 
management’s process, the IS auditor’s experience, and professional judgment. A snapshot of the degree of 
reliability of each evidence-gathering technique is presented below for your reference. 

Table: Reliability of Evidence-Gathering Techniques 

Types of Evidence &  
Extent of Reliability* 

Independence 
 of Provider 

Effectiveness 
of Auditee’s 

Internal Control 

Auditor’s 
Direct 

Knowledge 
Qualifications of 

Provider 
Objectivity 

of Evidence 

Inquiries (*) Low (Client 
provides) Not Applicable Low Varies Varies 

(low to high) 

Analysis (*) 

High (Auditor 
does) 

Low (Client 
provides) 

Varies High Not Applicable Low 

Observation (*) High 
(Auditor does) Varies High Normally High 

 (Auditor does) Medium 

Inspection (**) High 
(Auditor does) Varies High Normally High 

(Auditor does) High 

Confirmation (***) High Not Applicable Low Varies 
(Usually High) High 

Recalculation/ 
Reperformance (***) 

High 
(Auditor does) Varies High High 

(Auditor does) High 

In the Spotlight 

For additional context on the nature, role, and types of audit evidence, please read the article “What 
are the types of audit evidence?” [opens a new tab]. 
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RiskOptics. (2023). What are the types of audit evidence? https://reciprocity.com/blog/what-are-the-
types-of-audit-evidence/ 

 

Key Takeaways 

Let’s recap the key concepts discussed in this section by watching this video. 

One or more interactive elements has been excluded from this version of the text. You can view 

them online here: https://ecampusontario.pressbooks.pub/

auditinginformationsystems/?p=503#oembed-1 

Source: Mehta, A.M. (2023, December 6). AIS OER ch 03 topic 04 key takeaways [Video]. 
https://youtu.be/9sRffp30Fto 
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Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=503#h5p-115 

 

Review Questions 

1. Explain why documentation is crucial in IS auditing and list two types of documents typically 
reviewed during an IS audit. 

2. Distinguish between qualitative and quantitative evidence in IS auditing and give an example 
of each. 

3. What do ‘sufficiency’ and ‘appropriateness’ of audit evidence mean, and why are they important 
in IS auditing? 

4. Describe the technique of ‘Reperformance’ in IS auditing and explain its significance. 
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Mini Case Study 

XYZ Corporation, a mid-sized manufacturing company, recently implemented a new Enterprise 
Resource Planning (ERP) system. As part of the IS audit, you are tasked with assessing the effectiveness 
of specific IT controls. The controls you need to assess include the following: 

• User access controls to ensure only authorized personnel can access the ERP system. 
• Change management controls for any modifications to the ERP system. 
• Backup procedures to ensure data integrity and availability. 

Required: Develop test of controls audit procedures using one or more evidence-gathering 
techniques (Inquiry, Analysis, Observation, Inspection, Confirmation, Reperformance) discussed in this 
section. 
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03.05. Effective Audit Procedures - 
Sampling 

Credit: Three people working in the office by Yan Krukau, used under the Pexels License. 

 Briefly reflect on the following before we begin: 

• Why do auditors often use sampling methods to gather evidence during audits? 
• What are some common risks involved in selecting samples during an audit? 
• How would an IS Auditor go about selecting samples during an audit? 

In this section, we will explore the diverse range of sampling techniques available to IS auditors. We will do 
so by differentiating between statistical and non-statistical sampling methods, highlighting their respective 
advantages and appropriate contexts of use. We will explore judgmental sampling, a critical method where the 
auditor’s professional judgment plays a pivotal role in sample selection; random sampling techniques, which 
are fundamental to reducing bias and ensuring representativeness in the audit findings; as well as stratified 
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sampling, showcasing how it enhances audit efficiency by categorizing data into relevant strata. Lastly, we will 
review the importance of software and tools in modern IS auditing, emphasizing how technology aids auditors 
in executing more precise and effective sampling strategies. 

Next, we will discuss the key principles that help determine sufficient sample sizes in IS audits. We will also 
cover the concept of confidence intervals, an essential statistical tool that helps auditors understand the range 
within which the true value of the population parameter lies. We will cover the interplay between sample size, 
risk, and materiality, and how these factors influence the auditor’s decision-making process. Lastly, we will 
address the challenges and implications of sampling errors in IS audits, such as selection and measurement 
errors. We will also discuss the strategies for mitigating sampling errors that enable IS Auditors to reduce the 
likelihood and effect of these errors in their audit work. In doing so, evaluating and reporting sampling errors 
will be emphasized, highlighting the auditor’s responsibility to communicate these aspects transparently. 

Sampling Methods in IS Auditing 

Audit sampling emerges as a vital tool in IS auditing, where data volumes can be massive and resources are 
limited. It is a systematic technique used to examine a subset of data or transactions within a population to 
conclude the entire dataset. It allows auditors to assess the effectiveness of controls, identify anomalies, and 
detect errors or irregularities without the need to examine every single transaction or piece of data. This is 
especially crucial when dealing with extensive datasets that would be impractical to review. By selecting a 
representative sample, auditors can focus on areas of higher risk or greater significance, optimizing resource 
allocation. This ensures auditors can conduct thorough audits while efficiently managing time and resources. 

Audit sampling is closely linked to risk assessment and materiality considerations as it enables IS auditors 
to assess the level of risk within a dataset and determine whether errors or irregularities are material enough 
to impact the overall audit conclusions. High-risk areas may warrant larger sample sizes or more intensive 
testing, while lower-risk areas may require less extensive sampling. As we know, materiality is a measure of the 
significance of an error or omission and guides auditors in determining how much evidence is needed. The 
riskier the audit area, the more evidence we require, leading to larger sample sizes. Conversely, in areas with 
lower risk, smaller samples may suffice. This relationship is crucial in tailoring the audit to the specific context 
of the audited entity. 

The first method we encounter is statistical sampling. This approach relies on probability theory, ensuring 
that each element in the population has a known chance of being selected. Its beauty lies in its ability to 
provide auditors with a quantifiable measure of sampling risk. This risk, the probability that the sample may not 
represent the population accurately, is a fundamental concept in auditing. The three primarily used statistical 
sampling approaches include: 

Random sampling stands on the principle of equal chance, where every item in the population is equally 
likely to be selected, ensuring a bias-free approach. Tools and software are often employed to aid this process, 
bringing in precision and efficiency that manual methods cannot match. Random sampling’s strength lies in 
its simplicity and fairness, making it a widely accepted method in IS auditing. 

Stratified sampling enhances audit efficiency by dividing the population into subgroups or strata. This 
technique is particularly effective when dealing with heterogeneous populations as it ensures that each 
stratum is adequately represented in the sample, providing a more accurate view of the entire population. 

Systematic sampling, in which an interval (i) is first calculated (population size divided by sample size), and 
then an item is selected from each interval by randomly selecting one item from the first interval and selecting 
every ith item until one item is selected from all intervals. Efficiency is a significant advantage, especially 
when auditing extensive datasets, as it enables auditors to review a sample while maintaining a structured 
approach. Systematic sampling assumes a uniform data distribution without patterns or anomalies that could 
skew results and is not an ideal method to use when data exhibits systematic patterns or clustering. 
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Contrastingly, non-statistical sampling, often used in IS auditing, does not involve this statistical theory. Here, 
the auditor’s professional judgment is paramount. While this method may not provide a quantifiable measure 
of risk, it allows for flexibility and adaptability in diverse auditing environments. It’s particularly useful when 
dealing with complex information systems where specific risks are identified through auditor expertise. The 
three primarily used non-statistical sampling approaches include the following: 

• Judgmental sampling heavily relies on the auditor’s experience and knowledge. In situations where 
certain aspects of the system are deemed more critical, this method allows auditors to target these areas 
specifically. It’s an approach where intuition, honed by years of experience, plays a key role. However, 
auditors must remain vigilant to avoid biases that can skew the audit results. 

• Block sampling begins with IS auditors partitioning the dataset into distinct blocks or groups based on 
specific criteria such as transaction types, periods, or data categories. Rather than randomly selecting 
individual items or transactions, auditors choose entire blocks for examination. The selection is guided by 
auditors’ judgment, considering risk, materiality, and audit focus. It allows auditors to concentrate efforts 
on specific areas of interest, making it suitable for targeted reviews of critical data subsets. 

• Haphazard sampling allows auditors to select items without any predetermined pattern or criteria. The 
selection process relies on auditors’ discretion and can involve simply picking items at random or based on 
convenience. This approach offers a straightforward way to gather a sample for review, especially when 
auditors are dealing with a limited dataset or when a formal sampling method may be unnecessary due to 
the nature of the audit. 

It is important to remember that sampling in IS auditing provides a reliable basis for making informed decisions 
about the information system being audited. Hence, the choice of sampling method should align with the 
audit’s objectives, the nature of the population, and the specific risks involved. Moreover, as technology 
advances, the complexity of information systems auditing has escalated, and software tools enable auditors 
to handle large volumes of data efficiently and accurately. They bring sophistication to sampling methods, 
allowing auditors to perform more complex analyses and derive more nuanced insights. 

Determining the sample size in an IS audit is a critical step that balances thoroughness with efficiency. The 
process begins with a clear understanding of the audit’s objectives. It’s not about choosing a large sample for 
comprehensiveness; it’s about choosing the right size to meet our specific IT audit objectives. Understanding 
confidence intervals is integral to this process. A confidence interval is a range within which we expect the 
true value of a population parameter to fall. It’s a concept that injects a degree of scientific rigour into our 
audit conclusions. The width of this interval is influenced by the sample size – larger samples generally result 
in narrower confidence intervals, offering greater precision. However, larger samples also mean more resources 
and time. Thus, the auditor must strike a balance, ensuring the sample is sufficient to provide reliable results 
without being unnecessarily large. 

In testing controls (evaluating management’s processes), the IS Auditor applies the following guidance in 
determining the sample size. 
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Table: Determining Sample Size for Testing Controls 

Frequency of the Control Reasonable Assurance from Test of Controls Limited Assurance from Test of 
Controls 

Application Controls 1 1 

Annually 1 1 

Monthly & Quarterly 2 1 

Weekly 5 2 

Between Weekly & 250 times 10% of population (Min. of 5) 5% of population (Min. of 5) 

Daily 25 – 60 10 – 20 

> 250 instances or Ad-hoc 25 – 60 10 – 20 

In performing substantive testing (evaluating the underlying activities instead of relying on management’s 
processes), the IS Auditor will generally test between 1% – 5% of the population with an upper cap of 500 
samples. Sampling guidance may vary based on the IS Audit functions’ risk appetite and philosophy. 

Sampling Errors and Their Impact on Audit Conclusions 

Sampling errors occur when the selected sample does not accurately represent the entire population. This 
misrepresentation can lead to incorrect conclusions about the system being audited. The primary goal of 
IS Auditors is to provide accurate and reliable insights into the systems we examine. Sampling errors pose 
a significant risk to the integrity of the IS auditing work, and it is essential to recognize these errors and 
understand their potential impact. 

There are various types of sampling errors, each with its characteristics and implications. One common type 
is the selection error, which arises when the method used to select the sample introduces bias. For example, 
choosing a non-random sample that warrants random selection can lead to skewed results. Another type is the 
measurement error, which occurs when there is a flaw in how information is collected or recorded. This type 
of error can significantly distort audit findings. The impact of sampling errors on audit quality and reliability 
cannot be overstated. When these errors are present, the audit conclusions drawn may be flawed, leading to 
misguided decisions by stakeholders. This outcome can have far-reaching consequences, especially in high-
stakes environments where accurate and dependable audit results are crucial. Therefore, it is imperative for 
auditors to take steps to minimize the occurrence of these errors. 

Mitigating sampling errors involves several strategies. Firstly, careful planning and designing of the sampling 
process are crucial. This planning includes selecting the appropriate sampling method and ensuring the 
sample size is adequate for the audit objectives. Secondly, auditors must apply their professional judgment and 
expertise in executing the sampling plan. This expertise involves being vigilant for signs of potential bias or 
inaccuracies during the sampling process. Similarly, evaluating and reporting sampling errors is another critical 
aspect. As auditors, we must identify and mitigate these errors and transparently communicate them in our 
audit reports. This transparency ensures that stakeholders are aware of the limitations of the audit findings and 
can interpret the results within the correct context. 
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In the Spotlight 

For additional context on the role and importance of audit sampling, please read the article titled 
“Audit Sampling” [new tab]. 

Henderson, K. (2023). Audit sampling. Wall Street Oasis. https://www.wallstreetoasis.com/resources/
skills/accounting/what-is-audit-sampling 

 

Key Takeaways 

Let’s recap the key concepts discussed in this section by watching this video. 

One or more interactive elements has been excluded from this version of the text. You can view 

them online here: https://ecampusontario.pressbooks.pub/

auditinginformationsystems/?p=520#oembed-1 

Source: Mehta, A.M. (2023, December 6). AIS OER ch 03 topic 05 key takeaways [Video]. 
https://youtu.be/os1wvwFFtqE 
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Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=520#h5p-116 

 

Review Questions 

1. Explain the importance of selecting the right sampling method in IS auditing. Provide an 
example of a situation where you would choose a statistical sampling method over a non-
statistical one, and vice versa. 

2. Explain the concept of sample size determination in IS auditing. How does the level of risk in an 
audit area influence the choice of sample size? 

3. What are sampling errors in IS auditing, and how can they impact audit conclusions? Provide 
an example of a sampling error and its potential consequences in an IS audit. 

4. What are the key differences between statistical and non-statistical sampling methods in IS 
auditing, and when would you use each? 

5. How does an IS auditor determine the appropriate sample size for an audit, and what role do 
confidence intervals play in this process? 
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6. What is a sampling error in the context of IS auditing, and how can it affect the audit’s 
conclusions? Give an example. 

 

Essay Question 

Explain the importance of sampling in IS auditing and discuss the different sampling methods used. 
Include in your explanation how each method impacts the audit process and outcomes. Additionally, 
elaborate on how an IS auditor determines the appropriate sample size and the role of confidence 
intervals in this process. Conclude by discussing the types of sampling errors that can occur in IS audits 
and their potential impact on audit conclusions. 
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03.06. A Case Study in Developing IS 
Audit Plan and IS Audit Program 

Credit: Woman in Black Blazer Standing Beside Woman in Blue Long Sleeve Shirt by RDNE Stock Project, used under the 
Pexels License. 

To put things in practical perspective, the case study in this section illustrates how to develop a 
risk-based annual IS audit plan as well as a detailed IS audit program for a select audit from the plan. 
Although the steps can be universally followed, the case study’s audit subjects and risk assessment 
results are presented as generic in nature by design. 

Company Overview 

InnoTech Inc., a leader in renewable energy technologies, operates in a fast-paced and evolving industry. The 
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company, established 15 years ago, has carved a niche in developing and implementing innovative energy 
solutions. Its product line is diverse, encompassing solar panels, wind turbines, and advanced energy storage 
systems. Beyond manufacturing, InnoTech also extends its expertise to consulting and maintenance services, 
ensuring the optimal performance of its energy solutions. 

With its headquarters in the United States, InnoTech’s operations span across more than 20 countries, 
including significant markets in Europe, Asia, and South America. This international presence is pivotal to the 
company’s business strategy, allowing it to access varied energy markets and adapt to different regional energy 
demands. 

The company’s workforce of around 8,000 employees is a blend of talent, including engineers, researchers, 
sales professionals, and various support roles. Organized into distinct divisions such as Research and 
Development (R&D), Manufacturing, Sales and Marketing, and Customer Support, each sector contributes 
uniquely to InnoTech’s overall success. 

InnoTech’s IT infrastructure is a cornerstone of its operations and strategic growth. The company’s extensive 
use of IT encompasses several key areas. A comprehensive Enterprise Resource Planning (ERP) system 
integrates core business processes, facilitating seamless operations from production to HR management. The 
Customer Relationship Management (CRM) software is integral to managing customer interactions, aiding the 
sales team in efficiently tracking and servicing customers. 

The R&D division relies heavily on specialized systems for developing new technologies and testing 
prototypes. In manufacturing, the Manufacturing Execution Systems (MES) play a crucial role in overseeing 
the production process. The adoption of cloud computing for data storage, application hosting, and analytics 
represents InnoTech’s commitment to modern IT solutions. The network infrastructure, including LANs and 
WANs, connects its global operations, while robust cybersecurity measures protect sensitive data and systems. 

Managing such a diverse IT landscape presents unique challenges for InnoTech. The company needs to 
maintain strong IT governance to manage technologies across different locations effectively. Risks such as 
cybersecurity threats and system failures are constant concerns. However, these challenges also offer 
opportunities for leveraging IT to spur innovation and improve decision-making processes through data 
analytics. 

Operating in a heavily regulated industry, InnoTech must adhere to various environmental, data protection, 
and quality standards. Compliance is not just a legal requirement but also a key factor in maintaining the 
company’s integrity and reputation. 

Developing a Risk-based Annual IS Audit Plan 

As discussed in Section 03.01, a risk-based annual IS Audit plan can be developed using the following structured 
approach: 

• Understand the Business 

◦ Identify the organization’s strategies and business objectives. 
◦ Understand the high-risk profile of the organization. 
◦ Identify how the organization structures their business operations. 
◦ Understand the IT service support model and environment. 

• Define the IT Universe 

◦ Understand business fundamentals. 
◦ Identify applications supporting the business operations. 
◦ Identify critical infrastructure for significant applications. 
◦ Identify major projects and initiatives. 
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◦ Determine realistic audit subjects. 
• Perform Risk Assessment 

◦ Develop processes to identify risks. 
◦ Assess risk and rank audit subjects using IT risk factors. 
◦ Assess risk and rank subjects using business risk factors. 

• Formalize the Audit Plan 

◦ Select audit subjects and bundle them into distinct audit engagements. 
◦ Determine audit cycle and frequency. 
◦ Add appropriate engagements based on management requests or opportunities for consulting. 
◦ Validate the plan with business management. 

Based on the facts provided in the case study, the following priorities have been identified as the most relevant 
considerations while understanding the business: 

• ERP System Integration and Efficiency: Concerns around the effectiveness and integration of the ERP 
system across business processes including production, HR, and finance. 

• CRM System Effectiveness: Challenges in the operational effectiveness of CRM system’s capabilities in 
managing customer interactions, data accuracy, and its contribution to sales strategies. 

• R&D Systems and Innovation Management: Inefficiencies in the systems supporting R&D for their 
effectiveness in fostering innovation, managing prototypes, and integrating with other business units. 

• Manufacturing Execution System (MES) Compliance and Performance: Instances of non-compliance 
with industry standards and inefficiencies in production processes for MES. 

• Cloud Computing and Data Storage Security: Issues noted with cloud services for data security, 
compliance with data protection laws, and efficiency in storage and retrieval processes. 

• Network Infrastructure and Security: Assess the robustness, security, and efficiency of the company’s LAN 
and WAN, including vulnerability to cyber threats. 

• Cybersecurity Measures and Protocols: Evaluate the effectiveness of cybersecurity measures including 
firewalls and intrusion detection systems, and adherence to security protocols. 

• IT Governance and Policy Compliance: Inspect the IT governance framework for its effectiveness in policy 
implementation, regulatory compliance, and alignment with corporate objectives. 

• Data Analytics and Decision Support Systems: Audit data analytics processes for their role in strategic 
decision-making, accuracy of insights, and integration with business functions. 

• Employee IT Training and Awareness Programs: Review the effectiveness of IT training programs for 
employees, focusing on awareness and adherence to IT policies and cybersecurity best practices. 

Consequently, the IT Audit universe for InnoTech Inc. can look like this: 

• Network Administration and Security 
• Windows Server Administration and Security 
• OS400 Server Administration and Security 
• Oracle Database Administration and Security 
• SAP ERP Application and General Controls 
• Payroll Application and General Controls 
• Major Capital Projects 
• Corporate Privacy Compliance 
• IT Infrastructure Configuration Management 
• IT Governance Practices 
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In terms of the risk assessment, the 10 entities identified in the IT Audit universe above will be ranked on 
likelihood and impact along the following five dimensions: 

• Impact on the organization’s financial statement reporting (F/S Impact) 
• High-level assessment of the quality of existing internal controls (I/C Quality) 
• Confidentiality measures are designed to prevent sensitive information (Confidentiality) 
• The consistency, accuracy, and trustworthiness of data (Integrity) 
• Information should be consistently and readily accessible for authorized parties (Availability) 

The rating scale for “likelihood (L)” is defined as follows: 

• High (3): High probability that the risk will occur. 
• Medium (2): Medium probability that the risk will occur. 
• Low (1): Low probability that the risk will occur. 

The rating scale for “impact (I)” is defined as follows: 

• High (3): There is a potential for material impact on the organization’s earnings, assets, reputation, or 
stakeholders. 

• Medium (2): The potential impact may be significant to the audit unit, but moderate in terms of the total 
organization. 

• Low (1): The potential impact on the organization is minor in size or limited in scope. 

Using the IT Audit universe, scales for risk assessment ranking, as well as the definitions of rating on the 
“impact” and “likelihood”, an illustrated risk assessment output can look like this (using hypothetical risk ratings 
compiled from IS Audit team as well as the organization’s executive management): 

Table: Illustrated Risk Assessment Output 

Area 
F/S 

Impact 
I/C 

Quality Confidentiality Integrity Availability 
Score* 

L I L I L I L I L I 

Network Adm & Security 3 2 3 2 3 3 3 2 3 3 36 (H) 

Windows Adm & Security 3 3 3 2 3 2 3 3 2 3 36 (H) 

OS400 Adm & Security 2 3 3 2 3 3 3 2 2 3 33 (M) 

Oracle Adm & Security 3 2 3 1 3 2 3 2 3 3 30 (M) 

SAP ERP Application 3 3 2 2 3 3 2 3 3 2 34 (M) 

Payroll Application 2 2 3 3 3 3 2 2 3 3 35 (H) 

Major Capital Projects 3 3 1 2 1 1 2 3 3 2 24 (L) 

Privacy Compliance 2 2 3 3 3 1 1 3 2 3 25 (L) 

IT Infrastructure Config. 3 2 2 2 3 3 3 3 3 3 37 (H) 

IT Governance 3 2 2 2 3 3 2 1 1 3 24 (L) 

Notes: 
L = Likelihood; I = Impact; H = High; M = Medium; L = Low 
* The final score is calculated as the sum of (likelihood * impact) for each of the five categories per line item. 

Now that the risk assessment results are available, the next step is to formalize the audit plan. As discussed 
earlier, the audit plan consists of risk-driven audit projects, mandatory compliance reviews, stakeholder 
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requests, and follow-up audits of previously identified significant issues. Because these tasks need to be 
completed using available internal audit resources, some risk-driven audit projects might not be incorporated 
in the plan. Before we get to the IS audit plan, we will first prioritize the IT audit universe areas based on the net 
scores as shown below: 

Table: Prioritized IT Audit Universe Areas 

Area Score 

IT Infrastructure Configuration Management 37 (H) 

Network Administration and Security 36 (H) 

Windows Server Administration and Security 36 (H) 

Payroll Application and General Controls 35 (H) 

SAP ERP Application and General Controls 34 (M) 

OS400 Server Administration and Security 33 (M) 

Oracle Database Administration and Security 30 (M) 

Corporate Privacy Compliance 25 (L) 

Major Capital Projects 24 (L) 

IT Governance Practices 24 (L) 

InnoTech Inc. has an IS audit staff of five auditors or approximately 1,000 available days for engagements after 
considering exception time and training. Based on the risk assessment of available audit subjects, mandatory 
activities, and stakeholder requests, the most effective IS audit plan is shown below: 

 

Table: Effective IS Audit Plan 

Area Score Risk Level Timeline Audit Days Allocated 

IT Infrastructure Configuration 
Management 37 High Q1 175 

Network Administration and Security 36 High Q1 150 

Windows Server Administration and 
Security 36 High Q2 150 

Payroll Application and General Controls 35 High Q3 120 

SAP ERP Application and General 
Controls 34 Medium Q2 100 

OS400 Server Administration and 
Security 33 Medium Q2 90 (Outsourced) 

Oracle Database Administration and 
Security 30 Medium Q4 85 (Outsourced) 

Corporate Privacy Compliance 25 Low Q2 60 (Outsourced) 

Major Capital Projects 24 Low Q2 60 

IT Governance Practices 24 Low Q4 60 

Internal Controls Testing & Reporting N/A N/A Q3, Q4 100 

Follow-up on Findings N/A N/A Q3, Q4 85 

The audit plan in the table above is based on the Innotech Inc.’s IS audit department’s understanding of the 
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company’s strategies and objectives, historical knowledge of the control environment, and anticipated changes 
in operations during the next audit period. 

Next, we will formalize the IS audit plan for InnoTech Inc. to ensure the efficacy and thoroughness of the 
auditing process by transforming the results of risk assessments and preliminary analyses into a structured 
and actionable audit plan. A crucial aspect of the audit plan’s formalization is its communication and approval 
by senior management and key stakeholders. This ensures that the audit objectives are aligned with the 
broader organizational goals and that there is a cohesive understanding and agreement on the plan at the 
highest levels of the organization. Finally, the plan includes a focus on training and preparing the audit team, 
especially for the more complex and high-risk audit areas. This preparation is vital in equipping the auditors 
with the necessary skills and knowledge to effectively navigate the intricacies of specific technologies, audit 
methodologies, and regulatory requirements they will encounter. 

Developing an IS Audit Program for the Network Administration and Security 
Now that we have identified the risk-based annual IS audit plan, let’s build a detailed IS audit program for one 
of the high-risk audits – Network Administration and Security Audit. 

From our discussion in Section 03.03, we know that an IS Audit program contains the following elements: 

• Define Audit Objectives 
• Determine Audit Scope 
• Review Client Controls 
• Set Audit Criteria 
• Audit Schedule & Resourcing 
• Evidence Gathering Techniques 

Here’s an illustrated IS audit program for each of the above components in context of the Network 
Administration and Security Audit. 

Program for Network Administration and Security Audit 

Define Audit Objectives 

The primary objective of the Network Administration and Security Audit for InnoTech Inc. is to 
evaluate the effectiveness, reliability, and security of the company’s network infrastructure. This 
includes assessing the administrative processes and security measures in place to protect against 
unauthorized access, data breaches, and other cyber threats. The audit will also aim to ensure that 
network administration aligns with the company’s IT policies and industry best practices, and 
complies with relevant regulatory requirements. 

Determine Audit Scope 

The scope of this audit encompasses all aspects of network administration and security within 
InnoTech Inc. This includes but is not limited to: 
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• Physical and logical network infrastructure, including routers, switches, firewalls, and other 
network devices. 

• Network configuration and management processes. 
• Network security policies, procedures, and practices. 
• Access control mechanisms for network resources. 
• Incident response and recovery procedures related to network security. 
• Compliance with relevant laws and regulations, such as data protection laws. 

The audit will cover all geographic locations of InnoTech Inc. where network infrastructure is 
deployed. 

Review Client Controls 

This stage involves a comprehensive review of the existing controls InnoTech Inc. has 
implemented for network administration and security. The review will focus on: 

• Existing network security policies and procedures, ensuring they are up-to-date and 
comprehensive. 

• Implementation and effectiveness of access control systems. 
• Security measures for protecting network infrastructure, including firewall configurations 

and intrusion detection systems. 
• Procedures for monitoring and responding to network security incidents. 
• Regular maintenance and updates of network systems. 

This review aims to identify any gaps or weaknesses in current controls that could expose the 
company to network-related risks. 

Set Audit Criteria 

The audit criteria are the standards against which the network administration and security 
practices of InnoTech Inc. will be evaluated. These criteria include the following: 

• Compliance with industry standards such as ISO/IEC 27001 for information security 
management. 

• Adherence to internal policies and procedures of InnoTech Inc. related to network 
management and security. 

• Alignment with best practices in network administration and security. 
• Compliance with legal and regulatory requirements pertinent to network security and data 

protection. 
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Audit Schedule & Resourcing 

The audit is scheduled to be conducted in Q1 and is allocated 150 audit days. The schedule is as 
follows: 

• Pre-audit planning: 2 weeks 
• Fieldwork: 10 weeks 
• Reporting: 3 weeks 
• Follow-up and closure: 1 week 

The audit team will consist of IT auditors experienced in network administration and security. 
External experts may be consulted for specialized areas. Resources such as network diagrams, policy 
documents, and access to network management systems will be required. 

This audit program is designed to provide a comprehensive evaluation of the network 
administration and security at InnoTech Inc. It aims to identify areas of strength and potential 
improvement, ensuring the network infrastructure is robust, secure, and aligns with business 
objectives and regulatory requirements. 

Detailed Test of Controls Audit Procedures 

Effective audit procedures must have the following four components: 

• Extent of sampling (# of samples to review) 
• Evidence-gathering technique to be used 
• Specific client evidence to be reviewed 
• Auditor’s actions as a part of the procedure 

 
For the five existing controls identified in #3 (Review Client Controls) above, here are the proposed test of 

controls audit procedures: 

Proposed Test of Controls Audit Procedures 

Control 1: Network Security Policies and Procedures 

• Number of Samples: Review 40 randomly selected policy documents. 
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• Evidence Gathering Technique: Inspection 
• Specific Evidence to Review: Network security policy documents, including recent updates 

and change logs. 
• Auditor’s Actions: 

◦ Examine the policies for comprehensiveness, relevance, and alignment with industry 
standards. 

◦ Verify the date of the last update and the frequency of reviews. 
◦ Check for signatures and approvals. 

Control 2: Implementation of Access Control Systems 

• Number of Samples: Analyze access logs for 40 user accounts chosen at random. 
• Evidence Gathering Technique: Analysis and Observation 
• Specific Evidence to Review: Access control logs, user account details, and permission levels. 
• Auditor’s Actions: 

◦ Assess whether access levels are appropriate for each user’s role. 
◦ Observe the process of granting, modifying, and revoking access. 
◦ Verify that there are no unauthorized access instances. 

Control 3: Security Measures for Network Infrastructure 

• Number of Samples: Inspect configurations of 25 firewalls and 25 intrusion detection 
systems. 

• Evidence Gathering Technique: Inspection and Performance 
• Specific Evidence to Review: Configuration settings, security patches, and update logs of 

the selected devices. 
• Auditor’s Actions: 

◦ Check if configurations align with best practice standards. 
◦ Ensure security patches are up-to-date. 
◦ Test the performance of intrusion detection systems. 

Control 4: Monitoring and Response to Network Security Incidents 

• Number of Samples: Examine records of the last 25 reported security incidents. 
• Evidence Gathering Technique: Inspection and Inquiry 
• Specific Evidence to Review: Incident reports, response actions taken, and follow-up 

documentation. 
• Auditor’s Actions: 

138  |  03.06. A Case Study in Developing IS Audit Plan and IS Audit Program



◦ Review the incident handling process for completeness and timeliness. 
◦ Inquire about the effectiveness of the response and any lessons learned or process 

improvements implemented. 

Control 5: Regular Maintenance and Updates of Network Systems 

• Number of Samples: Audit maintenance logs for 40 network devices over the past year. 
• Evidence Gathering Technique: Inspection and Analysis 
• Specific Evidence to Review: Maintenance schedules, update logs, and service reports. 
• Auditor’s Actions: 

◦ Verify that maintenance is conducted regularly and in line with industry best practices. 
◦ Analyze the logs for any missed or delayed maintenance activities. 
◦ Ensure that updates are applied in a timely manner and documented. 

 
This wraps up the case study walkthrough of developing a risk-based annual IS audit plan and an IS audit 

program to give you a practical perspective on the key concepts discussed throughout this chapter. Collectively, 
these concepts and the example will help you effectively evaluate the IT General Controls (Chapter 5) and 
Application Controls (Chapter 6). 
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04. ENTERPRISE IS GOVERNANCE, RISK 
MANAGEMENT, AND CONTROLS 

Credit: Professional People on a Conference Room by Werner Pfennig, used under the Pexels License. 

The governance, risk management, and control of enterprise information systems (IS) are pillars of 
organizational integrity. 

The landscape of IT governance frameworks forms the bedrock of effective enterprise IS management 
processes by ensuring the alignment of IS vision to the organizational strategic direction, monitoring IS 
performance, and overseeing the IT process optimization of the underlying risks, resource utilization, and 
value delivery. Here, we will explore the essence of IT governance and its pivotal role in aligning IT strategy 
with business objectives. We will dissect frameworks like COSO and COBIT, illuminating their components and 
practical applications. We will also explore the notion of Governance of Enterprise IT (GEIT) by highlighting how 
GEIT forms a strategic link between corporate governance and IT governance. It is not just about frameworks 
and policies; it’s about leadership, strategic direction, and the role of senior management. 

Risk management is inseparable from IT governance. In discussing the critical facets of risk management, 
we will explore the COSO Risk Management Framework, elaborating on its integration with IS governance. 
The nuances of regulatory compliance and the evolving landscape of IT risks, especially in the context of 
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new technologies like AI and cybersecurity, will also be critically examined to provide a thorough yet easily 
comprehensible overview of IT risk management. 

The internal control environment is another critical component of any governance framework. We will break 
down the elements of an effective internal control system, emphasizing control activities, their types, and their 
role in as well as impact on mitigating risks. We will also discuss how emerging technologies are reshaping 
these control environments. More specifically, we delve into the role, types, and evaluation of IS controls to 
provide a clear understanding of the various controls within the IT environment. The distinction between IT 
general controls and application controls is crucial, and their evaluation methods will be considered. 

 

Learning Objectives 

By the end of this chapter, you should be able to 

• Comprehend the principles and importance of IT Governance Frameworks such as COSO and 
COBIT. 

• Describe the structure and critical components of Governance of Enterprise IT (GEIT). 
• Apply key IT Risk Management Frameworks and their application in effective IS management. 
• Analyze the elements of an effective Internal Controls Environment and their impact on risk 

mitigation. 
• Differentiate between various types of IS controls and understand their role in an organization’s 

IS environment. 
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04.01. IT Governance Frameworks 

Credit: Group of women gathered inside conference room by Christina Morillo, used under the Pexels License. 

 Briefly reflect on the following before we begin: 

• What are the primary objectives of IT governance in an organization? 
• Why is it essential for an organization to have a structured IT governance framework? 
• Can you imagine a real-world scenario where IT governance played a crucial role in decision-making? 
• How might the choice of an IT governance framework impact the overall performance of an organization? 

The principles of IT governance are based on a simple notion: technology must align with business objectives. 
This alignment is critical for ensuring IT investments deliver value while mitigating risks. In this section, we will 
examine the nature and role of IT governance and recognize that governance is not just about control but about 
steering IT to contribute effectively to an organization’s overall strategy. 

We then delve into the two primary governance frameworks – COSO and COBIT. Both provide a 
comprehensive model for establishing, assessing, and enhancing organizations’ effective governance, risk 
management, and internal control systems. We will review the underlying philosophies, core components, 
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and their relevance in augmenting the GEIT in organizations. The comparative analysis will further solidify 
our understanding of the two frameworks, highlighting their distinctive features and contexts where each 
framework excels. 

The Nature and Role of IT Governance 

IT governance is a strategic framework that aligns IT with business goals for achieving organizational success 
and sustainability. At its core, IT governance ensures that IT investments reflect and support an organization’s 
business objectives. It’s a balancing act, aligning IT resources and systems with the organization’s mission and 
values. Without this alignment, it can become a misdirected effort, failing to contribute to overall business 
success. 

Beyond alignment, IT governance oversees IT-related decisions, ensuring they are made in the organization’s 
best interest while mitigating all relevant IT risks. In a world where technology evolves rapidly, risks can be 
unpredictable and potentially damaging. Effective IT governance provides a framework for identifying, 
analyzing, and mitigating these risks. Another crucial aspect of IT governance is value delivery. It needs more IT 
to support business strategies; IT must add value to the organization through improved efficiency, competitive 
advantage, or enhanced customer satisfaction. IT governance frameworks guide organizations in achieving 
and measuring this value, ensuring that IT contributes positively to its success. IT governance also plays a 
vital role in resource management by ensuring that IT resources –financial, human, or technological – are 
utilized optimally. This optimal utilization is not just about cost savings; it is about maximizing the impact 
of IT investments. The nature of IT governance also involves a strong focus on performance measurement 
to quantify the impact of IT. Performance metrics and indicators under IT governance frameworks provide 
objective data on IT’s contribution to the organization, facilitating informed decision-making and continuous 
improvement. 

Compliance and standardization are other critical elements of effective IT governance. Compliance becomes 
a significant concern as organizations navigate an increasingly complex legal and regulatory environment. IT 
governance frameworks provide guidelines and best practices, ensuring that IT systems and processes comply 
with legal and regulatory requirements. On the other hand, standardization ensures consistency and reliability 
in IT processes and services. In implementing IT governance, stakeholder engagement, from the board and 
executives to the IT team and end-users, must understand and support the governance framework. This 
widespread engagement is vital for effective implementation as it ensures that IT governance is not just a top-
down mandate but a shared organizational culture. 

Lastly, IT governance is dynamic and evolving. As technologies and business environments change, so must 
IT governance frameworks. This adaptability is crucial for ensuring that the governance framework remains 
relevant and effective in guiding IT to meet new challenges and leverage emerging opportunities. 

An Overview of COSO Internal Control Framework and Its Components 

Originating from the Committee of Sponsoring Organizations of the Treadway Commission (COSO), it provides 
a pivotal model for effective internal control within organizations. This framework is a comprehensive guide that 
aids in optimizing internal control systems, essential for robust IT governance. Hence, understanding the COSO 
Internal Control Framework is vital to grasping the essentials of IT governance. 

At its core, the COSO framework revolves around the notion that 

“Internal control is an ongoing and evolving process designed to provide reasonable assurance 
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regarding the achievement of several key objectives in effectiveness and efficiency of operations, 
reliability of financial reporting, and compliance with applicable laws and regulations.”1 

The COSO framework is structured around five interrelated components. These components work collectively 
to provide a foundation for effective internal control. 

 

Table: COSO Framework Components 

Technique Description Example in Context of IS Auditing 

Control 
Environment 

The control environment sets the tone at the top of an 
organization. It reflects the organization’s culture, values, 
and the environment in which IT operates. The control 
environment in IT includes the policies, procedures, and 
standards governing IT operations. It’s about establishing 
a tone at the top that values security, reliability, and 
compliance in the IT sphere. The control environment in 
IT also involves leadership commitment, emphasizing the 
importance of IT in achieving organizational goals. 

The organization has a culture of IT 
security awareness, where top 
management sets a clear tone regarding 
the importance of information security 
and compliance. Regular training sessions 
are conducted for employees on 
cybersecurity best practices and the 
importance of following IT policies and 
procedures. 

Risk 
Assessment 

Risk assessment in the IT context involves identifying and 
evaluating risks specific to IT operations. These risks could 
range from cybersecurity threats to data breaches and 
system failures. The IT risk assessment process is 
dynamic, continuously evolving with technological 
advancements and changes in the business 
environment. It’s about understanding what can go 
wrong in IT and preparing strategies to manage these 
risks effectively. 

During an IS audit, a risk assessment 
process is conducted where potential risks 
such as data breaches, unauthorized 
access, system failures, and compliance 
risks are identified and analyzed. The 
auditor assesses the likelihood and impact 
of these risks on the organization’s 
information systems. 

Control 
Activities 

Control activities in IT are the policies and procedures 
that help mitigate identified risks. These activities include 
network security protocols, access controls, and data 
encryption practices. They are the practical steps taken to 
ensure that IT objectives are achieved. Control activities in 
IT also extend to change management processes, 
ensuring that changes in IT systems do not compromise 
security or efficiency. 

Implement specific IT control activities 
such as strong password policies, firewalls, 
encryption of sensitive data, regular 
software updates, and segregation of 
duties within the IT department. Auditors 
check these controls to ensure they are 
effectively mitigating identified IT risks. 

Information and 
Communication 

Information and communication underscore the 
importance of relevant and reliable information flow. 
Effective communication of IT policies, procedures, and 
standards is crucial. This component ensures that IT 
governance and control information is disseminated 
throughout the organization. It also involves open 
communication channels where feedback and concerns 
regarding IT can be raised and addressed. In IT, this 
component supports transparency and informed 
decision-making. 

Establishing clear communication 
channels for reporting IT security 
incidents. There is a well-defined process 
for documenting and communicating IT 
procedures and policies throughout the 
organization. IS auditors assess how 
information about IT risks and controls is 
disseminated and whether it is effectively 
communicated. 

Monitoring 

Monitoring in IT involves regularly reviewing and 
assessing the IT governance framework. This process 
includes evaluating the effectiveness of IT controls and 
ensuring they are up to date with current risks and 
technologies. Monitoring in IT is not a one-time event; it’s 
an ongoing process that ensures the IT governance 
framework remains practical and relevant. 

The organization regularly reviews and 
updates its IT security measures. This 
includes conducting periodic internal IT 
audits, monitoring network traffic for 
unusual activities, and checking access 
logs to detect unauthorized attempts to 
access sensitive data. IS auditors evaluate 
the effectiveness of these monitoring 
activities in identifying and addressing IT 
security issues. 

The COSO framework also emphasizes the importance of integration to ensure an organization’s holistic view 
of internal controls. The components are interrelated; a lapse in one area can affect another. For example, 

1. COSO. (2013). Internal control - integrated framework [opens a PDF]. Committee of Sponsoring Organizations 
of the Treadway Commission. https://www.coso.org/_files/ugd/3059fc_1df7d5dd38074006bce8fdf621a942cf.pdf 
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ineffective communication can undermine the effectiveness of control activities. This holistic approach 
perspective turns the COSO framework into a strategic asset beyond mere compliance focus. When 
implemented effectively, it helps organizations manage risks, optimize operations, and ensure compliance 
with laws and regulations. It also supports reliability in financial reporting, which is critical to maintaining 
stakeholder trust. 

See the COSO website for more details on the COSO Control Environment. 

An Overview of the COBIT Framework and Its Components 

The COBIT (Control Objectives for Information and Related Technologies) Framework was developed by the 
Information Systems Audit Control Association (ISACA) to address the management of IT and its alignment 
with organizational goals. COBIT’s foundation is built on the principle that IT needs to be managed and 
governed, focusing on delivering value to the business. It emphasizes the importance of aligning IT processes 
with business objectives and connects the business’s requirements, goals, and objectives with IT systems and 
procedures. A defining feature of COBIT is its comprehensive coverage of IT governance, encompassing a 
wide range of IT management aspects, from risk management and information security to value delivery and 
performance measurement. COBIT’s framework is structured into domains and processes that provide a clear 
and detailed road map for effective IT governance. 

The COBIT framework is divided into multiple domains, each addressing a specific aspect of IT governance. 
These domains cover areas such as “Align, Plan and Organize”; “Build, Acquire and Implement”; “Deliver, Service 
and Support”; and “Monitor, Evaluate and Assess.” Within these domains, COBIT outlines a series of processes 
that provide a structured approach to managing IT. Each method has clear objectives, inputs, outputs, and 
activities to ensure a thorough and disciplined approach to IT governance. 
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Table: COBIT Framework Components 

Technique Description Example in Context of IS Auditing 

Align, Plan 
and 
Organize 
(APO) 

This domain focuses on achieving strategic alignment 
between IT and business objectives, ensuring that IT 
solutions and services support the organization’s goals 
and strategies. It involves planning and organizing IT 
resources effectively to achieve business objectives, 
managing IT investments, and ensuring that IT adds 
value to the business. This domain also covers aspects 
such as risk management and IT architecture. 

During an IS audit, the auditor evaluates how the 
organization’s IT strategy aligns with its business 
objectives. This includes assessing the IT 
planning process, how IT investments support 
business goals, and how risks are managed. For 
instance, the auditor might review the IT 
strategic plan and risk management policies to 
ensure they align with the overall business 
strategy. 

Build, 
Acquire 
and 
Implement 
(BAI) 

This domain deals with identifying, developing, 
acquiring, and implementing IT solutions. It 
encompasses the processes involved in determining 
business requirements, selecting and procuring 
technology solutions, developing or configuring these 
solutions, and implementing them within the business 
environment. It also covers change management and 
project management aspects to ensure successful 
deployment and integration of IT services. 

The auditor focuses on how IT solutions are 
identified, developed, and implemented in this 
domain. An example would be reviewing the 
software acquisition and development processes 
to ensure they meet business requirements and 
comply with standards. This could involve 
assessing project management practices, 
change control procedures, and software testing 
and implementation processes. 

Deliver, 
Service 
and 
Support 
(DSS) 

Focused on the delivery and support of IT services, this 
domain addresses the operational management of IT. It 
includes ensuring that IT services are delivered as per 
the agreed levels of service, managing IT service 
support functions like service desk and incident 
management, and addressing end-user needs. It also 
encompasses security management, data 
management, and operational controls. 

Here, the IS auditor evaluates the delivery and 
support of IT services. For instance, they might 
assess the effectiveness of the IT service desk, the 
incident management process, and how IT 
service levels are managed and met. This could 
include reviewing service level agreements 
(SLAs), analyzing incident and problem 
management records, and assessing user 
satisfaction with IT services. 

Monitor, 
Evaluate 
and Assess 
(MEA) 

This domain is centred on continuously monitoring, 
evaluating, and assessing IT processes and services. It 
involves ensuring that IT governance processes are 
practical and efficient, assessing IT performance 
against predefined metrics, and conducting regular 
reviews and audits. This domain is critical for 
maintaining oversight of IT governance and ensuring 
compliance with policies and regulatory requirements. 

This domain involves continuously monitoring 
and assessing IT governance practices and 
processes. An IS auditor might review how the 
organization monitors and assesses IT 
performance, including the effectiveness of 
internal controls. This could involve examining IT 
performance metrics, internal audit reports, and 
compliance with regulatory requirements. 

At the heart of COBIT 5 are five fundamental principles that form the framework’s foundation and guide its 
application in any organization. 

• The first principle, ‘Meeting Stakeholder Needs,’ focuses on creating value for stakeholders by aligning IT 
goals with business objectives, ensuring that IT delivers the expected benefits. This principle emphasizes 
the importance of understanding and meeting the needs and expectations of various stakeholders. 

• The second principle, ‘Covering the Enterprise End-to-End,’ extends the scope of governance by covering 
all aspects of IT, including non-IT functions. It recognizes that IT is integrated throughout the enterprise, 
and effective governance must encompass the entire organization. 

• The third principle, ‘Applying a Single Integrated Framework,’ aligning COBIT 5 with other relevant 
standards and frameworks, creating a comprehensive governance system. This integration simplifies and 
strengthens governance by providing a consistent approach across various frameworks. 

• The fourth principle, ‘Enabling a Holistic Approach,’ introduces a set of enablers, such as processes, 
organizational structures, and information, which are the building blocks of IT governance. They work 
together to support implementing and maintaining governance and management systems. 

• The final principle, ‘Separating Governance from Management,’ clarifies the distinct roles of governance 
and management. Governance ensures that stakeholder needs, conditions, and options are evaluated to 
determine balanced, agreed-on enterprise objectives. On the other hand, management plans, builds, runs, 
and monitors activities in alignment with the direction set by the governance body. 

COBIT also strongly emphasizes measuring and monitoring performance through metrics and maturity models 
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that enable organizations to measure the effectiveness of their IT governance. These tools are vital for assessing 
performance, identifying areas for improvement, and demonstrating compliance with governance objectives. 
Another critical aspect of COBIT is its flexibility, such that the framework can be tailored to fit different 
organizations’ unique needs and circumstances. Whether a small business or a multinational corporation, 
COBIT provides the flexibility to adapt its principles and practices to suit various environments. 

Applying COBIT in IT governance involves understanding and implementing its principles and practices. 
It requires a commitment to continuous improvement and a willingness to adapt the framework to the 
organization’s context. Effective implementation of COBIT enhances IT governance, leading to improved IT 
management, better risk management, and increased value delivery. 

See the ISACA website for more details on the COBIT Control Environment. 

Comparative Analysis of the COSO and COBIT Frameworks 

COSO and COBIT frameworks reveal distinct yet complementary approaches to IT governance and internal 
control. 

COSO is centred around internal control with a broader organizational scope and is designed to provide 
a model for evaluating and enhancing corporate internal control systems. It covers risk assessment, control 
environment, control activities, information and communication, and monitoring. While it applies to all aspects 
of an organization, including IT, its approach is not IT-specific. 

COBIT, on the other hand, is primarily focused on IT governance and provides a comprehensive framework 
that aligns IT processes and goals with business objectives. It emphasizes managing and controlling 
information and technology to drive business value. COBIT’s holistic approach covers end-to-end governance 
and enterprise IT management. The framework structures its guidance into domains and processes, offering a 
detailed IT governance and management roadmap. 

A critical difference between COBIT and COSO is their primary focus. COBIT is explicitly designed for IT 
governance, providing a framework that directly addresses the nuances and challenges of governing IT 
resources. COSO, conversely, has a broader application, managing internal control within the entire 
organization. It focuses on establishing and maintaining adequate internal controls across all processes, not 
solely within the IT domain. 

Despite these differences, both frameworks emphasize aligning objectives and processes with the 
organization’s goals. They recognize the necessity of risk management, the significance of a robust control 
environment, and the need for effective communication and monitoring. Integrating COBIT and COSO within 
an organization can provide a comprehensive approach to IT governance and internal control. COBIT’s IT-
specific guidance can be used to structure and manage IT governance processes. At the same time, COSO’s 
principles can be applied to ensure robust internal control across all organizational processes, including IT. 
An effective integration of COBIT and COSO involves leveraging the strengths of each framework. COBIT’s 
detailed IT governance model can guide the management of IT resources and processes. At the same time, 
COSO’s principles can be applied to ensure that these IT processes operate within a robust internal control 
environment. 

Other Relevant IT Governance Frameworks 

Beyond the familiar frameworks of COSO and COBIT, various other frameworks are available, each bringing 
a unique perspective and tools to support an organization’s IS governance. The box below aims to shed light 
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on some of these alternative frameworks, broadening our understanding of the different approaches to IT 
governance. 

Alternative Frameworks for IT Governance 

ITIL 

The Information Technology Infrastructure Library (ITIL) framework primarily focuses onIT service 
management (ITSM). It provides a detailed set of practices for managing IT services, aligning them 
with the needs of the business. ITIL’s strength lies in its comprehensive approach to service delivery 
and service management processes. It emphasizes continual improvement and is particularly 
effective in managing service-level agreements, incident management, and customer satisfaction in 
IT services. 
See the ITLI Open Guide website for more details. 

ISO/IEC 27001 

The ISO/IEC 27001 standard is focused on information security management  and helps 
organizations secure their information assets through a systematic approach to managing sensitive 
company information. ISO/IEC 27001 is particularly relevant in today’s digital age, where information 
security is paramount. It provides a robust model for establishing, implementing, operating, 
monitoring, and improving an information security management system (ISMS). 

See the ISO website for more details. 

Balanced Scorecard 

The Balanced Scorecard, originally a strategic management tool, has also found applications in IT 
governance. It assists in translating an organization’s vision and strategy into operational objectives 
and performance metrics reporting across four perspectives: financial, customer, internal 
processes, and learning and growth. In IT governance, the Balanced Scorecard can be adapted to 
ensure IT objectives are aligned with business strategies, creating a balanced view of IT 
performance. 

See the Balanced Scorecard Institute website for more details. 

Risk IT 

The Risk IT framework, another initiative by ISACA, complements COBIT by focusing specifically 
on IT-related risks. This framework guides on identifying, governing, and managing IT risks. It’s a 
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valuable tool for organizations looking to enhance their risk management practices in IT. Risk IT 
helps understand and manage IT risk in the context of business risk, bridging the gap between 
business and IT perspectives on risk management. 

See the ISACA website for more details. 

VAL IT 

Additionally, there’s the Val IT framework, also developed by ISACA. Val IT complements COBIT by 
focusing on value delivery from IT investments. It guides the evaluation and selection of IT 
investments, managing their implementation, and extracting business value. Val IT benefits 
organizations seeking to enhance their IT investment decisions and ensure that these investments 
deliver the intended business value. 

See the ISACA website for more details. 

When considering these frameworks, it’s essential to recognize that no single framework can be a panacea 
for all IT governance challenges. Organizations often benefit from a hybrid approach, selecting elements 
from various frameworks that best suit their needs and objectives. The choice of framework(s) depends on 
several factors, including the organization’s size, nature of business, regulatory environment, and specific IT 
challenges. In practice, the implementation of these frameworks should be tailored. It involves understanding 
the organization’s context, aligning the framework with strategic objectives, and integrating it with existing 
processes and systems. Effective implementation also requires stakeholder engagement, continuous 
monitoring, and adaptation to changes in the business environment. 

 

In the Spotlight 

For additional context on the importance and role of IT Governance frameworks, please read the 
article titled “The Value of IT Governance” [opens in new tab]. 

Curtis, B. (2020). The value of IT governance. ISACA Industry News. https://www.isaca.org/resources/
news-and-trends/industry-news/2020/the-value-of-it-governance 
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Key Takeaways 

Let’s recap the key concepts discussed in this section by watching this video. 

One or more interactive elements has been excluded from this version of the text. You can view 

them online here: https://ecampusontario.pressbooks.pub/

auditinginformationsystems/?p=573#oembed-1 

Source: Mehta, A.M. (2023, December 6). AIS OER ch 04 topic 01 key takeaways [Video]. 
https://youtu.be/XcqICnRJqkA 

 

Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 
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online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=573#h5p-117 

 

Essay Questions 

1. Explain the primary purpose of IT Governance in an organization. 
2. How does implementing the COSO Internal Control Framework in an IT environment enhance 

organizational governance and risk management? Provide a detailed explanation. 
3. Discuss the key differences and similarities between COBIT and COSO frameworks and explain 

how they can be effectively integrated into an organization for optimal IT governance. 
4. Analyze how IT governance frameworks like COBIT and COSO can be adapted in a technology 

startup. Consider the unique challenges and needs of a startup environment. 
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Mini Case Study 

XYZ Corporation, a mid-sized financial services firm, is experiencing rapid growth and increased 
reliance on technology. They have recently faced several challenges, including misalignment between 
IT and business objectives, inefficiencies in IT service management, and concerns over data security 
and regulatory compliance. The CEO of XYZ Corporation is considering implementing IT governance 
frameworks but is still determining whether to choose COBIT, COSO, or a combination of both. As an IT 
governance consultant, you have been tasked with providing a recommendation based on the 
following specifics: 

1. The company has a complex IT infrastructure comprising legacy systems and new technologies. 
2. They are subject to strict financial regulations and must ensure data security and compliance. 
3. The IT department has been traditionally separate from the business units, leading to the 

misalignment of objectives. 
4. XYZ Corporation aims to streamline its IT processes to improve efficiency and reduce costs. 

Required: Based on these specifics, what would your recommendation be? Justify your answer with a 
detailed explanation. 
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04.02. Governance of Enterprise IT (GEIT) 

Credit: Business people in a business meeting by Farhan Alkhaled, used under the Pexels License. 

 Briefly reflect on the following before we begin: 

• How can effective governance of enterprise IT (GEIT) contribute to an organization’s strategic objectives? 
• What role does the board and senior management play in the GEIT? 
• What are some of the common challenges organizations face in implementing GEIT? 

At its essence, GEIT is about aligning IT strategy with business goals by ensuring that technology supports and 
enhances business objectives. In this section, we will understand the nature, importance, and scope of GEIT. 
Our exploration starts with defining GEIT. What is it? Why is it vital for organizations? These questions form the 
foundation of our discourse. 

Next, we will delve into the critical components of GEIT to understand how GEIT operates within an 
organization. It’s a complex mix of processes, structures, and relational mechanisms; each component plays a 
specific role. They ensure that IT delivers value and manages risks and resources effectively. One of the most 
critical aspects of GEIT is the role of leadership, particularly the board and senior management. We will highlight 
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these leaders’ strategic role in steering the IT ship. It’s about the decision-making processes, the oversight, and 
the strategic direction they provide. 

Lastly, GEIT is not without its challenges. Implementing an effective governance structure in IT is complex as 
it involves various stakeholders, each with different interests and perspectives. We will review these challenges 
and share insight into overcoming common obstacles and best practices for successful implementation. 

The Nature, Importance, and Components of GEIT 

Governance of Enterprise IT (GEIT) fundamentally shapes how organizations manage and control their IT 
resources. It refers to the framework and practices that ensure IT resources are used effectively to meet 
organizational goals. It is about aligning IT with business strategies, ensuring technology investments deliver 
value and support business outcomes. The importance of GEIT stems from the central role of technology in 
today’s business operations. In an era where digital transformation drives competitive advantage, effective 
governance of IT is crucial. GEIT helps organizations manage risks associated with IT, such as cybersecurity 
threats and compliance issues. It also ensures that IT investments are aligned with business priorities, 
optimizing resource utilization and enhancing operational efficiency. 

Leadership is vital in GEIT as it requires commitment and involvement from the top levels of an organization, 
including the board and executive management. Leadership in GEIT means setting the vision and direction 
for how IT should be governed and managed. It involves making strategic decisions about IT investments 
and policies and ensuring that the organization’s governance framework supports its business objectives 
and risk appetite. Lastly, organizations must ensure that their IT practices comply with legal, regulatory, and 
policy requirements. This compliance is about avoiding penalties and maintaining trust and reputation among 
customers, partners, and stakeholders. 

Practical Governance of Enterprise IT (GEIT) comprises five core components that work together to ensure 
effective and strategic use in organizations. 

• Governance Framework and Setting Maintenance 

◦ This involves establishing clear policies that guide IT governance and management. These policies act 
as a blueprint, directing how IT should be aligned with business objectives, managed, and controlled. 
The governance framework sets the standards for IT operations, decision-making processes, and IT 
staff and management roles and responsibilities. It’s about creating a structured approach that 
supports consistent, effective IT governance practices across the organization. 

• Benefits Delivery 

◦ Benefits delivery means ensuring that IT resources – including human, financial, and technological – 
are utilized effectively and efficiently. Optimizing resources involves planning to ensure IT investments 
align with business priorities and deliver the necessary capabilities. This component is critical to 
avoiding resource wastage and ensuring that IT contributes to operational efficiency and the 
organization’s overall success. 

• Risk Optimization 

◦ This involves identifying, assessing, and managing IT-related risks to support the organization’s 
broader risk management strategy. Effective risk optimization ensures that IT risks – such as 
cybersecurity threats, data breaches, and system failures – are managed proactively. This involves 
implementing risk management practices that protect the organization’s information assets and 
support informed decision-making and risk-taking, which are crucial for innovation and growth. 

• Resources Optimization 
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◦ Resources optimization ensures that IT investments and operations deliver maximum value to the 
business. It’s about aligning IT services and projects with business goals, measuring and 
demonstrating their contribution to business outcomes. Value optimization involves continually 
assessing the performance of IT services and projects to ensure they meet expected benefits and 
adjusting strategies to maximize returns on IT investments. 

• Stakeholder Transparency 

◦ This component ensures that stakeholders, including management, the board, and external parties, 
are informed about IT performance, risks, and issues. Effective monitoring and reporting involve 
establishing mechanisms for tracking and evaluating IT operations and communicating these 
findings clearly and concisely. This transparency is crucial for building trust among stakeholders, 
supporting informed decision-making, and ensuring accountability in IT governance. 

All five core components work synergistically to create a comprehensive IT governance framework and ensure 
that IT is managed in a way that supports business objectives, governs risks effectively, delivers maximum value, 
and maintains transparency and accountability to stakeholders. Implementing these components effectively is 
critical to realizing the full potential of IT in driving organizational success and sustainability. 

The Role of the Board and Senior Management in GEIT 

The role of the board and senior management is not a mere procedural necessity; it is a strategic imperative 
that drives the success of IT governance. Setting the vision and direction for IT governance is at the forefront 
of their responsibilities. The board is accountable, while senior management is responsible for establishing the 
overarching goals and objectives of IT, aligning them with the broader business strategy. This strategic direction 
is essential for guiding the organization’s IT decisions and investments, ensuring they support and enhance the 
overall business objectives. 

They also play a critical role in establishing and maintaining a solid governance framework by approving 
and overseeing the implementation of IT governance policies and practices. This oversight ensures that the IT 
governance framework is in place, practical, and aligned with the organization’s needs and goals. It provides 
that the governance framework addresses risk management, resource allocation, and performance 
measurement. In doing so, they promote a culture of IT governance within the organization. They set the tone 
at the top, influencing the organization’s attitudes and behaviours toward IT governance. Their commitment to 
IT governance is crucial for fostering a culture where IT is seen as a strategic asset and an integral part of the 
business. 

Communication is another crucial aspect of their role, where the board and senior management must 
ensure effective communication about IT governance within the organization. This involves communicating the 
importance of IT governance to all levels of the organization, ensuring that everyone understands their roles 
and responsibilities in IT governance and that there is alignment and buy-in across the organization. 

Common Challenges and Leading Practices in GEIT 

Despite its crucial role in aligning IT with business objectives, several common challenges can impede its 
effective implementation. Understanding these challenges and adopting best practices is vital to overcoming 
them and ensuring successful GEIT implementation. 

One significant challenge in GEIT implementation is resistance to change. Introducing a new governance 
structure can often be met with professional skepticism or reluctance, especially if it requires altering well-
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established procedures. Overcoming this resistance requires effective change management strategies. 
Organizations should communicate the benefits of GEIT clearly and consistently to involve stakeholders at all 
levels early in the process, ensuring their input and buy-in are considered to help ease the transition and foster 
a receptive culture to change. 

Another challenge is aligning IT with business goals. Many organizations have a disconnect between IT 
operations and the broader business strategy. To address this, senior management and IT leaders should work 
collaboratively to ensure that IT goals and strategy directly support business objectives. Regular meetings and 
clear communication channels between IT and business units can facilitate this alignment. Additionally, setting 
clear KPIs that reflect IT performance and its impact on business goals can help maintain this alignment. 
Resource constraints, including budget and staffing limitations, also pose challenges in GEIT implementation. 
IT projects and investments that offer the most significant benefits to the business can ensure the efficient 
use of limited resources. Outsourcing non-core IT functions and adopting cost-effective technologies like cloud 
services can also be part of the solution to manage resources better. 

The complexity of IT systems and the rapid pace of technological change further complicate GEIT 
implementation. Organizations should adopt flexible and scalable governance frameworks that adapt to 
changing IT landscapes to manage this. Regular training and development programs for IT staff to stay updated 
with the latest technologies and best practices are also crucial. 

In response to these challenges, some leading practices for successful GEIT implementation include the 
following: 

• Strong Leadership Commitment 

◦ The commitment of senior management (held responsible) and the board (held accountable) sets the 
tone for IT governance, and providing the necessary support is critical to successful implementation. 

• Stakeholder Engagement 

◦ Engaging stakeholders at all levels in the planning and implementation ensures that their needs and 
concerns are addressed to foster a sense of ownership and support for the governance initiatives. 

• Clear Communication 

◦ Effective communication about the goals, processes, and benefits of GEIT through regular updates 
and transparent communication helps build trust and ensure everyone is aligned with the governance 
objectives. 

• Continuous Monitoring and Improvement 

◦ GEIT is an ongoing process. Regular monitoring and review of the governance practices help identify 
areas for improvement and ensure that the governance framework remains relevant and practical. 

• Tailored Approach 

◦ Each organization is unique, and a one-size-fits-all approach to GEIT could be more effective. Tailoring 
the governance framework to fit the organization’s specific needs, culture, and objectives is crucial for 
its success. 
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In the Spotlight 

For additional context on effective governance of enterprise IT (GEIT, please read the article titled 
“Creating Value with an Enterprise IT Governance Implementation Model Using COBIT 5” [opens in new 
tab]. 

Inaba, R. (2016). Creating value with an enterprise IT governance implementation model using COBIT 
5. ISACA Industry News. https://www.isaca.org/resources/news-and-trends/industry-news/2016/creating-
value-with-an-enterprise-it-governance-implementation-model-using-cobit-5 

 

Key Takeaways 

Let’s recap the key concepts discussed in this section by watching this video. 

One or more interactive elements has been excluded from this version of the text. You can view 

them online here: https://ecampusontario.pressbooks.pub/

auditinginformationsystems/?p=597#oembed-1 

Source: Mehta, A.M. (2023, December 6). AIS OER ch 04 topic 02 key takeaways [Video]. 
https://youtu.be/mF49vWBK1XQ 
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Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=597#h5p-118 

 

Review Questions 

1. What is the importance of setting a robust governance framework in GEIT? 
2. How does resource optimization benefit an organization in GEIT? 
3. What is the role of risk optimization in GEIT, and why is it important? 
4. Explain the benefits or value optimization concept in the context of GEIT. 
5. Why is stakeholder transparency through effective monitoring and reporting essential in GEIT? 
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Mini Case Study 

Imagine you are an IT governance consultant for a mid-sized manufacturing company. The company 
faces challenges in aligning its IT operations with its business strategy, managing IT risks, and 
demonstrating the value of IT investments to stakeholders. The CEO has tasked you with improving 
their Governance of Enterprise IT (GEIT) practices. Based on the following specifics, recommend a 
course of action: 

• The company’s IT and business units operate in silos, leading to misaligned objectives. 
• There is a lack of standardized IT governance policies. 
• The company recently experienced a data breach, highlighting weaknesses in its IT risk 

management. 
• Stakeholders are questioning the ROI of recent IT projects. 
• The company lacks a systematic approach to monitoring and reporting IT performance. 

Required: How would you improve the company’s GEIT practices based on these specifics? Provide a 
detailed response. 
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04.03. IT Risk Management Frameworks 
and Practices 

Credit: Crop multiracial colleagues working together by Sora Shimazaki, used under the Pexels License. 

 Briefly reflect on the following before we begin: 

• What is the importance of IT risk management in contemporary organizations? 
• What are some key considerations when managing IT risks related to regulatory and compliance aspects? 
• Can you imagine an example of poor IT risk management leading to significant organizational issues? 

This section critically explores how organizations can effectively anticipate, understand, and mitigate IT risks. 
We will begin with an overview of the COSO Risk Management Framework and its components. The 
framework’s relevance to IT risk management is crucial, and our discussion will illuminate how it integrates into 
the broader scope of organizational risk management strategies. 

Next, we delve into integrating risk management with IS governance, essential for creating a cohesive 
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strategy that aligns IT risks with business objectives. It is not just about managing risks within the IT department 
but about ensuring they are understood and worked in the context of the organization’s overall risk profile. 

Regulatory and compliance aspects form a significant part of IT risk management. We will navigate the 
complex landscape of laws, regulations, and standards that govern IT risks as it helps recognize how these 
regulations impact IT and threaten management strategies and practices. The impact of emerging 
technologies such as artificial intelligence (AI), machine learning, and the ever-evolving cybersecurity threats 
and trends on IT risk management pose new challenges in risk management. We will also review these 
challenges and discuss how organizations can adapt their risk management strategies to stay ahead of these 
technological advancements. 

An Overview of COSO Risk Management Framework and Its Components 

Originating from the Committee of Sponsoring Organizations of the Treadway Commission (COSO), the COSO 
Risk Management framework offers a comprehensive approach to managing risks effectively. The COSO risk 
management framework centers around three key objectives: Operations, Reporting, and Compliance. For 
operations, it ensures effective and efficient use of resources. In reporting, it focuses on the reliability of 
reporting systems. For compliance, it aligns with relevant laws and regulations. 

The COSO risk management framework comprises the following five interconnected components, forming a 
cohesive model for managing risks: 

• Risk Management Environment 

◦ The risk management environment sets the tone and reflects the organization’s attitude towards risk 
management. Factors like organizational culture and governance structure shape this environment. 

• Risk Assessment 

◦ Risk assessment is the process of identifying and evaluating risks. It involves understanding the nature 
of risks and their potential impact. IT risks are particularly dynamic. They evolve with technological 
advancements. 

• Risk Response 

◦ Risk response requires the organization to decide how to address identified risks. Options include 
avoiding, accepting, reducing, or sharing risks. The chosen response should align with the 
organization’s risk appetite and strategy. 

• Control Activities 

◦ Control activities are the actions taken to mitigate risks. In IT, these may include system controls, 
security measures, and data integrity checks. Practical control activities are tailored to specific risks. 
They are integral to safeguarding IT assets. 

• Monitoring 

◦ Monitoring is the process of assessing the framework’s performance over time. It involves regular 
reviews and necessary adjustments. Monitoring ensures that the framework remains practical and 
relevant. 

The COSO risk management framework is dynamic and adapts to changing organizational needs and external 
environments. It also provides a holistic view by considering all aspects of an organization’s IT risk management 
since such risks are multifaceted and interconnected. The framework also emphasizes the importance of 
internal controls to ensure data integrity and security. Another critical aspect is the emphasis on organizational 
culture, supportive of risk management through proactive risk identification and management. 
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See the COSO website for more details on the COSO Risk Management framework. 

Integrating Risk Management with IS Governance 

Integrating risk management with Information Systems (IS) governance ensures that IT risks are aligned with 
organizational goals. As we know, IS governance sets the strategic direction for IT in an organization and 
ensures that IT investments align with business objectives. Risk management, on the other hand, involves 
identifying, assessing, and mitigating risks. When integrated, these two functions create a robust framework. 
This framework supports informed decision-making and enhances value delivery. 

The integration process begins with a clear understanding of organizational objectives. These objectives 
guide both IS governance and risk management. The alignment ensures that IT risks are evaluated in the 
context of their impact on organizational goals. A vital aspect of this integration is establishing a governance 
framework that defines roles and responsibilities. It also sets policies and procedures for IT risk management, 
ensuring consistency in managing risks across the organization. Effective communication channels are crucial 
in this process as they facilitate the flow of information between governance bodies and risk management 
teams. This communication ensures that all stakeholders clearly understand IT risks and their implications. Risk-
aware culture is another critical factor that encourages proactive identification and management of IT risks. A 
culture that values risk management supports the integration process. It ensures that risk considerations are 
part of every IT decision. 

Similarly, continuous monitoring is vital for the success of this integration through regular reviews of the risk 
landscape and governance processes. It also ensures that the organization remains responsive to changing IT 
risks and business needs. Accurate and timely data allows for practical risk assessment and decision-making. 
Data analytics tools can be employed to gain insights into risk trends and improve decision-making and 
strategic planning. 

An essential challenge in this integration is balancing risk management with innovation. Organizations 
must manage risks without stifling technological advancement. This balance is critical for maintaining 
competitiveness in a rapidly evolving IT landscape. Similarly, regulatory compliance poses another potential 
hurdle. The IT environment is often subject to various regulations. Integrating risk management with IS 
governance ensures compliance and minimizes the risk of legal or regulatory penalties. Moreover, employees 
at all levels need to understand the importance of this integration. Training programs can build competencies 
in risk management and governance. This empowers employees to contribute effectively to the process. 

Regulatory and Compliance Aspects of IT Risk Management 

IT risk management’s regulatory and compliance aspects ensure that an organization’s IT practices align with 
legal and industry standards. This alignment is a legal requirement and a strategic asset by enhancing trust 
and credibility among stakeholders. 

Understanding the regulatory landscape is the first step in managing these aspects. They address issues 
like data protection, cybersecurity, and financial reporting. Staying informed about relevant regulations is 
essential. It helps organizations anticipate and manage compliance risks. Select examples of such regulatory 
requirements include: 

• The General Data Protection Regulation (GDPR) in the European Union emphasizes the protection of 
personal data. It imposes strict rules on data handling and privacy. Compliance with GDPR is crucial for 
organizations operating in or dealing with the EU. 
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• The Health Insurance Portability and Accountability Act (HIPAA) in the USA governs the handling of health 
information and sets standards for protecting sensitive patient data. Compliance with HIPAA is mandatory 
for healthcare providers and their associates. 

• Financial regulations such as the Sarbanes-Oxley Act (SOX) in the U.S. mandate the integrity of financial 
reporting and require organizations to implement internal controls for accurate financial disclosure. 

Compliance is about more than just following rules. It also involves understanding the spirit of these regulations. 
The goal is to create a secure and transparent IT environment to protect stakeholders and support business 
integrity. Implementing compliance measures is complex and involves developing policies, procedures, and 
controls. These measures must be tailored to the organization’s specific regulatory requirements to address 
data security, access control, and incident response. Regular audits are essential in ensuring compliance 
through an in-depth and comprehensive assessment of IT controls’ design and operational effectiveness. 
They identify gaps and areas for improvement. Through such audits, organizations can demonstrate their 
commitment to regulatory compliance. 

Technological tools, such as data encryption, intrusion detection systems, and compliance management 
software, are crucial in managing regulatory and compliance risks through automation and streamlining 
compliance processes. Organizations should also maintain clear records of their compliance efforts. This 
documentation can include policies, procedures, audit reports, and training records. In case of regulatory 
inquiries, this documentation serves as evidence of compliance efforts. 

 

In the Spotlight 

For additional context on implementing IT Risk Management using COBIT 5 at a multi-national 
organization, please read the article titled “IT Risk Management Based on COBIT 5 for Risk at Deutsche 
Telekom AG” [opens in new tab]. 

Moll, H. (2018). IT risk management based on COBIT 5 for risk at Deutsche Telekom AG. ISACA Journal, 
3. https://www.isaca.org/resources/isaca-journal/issues/2018/volume-3/it-risk-management-based-on-
cobit-5-for-risk-at-deutsche-telekom-ag 
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Key Takeaways 

Let’s recap the key concepts discussed in this section by watching this video. 

One or more interactive elements has been excluded from this version of the text. You can view 

them online here: https://ecampusontario.pressbooks.pub/

auditinginformationsystems/?p=610#oembed-1 

Source: Mehta, A.M. (2023, December 6). AIS OER ch 04 topic 03 key takeaways [Video]. 
https://youtu.be/TfInTU0zj54 

 

Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=610#h5p-119 
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Review Questions 

1. Describe how the COSO Risk Management Framework’s component of “Risk Assessment” 
functions within the framework. 

2. Explain the importance of effective communication channels in integrating risk management 
with IS governance. 

3. Why is regular auditing necessary to maintain IT regulations and compliance? 

 

Essay Questions 

1. Explain how the five COSO Risk Management Framework components work together to ensure 
effective risk management in an organization, particularly in IT. 

2. Discuss the importance and challenges of integrating risk management with IS governance 
and describe how organizations can effectively achieve this integration. 
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Mini Case Study 

Imagine you are an IT risk manager at a multinational corporation. Your company is planning to 
implement a new enterprise-wide software system. As part of this implementation, you must ensure 
that the project aligns with the COSO Risk Management Framework, integrates risk management with 
IS governance, and adheres to relevant regulatory and compliance aspects. 

Required: Describe how you would apply the concepts from these three topics to this scenario. 
Include specific actions and considerations related to each topic to ensure the successful 
implementation of the new software system while effectively managing associated risks. 
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04.04. Internal Controls Environment 

Credit: Overhead shot of colleagues using a laptop by Ivan Samkov, used under the Pexels License. 

 Briefly reflect on the following before we begin: 

• What are the critical components of an internal controls system in Information Technology (IT)? 
• What challenges do emerging technologies pose to the internal control environment? 
• In what ways do control activities help in mitigating IT-related risks? 

This section focuses on the backbone of effective IT governance: the internal controls environment. They 
are essential for safeguarding assets, ensuring data integrity, and facilitating operational efficiency. We will 
begin with an overview of the components and elements of an internal control system. We will dissect these 
components and comprehend their functions and interconnections. 

We then delve into the heart of internal controls: control activities. These activities are the practical steps or 
processes designed and implemented by management to mitigate risks and achieve organizational objectives 
reasonably. They form the action layer of the internal control environment. Another critical aspect we will 
explore is the influence of organizational culture and behaviour on internal controls. The effectiveness of any 
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control system heavily depends on the people who operate within it. We will look at the human element in 
internal controls, highlighting the importance of a control-conscious environment and consider how attitudes, 
awareness, and behaviours shape the success or failure of control mechanisms. 

Lastly, we will delve into how new technologies like cloud computing, AI, and blockchain are reshaping 
the landscape of internal controls. We explore the challenges and opportunities these technologies present, 
providing insights into how organizations can update and maintain effective control systems in the face of 
technological advancements. 

Components and Elements of an Internal Control System 

Internal control systems, particularly information systems, are fundamental in managing an organization’s 
operations. They consist of processes to ensure operations’ effectiveness, efficiency, and alignment with 
strategic objectives. An effective internal control system’s five core components and elements form a 
comprehensive framework that safeguards assets, ensures accurate and reliable financial reporting, and fosters 
compliance with laws and regulations. 

See the discussion around the “Components of COSO Framework” under Section 04.01, describing the core 
components of an effective internal control system. 

An effective internal control system is not static. It evolves with the organization, responding to changes in 
the external environment, business models, and technology. Regular reviews and updates to the control system 
are essential in maintaining its relevance and effectiveness. 

Let’s dive deeper into the nature and role of control activities in effectively mitigating relevant IT risks. 

Control Activities and Their Impact on Risk Mitigation 

Control activities are essential elements within an internal control system designed to mitigate risks and ensure 
the achievement of an organization’s objectives. These activities encompass a range of policies and procedures 
that help prevent, detect, and correct discrepancies in operations, particularly in information systems. Their 
impact on risk mitigation is significant, offering a structured approach to managing potential threats and 
vulnerabilities. 

Controls can be preventive or detective in nature. 

Preventive Controls 

Preventive controls aim to deter the occurrence of undesired events. These include authorization 
of transactions, segregation of duties, and access controls in IT systems. Preventive controls reduce 
the likelihood of errors or fraud by establishing such barriers. For example, access controls in 
information systems prevent unauthorized entry, safeguarding sensitive data from potential 
breaches. 
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Detective Controls 

Detective controls, however, are designed to identify and correct errors or irregularities after they 
have occurred. They include activities like reconciliations, reviews of performance, and audits. In 
information systems, regular system audits and network monitoring are detective controls that 
identify security breaches or system failures. These controls help correct and recover from adverse 
events by catching issues post-occurrence, thus mitigating risks. 

Implementing control activities involves embedding them into the organization’s processes and culture. It 
requires clear communication of policies and procedures, adequate training of employees, and a supportive 
control environment. When employees understand the significance of control activities and their roles in 
executing them, compliance is enhanced, and the effectiveness of these controls in mitigating risks is 
maximized. Another critical aspect of control activities is their adaptability. As organizations evolve and new 
risks emerge, control activities must be reassessed and modified accordingly. Control activities must keep 
pace with technological advancements and emerging threats and must be reviewed (audited) regularly to 
ensure they remain relevant and practical. Moreover, the integration of control activities across the organization 
amplifies their impact. When controls are coordinated and interrelated, they provide a comprehensive defence 
against risks. For example, integrating access controls with network monitoring and incident response 
procedures in information systems creates a robust security framework. 

The effectiveness of control activities is mainly dependent on their design and implementation. Well-
designed controls are tailored to address specific risks identified in the risk assessment process. They are 
practical, cost-effective, and aligned with the organization’s operations. For instance, in an IT environment, 
controls are designed considering the specific technological landscape, user behaviours, and potential cyber 
threats. The impact of control activities on risk mitigation is also evident in how they contribute to operational 
efficiency and reliability. By ensuring that processes function as intended and reducing errors and irregularities, 
control activities enhance the overall efficiency of operations. In information systems, this translates to more 
reliable, secure, and efficient IT processes, supporting the organization’s strategic objectives. 

Internal Control Assessments and Assurance 

Internal control assessments and assurance involve evaluating the effectiveness of controls and providing 
confidence that these controls are functioning as intended. These assessments ensure that an organization’s 
operations, including its information systems, are managed reliably and efficiently. 

The internal control assessment process begins with thoroughly examining existing controls by looking 
at how controls are designed and whether they are correctly implemented. This involves reviewing policies, 
procedures, and actual practices to identify any weaknesses or gaps in the control system that could lead to 
risks. Once the assessment is complete, the findings need to be analyzed to understand better the implications 
of any weaknesses found. It determines the potential impact on the organization’s operations and objectives. 
For example, a gap in data security controls could expose the organization to data breaches, leading to financial 
loss and reputational damage. 

Assurance is the next critical step in this process. It involves convincing management and other stakeholders 
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that the internal controls are adequate. Assurance can come from various sources, such as internal audits, 
external audits, or reviews by regulatory bodies. In an information systems context, assurance might include 
certification by an external security standards body, indicating compliance with industry best practices. 

Internal Audits 

An organization’s audit staff conducts internal audits. They provide an independent and objective 
evaluation of the internal controls. Internal auditors review the control environment, assess control 
activities, and test the effectiveness of these controls. Their reports offer valuable insights into how 
well the internal control system functions and where improvements are needed. 

External Audits 

External audits provide another layer of assurance as they are typically conducted by independent 
auditors who bring an external perspective. External audits can validate the findings of internal 
audits and ensure compliance with legal and regulatory requirements, which is particularly 
important in areas like financial reporting and data protection in IT systems. 

Continuous improvement is a crucial aspect of internal control assessments and assurance. The findings 
from these processes should lead to action. This action might involve updating policies, enhancing control 
procedures, or implementing new controls. For example, if an assessment reveals that an IT system is vulnerable 
to new cyber threats, the organization might need to update its cybersecurity controls. Effective 
communication is also essential in this process. The results of assessments and audits should be communicated 
clearly to relevant stakeholders. This communication includes the findings, implications, and recommended 
actions. Clear communication ensures that everyone understands the importance of internal controls and their 
role in maintaining them. 
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In the Spotlight 

For additional context on the relevance of an adequate control environment, please read the article 
titled “Rethinking the Effectiveness of Controls in the Digital Age” [opens a new tab]. 

Cano, J. (2022). Rethinking the effectiveness of controls in the digital age. ISACA Journal, 4.
https://www.isaca.org/resources/isaca-journal/issues/2022/volume-4/rethinking-the-effectiveness-of-
controls-in-the-digital-age 

 

Key Takeaways 

Let’s recap the key concepts discussed in this section by watching this video. 

One or more interactive elements has been excluded from this version of the text. You can view 

them online here: https://ecampusontario.pressbooks.pub/

auditinginformationsystems/?p=620#oembed-1 

Source: Mehta, A.M. (2023, December 6). AIS OER ch 04 topic 04 key takeaways [Video]. 
https://youtu.be/lXflMjhgnIw 
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Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=620#h5p-120 

 

Review Questions 

1. Explain how control activities impact risk mitigation in an organization. 
2. Why are internal control assessments and assurance necessary in an organization? 
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Mini Case Study 

Imagine you are an internal auditor for a large corporation that has recently implemented a new 
enterprise resource planning (ERP) system. You have been tasked with evaluating the effectiveness of 
the internal control environment surrounding this new system. 

Required: Describe the steps you would take to assess each component of the internal control 
system, focusing on control activities and their impact on risk mitigation and how you would ensure 
the controls are adequate. 
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04.05. The Role, Types, & Evaluation of IS 
Controls 

Credit:Photo Of People Having Meeting by Yan Krukau, used under the Pexels License. 

 Briefly reflect on the following before we begin: 

• What are the differences between preventive, detective, and corrective controls in IT? 
• How do IT general controls differ from application controls? 
• How do you think IS controls need to evolve to address new and emerging IT risks? 

Continuing our discussion on internal controls, we will review the critical components of IS controls that ensure 
the integrity, security, and efficiency of Information Systems (IS). When effectively implemented, we will explore 
how these controls can be a powerful tool for achieving organizational objectives. 

Next, we delve into the primary categories of IS internal controls – preventive, detective, and corrective. Each 
category plays a unique role in the control environment. Preventive controls aim to deter undesired events, 

04.05. The Role, Types, & Evaluation of IS Controls  |  175

https://www.pexels.com/photo/colleagues-working-together-7793704/
https://www.pexels.com/license/


detective controls identify issues, and corrective controls rectify problems. Understanding these categories is 
fundamental to grasping the complete picture of IS controls. 

We then shift our focus to comparing IT General Controls and Application Controls. While both are essential, 
they serve different purposes. IT General Controls are broad and apply to all IT systems, such as network security 
and data center operations. Application Controls, on the other hand, are specific to individual applications, 
focusing on aspects like data input and output accuracy. 

Lastly, we will cover the evaluation and testing of IS controls by discussing methods and techniques for 
assessing the effectiveness of IS controls. We will explore various evaluation methodologies, from manual 
testing to automated tools. 

The Nature, Role, and Types of Internal Controls 

Understanding the definition, nature, role, and importance of internal controls is fundamental before delving 
into the types of information systems (IS) controls and exploring how to evaluate them. As we have discussed 
earlier, internal controls are mechanisms, policies, and procedures that organizations put in place to ensure the 
achievement of their objectives. They are pivotal in managing and safeguarding an organization’s resources, 
providing accurate and reliable reporting, promoting efficiency, and ensuring compliance with laws and 
regulations. 

At their core, internal controls are integral to the overall corporate governance structure. They assure 
management and the board of directors that the organization’s risks are adequately managed. This assurance is 
crucial given the potential for significant financial and reputational damage arising from IS failures or breaches. 
Moreover, internal controls are about risk management. They are designed to address risks that could impede 
the organization’s operational, financial, and compliance objectives. These risks could range from data breaches 
and cyber-attacks to system failures and inaccuracies in data processing. By mitigating such risks, internal 
controls help maintain the integrity, confidentiality, and availability of information systems, critical assets in 
today’s digital world. 

Beyond supporting the governance of enterprise IT and risk mitigation, internal controls also enhance 
operational efficiency by ensuring that resources are used effectively and processes are streamlined and 
consistent. This could mean automating specific tasks to reduce the likelihood of human error and to free 
up valuable resources for more strategic activities. Additionally, internal controls contribute to the reliability of 
financial reporting, which is crucial for maintaining investor and stakeholder trust. Adequate internal controls 
in IS help protect against data loss, theft, and corruption, ensuring the continuity of business operations. They 
also play a critical role in regulatory compliance, as many laws and regulations require specific controls to be in 
place, particularly around data protection and privacy. 

At a high level, internal controls can be classified as preventive, detective, or corrective. Collectively, they form 
a comprehensive approach to managing and mitigating IS risks, with each type of control playing a unique role 
in safeguarding an organization’s data and technology infrastructure. 
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Table: Internal Controls 

Control Description Example 

Preventive 
Controls 

Preventive controls are proactive measures designed to stop 
undesirable events or exposures before they occur. They are 
the first line of defence in risk management. In an IS context, 
preventive controls include strong password policies, access 
controls, firewalls, and encryption. Implementing these 
controls requires careful planning and consideration of 
potential risks, aiming to minimize them before they become 
actual issues. 

• Access Control Systems: 
Restrict access to 
information systems and 
data to authorized 
personnel only, 
preventing unauthorized 
access and potential 
data breaches. 

• Firewalls: Act as a barrier 
between secure internal 
networks and untrusted 
external networks, like 
the internet, to prevent 
unauthorized access and 
protect against external 
threats. 

• Data Encryption: 
Encrypt sensitive data 
both in transit and at 
rest to prevent 
unauthorized users from 
reading or modifying it, 
thereby safeguarding 
data confidentiality and 
integrity. 
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Control Description Example 

Detective 
Controls 

Detective controls are designed to identify and report 
occurrences of an undesirable event. They are essential in 
promptly identifying issues that preventive controls may not 
have caught. These controls play a crucial role in determining 
security breaches, system failures, or data integrity issues after 
they have occurred. By quickly detecting these issues, 
organizations can respond promptly to mitigate their impact. 

• Intrusion Detection 
Systems (IDS): Monitor 
network traffic for 
suspicious activities and 
signs of potential 
security breaches, 
alerting the IT team to 
investigate further. 

• System Audit Trails and 
Transaction Logs: Keep 
records of system 
activities, such as user 
logins, file accesses, and 
system changes, 
allowing for the 
detection of unusual or 
unauthorized activities. 

• Regular System Audits: 
Conduct systematic 
reviews of information 
systems to identify 
security weaknesses, 
non-compliance with 
policies, or other issues 
that might compromise 
the system’s integrity. 

Corrective 
Controls 

Corrective controls come into play after a risk has materialized. 
Their primary purpose is to correct and recover from 
undesirable events. In the context of IS controls, corrective 
actions might include disaster recovery plans, data backup 
systems, and patches or fixes to software issues. Corrective 
controls are critical for business continuity management and 
reducing the potential damage from security incidents or 
system failures. 

• Disaster Recovery Plans: 
Provide a set of 
procedures to recover 
and restore IT systems 
and operations following 
a disruption or disaster, 
ensuring business 
continuity management. 

• Patch Management: 
Involves regularly 
updating software to fix 
known vulnerabilities 
that have been detected, 
thereby correcting 
security weaknesses. 

• Data Backup Systems: 
Regularly back up data 
to secure locations, 
allowing for data 
restoration in case of 
corruption, loss, or a 
security breach. 
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The effectiveness of these controls is not independent but interrelated. An organization must implement a 
balanced mix of preventive, detective, and corrective controls for optimal risk management. This multi-layered 
approach ensures that even if one control fails, others are in place to mitigate risks. Implementing these controls 
must be strategic and aligned with the organization’s overall risk management framework. This alignment 
ensures controls are randomly applied and targeted toward specific risks identified through risk assessment 
processes. Additionally, the cost and complexity of controls should be proportional to the potential risks they 
are meant to mitigate. Moreover, these controls must be regularly reviewed and updated to remain effective. 
The dynamic nature of technology and emerging threats necessitates continual reassessment of information 
systems’ preventive, detective, and corrective controls. Regular audits and assessments can help identify areas 
where controls must be strengthened or updated. 

The Primary Categories of Internal Controls 

Now that we have explored the broader types of IS controls let’s dive deeper into the primary categories of 
internal controls. They are pivotal in ensuring the integrity, security, and efficiency of IS processes. 

One way to categorize internal controls is by their nature: automated, manual, and IT-dependent. 

• Automated controls are built into software and hardware systems, functioning without human 
intervention. Examples of automated IS controls can include: 

◦ Antivirus Software: Continuously automatically scans and removes malicious software from 
computers and networks without human intervention. 

◦ Automatic Data Encryption: Encrypts data automatically as it is stored or transmitted, ensuring data 
security without requiring manual input. 

◦ Automated Network Monitoring Tools: Constantly monitor network traffic for unusual activity or 
threats, automatically alerting the IT team of potential security breaches. 

• Manual controls require human action, such as physical inventory checks or manual approval processes. 
Examples of manual IS controls can include: 

◦ Review of Automated Logs: Human review of system-generated logs, such as access or transaction 
logs, to identify any unusual or unauthorized activity. 

◦ Manual Approval of System Updates: Automated system update notifications requiring manual 
review and approval before implementation. 

◦ Periodic User Access Reviews: Manually reviewing and verifying user access rights and privileges 
based on reports generated by an access management system. 

• IT-dependent controls are a hybrid, involving both technology and human input. Examples of IT-
dependent manual IS controls can include: 

◦ Physical Security Measures: Includes measures such as locks, security guards, and access badges to 
control physical access to information systems and data centers. 

◦ Manual Data Entry Oversight: Supervising and verifying manually entered data into systems for 
accuracy and integrity. 

◦ Employee Training Sessions: Conducting in-person training for employees on cybersecurity best 
practices, protocols, and manual procedures related to information security. 

Another classification divides controls into application controls and IT general controls. 

• Application controls are specific to individual software applications. They ensure the completeness, 
accuracy, and authorization of transactions processed by the application. This includes input controls, 
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processing controls, and output controls. 
• IT general controls provide the environment to ensure the proper operation of application controls. They 

include controls over data center operations, system software acquisition and maintenance, and access 
security. 

Internal controls can also be categorized by their purpose. 

• Competent personnel are essential for any control system to function effectively. They are knowledgeable 
and skilled individuals who understand the importance of controls in safeguarding assets and ensuring 
accurate reporting. Examples of these controls can include: 

◦ Certified IT Security Staff: Employing staff with certifications in cybersecurity, such as CISSP or CISA, 
ensuring they have the expertise to manage and secure information systems effectively. 

◦ Ongoing Training Programs: Regular training programs for IT staff on the latest technologies and 
security practices to keep their skills and knowledge current. 

◦ Hiring Process with Skill Assessments: Implementing a robust hiring process for IT personnel, 
including assessments to evaluate technical competencies and problem-solving skills. 

• Supervision ensures that these personnel perform their duties correctly and promptly address potential 
risks. Examples of these controls can include: 

◦ IT Management Oversight: Senior IT managers regularly review IT staff’s work, ensuring adherence to 
policies and standards. 

◦ Team Lead Reviews: Team leads conduct regular check-ins and oversee ongoing IT projects and daily 
operations. 

◦ Peer Review Processes: Implementing a system where IT staff members review each other’s work, 
such as code reviews in software development. 

• Monitoring and performance feedback are vital for assessing the effectiveness of controls and making 
necessary improvements. They involve regular reviews and analysis of control activities and their 
outcomes. Examples of these controls can include: 

◦ Performance Metrics and KPIs: Establishing key performance indicators for IT staff and systems and 
regularly monitoring these metrics. 

◦ Regular Performance Appraisals: Conduct periodic performance reviews to provide feedback to IT 
staff on their work and progress. 

◦ Real-Time Monitoring Systems: Utilizing software tools to monitor system performance and 
automatically report issues to the IT team. 

• Segregation of duties is another crucial control type. It prevents individuals from controlling all process 
aspects, reducing the risk of errors or fraud. Examples of these controls can include: 

◦ Separation of Development and Operations: Ensuring that different individuals or teams handle 
system development and IT operations to prevent conflicts of interest. 

◦ Distinct Access Rights: Assigning different levels of system access to staff based on their job roles, 
ensuring no single individual has control over all process aspects. 

◦ Dual Control for Critical Processes: Requiring more than one person to complete and approve critical 
tasks, such as system changes or financial transactions. 

• Restricted access is critical in IS controls. It ensures that only authorized personnel can access systems 
and data, protecting sensitive information from unauthorized use or disclosure. Examples of these controls 
can include: 

◦ Role-Based Access Control (RBAC): Implementing access controls that limit user access to 
information and functions based on their organizational role. 

◦ Two-Factor Authentication (2FA): Requiring a second form of verification beyond just a password to 
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access sensitive systems or data. 
◦ VPN and Secure Remote Access: Providing secure, limited access to the company’s network for 

remote employees through VPNs or other secure access tools. 
• Periodic reconciliation involves comparing different data sets to identify and correct discrepancies, an 

essential step in ensuring data integrity. Examples of these controls can include: 

◦ Regular Financial Reconciliations: Periodically reconciling financial records in IT systems with bank 
statements or other financial documents. 

◦ Data Cross-Verification: Regularly cross-checking data stored in different systems for consistency and 
accuracy. 

◦ Audit Trail Reviews: Review audit trails and logs periodically to ensure transactions and activities are 
recorded accurately and reconciled with system outputs. 

Lastly, authorization, custody, recording, and reconciliation are crucial elements in control activities. 

• Authorization ensures that transactions are approved by appropriate personnel before processing. 
Examples of authorization IS controls can include: 

◦ User Access Permissions: Establishing controls where access to systems and data requires 
authorization based on user roles and responsibilities, ensuring only authorized personnel can access 
sensitive information. 

◦ Transaction Approval Processes: Requiring managerial approval for transactions above a certain 
threshold in financial applications to ensure legitimacy. 

◦ Electronic Signature Authentication: Implementing electronic signature verification for document 
approvals and transactions in systems, ensuring that the correct individual authorizes actions. 

• Custody involves the safekeeping of assets, preventing unauthorized access or loss. Examples of custody IS 
controls can include: 

◦ Secure Data Storage: Using encrypted databases and secure storage solutions to maintain the 
custody of sensitive data, ensuring it is protected from unauthorized access or tampering. 

◦ Physical Security of Hardware: Implementing security measures like locked rooms and surveillance 
cameras to protect servers and other critical IT hardware that store sensitive information. 

◦ Access Control to Data Centers: Restricting physical access to data centers and server rooms to 
authorized personnel only, ensuring the safety and integrity of the hardware and data. 

• Recording refers to the accurate and timely documentation of transactions and events. Examples of 
recording IS controls can include: 

◦ Automated Transaction Logging: Systems that automatically record transactions and user activities, 
creating an audit trail for accountability and traceability. 

◦ Document Management Systems: Implementing systems that record the creation, modification, and 
access of documents, ensuring a traceable record of all document-related activities. 

◦ Time-Stamping Entries: Ensuring all entries in the system, such as updates or new data inputs, are 
time-stamped to create an accurate historical record of activities. 

• Reconciliation ensures that recorded transactions match the actual assets and liabilities. Examples of 
reconciliation IS controls can include: 

◦ Financial Data Reconciliation Tools: Utilizing software to reconcile financial transactions recorded in 
the system with external statements like bank statements. 

◦ Inventory Reconciliation Systems: Systems to periodically reconcile physical inventory counts with 
inventory records maintained in the system. 

◦ Cross-System Data Reconciliation: Implementing processes to reconcile data across different 
systems, ensuring consistency and accuracy of information stored in various applications. 
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IT General Controls Vs. Application Controls 

Both IT General Controls and Application Controls play significant roles in safeguarding data and ensuring the 
integrity of IS processes, yet they operate in different scopes and manners. 

IT General Controls (ITGCs) 

IT General Controls (ITGCs) are policies and procedures that apply to the entire IT environment of 
an organization. These controls ensure the proper functioning and security of the IT infrastructure. 
Their primary focus is managing and overseeing IT operations, including data center operations, 
network security, and access to programs and data. For instance, ITGCs control user access to 
systems and data, ensuring that only authorized personnel can access sensitive information. They 
also cover system development and maintenance, ensuring that changes to IT systems are 
appropriately managed and documented. 

Applications Controls 

Application Controls, on the other hand, are more specific and are directly related to individual 
software applications. These controls are designed to ensure the integrity, accuracy, and 
completeness of the data these applications process. They include input controls, which check data 
for accuracy and completeness when entered into a system; processing controls, which ensure that 
data is processed correctly in an application; and output controls, which ensure that the data output 
from a system is accurate and appropriately distributed. 

 

Commonly Used Types of ITGCs and Application Controls 

• User Access Management: Controls who can access the IT systems and data, including user 
account creation, modification, and deletion. 

• Change Management: Procedures for managing changes to IT systems, including software 
updates and patches. 

• Network Security Controls: Measures to protect against unauthorized access to the network, 
such as firewalls and intrusion detection systems. 

• Data Backup and Recovery: Processes to back up data regularly and recover it in case of 
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loss. 
• Physical Security: Controls to protect physical IT assets, like servers and data centers, 

including locks, security cameras, and access logs. 
• System Development Life Cycle (SDLC) Controls: Ensuring systems are developed and 

implemented in a controlled and secure manner. 
• Password Policies: Requirements for password complexity, expiration, and resets to ensure 

secure authentication. 
• Segregation of Duties in IT: Ensuring that responsibilities for essential IT functions are 

separated to prevent fraud or errors. 
• Environmental Controls: Measures to protect IT equipment from environmental hazards, like 

fire suppression systems and temperature controls. 
• IT Compliance Auditing: Regular audits to ensure IT practices adhere to relevant laws, 

regulations, and standards. 
• Input Controls: Checks to ensure that data entered into an application is correct and 

appropriate, like validating data formats and ranges. 
• Processing Controls: Ensuring data is processed correctly within the application, like 

calculations and transformations. 
• Output Controls: Ensuring the accuracy and completeness of data output from an 

application, like reports and data exports. 
• Error Detection and Correction: Mechanisms within an application to identify and correct 

errors in data processing. 
• Authorization Controls: Controls to ensure that transactions are approved by appropriate 

personnel within the application. 
• Transaction Logs: Recording details of transactions processed by the application for auditing 

and tracking purposes. 
• Data Integrity Checks: Ensuring that data within the application is accurate and remains 

unaltered. 
• Interface Controls: Ensuring data transmitted between different applications is complete 

and accurate. 
• Access Controls within Applications: Controls to limit user access to specific functions and 

data within an application. 
• Automated Alerts and Notifications: Application features that alert users of specific 

conditions or anomalies in data processing. 

 
The primary difference between ITGCs and Application Controls lies in their focus and scope. ITGCs provide 

a broad framework that supports the entire IT environment, ensuring IT processes’ overall security and 
effectiveness. They are foundational controls that create an environment for Application Controls to function 
effectively. With robust ITGCs, Application Controls can operate effectively, as they rely on the overall integrity of 
the IT environment. Application Controls, however, are more focused and specific. They deal with the nitty-gritty 
details of particular systems, ensuring the accuracy and reliability of the data within those specific systems. 
These controls are critical in transaction processing systems, where precision and completeness of data are 
paramount. 

In practice, both ITGCs and Application Controls are essential for effective risk management in information 
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systems. ITGCs provide the secure and stable environment necessary for applications to operate safely and 
effectively. At the same time, Application Controls ensure that transactions within those applications are 
processed correctly. Together, they form a comprehensive control environment that safeguards an 
organization’s information systems against various risks. For example, consider an organization’s payroll system. 
ITGCs would ensure that only authorized personnel have access to the payroll system and that it is secure and 
reliable. In this case, Application Controls would include checks to ensure that payroll calculations are correct 
and that employees are only paid for hours they have worked. 

See Chapter 5 for a detailed discussion on the nature, types, and evaluation of ITGCs and Chapter 6 for a 
detailed discussion on the nature, types, and assessment of Application Controls. 

Evaluation and Testing of IS Controls: Methods and Techniques 

The evaluation and testing of Information Systems (IS) controls involve various methods and techniques 
designed to assess different aspects of IS controls, identify weaknesses or gaps in the controls, and ensure that 
they function as intended to protect the organization’s information assets. 

Evaluation of IS controls should be conducted using a risk-based approach. It involves identifying the key 
risks to the IS environment and assessing how well the controls mitigate them. For example, if a data breach 
is a significant risk, the evaluation would focus on how adequately the controls prevent unauthorized access 
to data. This approach ensures that the review is focused and relevant to the organization’s risk profile. IS 
Auditors also use control self-assessment, which involves having the staff who use or manage the IS controls 
assess their effectiveness. This can be done through questionnaires or interviews. Self-assessment helps gain 
an insider’s perspective on the controls’ practicality and effectiveness and encourages a culture of responsibility 
and awareness among staff. 

IS Auditors typically perform walkthroughs and observations to assess the design effectiveness of IS controls. 
This hands-on approach provides a clear understanding of how the controls operate in practice and can 
reveal issues that need to be evident from documentation or reports. Automated tools and software can also 
play a significant role in evaluating IS controls as they continuously monitor controls and flag any anomalies 
or failures. They can provide real-time analysis of large volumes of data, making it easier to evaluate the 
effectiveness of controls over time. 

On the other hand, to test the operating effectiveness of IS controls, IS auditors apply various methods, 
such as penetration testing, where simulated cyber attacks are performed to test the strength of network 
security controls. Another example is system testing, where the functionality and reliability of application 
controls are tested under different scenarios. Testing provides concrete evidence of control effectiveness and 
can uncover vulnerabilities. This process involves various methods and techniques to gather evidence and 
assess the effectiveness of controls. As a quick recap of our discussion from Chapter 03, the primary audit 
evidence-gathering techniques typically used in evaluating the operating effectiveness of IS controls include 
the following: 
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Evidence-Gathering Techniques 

Analysis 

Analysis examines data, documents, or records to identify patterns, anomalies, or inconsistencies. 
It plays a crucial role in assessing data integrity and security controls. By analyzing system logs, 
transaction records, and audit trails, evaluators can detect unauthorized access attempts or unusual 
system behaviour. 

Inspection 

Inspection involves thoroughly examining physical or electronic documents, files, or records. 
Evaluators can scrutinize control-related documents like policies, procedures, and configuration 
settings. This method helps ensure that controls are adequately documented and aligned with 
industry standards and best practices. 

Confirmation 

Confirmation involves obtaining third-party verification to validate control assertions. This 
technique is often used to confirm information with external entities, such as a confirmation from a 
vendor or a third-party auditor. For instance, a company might confirm the accuracy of vendor 
invoices by contacting the vendor directly. 

Reperformance 

Reperformance refers to independently executing or reenacting control procedures to validate 
their effectiveness. This technique is beneficial for controls related to data processing or system 
configurations. For instance, an evaluator might replicate a user’s access request and check if the 
access control mechanism correctly grants or denies access as per policy. 

 
When conducting evaluations and tests, it is essential to consider sampling approaches to gather evidence 

while managing resources efficiently. The two standard audit sampling approaches commonly used by IS 
Auditors include: 

• Statistical sampling selects a random subset of items or transactions for evaluation. This approach relies 
on statistical principles to provide high confidence in the results. It is beneficial when assessing many 
similar transactions or data points. Statistical sampling helps ensure that the sample is representative of 
the entire population, reducing the risk of bias. 
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• Judgmental sampling involves the selection of items or transactions based on the evaluator’s judgment. 
This method is more subjective and relies on the evaluator’s expertise to choose items likely to be 
significant or indicate control effectiveness. Judgmental sampling can be beneficial when evaluating 
unique or high-risk areas where statistical sampling may not be practical. 

 

In the Spotlight 

For additional context on the role and types of controls, please read the article titled “Are IT General 
Controls Outdated? Data Protection and Internal Control Over Financial Reporting” [opens a new tab]. 

Jouke, A. (2022). Are IT general controls outdated? Data protection and internal control over financial 
reporting. ISACA Journal, 6. https://www.isaca.org/resources/isaca-journal/issues/2022/volume-6/are-it-
general-controls-outdated 

 

Key Takeaways 

Let’s recap the key concepts discussed in this section by watching this video. 
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One or more interactive elements has been excluded from this version of the text. You can view 

them online here: https://ecampusontario.pressbooks.pub/

auditinginformationsystems/?p=626#oembed-1 

Source: Mehta, A.M. (2023, December 6). AIS OER ch 04 topic 05 key takeaways [Video]. 
https://youtu.be/6CzcGdHytrc 

 

Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=626#h5p-121 
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Review Questions 

1. What is the primary purpose of internal controls in an organization’s information systems? 
2. How do IT General Controls differ from Application Controls? 

 

Mini Case Study 

XYZ Corp is a mid-sized financial services company specializing in personal and small business loan 
products. Established in 2005, XYZ Corp has grown steadily, serving over 100,000 customers across the 
United States. With its headquarters in Chicago and four regional offices, the company employs 
approximately 800 staff, including loan officers, customer service representatives, and various 
administrative and IT personnel.XYZ Corp’s business model relies heavily on its information systems, 
which include customer relationship management (CRM) software, loan processing applications, and 
various support systems such as human resources and accounting software. The company has recently 
embarked on a digital transformation journey, aiming to leverage technology to improve customer 
experience and operational efficiency. 

However, a recent internal audit has revealed several process weaknesses that could potentially 
impact the security and integrity of XYZ Corp’s information systems: 

• User Access Management Weaknesses: The audit found that XYZ Corp’s user access 
management processes are outdated and lack rigour. There is no formal procedure for granting, 
reviewing, and revoking access rights to various systems. In several instances, former employees’ 
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access rights were not withdrawn promptly, posing a significant security risk. Additionally, cases 
of excessive privileges are granted to users who do not require such access for their job functions, 
violating the principle of least privilege. 

• System Change Management Weaknesses: The company’s system change management 
process is also a cause for concern. Changes to critical systems are often made without adequate 
testing or documentation, leading to system downtime and data inconsistencies. There is no 
formal change management committee or process in place, and as a result, changes are made ad 
hoc without proper authorization or review. This lack of structured change management poses 
operational risks and makes it difficult to track changes for audit and compliance purposes. 

• Data Management Weaknesses: XYZ Corp’s data management practices are fragmented and 
inconsistent. No centralized data governance strategy leads to data quality and integrity issues. 
Data is stored in multiple, sometimes redundant, databases and systems, with no clear ownership 
or responsibility for accuracy. This situation has led to data retrieval and reporting challenges, 
affecting decision-making and customer service. Moreover, the company lacks a comprehensive 
data backup and disaster recovery plan, putting critical business data at risk in the event of a 
system failure or data breach. 

These weaknesses in user access management, system change management, and data 
management expose XYZ Corp to operational inefficiencies, significant cybersecurity risks, compliance 
issues, and potential reputational damage. Addressing these weaknesses should be a priority for XYZ 
Corp as it continues to expand its digital capabilities and maintain its competitive edge in the financial 
services sector. 

Required: Identify the relevant findings from the scenario above and propose a mix of automated, IT-
dependent manuals. Manual IS controls, ITGCs, and Application Controls will address those findings. 
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05. THE NATURE AND EVALUATION OF IT 
GENERAL CONTROLS 

Credit:Photo of People Leaning On Top Of Wooden Table by Fauxels,used under the Pexels License. 

This chapter reviewsIT General Controls (ITGCs), laying the foundation for understanding their role and scope 
within an organization. ITGCs are fundamental to information systems’ security, integrity, and efficiency, 
encompassing various practices and procedures that ensure proper functioning and reliability. We will explore 
the risks and threats that ITGCs are designed to mitigate. We will also focus on how these controls safeguard an 
organization’s information assets. Moreover, weak ITGCs can lead to significant risks, including data breaches, 
compliance issues, and operational inefficiencies. In this context, we will highlight the importance of robust 
ITGCs in maintaining the effectiveness of information systems. 

In the subsequent sections, we will explore the primary categories of ITGCs by reviewing the nature of those 
categories, the key risks involved, and the commonly used ITGCs used by organizations to address those risks. 
In discussing “IS Acquisition & Development,” we will delve into the controls related to the acquisition and 
development of information systems and the need for proper control mechanisms during the acquisition 
process. It includes evaluating third-party vendor controls, ensuring secure software development practices, 
and considering data privacy in IS development. “IS Change Management Controls,” the next part, highlights 
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the importance of change management in an organization, which is crucial for the smooth operation and 
evolution of information systems. We will explore the ITGCs associated with change management, including 
evaluating these controls to ensure they adequately manage risks related to changes in IT environments. 

In “User Access Administration,” we address the critical area of controlling and monitoring access to IS. The 
section will discuss role-based access control and user access provisioning.We also cover the evaluation of user 
access administration ITGCs. This ensures that only authorized personnel have access to sensitive information, 
maintaining the confidentiality and integrity of data. The “IS Security Management” section will be dedicated to 
IS security management principles and objectives. Here, we discuss the primary general controls in IS security, 
including evaluating the design and implementation of these controls. The section also covers threat detection 
and incident response aspects, which are vital for maintaining a secure and resilient IT environment. 

We will then move to “Computer Operations Management,” which covers data backup and restoration, 
monitoring system performance, and compliance reporting. We will provide insights into the auditing 
techniques for computer operations management as they are crucial for ensuring the smooth and secure 
operation of IT systems. The next segment, “Business Continuity & Disaster Recovery Preparedness,” focuses on 
the strategies and plans for business continuity and disaster recovery. We will discuss the development and 
testing of disaster recovery plans. The focus will be on evaluating the resilience of IT systems and auditing the 
preparedness for business continuity and disaster recovery. 

In “Data Governance, Management, & Security,” we will look deeper into the role of data governance 
within IT general controls. We will cover data classification, handling policies, encryption, and privacy controls. 
The section will emphasize assessing data security and compliance and auditing data management and 
governance practices. The “IS Project Auditing” section will address auditing IS project lifecycle phases, 
including evaluating project management controls, assessing project risks, and ensuring the alignment of IS 
projects with organizational goals. Finally, “Auditing Cloud Computing and Mobile Computing” will focus on 
emerging areas in IT auditing, including cloud service provider assessment, data security in the cloud, and the 
Bring Your Device (BYOD) process. The section will also highlight the unique challenges of mobile device and 
application management. 

 

Learning Objectives 

By the end of this chapter, you should be able to 

• Understand the nature, role, and scope of ITGCs in IS. 
• Identify and assess the risks and threats mitigated by ITGCs. 
• Evaluate the impact of weak ITGCs on an organization’s information systems security and 

integrity. 
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• Assess the design and operating effectiveness of the various categories of ITGCs. 
• Outline the IS auditor’s role in an organization’s systems development, access and security 

management, IS operations management, and disaster recovery planning. 
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05.01. Introduction to IT General Controls 

Credit: Photo Of People Doing Handshakes by Fauxels, used under Pexels License 

 Briefly reflect on the following before we begin: 

• What are IT General Controls (ITGCs), and why are they essential in information systems? 
• How do ITGCs mitigate risks and threats in an organization? 
• What are the potential impacts of weak or inadequate ITGCs? 

ITGCs are the backbone of any organization’s information systems. They are designed to ensure these systems’ 
reliability, security, and effectiveness. In this section, we will discuss the nature, role, and importance of ITGCs 
in organizations. We will also review the various types of IT risks and threats organizations face and the role of 
ITGCs in shaping organizations’ overall security posture. 

Next, we will explore the various components of IT General Controls. This includes system acquisition and 
change management controls, user access administration and security controls, computer operations controls, 
business continuity controls, etc. We also touch upon the evolving nature of IT General Controls in the face of 
emerging technologies and changing business landscapes. 
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Understanding the risks is just one part of the equation. Equally important is assessing the impact of weak 
IT General Controls. Inadequate controls can lead to significant vulnerabilities. These include data breaches, 
compliance failures, and operational disruptions. We will focus on articulating the repercussions of such 
weaknesses and framing mitigating ITGCs through feasible recommendations. 

The Nature, Role, and Scope of ITGCs 

ITGCs are integral to an organization’s IS’s secure and efficient operation by encompassing processes, practices 
and procedures that form a critical IT security and management backbone. ITGCs are crucial in establishing a 
safe IT environment by ensuring data confidentiality, integrity, and availability. They include network security, 
access controls, and data integrity mechanisms. These controls ensure that information systems operate 
effectively, data is protected, and regulatory requirements are met. Beyond compliance, ITGCs are pivotal in 
risk management by protecting IS from cyber threats (hacking, phishing, etc.) and internal risks (unauthorized 
access, data leakage, etc.). Thus, the nature of ITGCs is multifaceted, addressing various elements essential to 
an organization’s IT framework. 

ITGCs are not confined to a single aspect of IT; instead, they span the entire IT landscape of an organization. 
From governing user access to managing network security, from ensuring data backup to overseeing software 
development, ITGCs are all-encompassing. They form the framework within which IT activities are conducted 
and monitored. The effectiveness of ITGCs is foundational to an organization’s IT health. They must evolve with 
changing technologies and business needs. This dynamism necessitates continuous review and updating of 
ITGCs to address new challenges and incorporate advancements. Therefore, the scope of ITGCs is broad and 
adaptable, covering current and emerging IT facets. 
ITGCs also play a critical role in aligning IT with business objectives. They ensure that IT resources are used 
efficiently and contribute to achieving organizational goals. This alignment is crucial for organizations to 
harness the full potential of their IT investments by providing a structured framework for IT governance. Let’s 
consider the typical scope of ITGCs addressing the commonly faced IT risks and threats. 

In the digital age, one of the most pressing risks that ITGCs address is the threat of cyber attacks. These 
attacks can take various forms, such as hacking, phishing, and malware attacks, posing a severe threat to 
the confidentiality, integrity, and availability of sensitive data. ITGCs such as firewall management, intrusion 
detection systems, and periodic security audits are instrumental in establishing robust barriers against these 
cyber threats. By implementing these controls, organizations can significantly reduce their vulnerability to 
cyber attacks, safeguarding their data and systems from unauthorized access and potential breaches. 

Another critical risk mitigated by ITGC is internal threats, which often stem from within the organization. 
These threats include unauthorized system access, data leakage, and insider fraud. This risk pertains to the 
potential for unauthorized individuals, either external or internal, to gain access to sensitive systems and data. 
Unauthorized access can lead to data breaches, loss of confidential information, and potential compliance 
violations. The risk underscores the importance of robust access control mechanisms within ITGCs, ensuring 
that only authorized personnel can access critical systems and information. Access controls, such as user 
authentication and authorization mechanisms, are vital to ITGC in managing these internal risks. They ensure 
that only authorized personnel have access to sensitive information, thereby minimizing the potential for 
internal data breaches and misuse of information. Similarly, data loss or corruption can arise from various 
sources, including system failures, human error, or cyberattacks. The impact of data loss or corruption can be 
severe, ranging from operational disruptions to legal implications if sensitive data is involved. Implementing 
effective data backup and recovery strategies within ITGCs is essential to mitigate this risk, ensuring that data 
can be restored quickly and accurately in case of loss. 

Operational risks are also a significant concern that ITGCs help to mitigate. System downtime and 
operational disruptions are also primary risks. IT systems are integral to the day-to-day operations of most 
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organizations, and any downtime can lead to significant operational and financial consequences. ITGCs, such 
as regular system maintenance, data backup procedures, and disaster recovery plans, are vital in ensuring IT 
systems’ smooth and continuous operation. Similarly, vendor management risks arise when organizations rely 
on third-party vendors for IT services and products. This reliance can lead to vendor reliability, data security, 
and service continuity risks. To mitigate these risks, effective ITGCs should include vendor risk management 
processes, such as regular vendor assessments and contract reviews. By addressing operational risks, ITGCs 
contribute to the overall performance and stability of an organization’s IT infrastructure. Moreover, poorly 
managed changes to IT systems can lead to errors, system instability, and security vulnerabilities. ITGCs should 
include robust change management processes, with proper planning, testing, and approval of changes to 
mitigate these risks. 

Compliance risk is another area where ITGCs are fundamentally essential. With increasing data privacy 
and security regulations, such as GDPR and HIPAA, organizations are often subject to various regulatory 
requirements for data protection, privacy, and IT governance. Non-compliance can result in legal penalties, 
financial losses, and reputational harm. ITGCs facilitate compliance by implementing standards and procedures 
that align with regulatory requirements. They include data encryption, audit trails, and regular compliance 
assessments, ensuring that organizations meet their legal and ethical obligations in managing IS. 

Lastly, ITGCs also address the risks associated with technological changes and advancements. As technology 
evolves, new risks emerge, requiring organizations to adapt their IT controls accordingly. ITGCs provide a 
framework for continuously assessing and updating security measures in response to emerging technologies, 
such as cloud computing, mobile computing, blockchain, and the Internet of Things (IoT). This adaptability 
is crucial in managing the risks associated with technological evolution and ensuring that IT systems remain 
secure and effective in the face of change. 

Types of IT General Controls 

Let’s delve into the various categories of ITGCs essential for maintaining robust IS. The table below aims to 
provide an overview of each category of ITGC, their nature, the key activities they encompass, and the primary 
risks they mitigate. 

IS Acquisition and Development ITGCs focus on the processes and controls related to acquiring 
and developing IS. They ensure that new systems or upgrades align with organizational needs and 
standards. They include evaluating vendor reliability, providing secure software development 
practices, and assessing data privacy during development. The primary risks in this category include 
inadequate functionality, vendor dependency, security vulnerabilities in new software, non-
compliance with data privacy regulations, and potential integration issues with existing systems. 

IS Change Management Controls are crucial for overseeing modifications in IT systems designed 
to ensure that changes are implemented smoothly and do not disrupt business operations. Key 
activities encompass change request evaluations, testing before implementation, and 
documentation. Risks associated with weak change management controls include unauthorized 
changes leading to system failures, lack of accountability for changes, potential security breaches, 
disruption of business operations, and non-compliance with regulatory standards. 

User Access Administration ITGCs manage who has access to what information within an 
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organization and play a critical role in protecting sensitive data. Activities in this category include 
setting up role-based access controls, monitoring user activities, and regularly reviewing access 
rights. The risks mitigated by these controls include unauthorized access to sensitive data, data theft 
or leakage, non-compliance with data protection regulations, potential insider threats, and 
inefficient access management, leading to operational delays. 

IS Security Management Controls are designed to protect systems from external and internal 
threats by ensuring data confidentiality, integrity, and availability. Activities include implementing 
firewalls and antivirus software, conducting regular security audits, and establishing incident 
response protocols. The primary risks in this category are cyber-attacks like hacking and phishing, 
data breaches, unauthorized data alterations, non-compliance with security regulations, and 
operational disruptions due to security incidents. 

Computer Operations Management ITGCs focus on running and maintaining computer systems. 
They ensure the reliability and efficiency of IT operations. Activities include system performance 
monitoring, backup and recovery processes, and compliance reporting. Risks these controls address 
include system downtime, data loss, inefficiency in IT operations, non-compliance with operational 
standards, and inadequate disaster recovery preparedness. 

Business Continuity and Disaster Recovery Preparedness Controls ensure organizations can 
continue operations and recover quickly during a disaster. Key activities include developing and 
testing disaster recovery plans, assessing business impact, and risk assessments. Risks mitigated 
include prolonged system downtime, loss of critical data, inability to resume operations post-
disaster, non-compliance with industry standards for disaster recovery, and reputational damage 
due to poor disaster response. 

Data Governance, Management, and Security ITGCs focus on properly handling, classifying, and 
protecting data through data encryption, establishing data handling policies, and regular data 
security audits. The risks in this category are data breaches, non-compliance with data protection 
laws, unauthorized data access, data corruption or loss, and inefficiencies in data management. 

IS Project Auditing Controls involve examining and evaluating the management of IS projects to 
ensure that projects align with organizational goals and are executed effectively. Activities include 
auditing project lifecycle phases, evaluating project management controls, and assessing project 
risks. Risks addressed include project overruns, non-alignment with business objectives, inadequate 
resource allocation, potential project failures, and non-compliance with project management 
standards. 

 

Assessing the Impact of Weak IT General Controls 

Weak ITGCs can lead to many serious repercussions, the most immediate of which is heightened vulnerability 
to cyber threats. Ineffective ITGCs can expose an organization’s systems to unauthorized access, data breaches, 
and malware infections. These vulnerabilities can manifest in various ways, each with its distinct impact on the 
organization. Let’s delve into the nature of these weaknesses, followed by specific examples to illustrate their 
repercussions. 
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Table: Weak IT General Controls 

Control Description Example 

Inadequate Access 
Controls: 

When access controls are weak, 
unauthorized individuals can gain entry to 
critical systems and data. This could result 
from improperly configured user 
permissions or a lack of monitoring. The 
impact of such a weakness can be 
devastating, leading to data breaches, fraud, 
or system misuse. 

Employees with limited access permissions to 
financial systems can exploit a weak access 
control system by escalating their privileges. 
They may then manipulate financial records, 
leading to fraudulent transactions and financial 
loss. 

Poor Change 
Management 
Controls 

When change management processes are 
deficient, the organization needs help 
tracking and regulating system 
modifications. This can lead to unintended 
system downtime, errors, and security 
vulnerabilities. 

Inadequate change management controls 
might allow an unplanned software update to 
disrupt critical business operations. For 
instance, an untested update to a customer 
relationship management (CRM) system could 
make customer data inaccessible, causing 
service disruptions and customer 
dissatisfaction. 

Segregation of Duties 
(SoD) Failures 

Weak SoD controls can result in conflicts of 
interest and the potential for fraud or errors 
in financial reporting. 

In a scenario where a single individual has both 
authorization to initiate financial transactions 
and approval authority, they could manipulate 
financial records, create fictitious transactions, 
and approve them without detection, leading to 
fraudulent activities and misstated financial 
statements. 

Inefficient Backup 
and Recovery 
Controls 

Insufficient backup and recovery procedures 
put the organization at risk of data loss 
during system failures or disasters. 

Without proper backup controls, critical 
customer data stored on a server might be 
irretrievably lost in the event of a hardware 
failure, resulting in a loss of customer trust and 
potential legal consequences. 

Regulatory 
Non-Compliance 

Weak ITGCs can lead to non-compliance with 
industry-specific regulations, exposing the 
organization to fines and legal penalties. 

In the healthcare sector, an organization’s failure 
to implement adequate data security controls 
might lead to a breach of patient confidentiality, 
resulting in non-compliance with the Health 
Insurance Portability and Accountability Act 
(HIPAA) and hefty regulatory fines. 

Insufficient Security 
Awareness and 
Training 

Employees who lack awareness of 
cybersecurity best practices and potential 
risks can unwittingly become targets for 
social engineering attacks or inadvertently 
compromise security. 

An employee receives a phishing email and, due 
to a lack of security training, clicks on a 
malicious link, allowing cybercriminals to 
infiltrate the organization’s network, steal 
sensitive data, and potentially launch further 
attacks. 

Inadequate Incident 
Response 

With a well-defined incident response plan 
and monitoring capabilities, the organization 
may be able to detect and respond to 
security incidents promptly. 

A malware infection goes unnoticed due to a 
lack of monitoring. When discovered, the 
malware has already exfiltrated sensitive 
customer data, causing a significant data 
breach and reputational damage. 

Weak Physical 
Security Controls 

Neglecting physical security measures for 
data centers and server rooms can expose 
critical infrastructure to theft, unauthorized 
access, or environmental hazards. 

Insufficient physical security allows an 
unauthorized individual to access a data center, 
resulting in the theft of servers containing 
valuable proprietary information and 
intellectual property. 

Ineffective IT Policies 
and Procedures 

Without clearly defined and enforced IT 
policies and procedures, employees may lack 
guidance on handling sensitive data, leading 
to inconsistent and risky practices. 

Without a clear data disposal policy, employees 
dispose of sensitive documents in regular trash 
bins, making it easy for dumpster divers to 
access confidential information, potentially 
leading to data breaches. 

Lack of Regular IT 
Audits 

Failing to conduct regular IT audits to assess 
the effectiveness of controls and identify 
vulnerabilities can result in prolonged 
exposure to risks and weaknesses. 

A financial institution needs to perform routine 
IT audits. Over time, vulnerabilities accumulate 
unnoticed, and a cyber attack exploiting these 
weaknesses occurs, resulting in significant 
economic losses and regulatory scrutiny. 
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From data breaches and financial losses to operational disruptions and regulatory penalties, the impact of 
these weaknesses underscores the critical importance of robust ITGCs in safeguarding an organization’s digital 
infrastructure and overall well-being. Addressing these weaknesses through proactive measures and 
continuous improvement is essential for mitigating risks and protecting an organization’s digital assets. 

 

In the Spotlight 

For additional context on the effectiveness of ITGCs, please read the article “Rethinking the 
Effectiveness of Controls in The Digital Age” [opens a new tab]. 

Cano, J. (2022). Rethinking the effectiveness of controls in the digital age. ISACA Journal, 4. 
https://www.isaca.org/resources/isaca-journal/issues/2022/volume-4/rethinking-the-effectiveness-of-
controls-in-the-digital-age 

 

Key Takeaways 

Let’s recap the key concepts discussed in this section by watching this video. 

One or more interactive elements has been excluded from this version of the text. You can view 
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them online here: https://ecampusontario.pressbooks.pub/

auditinginformationsystems/?p=966#oembed-1 

Source: Mehta, A.M. (2023, December 6). AIS OER ch 05 topic 01 key takeaways [Video]. 
https://youtu.be/0gfZ3IEBsVY 

 

Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=966#h5p-122 
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Review Questions 

1. Describe the role of IT General Controls in mitigating cyber threats. 
2. How does inadequate User Access Administration impact an organization? 
3. Explain the importance of Disaster Recovery Preparedness in IT General Controls. 
4. What are the consequences of poor Data Governance, Management, and security? 

Mini Case Study 

You are an IS auditor reviewing the IT operations of a medium-sized e-commerce company. Recently, 
the company implemented a new customer relationship management (CRM) system. 

• During your audit, you will find the following: 
• The CRM system was selected primarily based on the recommendation of the IT manager 

without a formal evaluation process. 
• Post-implementation, several security vulnerabilities were identified in the system. 
• There is no formal process for managing changes to the system. 
• Employees have reported access issues, either not having access to necessary functions or 

having more access than required. 
• The company does not have a formal disaster recovery plan for the CRM system. 

Required: Based on this scenario, identify the IT General Controls weaknesses and recommend 
appropriate controls to address these issues. 
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05.02. IS Acquisition and Development 

Credit:Team Having a Meeting by Fauxels, used under used under the Pexels License. 

 Briefly reflect on the following before we begin: 

• What are the key considerations when acquiring and developing information systems? 
• How do third-party vendor controls impact the security and reliability of IS? 
• How can organizations ensure their IS acquisition aligns with security and operational needs? 

The acquisition and development of IS are critical stages in the lifecycle of any organization’s IT infrastructure. 
Effective IS auditors must understand the intricacies of selecting and implementing IS to evaluate how those 
systems align with an organization’s objectives and requirements. 

A key element in this area is the evaluation of third-party vendor controls, as many organizations rely on 
external vendors for their information systems needs. We discuss the underlying risks and how to scrutinize 
vendor-provided systems for security, reliability, and compliance with standards. Secure software development 
practices are another focal point of this section. The way software is developed has a significant impact on 
the security and functionality of the final product. We will delve into best practices in software development, 
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including secure coding, testing, and implementing security features from the outset. Finally, data privacy is an 
increasingly important concern in IS development. With regulations like GDPR and CCPA, ensuring data privacy 
has become an organization’s priority. Thus, we will explore how to evaluate data privacy considerations in 
IS development. This includes understanding legal requirements, data handling practices, and implementing 
privacy-enhancing technologies. 

The IS Acquisition Process 

IS acquisition and development refer to the processes and controls involved in procuring and developing 
IS within an organization. This area is not merely about choosing and building IT systems; it encapsulates 
a strategic approach that aligns these systems with business goals, ensures their reliability, and safeguards 
them against various risks. The acquisition phase of IT systems involves evaluating, selecting, and purchasing 
hardware, software, or services from external vendors. It sets the foundation for how well the IT systems align 
with the organization’s requirements. Conversely, the development phase focuses on creating or customizing 
software applications to meet specific organizational needs through in-house development, IT outsourcing, or 
a combination of both. 

The process typically begins with a thorough assessment of the organization’s needs and objectives, which 
helps in defining the scope and requirements of the new information system. It involves engaging stakeholders, 
such as end-users, managers, and IT experts, to gather insights and input. Precise requirements are critical 
to avoid scope creep and ensure the final system aligns with the organization’s goals. Once the requirements 
are well-defined, organizations proceed to the design phase, where system architects and designers create 
a detailed blueprint of the information system, outlining its structure, functionality, and user interface. 
Considerations like scalability, security, and usability are paramount to ensure the system can adapt to evolving 
business needs and provide a positive user experience. Next, organizations move on to the development phase, 
where programmers and developers bring the system to life through coding, testing, and iterative refinement 
to ensure that the software or application functions as intended and is free from critical defects. Rigorous 
testing, including user acceptance testing (UAT), helps identify and rectify issues before deployment. Once 
development is complete, the system undergoes a thorough evaluation and validation process. This ensures 
that it meets all quality standards, adheres to security protocols, and aligns with regulatory requirements 
if applicable. It’s also a time when user training and documentation are developed to facilitate a seamless 
transition to the new system. The deployment phase marks when the information system becomes operational 
within the organization. It involves careful planning to minimize disruptions and downtime during the 
transition. Post-implementation, organizations closely monitor the system’s performance, gather user 
feedback, and make necessary adjustments to optimize functionality and address unforeseen issues. The final 
phase of the IS acquisition and development process involves ongoing maintenance and support through 
regular updates, patches, and enhancements to keep the system up-to-date and aligned with changing 
business needs. It also encompasses troubleshooting and help desk support to promptly address user inquiries 
and issues. 

A critical aspect of effective IS acquisition and development is risk assessment. Organizations must assess 
various risks before acquiring new IT systems or embarking on development projects. These risks include 
compatibility with existing systems, adherence to industry standards, potential security vulnerabilities, and the 
financial stability of vendors. By addressing these risks proactively, organizations can avoid costly mistakes 
and ensure that their IT infrastructure remains secure and efficient. One way to accomplish this is through 
adherence to industry standards and best practices. This adherence is particularly relevant in the development 
phase, where coding standards, testing methodologies, and documentation practices come into play. By 
following established standards and practices, organizations can ensure their software is reliable, maintainable, 
and secure. Furthermore, compliance with legal and regulatory requirements is essential, especially for heavily 
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regulated industries such as finance and healthcare. IT systems must meet business needs and comply with 
stringent regulatory standards in such sectors. Failure to comply can result in legal penalties, reputational 
damage, and financial losses. 

Poorly chosen or developed systems can lead to numerous problems, such as inefficiencies, increased costs, 
security vulnerabilities, and even complete project failures. Conversely, well-executed acquisition and 
development processes can enhance productivity and improve customer satisfaction and a robust security 
posture. IT projects often involve multiple stakeholders, including business units, IT teams, vendors, and 
sometimes customers. Effective communication and collaboration among these stakeholders are essential for 
the success of IT projects. It ensures that everyone’s needs are considered, potential issues are identified early, 
and the final product aligns well with the users’ requirements. 

Relevant Risks 

In IS acquisition and development, part of IT General Controls (ITGC), organizations face several primary risks 
that can significantly impact their operations and strategic objectives. Understanding these risks is vital for 
effective risk management and ensuring successful acquisition and development of information systems. Let’s 
consider some of these risks. 

• Misalignment with Business 

◦ When IT systems or software are acquired or developed without a clear understanding of business 
requirements, the result can be systems that do not meet the organization’s needs. This misalignment 
can lead to inefficiencies, wasted resources, and missed opportunities for business enhancement. 

• Overspending or Under-budgeting 

◦ IT projects, particularly in acquisition and development, are often prone to cost overruns. 
Overspending can strain an organization’s financial resources, while under-budgeting may lead to 
incomplete or inadequate systems. 

• Security Vulnerabilities 

◦ Security vulnerabilities present a significant risk in acquiring and developing IT systems. New systems, 
especially those developed in-house or customized, can have security weaknesses that expose the 
organization to cyber threats. 

• Vendor Dependency 

◦ Relying on a single vendor for critical systems or services can create a dependency that may impact 
the organization negatively if the vendor fails to deliver or ceases operations. Organizations should 
consider diversifying their vendor base and establishing contingency plans to mitigate this risk. 

• Incompatibility with Existing Systems 

◦ Incompatibility with existing systems is a risk that can lead to integration issues, data silos, and 
operational inefficiencies. New systems that do not integrate well with existing infrastructure can 
create more problems than they solve. 

• Regulatory Non-Compliance 

◦ Failure to comply with relevant laws and regulations in developing or acquiring IT systems can result in 
legal penalties, financial losses, and reputational damage. This risk necessitates that organizations stay 
abreast of legal requirements and incorporate compliance checks into their acquisition and 
development processes. 

• Inadequate User Integration 
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◦ Inadequate user acceptance and training can lead to underutilization of new systems. If end-users are 
adequately trained or the system needs to meet user expectations, the organization may realize the 
full benefits of the investment. 

• Technological Obsolescence 

◦ In the fast-evolving tech landscape, systems can quickly become outdated. Organizations must ensure 
that the systems they acquire or develop are scalable and adaptable to future technological 
advancements. 

• Poor Project Management 

◦ Lastly, project management issues, such as poor planning, inadequate resource allocation, and lack of 
clear leadership, can lead to project delays, failures, or abandonment. 

Effectively managing these risks requires careful planning, a clear understanding of business requirements, 
robust security measures, effective project management, and ongoing monitoring and adaptation. To address 
these risks, organizations must ensure that their IT systems and software investments add value, enhance 
operational efficiency, and support their strategic goals securely and competently. 

Relevant IT General Controls Objectives and Activities 

In IS Acquisition and development, a subset of IT General Controls (ITGC), several crucial controls ensure 
information systems’ effective management and implementation. These controls are vital in aligning IT projects 
with business objectives, managing risks, and ensuring successful outcomes. Let’s consider the primary ITGC 
objectives for this category. 

Requirements Analysis and Definition Control 

The primary objective is to ensure that all business requirements for new IT systems or enhancements are 
thoroughly identified, documented, and accurately reflected in system specifications. This objective involves 
gathering input from stakeholders, analyzing business processes, and meticulously documenting functional 
and technical specifications to provide a clear roadmap for system development. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Conduct regular stakeholder meetings to gather and validate business requirements. 
• Establish version control and change management procedures for requirement documents. 
• Implement automated requirement tracing tools to ensure consistency and completeness in 

documentation. 
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Vendor Assessment and Selection Control 

This objective systematically evaluates and selects external vendors to ensure they align with organizational 
criteria such as reliability, compliance, and capability. The aim is to choose vendors that best meet the 
organization’s needs and standards by reviewing vendor proposals, assessing their track record, and conducting 
due diligence. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Develop a comprehensive vendor evaluation matrix that includes reliability, compliance, and 
capability criteria. 

• Create a vendor due diligence checklist and perform thorough background checks on 
potential vendors. 

• Implement a vendor scorecard system to compare and rank vendor proposals objectively. 

Project Management Control 

The primary goal is applying project management principles to oversee the development or acquisition process 
effectively. This objective involves planning project activities, allocating resources, managing schedules, and 
tracking budgets to ensure that projects are completed on time, within budget, and to the desired quality 
standards. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Develop a detailed project plan with well-defined milestones, deliverables, and timelines. 
• Establish a project governance framework with regular status meetings and progress 

reporting. 
• Implement project management software to track and manage resources, schedules, and 

budgets. 

Testing and Quality Assurance Control 

The objective is to validate the system complies with specified requirements and functions correctly before 
deployment. It involves developing comprehensive test plans, executing test cases, and rigorously 
documenting test results to identify and rectify issues, ensuring a reliable and high-quality system. 
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Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Define a standardized testing methodology and create a comprehensive test plan for each 
project. 

• Conduct independent peer reviews of test cases and scripts to ensure thorough coverage. 
• Implement automated testing tools to execute test cases and generate detailed test reports. 

Security and Compliance Control 

This objective aims to ensure that newly developed systems are secure and compliant with relevant laws and 
regulations. It involves integrating security and compliance considerations into the system design process, 
conducting security assessments, ensuring legal compliance, and implementing security features to protect 
sensitive data and uphold legal requirements. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Conduct regular security risk assessments and penetration tests to identify vulnerabilities. 
• Establish and enforce access control policies and conduct periodic access reviews. 
• Maintain a compliance calendar to track and address regulatory requirements and 

deadlines. 

Change Management Control 

The primary objective of change management is to handle system requirements or project scope changes 
effectively. This objective includes reviewing change requests, assessing their impacts, and thoroughly 
updating project documentation to ensure all changes are evaluated, approved, and well-documented. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Establish a Change Control Board (CCB) with representatives from various departments to 
review and approve change requests. 
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• Implement a standardized change request form and workflow for tracking change approvals 
and documenting impacts. 

• Regularly update project documentation and maintain a change log to track all changes 
made during the project lifecycle. 

User Training and Documentation Control 

This objective involves preparing end-users for the new system and providing user-friendly documentation. 
The aim is to ensure that users are adequately trained and have access to necessary resources. This involves 
developing comprehensive training materials, conducting practical training sessions, and creating user-friendly 
documentation, including user guides, to facilitate seamless system adoption. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Develop user training materials, including online courses and video tutorials, to cater to 
different learning styles. 

• Conduct user training sessions with hands-on exercises and simulations to enhance user 
understanding. 

• Provide a user-friendly self-service portal for accessing user guides, FAQs, and 
troubleshooting resources to support ongoing user needs. 

Summarized Audit Program 

As discussed in Chapter 3, an audit program is a structured and comprehensive plan that outlines the 
procedures and activities to assess the effectiveness of an organization’s control environment. Based on the 
core concepts of IS acquisition and development ITGCs discussed above, presented below is a summarized 
audit program highlighting select relevant risks, corresponding ITGCs, and potential ways (audit procedures) 
to assess the operating effectiveness of such ITGCs. Please note that this is not an exhaustive audit program 
covering all applicable risks and controls and is provided for your reference only. 
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Table: Summarized Audit Program 

Detailed Description of 
the Risk and Its Impact 

Relevant IT General 
Control Activity 

Detailed Test of Controls 
Audit Procedure 

Inadequate assessment 
of business needs in 
system acquisition or 
development can lead to 
underperforming 
systems and operational 
inefficiencies. 

The control activity involves conducting a 
thorough business needs analysis for each IT 
project, where responsibilities include 
identifying system requirements, ensuring 
alignment with business objectives, and 
documentation. This is carried out at the 
initiation of each project. 

The audit procedure involves testing five 
random project documents. The auditor 
will review project initiation documents 
and business needs analysis using the 
inspection technique to ensure alignment 
with business objectives. 

Budget overruns in 
system acquisition or 
development can cause 
significant financial 
strain on the 
organization. 

Budget control and regular financial 
monitoring for IT projects are implemented 
monthly. The process includes tracking budget 
usage, reporting variances, and obtaining 
approvals for deviations. 

The auditor will review five budget records, 
comparing actual spending against 
budgeted amounts and inspecting budget 
approval documents, using analysis 
techniques to check for adherence to 
budget and investigating any significant 
variances. 

Non-compliance with 
legal and regulatory 
requirements in system 
acquisition or 
development risks legal 
penalties and 
reputational damage. 

Compliance checks are integrated into each 
project to ensure compliance with relevant laws 
and regulations. This includes reviewing 
compliance requirements and conducting 
regular compliance audits. 

The audit involves examining five 
compliance checklists and confirming 
adherence through document inspection, 
using confirmation techniques to ensure 
all regulatory and legal standards are met. 

Security vulnerabilities in 
new IT systems increase 
the risk of data breaches 
and cyberattacks. 

Security assessments are conducted for each 
system implementation, including vulnerability 
testing and security reviews. This includes 
responsibilities for conducting and 
documenting these assessments. 

The audit procedure includes testing five 
newly implemented systems through 
vulnerability scans and security 
assessments, using reperformance 
techniques to identify and document any 
security vulnerabilities. 

Insufficient user training 
on new systems leads to 
low productivity and 
underutilization of 
systems. 

User training for new systems includes 
developing training materials and conducting 
training sessions for each new system 
deployment. 

The audit will observe 25 training sessions 
to assess the effectiveness of the training 
program, using observation techniques to 
ensure comprehensive coverage of 
necessary skills and knowledge. 

Poor project 
management leading to 
project delays causes 
increased costs and 
potential project failure. 

Effective project management practices are 
conducted weekly, including overseeing project 
timelines and resource allocation. 
Responsibilities include monitoring project 
progress and reporting any delays. 

The audit involves reviewing five project 
progress reports, using inspection 
techniques to check for adherence to 
project timelines and identifying any 
significant delays or issues. 

Failure to adequately 
test new systems results 
in potential system 
failures 
post-implementation. 

Comprehensive testing of new systems is 
carried out for each system deployment. This 
includes developing test plans, executing tests, 
and documenting the results. 

The audit procedure includes inspecting 
the test results of 5 system 
implementations to verify comprehensive 
testing, using inspection techniques to 
ensure the testing meets project criteria 
and system requirements. 
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In the Spotlight 

For additional context on IS acquisition and development, please read the article titled “A Novel 
Approach for Government Acquisition and Procurement: Agile Risk Tolerance”[opens a new tab]. 

Moyer, S., Dubs, R., Skalamera, R., Kepner, R., & Meyer, M. (2021). A novel approach for government 
acquisition and procurement: Agile risk tolerance. ISACA Journal, 3. https://www.isaca.org/resources/
isaca-journal/issues/2021/volume-3/a-novel-approach-for-government-acquisition-and-procurement 

 

Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=977#h5p-123 
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Review Questions 

1. What is the primary purpose of conducting a thorough business needs analysis in the IS 
acquisition and development process? 

2. How can budget overruns in system acquisition or development be mitigated according to the 
control activity? 

3. Why is compliance with legal and regulatory requirements crucial in system acquisition and 
development, and how is it ensured? 

4. What is the critical responsibility related to security assessments in the context of IT system 
implementation, and why is it important? 

5. How can the effectiveness of user training on new systems be assessed, and why is this 
assessment critical? 

 

Mini Case Study 

Imagine you are the lead auditor for a financial services organization planning to acquire a new core 
banking system. The organization’s top management is concerned about potential risks related to the 
acquisition and wants to ensure a smooth transition while safeguarding sensitive financial data and 
maintaining compliance with financial regulations. As the lead auditor, your task is to identify and 
propose the three most appropriate IT General Controls (ITGCs) to mitigate these risks and design a 
robust audit procedure to evaluate the effectiveness of these controls. 

Required: Based on the scenario provided, please identify and propose the three most appropriate IT 
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General Controls (ITGCs) that should be implemented to mitigate the risks of acquiring a new core 
banking system. Additionally, outline a robust audit procedure for each of these controls to evaluate 
their effectiveness in addressing the organization’s concerns. 
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05.03. IS Change Management 

Credit:Top View Photo Of People Near Wooden Tables by Fauxels, used under Pexels License. 

 Briefly reflect on the following before we begin: 

• Why is change management critical in the context of information systems? 
• How do adequate change management controls contribute to organizational stability and security? 
• How can the effectiveness of change management controls be evaluated? 

IS change management involves overseeing and facilitating software, hardware, and IT process modifications. 
This section will underline how effective change management contributes to IT systems’ smooth operation and 
evolution. We will also delve into the key underlying risks and the change management ITGCs, or mechanisms 
and policies that govern how changes are made in an IT environment to ensure that changes are implemented 
securely and efficiently. This includes areas like documentation, approval processes, and testing protocols. We 
will discuss how to assess the effectiveness of such change management controls by looking at how changes 
are tracked, reviewed, and authorized. 
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Change Management Process 

IS change management ITGCs encompass a structured approach to implementing IT system changes, 
ensuring they are made securely, efficiently, and controlled. The essence of IS change management ITGCs lies 
in their ability to manage the transition of IT systems from one state to another. This transition could involve 
software updates, system enhancements, or integrating new technologies. The nature of these ITGCs is to 
provide a consistent and standardized method for handling changes, minimizing the potential for disruptions 
or errors that could arise from ad-hoc modifications. 

The change management process typically begins with initiating a change request, which can originate 
from various sources, including end-users, IT teams, management, or external stakeholders. It may be driven 
by the need to enhance existing systems, fix issues, or introduce new features. Initiators submit change 
requests outlining the proposed change’s scope, objectives, and rationale. Once a change request is received, 
it undergoes a preliminary evaluation involving an in-depth assessment of its feasibility, impact, and urgency. 
Key considerations include the potential benefits, risks, resource requirements, and alignment with strategic 
goals. A Change Advisory Board (CAB) reviews and prioritizes change requests based on these factors. The next 
step in detailed planning for approved change requests includes defining the scope, objectives, timelines, and 
resources required for the change. A change plan is developed, outlining the specific tasks, responsibilities, 
and dependencies. In larger organizations, a project manager may oversee the change project. Before 
implementing changes in the production environment, thorough testing and validation are essential. Testing 
includes various phases, such as unit testing, system integration testing, and user acceptance testing (UAT), 
where test cases are created and test results are documented to ensure that the change functions as intended 
without introducing unforeseen issues. 

Once testing is successful, the change plan is presented to the CAB for final approval. The CAB reviews the test 
results, verifies that all prerequisites are met, and ensures that the change aligns with organizational goals and 
priorities. After approval, a change authorization is granted, specifying the date and time for implementation. 
The change is implemented during a scheduled maintenance window or a low-impact time to minimize 
disruptions to normal operations. The implementation team follows the approved change plan, closely 
monitoring the process. Back-out plans are sometimes prepared to revert to the previous state in case of 
unexpected issues. After the change is implemented, ongoing monitoring is crucial to detect and address any 
issues/problems that may arise. A post-implementation review (PIR) is conducted to evaluate the effectiveness 
of the change, whether it met its objectives, and if any lessons learned can be applied to future changes. 
The PIR includes feedback from end-users and stakeholders. Throughout the change management process, 
documentation should be comprehensive and well-maintained to change requests, change plans, test results, 
implementation records, and post-implementation reports. Such robust and complete documentation ensures 
transparency and serves as a knowledge base for future reference. Effective communication throughout the 
change management process keeps the stakeholders (end-users, IT teams, and management) informed about 
the progress, timelines, and any potential impacts of the change. Clear communication helps manage 
expectations and reduces resistance to change. 

The change management process concludes with formal closure activities, including archiving all relevant 
documentation, updating configuration management databases, and ensuring the change project is officially 
closed. All suitable and appropriate lessons should be documented to improve future change management 
processes. Lastly, as a part of continuous improvement, organizations must review their change management 
practices, identify areas for enhancement, and iterate on their processes to adapt to evolving technology and 
business needs. 
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Change Management Considerations 

The importance of effective IS change management ITGCs must be recognized. Without these controls, 
organizations risk introducing changes that could destabilize their IT systems, leading to potential downtime, 
data inconsistencies, or security vulnerabilities. Conversely, well-managed change processes ensure that 
modifications to IT systems enhance functionality, address security needs, and align with business objectives 
without causing disruptions to operations. They protect the integrity and stability of IT systems when changing. 
They ensure that every modification, whether minor or significant, undergoes a rigorous planning, testing, 
approval, and documentation process. 

A critical aspect of IS change management ITGCs is a risk assessment of the IS changes and their impact 
on the organization before implementation. This assessment includes understanding how the change will 
interact with existing systems, the potential for data loss or system downtime, and the implications for user 
experience. Organizations can make informed decisions about whether to proceed with a change and how best 
to implement it by conducting these assessments. Another vital element of IS change management ITGCs is 
documentation requiring detailed records of all changes, including why they were made, who approved them, 
and how they were implemented. In addition to providing a historical record, such detailed documentation also 
aids in troubleshooting if issues arise post-implementation to ensure transparency and accountability in the 
change management process. 

Lastly, in the rapidly evolving world of technology, IS change management ITGCs play a crucial role in 
facilitating innovation by providing a structured way for organizations to integrate new technologies and 
capabilities into their IT infrastructure. By managing these integrations carefully, organizations can stay ahead 
of the technology curve, adopting new tools and technologies that can give them a competitive edge. 

Relevant Risks 

In IS change management, organizations face several primary risks that can significantly impact their 
operations and strategic objectives. Understanding these risks is vital for effective risk management and 
ensuring information systems’ successful change design, development, deployment, and ongoing monitoring. 
Let’s consider some of these risks. 

• Unauthorized changes 

◦ Only authorized changes occur when changes to IT systems are made with proper authorization or 
oversight. Unauthorized changes can lead to system failures, security breaches, and data loss. They 
undermine the stability and reliability of IT systems. To mitigate this risk, organizations need robust 
controls that ensure all changes are authorized, documented, and tracked. 

• Inadequate testing of changes 

◦ When changes to IT systems are not thoroughly tested, they can introduce errors and vulnerabilities. 
These issues can disrupt business operations and compromise data security. Effective change 
management requires comprehensive testing procedures to ensure changes do not adversely affect 
system performance or security. 

• Poor documentation 

◦ With proper documentation, tracking the history and impact of changes becomes more accessible. 
This lack of documentation can hinder troubleshooting efforts and accountability. Maintaining 
detailed records of all changes, including their purpose, implementation details, and effects, is 
essential. 
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• Lack of communication 

◦ If stakeholders, including IT staff and end-users, are informed about changes, it can lead to clarity, 
misuse of systems, and reduced productivity. Effective communication strategies ensure that all 
relevant parties know and understand the changes. 

• Regulatory Non-Compliance 

◦ Changes to IT systems must comply with relevant laws and industry standards. Failure to ensure 
compliance can lead to legal penalties, financial losses, and reputational damage. Organizations must 
integrate compliance checks into their change management processes. 

• Inadequate training and support 

◦ Inadequate training and support for users following changes can lead to underutilization or incorrect 
use of updated systems. Users need to be trained and supported to adapt to changes effectively. This 
training ensures that the full benefits of changes are realized and that users are comfortable and 
proficient with the updated systems. 

• Lack of rollback plan 

◦ If a change causes significant issues, the ability to revert to a previous state is crucial to minimize 
disruption. With a rollback plan, organizations may be able to restore normal operations quickly in 
case of problematic changes. 

• Fragmented change management 

◦ Inconsistent or siloed processes can lead to inefficiencies, errors, and oversight gaps. A unified and 
standardized approach to change management is vital to ensure consistency and control across al IT 
systems and departments. 

• Resistance to change 

◦ Change can be met with resistance from employees, which can hinder the successful implementation 
of new systems or updates. Addressing this risk involves effective change management strategies, 
including stakeholder engagement, addressing concerns, and emphasizing the benefits of changes. 

Effectively managing these risks requires robust control processes, comprehensive testing and documentation, 
effective communication and training, compliance checks, and strategies to manage resistance. Addressing 
these risks is essential to ensure that changes to IT systems enhance functionality, security, and performance, 
align with business objectives, and comply with regulatory standards. 

Relevant IT General Controls Objectives and Activities 

In IS change management, a subset of IT General Controls (ITGC), several crucial controls ensure information 
systems’ effective ongoing updates, refreshes, and maintenance. These controls are vital in aligning existing IS 
with business objectives, managing risks, and ensuring successful outcomes. Let’s consider the primary ITGC 
objectives for this category. 

Change Request Evaluation Control 

The primary objective of this control is to ensure that all proposed changes to information systems undergo 
a rigorous evaluation process. It aims to assess the feasibility, impact, benefits, risks, and alignment with 
organizational objectives before approving changes for implementation. It involves a structured review of 
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change requests submitted by stakeholders. A change advisory board (CAB) or designated team assesses 
the proposed changes to determine their significance, resource requirements, and potential effects on the 
organization’s systems and processes. This evaluation helps prioritize changes based on their value, urgency, 
and potential risks, ensuring that only changes with clear benefits and minimal disruptions are approved for 
further planning and implementation. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Implement a standardized system for categorizing and prioritizing change requests based 
on business impact, urgency, and alignment with strategic objectives. 

• Conduct thorough impact assessments for proposed changes to understand potential risks, 
resource requirements, and dependencies on existing systems and processes. 

• Ensure a defined process for allocating resources, including personnel, hardware, and 
software, to support approved changes. 

Change Approval Control 

The primary goal of this control is to establish a formalized process for approving proposed changes to 
information systems by ensuring that only authorized and well-vetted changes proceed to the implementation 
stage. Change Approval Control involves a structured decision-making process where the CAB or designated 
authority reviews the results of change request evaluations, considering factors such as compliance, business 
impact, resource availability, and alignment with strategic objectives. The approval process includes verifying 
that all prerequisites and documentation are in place before granting authorization for the change’s 
implementation. This control ensures that changes are aligned with the organization’s priorities and do not 
introduce unnecessary risks. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Establish a CAB or a designated authority responsible for reviewing and approving change 
requests, ensuring that only authorized individuals make decisions regarding changes. 

• Define documentation requirements that must be met before a change is approved, 
including detailed change plans, risk assessments, and compliance checks. 

• Implement a formalized workflow for obtaining approvals, including clear steps, responsible 
parties, and deadlines for decision-making. 
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Change Implementation Control 

This control aims to ensure approved changes are implemented, controlled, and systematically by minimizing 
disruptions to existing systems and processes during the implementation phase. It encompasses the planning 
and executing changes by defining detailed implementation plans, scheduling changes during low-impact 
periods, and closely monitoring the execution process. This control ensures that changes are implemented 
according to the approved plan, minimizing the potential for service interruptions or adverse effects on end-
users. It also includes validation to confirm that the implemented change functions as intended. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Develop comprehensive implementation plans that outline the step-by-step execution of 
changes, including scheduling, resource allocation, and contingency measures. 

• Conduct validation checks after implementing changes to verify that the shift functions as 
intended and has not introduced any unforeseen issues. 

• Establish well-defined back-out procedures that allow for the quick reversal of changes in 
case of unexpected problems during implementation. 

Testing and Validation Control 

The primary objective of this control is to ensure that changes to information systems are thoroughly tested 
and validated before implementation. It aims to identify and rectify any issues or defects, reducing the risk 
of post-implementation problems. It involves the development of comprehensive test plans, test cases, and 
testing procedures. It includes various testing phases, such as unit testing, system integration testing, and user 
acceptance testing (UAT). This control ensures that changes are tested in a controlled environment and that the 
results are documented. Any identified issues or defects are addressed before implementation to guarantee 
that the change functions as expected and aligns with user requirements. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Create detailed test cases that cover various aspects of the change, including functional, 
performance, and security testing. 

• Ensure testing is conducted in isolated environments to prevent accidental impact on 
production systems. 

• Implement a defect tracking system to document and prioritize issues discovered during 
testing, with clear procedures for resolution and retesting. 
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Change Documentation Control 

This control aims to maintain comprehensive and accurate documentation of all change-related activities by 
ensuring transparency, accountability, and a knowledge base for future reference. It involves creating and 
maintaining documentation throughout the change management process, including change requests, 
change plans, test results, implementation records, and post-implementation reports. Proper documentation 
enables effective communication, knowledge transfer, and compliance with audit and regulatory requirements. 
It ensures that all stakeholders have access to essential information related to the change. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Establish a standardized template for change request documentation, ensuring that all 
necessary information is captured consistently. 

• Implement version control mechanisms to track changes in documentation and ensure that 
the most current information is readily available. 

• Define retention policies for change-related documentation, specifying how long records 
should be retained for audit and compliance purposes. 

Post-Implementation Review Control 

The primary objective of this control is to conduct a thorough review of changes after implementation. It aims 
to evaluate the effectiveness of the change, identify lessons learned, and ensure that the intended benefits are 
realized. It systematically assesses the change’s impact on the organization by including feedback from end-
users and stakeholders to gather insights into its performance and alignment with business objectives. Lessons 
learned from the implementation process are documented to improve future change management practices. 
It also helps in continuous improvement and optimization of change management processes. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Solicit feedback from end-users and stakeholders using surveys, interviews, or feedback 
forms to gather insights into their experiences with the implemented change. 

• Establish key performance indicators (KPIs) to measure the impact of the change on 
operational efficiency, customer satisfaction, and other relevant metrics. 

• Conduct lessons learned workshops with project teams to identify areas of improvement in 
the change management process and capture best practices for future changes. 
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User Training and Documentation Control 

This control aims to ensure effective communication and training for stakeholders affected by the change by 
minimizing resistance to change, enhancing user adoption, and facilitating a smooth transition. It involves 
a well-planned communication strategy informing stakeholders about the change’s progress, timelines, and 
potential impacts. It also includes developing user training materials, such as user manuals, online courses, 
and training sessions. Training ensures end-users gain the necessary skills and knowledge to use the changed 
systems effectively. It fosters understanding, cooperation, and a positive user experience during and after the 
change implementation process. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Develop a communication plan that includes notifications to stakeholders about upcoming 
changes, their benefits, and any expected impacts. 

• Create comprehensive training programs encompassing various learning styles, including 
hands-on exercises, simulations, and online resources. 

• Establish user support channels, such as help desks or online portals, to provide ongoing 
assistance and address user inquiries and issues related to the change. 

Summarized Audit Program 

As discussed in Chapter 3, an audit program is a structured and comprehensive plan that outlines the 
procedures and activities to assess the effectiveness of an organization’s control environment. Based on the 
core concepts of IS change management ITGCs discussed above, presented below is a summarized audit 
program highlighting select relevant risks, corresponding ITGCs, and potential ways (audit procedures) to assess 
the operating effectiveness of such ITGCs. Please note that this is not an exhaustive audit program covering all 
applicable risks and controls and is provided for your reference only. 
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Table: Summarized Audit Program 

Detailed 
Description of 
the Risk and Its 
Impact 

Relevant IT General 
Control Activity 

Detailed Test of Controls 
Audit Procedure 

Unauthorized 
changes to IT 
systems can lead to 
security 
vulnerabilities, 
system failures, and 
data integrity 
issues. 

The control activity involves a formal change 
management process where all changes to IT 
systems are logged, evaluated, and approved before 
implementation. This process is conducted for every 
change request. Key responsibilities include 
reviewing change requests, assessing their impact, 
obtaining necessary approvals, and documenting all 
changes. 

The audit inspects 40 change 
management logs and reviews the 
corresponding approval documentation. 
The auditor will use the inspection 
technique to verify that all changes were 
logged correctly, evaluated, and approved 
according to the established change 
management procedures. 

Inadequate testing 
of IT system 
changes can result 
in operational 
disruptions and 
unanticipated 
system errors. 

The control activity mandates thorough testing of all 
changes to IT systems before they are deployed. This 
includes developing test plans, executing test cases, 
and documenting the test results. Testing is 
performed for each significant change. 

The audit involves examining 40 sets of 
test documentation for recent significant 
changes, using the inspection technique to 
ensure that comprehensive testing was 
conducted and that test results confirm 
the changes function as intended. 

Lack of 
documentation for 
IT system changes 
can lead to a loss of 
knowledge and 
difficulty 
troubleshooting 
future issues. 

This control activity requires detailed documentation 
of all changes to IT systems, including the rationale 
for the change, the change process, and any testing 
conducted. Documentation is needed for each shift. 

The audit involves reviewing 
documentation for 40 recent system 
changes, using the inspection technique to 
verify that comprehensive documentation 
is maintained for each change, and 
documenting the rationale, process, and 
testing outcomes. 

Ineffective 
communication of 
IT system changes 
can result in user 
confusion and 
errors. 

The control activity includes a communication plan 
for all significant IT system changes, ensuring that 
relevant stakeholders are informed about the 
changes, their impact, and any required actions. This 
is done for each significant change. 

The audit involves reviewing 
communication records for 40 recent 
significant changes, using the inspection 
technique to confirm that effective 
communication was conducted according 
to the communication plan and that 
stakeholders were appropriately informed. 

Failure to monitor 
and review the 
effectiveness of IT 
system changes 
can lead to 
persistent issues 
and missed 
improvement 
opportunities. 

The control activity involves post-implementation 
reviews for significant changes to assess their 
effectiveness and identify any issues or improvement 
areas. These reviews are conducted after each 
significant change. 

The audit includes examining 40 
post-implementation review reports, using 
the inspection technique to ensure that 
reviews were conducted and any identified 
issues or improvements were documented 
and addressed. 

Inadequate 
management of 
emergency 
changes can result 
in rushed and 
uncontrolled 
modifications to IT 
systems. 

The control activity requires a specific process for 
managing emergency changes, including expedited 
evaluation, approval, and post-implementation 
review. This process is activated for each emergency 
change. 

The audit involves reviewing the 
documentation for 25 recent emergency 
changes, using the inspection technique to 
verify that the emergency change was 
managed according to the specific process 
and that necessary controls were 
maintained. 

Insufficient 
tracking of changes 
over time can 
obscure the history 
of system 
modifications and 
impact system 
stability. 

The control activity involves maintaining a 
comprehensive change log that records all changes 
made over time, including dates, descriptions, and 
responsible parties. This log is updated with every 
change. 

The audit procedure includes examining 
the change log for the past two quarters, 
using the inspection technique to confirm 
that it accurately records all changes, 
including their dates, descriptions, and 
responsible parties. 
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In the Spotlight 

For additional context on auditing IS change management, please read the article titled “IT Change 
Management for Service Organizations: Process, Risks, Controls, Audits” [opens a new tab]. 

McCarty, B. (2021). It change management for service organizations: Process, risks, controls, audits. 
LinfordCo Blog. https://linfordco.com/blog/change-control-management/ 

 

Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=1011#h5p-141 
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Review Questions 

1. What is the primary objective of Change Request Evaluation Control in IS change management 
ITGCs? 

2. How can organizations mitigate the risk of unauthorized changes to IT systems? 
3. Why is thorough testing and validation essential in IS change management? 
4. What is the significance of documentation in the change management process? 
5. How can organizations effectively communicate IT system changes to stakeholders during the 

change management process? 

 

Mini Case Study 

Imagine you are an IT auditor tasked with evaluating the change management process of a medium-
sized financial institution planning a significant upgrade to its core banking system. The organization is 
firmly committed to ensuring the security and reliability of its IT systems. They have requested your 
expertise in identifying and assessing IT General Controls (ITGCs) most appropriate for this critical 
project. 

Required: Please provide the three most appropriate change management IT General Controls that 
should be in place to ensure the success of the core banking system upgrade. Additionally, propose an 
appropriately robust audit procedure to evaluate the effectiveness of these controls in the context of 
this upgrade. 
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05.04. User Access Administration 

Credit: People Having Business Meeting Together by Fauxels, used under Pexels License. 

 Briefly reflect on the following before we begin: 

• What is the role of role-based access control in user access administration? 
• How do user access administration controls protect sensitive information? 
• What are the challenges in managing user access in large organizations? 

User access administration addresses a crucial component of IT General Controls: managing and controlling 
access to the organization’s IS. It is a fundamental aspect of information security and is pivotal in protecting 
sensitive information from unauthorized access. In this section, we will introduce the concept of role-based 
access control and user access provisioning to manage access rights effectively. Role-based access control 
(RBAC) is a method where access rights are assigned based on the user’s role within the organization by 
ensuring that employees have access to the information necessary for their job functions and nothing more. 
We will also discuss the intricacies of implementing RBAC, discussing its benefits and challenges. This includes 
how it enhances security while also making the administration of user privileges more efficient. 
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Next, we will shift our discussion to the relevant risks and corresponding ITGCs related to user access 
administration, which is essential for ensuring that user access rights are appropriate and secure. We will 
explore controls, including access request and approval processes authentication mechanisms and periodic 
access reviews that are crucial in preventing unauthorized access and maintaining the integrity of information 
systems. Evaluating these controls is a critical skill for IS auditors and hence. We will discuss selected aspects 
of assessing the effectiveness of user access administration controls by examining how organizations manage 
and monitor user access through a summarized audit program. 

User Access Administration Process 

The IS user access administration process is pivotal in securing and efficiently managing user access to critical 
organizational resources. 

New User Access Management 

It encompasses several vital aspects, beginning withnew user access management. When a new employee 
joins an organization or an external partner requires access to specific systems, the process starts with an access 
request initiated by the HR department or an authorized manager. This request outlines the user’s role, the 
systems they need access to, and the necessary access levels. The IT department then creates user accounts, 
ensuring that they align with the principle of least privilege, granting only the minimum access required 
for the individual’s job function. Following this, authentication mechanisms are established, often involving 
usernames, passwords, or multifactor authentication (MFA). New users may also undergo training on security 
protocols, acceptable use policies, and data protection to understand their responsibilities regarding system 
access and data handling. 

Terminated User Access Management 

Terminated user access management is imperative when employees depart or no longer require access. 
Prompt action is vital to revoke access swiftly, preventing unauthorized use and data breaches. This process 
begins when HR or department managers inform the IT department of the change in the employee’s status. 
Subsequently, IT personnel disable or delete user accounts, revoking all access privileges. It’s important to note 
that data owned or accessed by the departing employee should be backed up and, if necessary, transferred to 
relevant colleagues to ensure business continuity and data retention compliance. Periodic access reviews and 
audits help identify dormant or overlooked accounts, enabling organizations to maintain control and security. 

Transferred User Access Management 

Another facet of access administration is transferred user access management. When employees change 
departments or take on a new role within the organization, their access privileges must be adjusted to align 
with their new responsibilities. This adjustment involves a modification request initiated by HR or department 
managers, prompting IT personnel to modify the user’s access permissions. Depending on the nature of the 
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role change, the employee may also require additional training or awareness sessions to understand their 
updated responsibilities and access rights. 

Privileged User Access Management 

In addition to standard user access, organizations must diligently manage privileged user access. Privileged 
users include IT administrators, system administrators, and other personnel with elevated access rights. Given 
the high privileges of these users, it is crucial to implement strict controls to prevent misuse or unauthorized 
access. Privileged user access management typically involves a more rigorous approval process and 
continuous monitoring. A comprehensive review and approval process is initiated when an employee’s role 
requires privileged access. This process often necessitates authorization from senior management or 
department heads. Privileged users are subject to more stringent authentication measures, such as strong 
passwords, regular password changes, and multifactor authentication. Monitoring elite user activities is crucial 
to detect any unusual or potentially malicious behaviour promptly. This is often accomplished through security 
information and event management (SIEM) systems that track and analyze user activities in real-time. Periodic 
access reviews and audits are also conducted to ensure that privileged users maintain their level of access 
only as long as necessary. The principle of least privilege is fundamental here, ensuring that privileged users 
have access only to the systems and data required for their specific job functions, minimizing the risk of data 
breaches or misuse. 

Emergency Access Management 

In certain urgent situations, authorized individuals may require immediate access to critical systems or data to 
address cybersecurity incidents, system failures, or other emergencies. The emergency access management
process defines who can grant emergency access privileges and under what circumstances. To prevent misuse 
or unauthorized access, individuals requesting emergency access must provide a clear and documented 
justification for their request. This justification should demonstrate the necessity and urgency of the access. 
Approvals from appropriate authorities are typically required before granting emergency access. 

While emergency access is essential in crises, it should be subject to strict controls and monitoring. The 
process should specify how the organization tracks and records emergency access activities, including the 
duration of access and the actions taken during the emergency. Emergency access should be granted for 
a specific duration, typically limited to the duration of the emergency. It is essential to ensure this access is 
revoked promptly once the crisis is resolved to prevent ongoing unauthorized access. Organizations should 
define the circumstances under which emergency access can result in escalated privileges. 

The process should outline the authentication mechanisms used to verify the identity of individuals 
requesting emergency access. Additionally, robust audit trails must be maintained to record all activities using 
emergency access privileges. This audit trail helps in post-incident analysis and accountability. All emergency 
access requests, approvals, and activities should be thoroughly documented. Reporting mechanisms should 
be in place to provide transparency and enable reviews of emergency access usage. Documentation helps 
ensure accountability and compliance with regulatory requirements. Organizations should periodically review 
and update their procedures to maintain the integrity of the emergency access process. Employees who may 
be involved in emergency access management should receive training on these procedures and understand 
their roles and responsibilities. 

The emergency access management process should be closely integrated with the organization’s incident 
response plan. It should specify how and when emergency access is invoked during cybersecurity incidents, 
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natural disasters, or other crises. Coordination with incident response teams is essential. Organizations 
operating in regulated industries should align their emergency access management process with industry-
specific compliance requirements. This includes ensuring that emergency access activities are documented 
and reported by relevant regulations. 

Role-based Access Controls 

Whether the access provisioning, de-provisioning, or updates are handled at the end-user or privileged user 
level, managing such access is handled effectively using role-based access controls or RBACs. It is a 
sophisticated approach to user access management that provides organizations with a structured and scalable 
method for controlling access to information systems and resources. In RBAC, permissions and access rights are 
assigned based on user roles and responsibilities within the organization. This model streamlines the process 
of granting, modifying, and revoking access, making it more efficient and reducing the risk of unauthorized 
access or permissions creep. The foundation of RBAC lies in the role assignment process. This approach defines 
roles based on job functions, responsibilities, and organizational access needs. For example, roles may include 
“Financial Analyst,” “HR Manager,” or “Sales Representative.” Each role is associated with permissions and access 
rights that align with the tasks and responsibilities typically performed by individuals in that role. Roles are 
defined in collaboration with department heads, HR, and IT teams to ensure accuracy and completeness. 

Once roles are established, individuals within the organization are assigned specific roles based on their 
job titles or responsibilities. This assignment process simplifies access management as users inherit the 
permissions associated with their assigned role. For instance, when a user is designated as an “HR Manager,” 
they automatically gain access to HR-related systems and data without the need for additional individual 
permission assignments. Conversely, when roles change due to promotions, transfers, or shifts in 
responsibilities, access rights can be adjusted by simply updating the user’s role assignment. RBAC defines 
access rights and permissions at a granular level. Permissions specify what actions or operations a user can 
perform, such as read, write, delete, or execute, while access rights define the resources or data that can be 
accessed. For example, an “HR Manager” role may grant permission to read and update employee records in 
the HR database. Defining access at this level of detail ensures that users have only the necessary privileges to 
fulfill their job duties, reducing the risk of data breaches or unauthorized actions. 

Organizations often implement hierarchical role structures within RBAC to accommodate complex access 
requirements. In this setup, roles are organized hierarchically, with higher-level roles encompassing broader 
access rights and lower-level roles inheriting permissions from their parent roles. For instance, a “Department 
Head” role might include all the access rights of the roles within their department. This simplifies management 
by allowing higher-level changes to cascade down to subordinates. 

RBAC in Action 

Consider the onboarding of a new employee as an example of RBAC in action. When new 
employees join the organization, the HR department assigns them a predefined role, such as “Junior 
Software Developer.” This role is associated with permissions to access development tools, project 
repositories, and relevant documentation. As the employee gains experience and takes on additional 
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responsibilities, they may be moved to the “Software Developer” or “Senior Software Developer” 
roles, each with a corresponding set of expanded permissions. When the employee changes roles, 
their access rights are automatically adjusted, ensuring they have the appropriate level of access 
without manual intervention. 

Password Management 

An organization’s password management policies are a crucial component of its overall IS security strategy 
designed to establish guidelines, procedures, and best practices for creating, managing, and securing 
passwords used to access various systems, applications, and resources within the organization’s IT environment. 
Here’s a description of critical aspects typically covered in such policies: 

• Password Complexity Requirements 

◦ Passwords should meet specific complexity criteria, including a minimum length and a combination 
of uppercase and lowercase letters, numbers, and special characters. 

◦ Passwords should not be based on easily guessable information like common words, phrases, or 
patterns (e.g., “password123” or “admin”). 

◦ Passwords should be unique and not reused across multiple accounts or systems. 
• Password Change Frequency 

◦ Define how often users are required to change their passwords. This can vary depending on the 
organization’s risk tolerance but is usually set to 60 to 90 days. 

◦ Encourage users to change their passwords immediately if they suspect unauthorized access or a 
security breach. 

• Password Storage and Encryption 

◦ Specify that passwords must be securely stored using robust encryption techniques. Storing plain-
text passwords is a security risk. 

◦ Emphasize the importance of protecting password databases from unauthorized access. 
• Multi-Factor Authentication (MFA) 

◦ Promote using MFA or two-factor authentication (2FA) for systems and applications that contain 
sensitive data or provide critical access. 

◦ Explain the benefits of MFA in adding an extra layer of security beyond passwords. 
• Password Recovery and Reset Procedure 

◦ Outline the process for users to recover or reset their passwords if they forget them or are locked out of 
their accounts. 

◦ Ensure that password recovery methods, like security questions or email verification, are secure and 
reliable. 

• Account Lockout Policies 

◦ Define rules for account lockouts after a certain number of failed login attempts. This discourages 
brute-force attacks. 

◦ Describe how users can unlock their accounts or seek assistance from IT support if locked out. 
• Password Sharing and Accountability 
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◦ Prohibit the sharing of passwords among employees. Each user should have their unique credentials. 
◦ Establish accountability by requiring users to safeguard passwords and report suspicious activity 

promptly. 
• Employee Training and Awareness 

◦ Emphasize the importance of user training and awareness regarding password security. 
◦ Educate employees about common password-related threats like phishing and social engineering 

attacks. 
• Third-party Access and Vendor Passwords 

◦ Specify how third-party vendors or contractors who require access to the organization’s systems 
should manage their passwords. 

◦ Ensure that vendors adhere to the organization’s password policies. 
• Monitoring and Auditing 

◦ Describe how the organization will monitor password usage and conduct regular audits. 
◦ Detail the frequency and scope of password audits to identify any anomalies or non-compliance. 

• Password Policy Enforcement 

◦ Explain the consequences of violating password policies, including potential disciplinary actions. 
◦ Encourage employees to report suspected security breaches or password-related incidents. 

• Regular Policy Review and Updates 

◦ Highlight that password policies should be reviewed periodically and updated to align with evolving 
security threats and industry best practices. 

◦ Ensure that employees are aware of changes to the policy. 
• Secure Password Managers 

◦ Encourage using reputable password manager tools to help users securely generate and store 
complex, unique passwords. 

◦ Provide guidelines for selecting and using password managers effectively. 
• Account Deactivation and Password Removal 

◦ Outline procedures for deactivating accounts of employees who leave the organization or change 
roles. 

◦ Specify how passwords are removed or reset for inactive or terminated accounts to prevent 
unauthorized access. 

• Exceptions and Escalations 

◦ Describe the process for handling exceptions to password policies, such as granting temporary 
exemptions for specific situations. 

◦ Establish escalation procedures for addressing complex or high-risk cases. 

Segregation of Duties 

An integral part of access administration is the principle of segregation of duties (SoD). SoD is a critical 
control mechanism aimed at preventing conflicts of interest and reducing the risk of fraud or errors within an 
organization. It ensures that no single user or role has unchecked control over critical processes or sensitive 
data. The principle of SoD is embedded in access management by defining which combinations of access 
rights are incompatible. For instance, a user who can approve financial transactions should differ from the 
person responsible for executing those transactions. To implement SoD effectively, organizations identify 
critical business processes and map out the necessary access controls. Access reviews and audits play a crucial 
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role in verifying that SoD policies are upheld. Regular assessments are conducted to confirm that no individual 
or role has accumulated conflicting access rights. Whenever discrepancies are identified, corrective actions 
are taken to remediate the situation, which may involve modifying user permissions or redesigning business 
processes to align with SoD requirements. 

Monitoring of Current User Access 

Efficient user access management necessitates monitoring current user access appropriateness to ensure 
users maintain access levels consistent with their job roles. This involves continuous surveillance of user 
activities and permissions. IT departments deploy various tools and technologies to achieve this, including 
user activity logs, access control lists, and automated systems that track user behaviour. When monitoring 
reveals discrepancies or anomalies, immediate action is taken to investigate and rectify unauthorized access 
or suspicious activities. Routine access reviews, often conducted by IT administrators or security teams, help 
maintain compliance and data security. These reviews involve examining the permissions and activities of 
individual users to determine whether any adjustments are needed. They are essential for ensuring user access 
aligns with changing job roles and responsibilities. Automated alerts and anomaly detection systems can 
further enhance monitoring capabilities, promptly flagging any unusual activities for investigation. 

User Access Administration Considerations 

In terms of its role within an organization, user access administration acts as a gatekeeper for IT resources since 
it determines and enforces who can access specific data and systems under what conditions and tracks their 
activities for security purposes. This gatekeeping is crucial for protecting sensitive information and maintaining 
the integrity and reliability of IT systems. 

Effective User Access Administration involves several key activities. First, it requires a comprehensive 
understanding of the various roles within an organization and the specific access needs associated with 
each role. This understanding helps set up role-based access controls, a standard method for managing 
user permissions. Second, it involves implementing robust authentication methods. These can range from 
traditional password-based authentication to more advanced techniques like biometric verification or two-
factor authentication. Next, user access administration monitors and audits user activities to detect any unusual 
or unauthorized actions that could indicate a security breach. It also serves as a compliance tool, ensuring 
user activities align with organizational policies and regulatory requirements. Periodic review and updating 
user access rights are also integral to user access administration. Employees’ access needs change as they 
change roles, leave the company, or take on new responsibilities. With regular updates, organizations can avoid 
having users with outdated or excessive access rights, increasing the potential for security lapses. In addition 
to security, user access administration also plays a role in operational efficiency. Organizations can avoid delays 
and improve productivity by ensuring employees have timely and appropriate access to the systems and 
information they need. Efficient user access management enhances the user experience, reducing frustration 
and allowing employees to focus on their core responsibilities. 

Lastly, user access administration is not a set-it-and-forget-it process. It requires ongoing management and 
adaptation to organizational changes and the broader IT environment. As new systems are implemented or 
existing systems evolve, access controls must be reviewed and adjusted accordingly. 
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Relevant Risks 

In IS user access administration, organizations face several primary risks that can significantly impact their 
operations and strategic objectives. Understanding these risks is vital for effective risk management and 
ensuring access is granted to the organization’s critical data and IS on a need-to-know basis. Let’s consider 
some of these risks. 

• Unauthorized access 

◦ Unauthorized access occurs when individuals access systems or data they cannot view or use. Such 
unauthorized access can lead to sensitive information being exposed, misused, or stolen, posing 
significant threats to the organization’s security and compliance status. 

• Excessive privileges 

◦ Sometimes, users are granted more access rights than necessary for their job functions. This excessive 
access can lead to accidental or deliberate misuse of data and systems, increasing the risk of breaches 
and compliance issues. 

• Inadequate monitoring 

◦ Without proper oversight, inappropriate or unauthorized user actions can go undetected, potentially 
leading to data breaches or other security incidents. Implementing robust monitoring tools and 
conducting regular audits of user activities are essential to ensure IT systems’ secure and compliant 
use. 

• Ineffective access revocation 

◦ Employees’ access needs change as they leave, join, or move within an organization. Promptly update 
access rights in these situations to protect the organization. Former employees might retain access to 
systems, or new employees might need more access, hindering productivity. 

• Lack of user training 

◦ Users need to be adequately trained on the importance of data security, and the correct use of IT 
systems can inadvertently cause security breaches. Providing regular training and fostering a culture 
of security awareness is vital in reducing the risks associated with user errors. 

• Weak password policies 

◦ Weak password management poses a significant risk. Simple or reused passwords can be easily 
compromised, leading to unauthorized access. Enforcing strong password policies and encouraging 
password management tools can help mitigate this risk. 

• Regulatory non-compliance 

◦ Regulations often mandate strict controls over who can access certain types of data. Non-compliance 
can result in legal penalties and reputational damage. Ensuring that access controls align with 
regulatory requirements is essential. 

• Cloud integration challenges 

◦ Cloud environments often require different access control mechanisms compared to traditional on-
premises setups. Adapting user access policies and controls to manage cloud-based resources 
effectively is crucial in this evolving IT landscape. 

• Insider threats 

◦ Insiders with malicious intent can exploit their legitimate access to systems for harmful purposes. 
Continuous monitoring and behaviour analysis, combined with strong access controls, can help detect 
and prevent such insider threats. 
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Effectively managing these risks involves implementing robust access controls, regular reviews and monitoring 
of user activities, strong password policies, continuous training and awareness programs, and adapting to the 
evolving IT environment. Mitigating these risks is essential for maintaining the security and integrity of an 
organization’s information systems and ensuring operational efficiency and regulatory compliance. 

Relevant IT General Controls Objectives and Activities 

In IS user access administration, a subset of IT General Controls (ITGC), several crucial controls ensure 
information systems’ effective access management to roles and profiles. These controls are vital in aligning 
existing IS with business objectives, managing risks, and ensuring successful outcomes. Let’s consider the 
primary ITGC objectives for this category. 

User Access Provisioning Control 

The primary objective of this control is to ensure that new user access to information systems is granted 
promptly and accurately, aligning with their job roles and responsibilities. It aims to establish a systematic and 
well-documented process for accessing newly onboarded employees or individuals who require access due to 
role changes. It ensures that access is provided promptly, following predefined role-based access models. This 
control helps prevent delays in employee productivity and reduces the risk of unauthorized access. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Implement a standardized process where new employees or individuals with changing roles 
submit access requests based on predefined roles. The appropriate authorities should review 
and approve these requests before access is granted. 

• Utilize identity and access management (IAM) systems to automate user access provisioning. 
When a new user is added to the HR system, the IAM system can automatically create 
accounts and assign appropriate access rights based on the user’s role. 

• Regularly audit user access provisioning activities to ensure compliance with access policies 
and identify deviations or anomalies. This audit may involve reviewing and comparing access 
logs against approved access requests. 

User Access De-Provisioning Control 

This control ensures that access to information systems is promptly revoked when users no longer require it, 
such as when they leave or change job roles. It focuses on the secure and timely removal of access rights for 
individuals whose roles change or who depart the organization. It is crucial for preventing unauthorized access 
to sensitive data and systems. De-provisioning controls should include removing physical and electronic access 
privileges, such as disabling accounts, revoking permissions, and collecting physical access credentials. 
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Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Develop a comprehensive exit checklist that includes removing user access rights as one of 
the critical steps when an employee leaves the organization. This checklist should be followed 
for all departing employees. 

• Implement automated de-provisioning processes that trigger when HR records indicate an 
employee’s departure. This ensures access is promptly revoked, reducing the risk of 
unauthorized access after an employee leaves. 

• Conduct periodic access recertification reviews to verify that all user accounts are still 
necessary and that terminated employees have removed their access. This review process 
should involve managers and data owners. 

Periodic Access Reviews Control 

The purpose of this control is to conduct regular reviews of user access rights to identify and rectify any 
discrepancies or violations of access policies. It involves scheduled assessments of user access to information 
systems. The goal is to verify that individuals have appropriate access based on their roles and responsibilities 
and that there are no unauthorized or conflicting access rights. Reviews may include validation of access lists, 
comparison with HR records, and approvals for exceptions or changes. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Establish a workflow-driven access review process that automates the review cycle. 
Managers and data owners receive notifications to periodically review and confirm the access 
rights of their team members. 

• Maintain detailed audit trails of access review activities, including who performed the 
reviews, when they were conducted, and the results. These audit trails provide transparency 
and accountability. 

• Define a process for handling exceptions identified during access reviews. If a user’s access 
rights need to be adjusted, this process should involve documented approvals and 
justifications. 

Password Management Control 

The primary objective of this control is to implement robust password policies and procedures to ensure user 
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passwords are secure and regularly updated. Password management control focuses on strengthening the 
security of user accounts by establishing password policies, such as complexity requirements and expiration 
periods. It also includes mechanisms for securely storing and transmitting passwords and enforcing password 
changes regularly. Effective password management reduces the risk of unauthorized access due to 
compromised or weak passwords. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Enforce password complexity policies that require users to create strong, unique passwords. 
Implement rules for password length, memorable characters, and regular password changes. 

• Configure systems to send notifications to users when their passwords are about to expire. 
Encourage users to change their passwords promptly to maintain security. 

• Store passwords securely using hashing algorithms to protect them from unauthorized 
access. Implement salting techniques to enhance password security further. 

Segregation of Duties Control 

This control aims to prevent conflicts of interest and fraud by ensuring that users’ access rights are structured 
to prevent them from having conflicting or incompatible roles. Segregation of duties seeks to minimize the risk 
of fraud or errors by enforcing separation between individuals’ responsibilities. It ensures that no single user 
has access that could enable them to both perpetrate and conceal fraudulent activities. For example, a user 
who can create vendor records should not be able to approve payments to those vendors. Segregation of duties 
control is critical for maintaining integrity and accountability in business processes. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Implement automated tools that analyze user access rights to identify conflicts. These tools 
should flag instances where users have conflicting access privileges. 

• Define role-based access models that clearly outline which roles have access to specific 
functions or data. Ensure that these models are followed during user access provisioning. 

• Require documented approvals from appropriate authorities when users need access to 
functions that may conflict with their current roles. This ensures that conflicts are addressed 
before access is granted. 
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User Access Authentication Control 

This control implements secure authentication mechanisms to verify users’ identities and ensure only 
authorized individuals can access systems and data. User access authentication control focuses on the methods 
and technologies used to confirm the identity of users before granting access. This includes multi-factor 
authentication (MFA), biometrics, smart cards, and strong password policies. By verifying user identities, this 
control reduces the risk of unauthorized access and protects against identity theft or impersonation. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Implement MFA for critical systems and applications to require users to provide multiple 
forms of authentication, such as a password and a one-time token, before granting access. 

• Integrate biometric authentication methods, like fingerprint or facial recognition, for 
enhanced user access security, particularly for high-risk systems or sensitive data. 

• Enforce strict password policies, including minimum password length, complexity 
requirements, and lockout policies, to ensure that user authentication is robust and secure. 

Emergency Access Control 

The primary purpose of this control is to establish a controlled and documented process for granting temporary 
emergency access to individuals when exceptional circumstances require immediate access to systems or data. 
It addresses situations where regular access procedures cannot be followed due to urgent requirements, such 
as system outages or critical business needs. It defines a structured process for authorizing, monitoring, and 
auditing emergency access. This control helps prevent abuse of emergency privileges and ensures that any 
actions taken during such access are well-documented and reviewed after the emergency is resolved. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Establish a documented process for requesting and approving emergency access. All 
requests should require authorization from appropriate management or security personnel. 

• Implement detailed access logging during emergency access scenarios to record all actions 
taken by authorized users. These logs should be reviewed and audited after the emergency is 
resolved. 

• Conduct post-emergency reviews to evaluate the necessity and appropriateness of 
emergency access granted. This review should include documenting lessons learned and 
recommendations for improvement. 
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Summarized Audit Program 

As discussed in Chapter 3, an audit program is a structured and comprehensive plan that outlines the 
procedures and activities to assess the effectiveness of an organization’s control environment. Based on the 
core concepts of IS user access administration ITGCs discussed above, presented below is a summarized audit 
program highlighting select relevant risks, corresponding ITGCs, and potential ways (audit procedures) to assess 
the operating effectiveness of such ITGCs. Please note that this is not an exhaustive audit program covering all 
applicable risks and controls and is provided for your reference only. 
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Table: Summarized Audit Program 

Detailed 
Description of the 
Risk and Its 
Impact 

Relevant IT General Control Activity Detailed Test of Controls Audit Procedure 

Unauthorized 
access to 
information 
systems can lead 
to data breaches 
and compromise 
of sensitive 
information. 

Implement stringent user access controls, including 
user account creation, role assignment, permission 
granting, and regular review of access rights. 
Responsibilities include ensuring access is granted 
based on job roles and is reviewed and updated 
regularly. Frequency: User access rights are scanned 
quarterly. 

Review documentation for two recent 
quarterly access reviews. Inspect user 
account creation forms and access rights 
granted against job roles. Verify that access 
rights are appropriate for each user’s job 
role and that reviews are conducted 
regularly. 

Excessive user 
privileges can 
result in 
unauthorized 
activities and 
potential security 
incidents. 

Regularly monitor and enforce the principle of least 
privilege to ensure users have only the access 
necessary for their job functions. Frequency: Monthly 
review of user privileges. 

Inspect two monthly reports of user access 
rights. Analyze user privileges for 
appropriateness based on job function. 
Determine that users are granted only 
necessary privileges and identify any 
instances of excessive access. 

Inactive user 
accounts pose a 
security risk as 
they can be 
exploited for 
unauthorized 
access. 

Regularly identify and deactivate or delete inactive 
user accounts. Responsibilities include monitoring 
account activity and taking prompt action on inactive 
accounts. Frequency: Inactive accounts are reviewed 
and managed monthly. 

Review records of 2 monthly reviews for 
inactive user accounts. Check that inactive 
accounts are appropriately managed and 
that actions such as deactivation or 
deletion are documented. 

Lack of user 
access 
documentation 
can lead to 
untracked 
changes and 
accountability 
issues. 

Maintain comprehensive documentation for all user 
access changes, including account creation, 
modification, and deletion. Frequency: 
Documentation is updated with every change in user 
access. 

Review documentation for 40 recent user 
access changes. Verify that all changes are 
properly documented, including the 
rationale and approvals. 

Failure to remove 
access rights upon 
user role change 
or termination can 
lead to 
unauthorized 
access. 

Promptly adjust or remove access rights when a user’s 
role changes or upon termination. Frequency: Access 
rights are reviewed and updated with every change in 
employment status. 

Inspect documentation for 40 recent 
employment terminations and 40 role 
changes. Determine whether access rights 
were appropriately modified or removed in 
response to the change in employment 
status. 

Unauthorized 
access to 
information 
systems can lead 
to data breaches 
and compromise 
of sensitive 
information. 

Implement stringent user access controls, including 
user account creation, role assignment, permission 
granting, and regular review of access rights. 
Responsibilities include ensuring access is granted 
based on job roles and is reviewed and updated 
regularly. Frequency: User access rights are scanned 
quarterly. 

Review documentation for two recent 
quarterly access reviews. Inspect user 
account creation forms and access rights 
granted against job roles. Verify that access 
rights are appropriate for each user’s job 
role and that reviews are conducted 
regularly. 

Excessive user 
privileges can 
result in 
unauthorized 
activities and 
potential security 
incidents. 

Regularly monitor and enforce the principle of least 
privilege to ensure users have only the access 
necessary for their job functions. Frequency: Monthly 
review of user privileges. 

Inspect two monthly reports of user access 
rights. Analyze user privileges for 
appropriateness based on job function. 
Determine that users are granted only 
necessary privileges and identify any 
instances of excessive access. 
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In the Spotlight 

For additional context on performing effective user access reviews, please read the article titled 
“Effective User Access Reviews” [opens a new tab]. 

Ramaseshan, S. (2019). Effective user access reviews. ISACA Journal, 4. https://www.isaca.org/
resources/isaca-journal/issues/2019/volume-4/effective-user-access-reviews 

 

Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=1021#h5p-124 
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Review Questions 

1. What is the primary purpose of the “Emergency Access Control” in user access administration? 
2. How can organizations enforce strong password policies in user access administration as part of 

“Password Management Control”? 
3. What is the “Segregation of Duties” principle in user access administration, and why is it 

important? 
4. What is the role of “User Access Provisioning Control” in information systems user access 

administration? 
5. Why must organizations periodically review and update user access procedures and controls? 

 

Mini Case Study 

Imagine you are an IT auditor for a large financial institution responsible for safeguarding sensitive 
customer data. The organization has recently experienced a security breach, which has raised concerns 
about the effectiveness of its information security controls. As part of your audit, you must identify and 
recommend three IT General Controls most appropriate for enhancing data security. Additionally, 
propose a robust audit procedure for evaluating the effectiveness of these controls. 

Required: Please provide the names of the three user access administration-focused IT General 
Controls you recommend and explain why each control is relevant to the scenario. Then, outline the 
audit procedure you would conduct to assess the implementation and effectiveness of these controls in 
the organization’s information security framework. 
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05.05. IS Security Management 

Credit: Photo Of People Sitting Near Wooden Table by Fauxels, used under Pexels license. 

 Briefly reflect on the following before we begin: 

• How do IS Security Management General Controls safeguard an organization’s data? 
• What role do threat detection and incident response play in IS Security Management? 
• What are the emerging threats in IS Security Management, and how can they be addressed? 

IS Security Management is a cornerstone encompassing the strategies, practices, and controls to protect 
information systems from threats and vulnerabilities. We will begin by outlining the principles and objectives 
of IS security management to set the foundation for understanding the broader context and importance of IS 
security in an organization. 

IS security management’s primary focus is safeguarding information confidentiality, integrity, and availability. 
These three pillars form the basis of a secure information environment. We will explore these aspects in detail, 
discussing how they are integral to maintaining a robust security posture. Next, we will delve into the primary 
IS security management risks, their impact on the organization and the corresponding mitigating general 
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controls (mechanisms and policies) typically implemented by organizations to secure their IS. This includes 
access controls, encryption, network security measures, and incident response protocols. 

We will also explore various ways of examining the effectiveness of security measures, identifying potential 
gaps, and understanding the impact of these controls on the information system’s overall security. Threat 
detection and incident response are also critical components of IS security management. We discuss how 
organizations monitor their systems for potential security breaches and how they respond to incidents. This 
includes the tools and techniques used for threat detection and the procedures for responding to and 
recovering from security incidents. 

IS Security Management Process 

Effective IS security processes are crucial to safeguarding an organization’s digital assets and maintaining data 
integrity, confidentiality, and availability. These processes span various aspects of IT security, addressing network 
security, data encryption, access control management, regular security audits and assessments, incident 
response and management, user security training and awareness, and patch management. Establishing clear 
IT security policies and governance structures requires organizations to define roles and responsibilities, set 
up incident response teams, and assign accountability for security-related decisions. A robust governance 
framework ensures that security measures align with business objectives and are consistently enforced. 
Building a security culture within an organization requires employees to understand their role in cybersecurity 
framework and be aware of the latest threats and best practices. 

Network Security forms the foundation of a robust information security framework involving the deployment 
of firewalls, intrusion detection and prevention systems, and network monitoring tools to defend against 
external threats and unauthorized access. Network security also encompasses establishing secure 
communication channels, implementing Virtual Private Networks (VPNs), and conducting regular vulnerability 
assessments to identify and address potential weaknesses. Typical network security practices include: 

• Firewalls: Employing firewalls to monitor and filter incoming and outgoing network traffic, allowing only 
authorized data to pass through. 

• Intrusion Detection and Prevention Systems (IDPS): Using IDPS to identify and block potential security 
threats or suspicious activities on the network. 

• Virtual Private Networks (VPNs): Implementing VPNs to encrypt data transmitted over public networks, 
ensuring secure communication for remote workers. 

• Network Segmentation: Dividing the network into segments with different security levels, limiting lateral 
movement for attackers. 

• Access Control Lists (ACLs): Configuring ACLs to restrict network access based on user roles and 
privileges. 

• Regular Network Monitoring: Monitor network traffic for anomalies, unauthorized access attempts, or 
potential security breaches. 

Similarly, data encryption processes are designed and implemented to ensure that data remains confidential 
during transmission and storage. Organizations employ encryption algorithms to convert sensitive information 
into unreadable code, which can only be deciphered with the appropriate decryption key. This strategy is 
used for data-at-rest and data-in-transit, minimizing the risk of data breaches and ensuring compliance with 
regulatory requirements regarding data protection. Typical data encryption practices include: 

• Encryption Algorithms: Using encryption algorithms like AES (Advanced Encryption Standard) to secure 
data at rest and in transit. 
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• Secure Sockets Layer (SSL) and Transport Layer Security (TLS): Employing SSL/TLS protocols for securing 
data transmission over the internet. 

• Full Disk Encryption: Encrypting all storage devices or drives to protect data in case of physical theft or 
loss. 

• End-to-end Encryption: Implementing end-to-end encryption in communication tools, ensuring that data 
remains encrypted throughout its journey from sender to recipient. 

• Key Management: Establishing robust critical management practices to securely store, distribute, and 
rotate encryption keys. 

Regular Security Audits and Assessments are imperative to continually evaluate an organization’s security 
posture. Organizations can identify vulnerabilities and weaknesses in their systems and applications by 
conducting periodic audits and assessments, including penetration and vulnerability scans. The insights gained 
from these assessments inform security improvements and help organizations stay ahead of emerging threats. 
Typical periodic security audit and assessment practices include: 

• Vulnerability Scanning: Conducting automated scans to detect vulnerabilities in systems and 
applications. 

• Penetration Testing: Simulating real-world attacks to evaluate the effectiveness of security measures. 
• Security Risk Assessments: Identifying and assessing potential security risks and their impact on the 

organization. 
• Compliance Audits: Ensuring security practices align with industry standards and regulatory 

requirements. 
• Security Incident Simulation: Running tabletop exercises or simulations to prepare the incident response 

team for various cybersecurity scenarios. 

Incident Response and Management outlines the steps to follow when a security incident occurs. It 
encompasses identifying, containing, mitigating, and recovering from security breaches. A well-defined 
incident response plan ensures that organizations can respond swiftly and effectively, minimizing the impact of 
security incidents and reducing downtime. Typical incident response and management practices include: 

• Incident Detection: Utilizing security tools and monitoring to detect security incidents promptly. 
• Incident Classification: Categorizing incidents based on their severity and potential impact. 
• Incident Containment: Isolating affected systems to prevent further damage. 
• Root Cause Analysis: Investigating the cause of the incident to prevent future occurrences. 
• Communication Plans: Establishing communication protocols for notifying stakeholders, authorities, and 

affected parties. 
• Documentation: Thoroughly documenting incident details, response actions, and lessons learned for 

future reference. 

User Security Training and Awareness involves educating employees about cybersecurity best practices and 
fostering a security culture within the organization. Regular training and awareness programs raise employees’ 
awareness of potential threats, social engineering tactics, and safe computing habits. This human-centric 
approach significantly contributes to overall security by reducing the likelihood of employees falling victim to 
phishing or other cyberattacks. Typical user security training and awareness practices include: 

• Security Training: Regular training sessions on phishing awareness, password hygiene, and safe browsing. 
• Phishing Simulations: Conducting simulated phishing attacks to test users’ ability to recognize and report 

phishing attempts. 
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• Security Policies: Communicating and enforcing security policies and guidelines throughout the 
organization. 
Awareness Campaigns: Running awareness campaigns to keep security in mind for all employees. 

• Reporting Mechanisms: Offering clear and accessible channels for reporting security concerns or 
incidents. 

Relevant Risks 

In IS security management, organizations face several primary risks that can significantly impact their 
operations and strategic objectives. Understanding these risks is vital for effective risk management and 
protecting the organization’s networks, computer systems, and data from unauthorized access or attacks. Let’s 
consider some of these risks. 

• Cyber attacks 

◦ Cyber threats like hacking, phishing, and malware attacks pose continuous risks to information 
systems. These attacks can result in unauthorized access to sensitive data, leading to breaches. Such 
breaches compromise the confidentiality and integrity of data and have legal and reputational 
repercussions. 

• Security breaches 

◦ Security breaches occur when employees or insiders misuse their access rights, intentionally or 
accidentally causing data leaks or system compromises. Such violations can be just as damaging as 
external attacks. Addressing this risk requires stringent access controls, regular monitoring of user 
activities, and fostering a culture of security awareness among employees. 

• Data loss and corruption 

◦ Data loss and corruption is a risk that can result from system failures, human errors, or deliberate 
sabotage. The loss or corruption of critical data can disrupt business operations and lead to significant 
losses. Implementing effective data backup and recovery strategies is essential to mitigate this risk, 
ensuring business continuity in adverse situations. 

• Regulatory non-compliance 

◦ With various regulations governing data protection and cybersecurity, failure to comply can result in 
legal penalties, financial liabilities, and damage to the organization’s reputation. Ensuring that IS 
Security Management practices align with regulatory standards is crucial for legal and operational 
compliance. 

• Inadequate incident response 

◦ In a security breach, a poorly executed response can exacerbate the situation, leading to increased 
damage and prolonged recovery times. Developing and regularly testing a comprehensive incident 
response plan is critical to handle security incidents and minimize their impact effectively. 

• Weak data encryption 

◦ Inadequately secured data, whether at rest or in transit, is vulnerable to interception and unauthorized 
access. Robust encryption techniques and secure communication protocols protect data from 
unauthorized access. 

• Outdated or unpatched systems 

◦ Outdated software or systems are more vulnerable to security exploits. Regularly updating and 
patching IT systems is essential to protect against known vulnerabilities and maintain a robust security 
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posture. 
• Social engineering attacks 

◦ Social engineering attacks, such as phishing and pretexting, are increasingly common risks. These 
attacks exploit human psychology rather than system vulnerabilities. Training employees to recognize 
and respond appropriately to social engineering tactics is crucial in mitigating this risk. 

• Insufficient security budget 

◦ Lastly, the risk of insufficient security budget and resources can impede the effectiveness of IS Security 
Management. Adequate funding and resources are necessary to implement and maintain effective 
security measures. They protect an organization’s ability to protect its information systems. 

Effectively addressing these risks is essential for protecting an organization’s information systems, maintaining 
operational integrity, and ensuring compliance with legal and regulatory standards. As technology and cyber 
threats evolve, so must the strategies and practices in IS Security Management to safeguard the organization’s 
digital assets effectively. 

Relevant IT General Controls Objectives and Activities 

In IS security management, a subset of IT General Controls (ITGC), several crucial controls ensure the security 
and integrity of an organization’s information systems. These controls are vital in aligning existing IS with 
business objectives, managing risks, and ensuring successful outcomes. Let’s consider the primary ITGC 
objectives for this category. 

Network Security Control 

The primary objective of this control is to ensure the confidentiality, integrity, and availability of the 
organization’s network infrastructure and data by implementing robust network security measures. This 
control objective safeguards the organization’s network against unauthorized access, threats, and 
vulnerabilities. It includes firewalls, intrusion detection and prevention systems (IDPS), access controls, 
encryption for network traffic, and continuous monitoring. Network security control aims to prevent 
unauthorized access, data breaches, and disruptions to network services. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Regularly review and update firewall configurations to ensure only authorized network 
traffic is allowed. Implement strict access control lists (ACLs) to permit or deny specific traffic 
based on predefined rules. 

• Monitor IDS alerts and logs to identify and respond to potential security threats. Configure 
IDS to detect and alert suspicious network activities and behaviours. 

• Implement network segmentation to isolate critical assets and sensitive data from the rest 
of the network. Restrict communication pathways and access between network segments to 
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limit the potential impact of a breach. 

Data Encryption Control 

The primary goal of this control is to protect sensitive data by encrypting it, ensuring that it remains secure 
both in transit and at rest. It emphasizes using encryption techniques to secure data from unauthorized access 
or exposure. It involves encrypting data during transmission using protocols like SSL/TLS and encrypting data 
stored on devices and servers. Proper key management is crucial for this control, ensuring that encryption 
keys are securely and regularly rotated. Data encryption helps maintain data confidentiality, even if physical or 
network-level security measures are breached. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Develop and enforce data encryption policies that specify when and how data should be 
encrypted, whether at rest or in transit. Ensure that encryption algorithms and critical 
management practices comply with industry standards. 

• Use secure data transfer protocols, such as SSL/TLS for web traffic and SFTP for file transfers. 
Ensure that data transmitted between users and systems is encrypted to prevent 
eavesdropping. 

• Implement full disk encryption (FDE) on endpoint devices like laptops and mobile devices. 
Ensure that sensitive data stored on these devices is automatically encrypted to protect 
against physical theft or loss. 

Regular Security Audits and Assessment Control 

The objective of this control is to continuously evaluate and assess the organization’s security posture through 
regular audits, assessments, and testing to identify vulnerabilities and weaknesses. This control objective entails 
conducting routine security audits, vulnerability assessments, penetration testing, and risk assessments. 
Regular security audits and assessments aim to proactively identify and address security weaknesses, 
vulnerabilities, and compliance gaps. These assessments help organizations stay informed about their security 
status, make informed decisions for improvements, and demonstrate compliance with industry standards and 
regulations. 
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Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Conduct regular vulnerability scans of the organization’s IT infrastructure to identify known 
security vulnerabilities. Prioritize and remediate vulnerabilities based on risk assessments. 

• Periodically perform penetration tests to simulate real-world attack scenarios and identify 
weaknesses in the organization’s defences. Conduct both internal and external penetration 
tests. 

• Perform comprehensive risk assessments to evaluate the organization’s security posture. 
Identify potential threats, assess the impact of security incidents, and develop risk mitigation 
strategies. 

Incident Response and Monitoring Control 

The primary objective of this control is to establish a structured incident response process to detect, respond to, 
and mitigate security incidents effectively while continuously monitoring for potential threats. It involves having 
a well-defined incident response plan in place. This plan outlines the steps to take when a security incident 
is detected, including incident classification, containment, investigation, and communication. Continuous 
monitoring of network and system activities is essential to identify suspicious or anomalous behaviour 
promptly. Implementing incident detection and monitoring tools, along with response procedures, enhances 
an organization’s ability to mitigate the impact of security incidents. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Regularly test the incident response plan through tabletop exercises and simulated 
incidents. Evaluate the effectiveness of the plan’s response procedures and coordination 
among incident response teams. 

• Implement SIEM solutions to collect, correlate, and analyze security event data from various 
sources. Use SIEM to detect and respond to security incidents in real time. 

• Ensure that security incidents are logged and documented comprehensively. Maintain 
detailed records of incident handling, including actions taken, communications, and lessons 
learned. 

User Security Training and Awareness Control 

This control aims to educate and raise awareness among employees and users about security best practices, 
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threats, and their roles in safeguarding the organization’s information assets. It focuses on creating a security-
conscious organizational culture. It includes providing regular security training to employees, conducting 
phishing simulations, promoting adherence to security policies, and ensuring that users understand the 
significance of their actions in maintaining security. By educating and raising user awareness, organizations 
can reduce the likelihood of security breaches caused by human error and enhance overall security posture. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Provide regular security awareness training to employees and users. Cover phishing 
awareness, password security, and best data handling practices. 

• Conduct phishing simulations to test employees’ ability to recognize and report phishing 
emails. Use the results to tailor additional training and awareness programs. 

• Require employees to acknowledge security policies, indicating their understanding and 
commitment to adhering to the organization’s security guidelines. 

Summarized Audit Program 

As discussed in Chapter 3, an audit program is a structured and comprehensive plan that outlines the 
procedures and activities to assess the effectiveness of an organization’s control environment. Based on the 
core concepts of IS security management ITGCs discussed above, presented below is a summarized audit 
program highlighting select relevant risks, corresponding ITGCs, and potential ways (audit procedures) to assess 
the operating effectiveness of such ITGCs. Please note that this is not an exhaustive audit program covering all 
applicable risks and controls and is provided for your reference only. 
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Table: Summarized Audit Program 

Detailed 
Description of 
the Risk and 
Its Impact 

Relevant IT General Control Activity Detailed Test of Controls Audit Procedure 

Inadequate 
network 
security can 
lead to 
unauthorized 
access and 
potential data 
breaches. 

Implement and maintain robust network security 
measures, including firewalls, intrusion detection 
systems, and secure network protocols. Responsibilities 
include regular monitoring of network security and 
updating defences. Frequency: Network security is 
monitored daily, with updates and reviews conducted 
quarterly. 

Inspect 40 records of daily network security 
monitoring logs and two quarterly network 
security review reports. Use inspection and 
analysis techniques to evaluate the 
effectiveness of network security measures 
and identify any security incidents or 
breaches. 

Weak user 
authentication 
processes 
increase the 
risk of 
unauthorized 
system access. 

Enforce robust user authentication procedures, 
including multi-factor authentication and regular 
password updates. Responsibilities include ensuring 
compliance with authentication policies and monitoring 
effectiveness. Frequency: Authentication mechanisms 
are reviewed and updated semi-annually. 

Review 40 reports on the effectiveness of 
user authentication mechanisms and 
inspect a sample of user accounts to confirm 
the use of multi-factor authentication. Use 
inspection and confirmation techniques to 
assess compliance with authentication 
policies. 

Failure to 
encrypt 
sensitive data 
risks exposure 
during a 
breach. 

Use industry-standard encryption protocols to encrypt 
all sensitive data at rest and in transit. Responsibilities 
include managing encryption keys and ensuring 
compliance with encryption standards. Frequency: 
Encryption protocols and key management are 
reviewed quarterly. 

Review 2 quarterly reports on encryption 
protocol compliance and critical 
management practices. Use inspection and 
analysis techniques to verify that sensitive 
data is encrypted and encryption keys are 
managed securely. 

Inadequate 
incident 
response 
planning can 
exacerbate the 
impact of 
security 
incidents. 

Develop and maintain a comprehensive incident 
response plan. Responsibilities include conducting 
regular drills and updating the plan based on evolving 
threats. Frequency: Incident response drills are 
conducted quarterly, and the plan is updated annually. 

Review five reports from recent incident 
response drills and one annual incident 
response plan update. Use inspection and 
observation techniques to assess the 
readiness and effectiveness of the incident 
response plan. 

Lack of regular 
security 
training for 
employees can 
lead to security 
vulnerabilities. 

Conduct regular security awareness training for all 
employees. Responsibilities include updating training 
materials to reflect current threats and ensuring 
employee participation. Frequency: Security training is 
conducted semi-annually. 

Review records from 25 recent security 
training sessions. Use inspection and inquiry 
techniques to confirm that training is 
comprehensive, up-to-date, and attended by 
employees. 

Outdated or 
unpatched 
software 
creates 
security 
vulnerabilities. 

Implement a rigorous software update and patch 
management process. Responsibilities include 
monitoring for software updates, testing patches, and 
ensuring timely deployment. Frequency: Software 
updates and patch deployments are reviewed monthly. 

Review two monthly patch management 
reports. Use inspection and analysis 
techniques to confirm that software is 
regularly updated and patches are applied 
promptly. 

Failure to 
monitor and 
review user 
access rights 
can lead to 
inappropriate 
or excessive 
access. 

Review and update user access rights regularly to align 
with job roles and responsibilities. Responsibilities 
include conducting access reviews and adjusting rights 
as needed. Frequency: User access reviews are 
conducted quarterly. 

Inspect two quarterly user access review 
reports. Use inspection and confirmation 
techniques to verify that access rights are 
appropriate and that reviews are conducted 
regularly. 
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In the Spotlight 

For additional context on auditing IS security management, please read the article “Information 
Systems Security Audit: An Ontological Framework” [opens a new tab]. 

Kassa, S. (2016). information systems security audit: an ontological framework. ISACA Journal, 6. 
https://www.isaca.org/resources/isaca-journal/issues/2016/volume-5/information-systems-security-
audit-an-ontological-framework 

 

Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=1031#h5p-125 
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Review Questions 

1. What is the primary goal of Network Security Control, and what are some typical practices 
associated with it? 

2. How does Data Encryption Control protect sensitive data, and what are some examples of data 
encryption practices? 

3. What is the primary objective of Regular Security Audits and Assessment Control, and what are 
some typical associated activities? 

4. Describe the critical components of Incident Response and Management Control and why it is 
essential for organizations. 

5. What is the main objective of User Security Training and Awareness Control, and what are some 
standard practices to achieve this objective? 

 

Mini Case Study 1 

You have been hired as an IT auditor for a medium-sized financial institution. The organization 
processes sensitive financial data, including customer transactions and account information. Your role 
is to assess the IT General Controls (ITGCs) that should be in place to ensure the security and integrity of 
this data. 

Required: Please identify three of the most appropriate IT General Controls for this scenario and 
propose an appropriately robust audit procedure to evaluate those controls. 
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Mini Case Study 2 

Imagine you are an IT auditor tasked with evaluating the information security controls of a healthcare 
organization that handles sensitive patient medical records. The organization is concerned about 
compliance with healthcare regulations and the security of patient data. 

Required: Discuss the key IT General Controls (ITGCs) objectives that should be assessed in this audit 
and outline the specific audit activities you would undertake to evaluate these controls. Additionally, 
explain the potential risks associated with non-compliance or security breaches in healthcare. 
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05.06. Computer Operations 
Management 

Credit: Photo Of People Near Wooden Table by Fauxels, used under Pexels License. 

 Briefly reflect on the following before we begin: 

• Why is data backup and restoration crucial in computer operations management? 
• How can auditing techniques improve computer operations management? 
• What are the challenges faced in ensuring effective computer operations management? 

Computer operations management, a critical IS component, involves overseeing the day-to-day operations 
of computer systems and ensuring their optimal performance. This section will discuss data backup and 
restoration, a vital part of computer operations management. We will also emphasize the importance of reliable 
data backup strategies and highlight how they are essential for data integrity and business continuity. 

Next, we will focus on monitoring and controlling system performance by exploring the tools and techniques 
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used for performance monitoring. We also discuss how to identify and address performance issues. Compliance 
and operational reporting form another essential aspect of computer operations management. As such, we 
will delve into the regulatory requirements and standards organizations must adhere to and discuss how 
compliance is monitored and reported, including examining the role of internal controls and audit trails in 
ensuring compliance. Lastly, we will review the auditing techniques for computer operations management, 
which includes assessing the effectiveness of backup procedures, performance monitoring systems, and 
compliance processes. 

Computer Operations Management 

Computer Operations Management encompasses various processes to ensure the efficient and secure 
functioning of an organization’s IT systems. This area includes multiple functions, from effectively running 
servers and networks to managing data storage and processing. Computer operations management is both 
technical and strategic, involving technical aspects like hardware and software maintenance. In contrast, the 
planning and strategic nature ensures that these systems align with the organization’s goals and objectives. 
This dual nature of computer operations ensures that IT resources are utilized effectively and efficiently, 
maximizing their contribution to the organization’s operations. The primary goal is to maintain the smooth and 
efficient operation of all computer-related activities, which is fundamental for the overall functionality of an 
organization’s IT infrastructure. Efficient management of these systems is crucial to avoid downtime, leading 
to operational disruptions, loss of productivity, and financial losses. Moreover, effective computer operations 
management is essential to ensure data integrity and security, both critical in protecting an organization’s 
information assets. In this section, let’s explore some of the operational aspects of computer operations. 

System performance monitoring is an ongoing process that involves tracking and assessing the performance 
of an organization’s IT systems. It encompasses various activities, including collecting performance metrics, 
analyzing data, and proactively identifying potential issues. Organizations typically use specialized monitoring 
tools and software to monitor system performance continuously. The process begins by establishing 
performance metrics tailored to the organization’s needs. These metrics might include response times, server 
load, network latency, and resource utilization. Automated monitoring tools are configured to collect data 
and trigger alerts when predefined thresholds are breached. IT teams are responsible for analyzing this data, 
identifying bottlenecks or anomalies, and taking corrective actions promptly. Regular reports on system 
performance are generated to provide insights into trends and improvements. 

The next component of computer operations management is data backup and recovery processes, which 
involve the systematic and scheduled creation of copies of critical data and applications to safeguard against 
data loss due to hardware failures, human errors, or disasters. Organizations typically implement a tiered 
backup strategy, with data backed up on-site and off-site. Automated backup solutions are used to ensure data 
consistency and reliability. Regular backup tests are conducted to verify the integrity of backups and the ability 
to restore data in case of an incident. In addition to backup, organizations also establish comprehensive disaster 
recovery plans that outline the steps to be taken in case of data loss or system failure. These plans include 
procedures for data restoration, system recovery, and communication with stakeholders. 

Hardware maintenance and management are essential to ensure IT infrastructure’s reliability and availability, 
including servers, storage devices, networking equipment, and other hardware components. Organizations 
typically have a well-defined schedule for hardware maintenance, including routine inspections, cleaning, 
and firmware updates. These activities are crucial in preventing hardware failures and ensuring optimal 
performance. Hardware inventories are maintained to track assets, configurations, and warranty information. 
Additionally, hardware redundancy and failover mechanisms are implemented to minimize the impact of 
hardware failures on operations. 

Moreover, keeping software and applications updated is vital for security and performance. Organizations 
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establish a systematic approach to software updates and patch management to address vulnerabilities and 
improve system stability. This process begins with the identification of software that requires updates or 
patches. Automated tools are often used to scan the environment for vulnerable software versions. Once 
identified, updates and patches are tested in a controlled environment before deployment to production 
systems. Regular patch management ensures that critical security vulnerabilities are addressed promptly, 
reducing the risk of security breaches. It also helps maintain compatibility and stability across the IT ecosystem 
of the organization. 

Incident and problem management is a structured approach to addressing and resolving issues that may 
impact the organization’s IT operations. This control encompasses the entire incident lifecycle, from detection 
and reporting to resolution and analysis. When an incident occurs, it is logged and categorized based on its 
impact and urgency. An incident response team is responsible for promptly addressing and mitigating the 
issue. Root cause analysis is conducted to identify the underlying problem and prevent future occurrences. 
Additionally, problem management focuses on proactively identifying recurring issues and addressing their 
root causes to prevent future incidents. Incident and problem management tools and well-defined processes 
are critical components of this control. 

Similarly, environmental control management ensures that the physical environment in which IT systems 
operate is conducive to proper functioning. This includes factors such as temperature, humidity, and physical 
security. Organizations implement environmental monitoring systems that continuously track conditions 
within data centers and server rooms. Automated alerts are triggered if conditions fall outside predefined 
thresholds, allowing swift corrective actions. Access controls and surveillance systems are also implemented to 
protect against unauthorized access to sensitive areas. Fire suppression and disaster recovery measures are also 
implemented to safeguard against environmental threats. 

Lastly, capacity planning and scalability control involve assessing IT systems’ current and future resource 
requirements to ensure they can handle increasing workloads and growth. IT teams analyze usage patterns, 
performance metrics, and business projections to determine when and how resources should be scaled. This 
includes considerations for additional hardware, software licenses, and network capacity. Scalability control also 
encompasses load and capacity testing to assess systems’ performance under different stress levels. It helps 
organizations decide when and how to scale their infrastructure to meet business demands. 

Relevant Risks 

In IS computer operations management, organizations face several primary risks that can significantly impact 
their operations and strategic objectives. Understanding these risks is vital for effective risk management and 
ensuring the IS operates smoothly and efficiently. Let’s consider some of these risks. 
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Table: Risks Relevant to IS Computer Operations Management 

Risk Description Example 

Inadequate 
System 
Performance 
Monitoring 

Failure to continuously monitor system 
performance metrics may result in undetected 
bottlenecks or issues affecting system 
efficiency. 

A company neglects to monitor server CPU utilization, 
leading to a sudden spike in usage during peak hours, 
causing system slowdowns and affecting customer 
experience. 

Insufficient 
Data Backup 
and Recovery 
Procedures 

Lack of robust data backup and recovery 
processes may lead to data loss, prolonged 
downtime, and compromised data integrity. 

An organization experiences a ransomware attack 
and discovers that its data backups are outdated and 
unable to fully restore lost data, resulting in 
significant data loss and recovery costs. 

Neglected 
Hardware 
Maintenance 

Failure to perform regular hardware 
maintenance may result in hardware failures, 
system downtime, and increased operational 
costs. 

A critical server experiences a hardware failure due to 
dust accumulation and overheating, causing an 
unexpected system outage and affecting 
customer-facing services. 

Poorly 
Managed 
Software 
Updates and 
Patching 

Ineffective software updates and patch 
management may leave systems vulnerable to 
security breaches and stability issues. 

A company fails to apply critical security patches 
promptly, allowing cybercriminals to exploit a known 
vulnerability, leading to a data breach. 

Inefficient 
Incident and 
Problem 
Management 

Inadequate incident and problem 
management processes may result in 
prolonged disruptions, unresolved issues, and a 
lack of proactive problem resolution. 

An IT team fails to identify the root cause of recurring 
server crashes, leading to repeated incidents and 
prolonged downtime for a critical application. 

Weak 
Environmental 
Controls 

Inadequate environmental monitoring and 
control systems may expose IT infrastructure to 
physical threats, such as temperature 
fluctuations or unauthorized access. 

Lack of temperature monitoring in a server room 
results in overheating, causing hardware failures and 
costly replacements. 

Inadequate 
Data Center 
Capacity 
Planning 

Poor capacity planning may lead to resource 
constraints, performance bottlenecks, and an 
inability to accommodate increasing workloads. 

A company’s data center reaches its resource limits, 
causing slow application response times and 
rendering the infrastructure incapable of handling 
additional users. 

Inadequate 
Disaster 
Recovery 
Preparedness 

Failure to establish and test disaster recovery 
plans may result in prolonged recovery times 
and significant data loss during a disaster. 

A natural disaster strikes, and an organization realizes 
its disaster recovery plan is outdated and lacks 
essential components, leading to prolonged service 
disruption and data loss. 

Ineffective 
Scalability 
Strategies 

Inefficient scalability strategies may hinder an 
organization’s ability to adapt to changing 
workloads and accommodate business growth. 

An e-commerce platform experienced a surge in 
traffic during a holiday sale, causing site crashes and 
lost sales due to inadequate scalability planning and 
resource allocation. 

Effectively managing these risks involves implementing robust system performance monitoring, data back-
up and recovery, hardware maintenance and management, patch management, continuous training and 
awareness programs, and adapting to the evolving IT environment. Mitigating these risks is essential for 
maintaining the efficiency and effectiveness of an organization’s information systems operations and 
regulatory compliance. 

Relevant IT General Controls Objectives and Activities 

In computer operations management, a subset of IT General Controls (ITGC), several crucial controls ensure 
effective and seamless management of information systems. These controls are vital in aligning existing IS 
with business objectives, managing risks, and ensuring successful outcomes. Let’s consider the primary ITGC 
objectives for this category. 
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System Performance Monitoring Control 

The primary objective of this control is to ensure that system performance is consistently monitored and 
potential performance issues are proactively identified and addressed to maintain optimal system functionality. 
It focuses on the need to continuously assess and manage the performance of an organization’s IT systems. 
Organizations can detect deviations from expected norms by consistently monitoring performance metrics 
such as response times, server load, and resource utilization. Proactively identifying performance issues allows 
for timely corrective actions, preventing service disruptions and ensuring that IT systems operate at their peak 
efficiency. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Implement a real-time performance monitoring system that continuously tracks critical 
performance metrics such as CPU utilization, memory usage, and network latency. This control 
lets IT teams detect performance issues and take immediate corrective actions. 

• Establish predefined performance thresholds and alerting mechanisms. When performance 
metrics exceed these thresholds, automated alerts notify IT staff of potential issues. This 
control helps in proactively addressing performance bottlenecks. 

• Utilize historical performance data analysis to identify trends and patterns in system 
behaviour. Organizations can predict potential performance issues by analyzing historical data 
and planning for capacity upgrades or optimizations. 

Data Backup and Recovery Control 

This control aims to establish and maintain a robust data backup and recovery process that ensures the 
availability and integrity of critical data, applications, and systems in the event of data loss or system failure. Data 
is valuable for any organization; data loss can have severe consequences. This control objective emphasizes the 
importance of a well-defined and reliable data backup and recovery process. It ensures that data is regularly 
backed up, on-site and off-site and recovery procedures are tested and documented. In the event of data loss 
or system failure, this control objective ensures that critical data can be restored swiftly, minimizing downtime 
and potential data loss. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Implement a regular and automated data backup schedule, including full and incremental 
backups. Ensure backups are conducted at specified intervals, with data integrity checks to 
confirm successful backups. 

258  |  05.06. Computer Operations Management



• Maintain off-site data storage for backups to safeguard against on-site disasters. Ensure 
backups are securely transferred and stored in geographically separate locations to protect 
data from physical threats. 

• Regularly test data backups by conducting recovery drills. Verify that critical data and 
systems can be successfully restored from backups. This control ensures that the backup and 
recovery process is reliable and effective. 

Hardware Maintenance and Management Control 

The purpose of this control is to manage and maintain hardware components effectively, ensuring their 
reliability, availability, and performance through routine inspections, maintenance, and upgrades as needed. 
Hardware components, including servers, networking equipment, and storage devices, are the foundation 
of IT infrastructure. This control objective emphasizes the need for routine maintenance and management 
to ensure hardware reliability and optimal performance. By conducting regular inspections, cleaning, and 
firmware updates, organizations can prevent hardware failures and extend the lifespan of their equipment. This 
control objective also encourages the establishment of hardware inventories to track assets and warranties, 
ensuring timely replacements and upgrades when necessary. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Establish a schedule for routine hardware inspections, including checks for dust buildup, 
loose connections, and physical damage. This control helps identify potential hardware issues 
before they lead to failures. 

• Implement a process for applying firmware and driver updates to hardware components. 
Ensure that these updates are tested in a controlled environment before deployment to 
production systems. 

• Maintain an accurate inventory of hardware assets, including make, model, serial number, 
and warranty information. This control facilitates timely replacements, warranty claims, and 
hardware upgrades. 

Software Updates and Patch Management Control 

The primary objective of this control is to systematically identify, evaluate, and apply software updates and 
patches to mitigate security vulnerabilities, enhance system stability, and ensure software compatibility across 
the IT environment. Software vulnerabilities are a prime target for cyberattacks, making timely updates and 
patch management crucial. This control objective focuses on identifying and assessing software vulnerabilities 
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regularly. Organizations should establish processes to apply patches and updates promptly after thorough 
testing to prevent exploitation. It also emphasizes the importance of maintaining software compatibility across 
the IT ecosystem to avoid compatibility issues that could disrupt operations. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Regularly conduct vulnerability assessments to identify software vulnerabilities within the 
organization’s IT environment. This control helps in prioritizing patch management efforts. 

• Before deploying software patches and updates to production systems, establish a testing 
environment where patches can be applied and tested for compatibility and stability. Ensure 
that patches do not introduce new issues. 

• Implement a change management process that includes approval, documentation, software 
updates and patch tracking. This control ensures that all changes are well-documented and 
can be audited. 

Incident and Problem Management Control 

The objective of this control is to establish a structured approach for the detection, reporting, investigation, 
resolution, and analysis of incidents and problems to minimize disruptions, identify root causes, and prevent 
recurrence. Incidents and problems can disrupt operations and impact service quality. This control objective 
emphasizes the need for a well-structured incident and problem management process. It includes clear 
procedures for detecting, reporting, and resolving incidents. Root cause analysis is conducted to identify 
underlying problems and prevent recurring incidents. This proactive approach helps organizations minimize 
disruptions, enhance service quality, and continuously improve their IT operations. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Implement a system for logging and categorizing incidents based on their impact and 
urgency. This control ensures that incidents are appropriately documented and prioritized for 
resolution. 

• Conduct thorough root cause analysis for incidents and problems to identify underlying 
issues. Document the findings and implement corrective actions to prevent recurrence. 

• Develop and maintain an incident response plan that outlines roles and responsibilities, 
escalation procedures, and communication protocols during a significant incident. This control 
ensures a coordinated and effective response to incidents. 
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Environmental Controls 

The goal of this control is to maintain a controlled physical environment that ensures the proper functioning 
of IT systems, including monitoring and maintaining temperature, humidity, physical security, and protection 
against environmental threats. The physical environment in which IT systems operate is crucial for their 
reliability and performance. This control objective monitors and maintains ecological factors such as 
temperature, humidity, and physical security within data centers and server rooms. It also includes measures 
to protect against environmental threats like fires and floods. By maintaining a controlled environment, 
organizations can minimize the risk of hardware failures and ensure the uninterrupted operation of IT systems. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Deploy environmental monitoring systems that continuously track temperature, humidity, 
and smoke detection within data centers and server rooms. Set up alerts to notify personnel of 
any deviations from acceptable ranges. 

• Implement strict physical access controls, including biometric authentication, access logs, 
and security cameras, to prevent unauthorized access to critical infrastructure areas. 

• Ensure that fire suppression systems, sprinklers, and disaster recovery plans are in place and 
regularly tested. This control safeguards against environmental threats like fires and floods. 

Capacity Planning and Scalability Control 

The primary purpose of this control is to assess current and future resource requirements of IT systems, 
ensuring they are adequately provisioned, scalable, and capable of accommodating increasing workloads 
and business growth. Capacity planning and scalability control are essential for organizations to meet their 
evolving IT needs. This control objective involves assessing current resource utilization, analyzing performance 
trends, and projecting future requirements. It ensures organizations have the necessary hardware and software 
resources to handle increasing workloads and business growth. By planning for scalability, organizations can 
avoid resource constraints that could hinder their ability to adapt to changing demands and maintain optimal 
system performance. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Utilize performance modelling and predictive analytics to forecast future resource 
requirements. This control helps in proactively identifying when additional capacity is needed. 

• Conduct load testing to assess how systems perform under different stress levels. This 
control helps determine the optimal resource allocation and scalability requirements. 
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• Implement automated resource scaling mechanisms that dynamically allocate additional 
resources (e.g., CPU, memory, storage) based on demand. This control ensures that systems 
can adapt to changing workloads efficiently. 

Summarized Audit Program 

As discussed in Chapter 3, an audit program is a structured and comprehensive plan that outlines the 
procedures and activities to assess the effectiveness of an organization’s control environment. Based on the 
core concepts of computer operations management ITGCs discussed above, presented below is a summarized 
audit program highlighting select relevant risks, corresponding ITGCs, and potential ways (audit procedures) 
to assess the operating effectiveness of such ITGCs. Please note that this is not an exhaustive audit program 
covering all applicable risks and controls and is provided for your reference only. 
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Table: Summarized Audit Program 

Detailed Description of 
the Risk and Its Impact Relevant IT General Control Activity Detailed Test of Controls Audit Procedure 

System downtime can 
disrupt business 
operations and lead to 
loss of productivity and 
revenue. 

Regularly monitor and maintain 
computer systems to ensure optimal 
performance, with daily system checks 
and monthly maintenance activities. 
Responsibilities include identifying and 
resolving potential issues before they lead 
to system downtime. 

Review 40 daily system monitoring logs and two 
recent monthly maintenance reports. Use 
inspection and analysis techniques to assess the 
effectiveness of the monitoring and 
maintenance activities. Verify that system checks 
are thorough and consistent and that 
maintenance activities address key performance 
metrics. 

Data loss due to 
inadequate backup 
processes can result in 
significant operational 
setbacks and data 
recovery costs. 

Implement and regularly test data 
backup and recovery procedures, with 
backups conducted daily and recovery 
tests performed quarterly. 
Responsibilities include ensuring that 
backups are complete and recovery 
processes are effective. 

Inspect 40 daily backup logs and two recent 
quarterly recovery test reports. Use inspection 
and reperformance techniques to confirm that 
backups are regularly conducted and that 
recovery tests validate the effectiveness of the 
backup procedures. Check for comprehensive 
backups and successful recovery in test 
scenarios. 

Inadequate hardware 
maintenance can lead to 
equipment failures and 
system unreliability. 

Regular hardware maintenance, 
including physical inspections and 
repairs, is performed monthly. 
Responsibilities involve monitoring 
hardware health and scheduling 
necessary repairs or replacements. 

Review 2 recent monthly hardware maintenance 
reports. Use inspection techniques to assess the 
thoroughness of hardware maintenance and the 
resolution of identified issues. Determine that 
hardware is adequately maintained and that 
problems are promptly addressed. 

Software malfunctions 
due to outdated or 
unpatched software can 
compromise system 
security and 
functionality. 

Regular software updates and patch 
management, with updates applied and 
reviewed monthly. Responsibilities 
include monitoring software versions, 
using necessary updates, and ensuring 
software security. 

Examine two recent monthly software update 
reports. Use inspection and analysis techniques 
to verify that software is up-to-date and that 
patches are applied promptly. Assess the 
currency and security of the software in use. 

Inadequate monitoring 
of system performance 
can lead to undetected 
inefficiencies and 
overloading. 

Continuous monitoring of system 
performance metrics, conducted daily, 
focusing on promptly identifying and 
resolving performance issues. 

Review 40 daily system performance monitoring 
records. Use analysis techniques to evaluate the 
efficiency and effectiveness of the performance 
monitoring process. Check for consistent 
monitoring and timely resolution of any 
performance issues. 

Outdated or unpatched 
software creates security 
vulnerabilities. 

Implement a rigorous software update 
and patch management process. 
Responsibilities include monitoring for 
software updates, testing patches, and 
ensuring timely deployment. Frequency: 
Software updates and patch deployments 
are reviewed monthly. 

Review two monthly patch management 
reports. Use inspection and analysis techniques 
to confirm that software is regularly updated 
and patches are applied promptly. 

Failure to monitor and 
review user access rights 
can lead to inappropriate 
or excessive access. 

Review and update user access rights 
regularly to align with job roles and 
responsibilities. Responsibilities include 
conducting access reviews and adjusting 
rights as needed. Frequency: User access 
reviews are conducted quarterly. 

Inspect two quarterly user access review reports. 
Use inspection and confirmation techniques to 
verify that access rights are appropriate and that 
reviews are conducted regularly. 
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In the Spotlight 

For additional context on auditing backup and recovery components of IS operations, please read the 
article “IS Audit Basics: Backup and Recovery”[opens a new tab]. 

Cooke, I. (2018). Is audit basics: Backup and recovery. ISACA Journal, 1. https://www.isaca.org/resources/
isaca-journal/issues/2018/volume-1/is-audit-basics-backup-and-recovery 

 

Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=1087#h5p-126 

 

264  |  05.06. Computer Operations Management

https://www.isaca.org/resources/isaca-journal/issues/2018/volume-1/is-audit-basics-backup-and-recovery
https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=1087#h5p-126


Review Questions 

1. What is the primary purpose of system performance monitoring in Computer Operations 
Management? 

2. Why is it essential for organizations to maintain both on-site and off-site data backups? 
3. What are the critical components of effective hardware maintenance and management in 

Computer Operations Management? 
4. How does patch testing contribute to software updates and patch management control? 

 

Mini Case Study 

You are an IT auditor assigned to assess a mid-sized financial institution’s computer operations 
management practices. The organization relies heavily on its IT infrastructure to process transactions, 
manage customer data, and provide online banking services. You identify a potential hardware 
maintenance and management risk during your preliminary assessment. 

The organization needs a systematic hardware maintenance and management program. Hardware 
components, including servers and networking equipment, are aging, and there needs to be a 
documented routine maintenance or inspection schedule. This situation poses a potential risk of 
hardware failures that could disrupt critical banking operations. 

Required: 

1. Identify the specific IT General controls that should be in place to mitigate the risk associated 
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with inadequate hardware maintenance. 
2. Develop an audit procedure that you would use to assess the organization’s current hardware 

maintenance practices. 
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05.07. Business Continuity Management 
and Disaster Recovery Preparedness 

Credit: Top View Photo of Group of People Using Macbook While Discussing by Fauxels, used under Pexels License. 

 Briefly reflect on the following before we begin: 

• What key factors should be considered in planning for business continuity? 
• How do disaster recovery plans differ across various types of organizations? 
• What role do IS auditors play in ensuring effective disaster recovery preparedness? 

Business Continuity Planning (BCP) and Disaster Recovery (DR) preparedness focus on preparing for and 
responding to IS disruptions. This section will review critical processes for ensuring an organization can 
continue operating during and after a disaster or significant disruption. We will then delve into identifying 
potential threats and assessing their impact on business operations, highlighting the need for thorough risk 
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assessments that ensure that BCP and DR plans address the most critical aspects of an organization’s 
operations. 

Developing and testing disaster recovery plans is critical in ensuring organizational preparedness. We will 
review the key stages of developing DR plans, including establishing recovery objectives, identifying essential 
resources, and outlining recovery procedures. We also emphasize the importance of regular testing and 
updating these plans to keep them practical and relevant. Evaluating the resilience of IT systems is another 
critical focus area that involves assessing the ability of systems to withstand and recover from disruptions. 
We will explore factors contributing to IT resilience, including system architecture, data backup processes, and 
redundancy measures. 

Business Continuity Management and Disaster Recovery Preparedness 

Business Continuity Planning (BCP) and Disaster Recovery Preparedness (DRP), a critical segment of IT General 
Controls (ITGC), encompasses the strategies and measures an organization implements to ensure it can 
continue operating and quickly recover during a disaster or significant disruption. It focuses on safeguarding 
the organization’s ability to function during and after unexpected events, such as natural disasters, cyber-
attacks, or system failures. Key components of the BCP include: 

• Workforce continuity plans to ensure critical employees can perform their roles. 
• Alternate work location strategies for employees if the primary site is unavailable. 
• Communication plans for employees, customers, suppliers, and other stakeholders. 
• Protocols for accessing critical resources and supplies during a crisis. 

Let’s explore critical aspects of BCP and DRP management. 
The primary component of an effective BCP and DRP framework is the Business Impact Analysis (BIA). BIA 

typically starts with forming a competent team of representatives from various departments and organizational 
functions. This team collaboratively identifies critical business processes and functions. They assess the 
potential impacts of disruptive events, considering factors such as financial loss, reputation damage, legal 
obligations, and regulatory compliance. The BIA team also evaluates dependencies between processes, 
systems, and personnel to understand their relationship. This assessment helps prioritize which processes 
should be recovered first in a disaster. Based on these findings, the team sets recovery time objectives (RTOs) 
and recovery point objectives (RPOs) for each critical process. 

After completing the BIA, the organization develops its Disaster Recovery Plan (DRP). The DRP development 
process involves dedicated IT and business continuity teams. These teams work together to outline the steps 
and procedures required to recover IT systems and data following a disaster. The DRP includes details such as: 

Clear recovery procedures for each critical system and application. 

• Roles and responsibilities of team members during recovery efforts. 
• Contact information for key personnel and vendors. 
• Hardware and software requirements for recovery. 
• Detailed recovery timelines and escalation procedures. 

Organizations conduct regular testing and drills to evaluate the DRP and BCP’s effectiveness. This involves 
simulating disaster scenarios and assessing how well the plans perform. Standard testing and drill activities 
include: 

• Tabletop exercises: Participants discuss hypothetical scenarios and evaluate their responses. 
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• Simulations: Realistic disaster scenarios are enacted to test the plans and team reactions. 
• Full-scale drills: Comprehensive tests involving recovery efforts and team coordination. 

The results of these exercises help identify weaknesses, gaps, and areas for improvement in the plans. 
Organizations use these insights to refine and enhance their disaster recovery and business continuity 
strategies. 

Organizations conduct training sessions and awareness programs to educate staff on their roles and 
responsibilities during a disaster to maintain high awareness and readiness among employees. Regular training 
and awareness initiatives ensure that employees are well-informed and capable of responding effectively 
during a crisis. This includes understanding evacuation procedures, emergency contacts, and how to access 
and use resources in alternate work locations. Data backup controls protect critical data by establishing 
automated processes that regularly copy and store data at secure offsite locations. Data replication maintains 
real-time copies of essential data on redundant systems. Backup and replication solutions should align with 
RTOs and RPOs established during the BIA. Regular testing of data recovery processes ensures that vital data 
can be quickly restored in the event of data loss or system failure. 

Organizations establish emergency communication plans to define how information is disseminated to 
employees, customers, suppliers, and other relevant stakeholders. This includes establishing communication 
channels, contact lists, and procedures for notifying and updating stakeholders during a crisis. It also addresses 
how to relay critical information to employees, such as evacuation instructions, safety protocols, and the 
status of operations. Regularly updating contact information and conducting communication drills ensure that 
information reaches the right people promptly during an emergency. 

Relevant Risks 

In business continuity management and disaster recovery preparedness, organizations face several primary 
risks that can significantly impact their operations and strategic objectives. Understanding these risks is vital for 
effective risk management and ensuring the organization’s operational resilience and continuity. Let’s consider 
some of these risks. 
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Table: Relevant Risks in BCM and DRP 

Risk Description Example 

Inadequate BIA 
and Risk 
Assessment 

Conduct a thorough BIA and risk assessment to identify critical 
business functions accurately, leading to adequate 
preparedness measures. The organization may need to 
prioritize the proper functions, leading to delays in recovery, 
financial losses, and reputational damage. 

An organization mistakenly 
identifies a non-critical function as 
essential, allocating resources and 
attention to it during a disaster 
while neglecting more critical 
operations. 

Outdated or 
Incomplete 
DRP and BCP 

Regularly update the DRP and BCP or leave critical 
components out of these plans to ensure adequate response 
strategies during a disaster. The organization may need help to 
recover IT systems and business operations, leading to 
extended downtime, financial losses, and regulatory 
non-compliance. 

During a disaster, a company’s DRP 
lacks information on newly deployed 
systems, causing delays in their 
recovery. 

Lack of Testing 
and Drills 

Refrain from regular testing and drills to leave recovery teams 
and employees unfamiliar with procedures and unprepared for 
real-world disaster scenarios. When an actual disaster occurs, 
teams may struggle to execute recovery plans effectively, 
leading to prolonged downtime and increased damage. 

An organization that never conducts 
drills fails to realize that critical 
personnel must learn their roles 
during a disaster, resulting in 
confusion and delays when a natural 
disaster strikes. 

Insufficient 
Employee 
Training 

If employees are not adequately trained in disaster response 
and business continuity, they may not know how to react, 
leading to disorganized and ineffective responses. Employee 
safety, operational efficiency, and the ability to recover from a 
disaster are compromised. 

During a fire evacuation, employees 
panic because they are unsure of 
the evacuation procedures, leading 
to chaos and potential injuries. 

Data Backup 
Failures 

Inadequate data backup and replication processes may result 
in data loss or prolonged downtime during recovery efforts. The 
organization may lose critical data, incur financial losses, and 
face regulatory penalties. 

A server crash results in data loss 
because the backup system has not 
been correctly configured to run 
automated backups. 

Ineffective 
Emergency 
Communication 

If emergency communication plans and systems are unreliable 
or improperly maintained, critical information may not reach 
the right individuals during a disaster. Delays in 
communication can hamper response efforts, endanger 
employee safety, and lead to stakeholder misunderstandings. 

During a network outage, the 
organization’s emergency 
notification system fails to deliver 
timely alerts to employees about the 
issue, causing confusion and delays 
in response. 

Third-Party 
Dependencies 

Reliance on third-party vendors for critical services or resources 
may expose the organization to risks if these vendors 
experience disasters or disruptions. The organization may 
experience service interruptions, data loss, or supply chain 
disruptions, affecting its ability to recover and operate. 

A cloud service provider experiences 
a significant outage, affecting the 
organization’s ability to access 
critical data and applications hosted 
on the cloud. 

Resource 
Constraints 

Inadequate budget allocation and resource availability for 
disaster recovery and business continuity efforts may limit the 
organization’s ability to implement robust preparedness 
measures. The organization may need help to recover and 
maintain operations during and after a disaster due to resource 
shortages. 

The organization cannot afford to 
purchase additional backup servers, 
causing delays in data recovery after 
a hardware failure. 

Compliance 
and Regulatory 
Risks 

Failing to comply with industry-specific regulations or legal 
requirements related to disaster recovery and business 
continuity can result in legal penalties and reputational 
damage. Non-compliance may lead to fines, legal actions, and 
loss of customer trust. 

A healthcare organization faces 
penalties and legal actions for failing 
to meet regulatory requirements for 
protecting patient data during a 
disaster. 

Overall, Business Continuity and Disaster Recovery Preparedness in ITGC involve managing a range of risks, 
including the absence of comprehensive plans, inadequate infrastructure, outdated or untested plans, non-
compliance with regulations, insufficient employee training, reliance on single points of failure, cybersecurity 
threats, environmental and physical risks, and inadequate communication. Addressing these risks requires 
thorough planning, regular testing and updating, employee training, redundancy in critical systems, robust 
cybersecurity, physical and environmental safeguards, and effective communication strategies. By effectively 
managing these risks, organizations can ensure they are prepared to face disruptions and quickly recover, 
maintaining operational integrity and resilience in the face of adversity. 
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Relevant IT General Controls Objectives and Activities 

In business continuity and disaster recovery preparedness, a subset of IT General Controls (ITGC), several crucial 
controls ensure information systems’ effective business continuity. These controls are vital in aligning existing 
IS with business objectives, managing risks, and ensuring successful outcomes. Let’s consider the primary ITGC 
objectives for this category. 

Business Impact Analysis Control 

The primary objective of this control is to conduct a comprehensive Business Impact Analysis (BIA) to identify 
critical business processes, assess potential impacts of disruptions, and establish recovery priorities. This control 
objective ensures that the organization thoroughly analyzes its essential business functions, understands the 
possible consequences of disruptions, and ranks these functions based on their importance. This helps in 
setting recovery objectives and prioritizing resources accordingly. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Maintain comprehensive records of the BIA process, including identified critical business 
functions, their impacts, and assigned recovery priorities. Ensure that this documentation is 
regularly updated. 

• Protect the confidentiality and integrity of BIA data to prevent unauthorized access or 
alterations that could affect the accuracy of impact assessments. 

• Implement access controls to restrict access to BIA information to authorized personnel only, 
ensuring that sensitive information is not compromised. 

Disaster Recovery Plan Development Control 

This control aims to ensure the development and maintenance of a detailed Disaster Recovery Plan (DRP) that 
outlines recovery procedures, responsibilities, and resource requirements for IT systems and data. The purpose 
is to create a well-documented DRP specifying the steps and processes necessary to recover IT systems and 
data during a disaster. This plan should be regularly updated to reflect changes in the IT environment and 
organizational needs. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 
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• Maintain version control of the Disaster Recovery Plan (DRP) to track changes and updates, 
ensuring that the most current version is readily available to recovery teams. 

• Implement a change management process for DRP updates to ensure that modifications 
are reviewed, approved, and adequately documented, preventing unauthorized or incomplete 
changes. 

• Encrypt sensitive data within the DRP to protect it from unauthorized access and maintain 
data confidentiality. 

Business Continuity Plan Development Control 

The purpose of this control is to establish and maintain a comprehensive Business Continuity Plan (BCP) 
that addresses overall business operations, including workforce continuity, alternate work locations, and 
communication plans. This includes strategies for maintaining essential functions, ensuring employee safety, 
and effectively communicating with stakeholders during and after a disaster. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Create detailed process maps as part of the Business Continuity Plan (BCP) to provide clear 
guidance on how essential business functions are performed and how they should be 
maintained during a disaster. 

• Establish a schedule for regularly reviewing and updating the BCP to reflect changes in 
business operations, personnel, and external factors. 

• Implement access controls and multi-factor authentication for the BCP, ensuring only 
authorized personnel can view or modify the plan. 

Testing and Drills Control 

The primary objective of this control is to regularly conduct testing and drills to evaluate the effectiveness of the 
DRP and BCP, identify weaknesses, and refine recovery procedures. It ensures that the organization’s recovery 
plans are tested in real-world scenarios to assess their readiness and identify areas for improvement. Regular 
exercises help validate the plans and enhance preparedness. 
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Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Plan and schedule regular testing and drills to evaluate the effectiveness of the Disaster 
Recovery Plan (DRP) and Business Continuity Plan (BCP), ensuring they remain current and 
functional. 

• Document the results of each test or drill, including identified issues, actions taken, and 
lessons learned. Use this documentation to drive improvements in the plans. 

• Provide training to participants involved in testing and drills to ensure they understand their 
roles and responsibilities during these exercises. 

Training and Awareness Control 

This control aims to provide ongoing training and awareness programs to educate employees about their 
roles and responsibilities during disasters and increase overall preparedness. Maintaining a knowledgeable 
workforce about disaster recovery and business continuity procedures is the goal. Training programs help 
employees understand what to do in emergencies, ensuring a swift and coordinated response. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Develop and maintain training materials, including manuals, videos, or e-learning modules, 
to educate employees about disaster recovery and business continuity procedures. 

• Conduct periodic awareness campaigns, such as email notifications, posters, or intranet 
announcements, to remind employees of the importance of preparedness and reinforce their 
roles. 

• Encourage employees to participate in testing and drills to familiarize themselves with their 
responsibilities and improve their readiness. 

Data Backup and Replication Control 

This control aims to implement robust data backup and replication controls that align with recovery objectives 
and ensure the availability and integrity of critical data. It establishes automated and secure data backup and 
replication processes that align with the established RTOs and RPOs. This ensures that vital data can be restored 
efficiently in case of data loss or system failure. 
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Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Establish a regular backup schedule, specifying when and how data backups are performed. 
Ensure backups align with recovery objectives. 

• Encrypt data during transit and storage to protect it from unauthorized access or breaches 
during backup and replication. 

• Implement monitoring and alerting systems to continuously track the success of data 
backups and replications, immediately identifying any failures or issues. 

Emergency Communication Control 

The primary purpose of this control is to establish effective emergency communication plans that define 
how information is disseminated to employees, stakeholders, and the public during disasters. It ensures that 
communication plans are in place to relay critical data accurately and promptly during emergencies. This 
includes defining communication channels, contact lists, and procedures for notifying and updating 
stakeholders. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Establish and maintain multiple communication channels, including email, text messages, 
and voice communication, to ensure redundancy and reliability during emergencies. 

• Maintain up-to-date contact lists for employees, stakeholders, and key personnel, ensuring 
that the right individuals can be reached quickly in emergencies. 

• Implement emergency notification systems that allow mass communication to employees 
and stakeholders, enabling timely dissemination of critical information. 

Summarized Audit Program 

As discussed in Chapter 3, an audit program is a structured and comprehensive plan that outlines the 
procedures and activities to assess the effectiveness of an organization’s control environment. Based on the 
core concepts of business continuity management ITGCs discussed above, presented below is a summarized 
audit program highlighting select relevant risks, corresponding ITGCs, and potential ways (audit procedures) 
to assess the operating effectiveness of such ITGCs. Please note that this is not an exhaustive audit program 
covering all applicable risks and controls and is provided for your reference only. 
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Table: Summarized Audit Program 

Detailed Description of 
the Risk and Its Impact Relevant IT General Control Activity Detailed Test of Controls Audit Procedure 

Inadequate business 
continuity planning 
can result in significant 
operational disruptions 
during unforeseen 
events. 

Develop and maintain a comprehensive 
business continuity plan (BCP) that is 
reviewed and updated annually. Key 
responsibilities include identifying critical 
business functions, establishing recovery 
strategies, and ensuring regular staff 
training on the BCP. 

Review one of the most recent BCPs and check 
its alignment with organizational objectives and 
current operations. The auditor will use 
inspection and confirmation techniques to 
ensure the BCP includes all critical business 
functions and recovery strategies that are 
feasible and documented. 

Ineffective disaster 
recovery planning 
increases the risk of 
data loss and 
prolonged system 
downtime during a 
disaster. 

Implement a detailed disaster recovery 
plan (DRP) for IT systems, updated and 
tested semi-annually. Responsibilities 
involve outlining recovery procedures for IT 
infrastructure, conducting regular DRP 
tests, and updating the plan as necessary. 

Review the documentation from 1 recent DRP 
test and one semi-annual DRP update. The 
auditor will use inspection and reperformance 
techniques to assess the adequacy of the DRP, its 
alignment with the BCP, and the effectiveness of 
the DRP tests. 

Failure to regularly test 
business continuity and 
disaster recovery plans 
may lead to 
unaddressed gaps and 
inefficiencies. 

Conduct regular testing of the BCP and 
DRP, with full-scale tests performed 
annually and tabletop exercises conducted 
quarterly. Responsibilities include 
documenting test results and 
incorporating feedback into plan updates. 

Inspect documentation from 2 recent tabletop 
exercises and one full-scale test. The auditor will 
use analysis and inspection techniques to 
evaluate the tests’ comprehensiveness and the 
plans’ effectiveness based on test results. 

Lack of employee 
awareness and training 
on business continuity 
and disaster recovery 
procedures can lead to 
ineffective response 
during a crisis. 

Provide regular training and awareness 
sessions on business continuity and 
disaster recovery procedures, conducted 
semi-annually. Responsibilities include 
ensuring employee participation and 
updating training materials to reflect 
current plans. 

Review records from 1 recent training session. 
The auditor will use observation and inquiry 
techniques to confirm the coverage of essential 
topics and assess employee understanding and 
preparedness. 

Inadequate 
communication plans 
during a disaster can 
lead to confusion and 
mismanagement. 

Develop and maintain a clear 
communication plan as part of the BCP, 
detailing internal and external 
communications protocols during a 
disaster. This plan is reviewed and updated 
annually. 

Inspect the most recent communication plan 
and review records from 1 recent communication 
drill. The auditor will use inspection and 
observation techniques to assess the clarity and 
effectiveness of the communication plan and its 
execution during drills. 

More backup and 
offsite data storage 
practices are needed to 
increase the risk of data 
loss. 

Implement regular data backup 
procedures and maintain offsite storage of 
critical data, with backups conducted daily 
and offsite storage reviewed monthly. 

Review 40 backup logs and two records of 
monthly offsite storage reviews. The auditor will 
use inspection and analysis techniques to verify 
that backups are conducted regularly and that 
offsite storage is appropriately managed and 
secure. 

Align business 
continuity and disaster 
recovery plans with 
changing business 
needs and 
technological 
advancements to 
maintain plans. 

Conduct an annual review of the BCP and 
DRP to ensure alignment with current 
business operations and technological 
environments. Responsibilities include 
updating plans to reflect changes in 
business processes, technology, or external 
factors. 

Inspect the documentation from the most recent 
annual review of the BCP and DRP. The auditor 
will use inspection and analysis techniques to 
confirm the plans are current, relevant, and 
aligned with the latest business and 
technological contexts. 
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In the Spotlight 

For additional context on preparing for business continuity, please read the article “Operational 
Resilience: Preparing for the Next Global Crisis” [opens a new tab]. 

Adavade, S. (2022). Operational resilience: Preparing for the next global crisis. ISACA Journal, 3. 
https://www.isaca.org/resources/isaca-journal/issues/2022/volume-3/operational-resilience-preparing-
for-the-next-global-crisis 

 

Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=1096#h5p-127 
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Review Questions 

1. What is the purpose of conducting a Business Impact Analysis (BIA) in disaster recovery and 
business continuity planning? 

2. What are the critical elements of a Disaster Recovery Plan (DRP), and why is it crucial for an 
organization to maintain an up-to-date DRP? 

3. Describe the significance of data backup and replication controls in disaster recovery and 
business continuity planning. 

 

Review Activity 

Describe the significance of employee training and awareness in disaster recovery and business 
continuity preparedness. How can organizations ensure that employees are well-prepared for their 
roles during disasters? Provide examples of practical training and awareness programs. 
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Mini Case Study 

You are a medium-sized financial institution’s Chief Information Officer (CIO). Your organization 
recently conducted a Business Impact Analysis (BIA) and identified several critical business functions, 
including online banking, transaction processing, and customer data management. The BIA 
highlighted the potential financial losses and reputation damage associated with disruptions to these 
functions. 

During a recent meeting with your disaster recovery team, you discussed the importance of regular 
testing and drills. However, you received pushback from some team members who argued that testing 
was too time-consuming and costly. They suggested that the organization could rely on its well-
documented recovery plans without conducting frequent tests. 

Required: In response to the concerns raised by your disaster recovery team members, explain why 
regular testing and drills are the crucial components of effective disaster recovery and business 
continuity planning. Provide specific reasons and examples to support your explanation. 
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05.08. Data Governance, Management, 
and Security 

Credit: Top View Photo of People Having a Meeting by Fauxels, used under the Pexels License. 

 Briefly reflect on the following before we begin: 

• How does data governance contribute to IT General Controls? 
• How do data encryption and privacy controls protect against data breaches? 
• What are the challenges in assessing data security and compliance? 

Data governance refers to the policies, procedures, and standards that ensure an organization’s effective 
management and use of data. In this section, we will discuss the importance of data governance by going over 
how it helps maintain data quality, ensures compliance with regulations, and supports business objectives. We 
will also explore the various data classification and handling policies organizations use to categorize data based 
on sensitivity and criticality. This classification guides the implementation of appropriate handling and security 
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measures. We will discuss the importance of having clear policies for data handling, which ensure that data is 
managed and protected consistently across the organization. 

Data encryption and privacy controls are other critical aspects of data governance and management. With 
the growing concerns around data privacy and the rise in cyber threats, encryption has become a fundamental 
tool for protecting sensitive data. We will cover the basic principles of data encryption and discuss how 
privacy controls are implemented to protect personal and sensitive information. By examining the key risks 
and relevant ITGCs, we will review these critical security measures and their role in safeguarding data. We 
will also evaluate an organization’s data security practices and compliance with relevant laws and regulations, 
including data protection measures, privacy policies, and compliance frameworks. Lastly, we will discuss the 
methodologies and techniques for auditing data governance frameworks and data management processes. 
This includes assessing the alignment of data management practices with organizational goals and regulatory 
requirements. 

Role of Data Governance in IT General Controls 

Data governance, management, and security encompasses an organization’s strategies, processes, and 
technologies to manage and protect its data assets. It is about instituting a governance framework that ensures 
data is handled responsibly, used effectively, and safeguarded from threats. It’s a critical aspect of modern 
business operations, given the centrality of data in decision-making and the growing risks of data breaches and 
misuse. It also involves defining who has authority and control over data assets and how they are managed 
and protected throughout their lifecycle. This includes everything from data creation and storage to its use, 
sharing, archiving, and disposal. The goal is to ensure that data is accurate, available, and secure, supporting 
the organization’s objectives while complying with legal and regulatory requirements. Poor data management 
can lead to incorrect decisions, operational inefficiencies, and a loss of trust among stakeholders. Additionally, 
with increasing regulations around data privacy and protection, such as GDPR and HIPAA, non-compliance can 
result in significant legal penalties and damage to reputation. Let’s explore critical aspects of data governance, 
management, and security. 

Data classification is the foundation of data governance and involves categorizing data based on its 
sensitivity, value, and regulatory implications. Organizations typically adopt a tiered classification system with 
public, internal, confidential, and restricted categories. This classification helps determine each data category’s 
appropriate access controls, encryption methods, and retention policies. Classification should align with 
regulatory requirements, such as GDPR for personal data or HIPAA for healthcare information. The process 
starts with identifying the different types of data the organization handles, including customer data, financial 
records, intellectual property, and operational information. A classification framework is established, typically 
consisting of public, internal, confidential, and restricted categories. Each piece of data is then assigned a 
specific classification based on criteria such as its content, value, and potential impact if exposed or 
compromised. Metadata is often used to label data with its classification. 

Access controls and encryption methods are closely aligned with the data classifications. For example, 
confidential data may require stricter access controls, such as role-based access control (RBAC) and encryption, 
to protect it from unauthorized access. Regular data classification reviews and audits are conducted to remain 
accurate and current. Robust access controls ensure that only authorized personnel can access sensitive data, 
reducing the risk of data breaches. It is essential to regularly review and update access permissions to reflect 
personnel changes and evolving business needs. Access control management is a multifaceted process that 
regulates who can access data, what they can do with it, and under what circumstances. The process begins 
with robust user authentication methods, including username and password combinations, biometrics, or 
multi-factor authentication (MFA). Users are assigned roles or groups based on their job responsibilities, and 
permissions are defined for these roles. Role-based access control (RBAC) is a common approach where roles 
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are associated with specific access privileges. For example, an HR manager might access employee records 
for hiring and payroll purposes but not financial data. Access permissions are carefully managed and regularly 
reviewed to align with personnel changes, job roles, and evolving business needs. Audit trails and logs are 
maintained to track access activities and detect unauthorized or suspicious access attempts. 

Data encryption is critical for protecting data at rest, in transit, and during processing. It involves converting 
data into a coded format that can only be deciphered with an encryption key. It ensures that even if data is 
intercepted or compromised, it remains unintelligible to unauthorized individuals. Strong encryption is vital for 
sensitive data like financial records, healthcare information, and intellectual property. Data encryption control 
is implemented to protect data at rest, in transit, and during processing. In an organization, this process 
begins with identifying which data requires encryption based on its sensitivity and regulatory requirements. 
Encryption techniques, such as symmetric or asymmetric encryption, are chosen based on the organization’s 
specific needs. Encryption keys are generated, securely stored, and managed to ensure that only authorized 
parties can decrypt the data. Encryption is applied to data stored in databases or storage devices, transmitted 
over networks, and even within applications to protect data during processing. Regular monitoring and 
auditing of encryption practices help maintain the security of sensitive information. 

Organizations accumulate vast data over time, but not all should be retained indefinitely. Data retention and 
disposal controls establish guidelines for how long different data types should be included and when they 
should be securely disposed of. Compliance with data retention regulations, like Sarbanes-Oxley, ensures that 
organizations maintain data only as long as legally required, reducing storage costs and data security risks. 
Data encryption control is implemented to protect data from unauthorized access, whether at rest, in transit, 
or during processing. The process starts with identifying which data requires encryption based on sensitivity, 
regulatory mandates, and organizational policies. Encryption techniques, including symmetric and asymmetric 
encryption, are chosen based on the specific requirements. 

Encryption keys are generated, securely stored, and managed to ensure that only authorized parties can 
decrypt the data. Data encryption is applied at various levels, such as encrypting data stored in databases 
or on storage devices, encrypting data transmitted over networks using secure protocols (e.g., SSL/TLS), and 
encrypting data within applications during processing. Regular encryption key management and rotation 
practices are followed to maintain the security of encrypted data. 

High-quality data is essential for informed decision-making. Data quality management involves processes 
and technologies to maintain data accuracy, consistency, and completeness. Data validation checks, data 
cleansing, and data profiling are techniques used to enhance data quality. Clean and reliable data minimizes 
errors, reduces operational inefficiencies, and supports better business outcomes. Data retention and disposal 
control focuses on establishing guidelines for how long different data types should be retained and when 
they should be securely disposed of. The process starts with categorizing data based on its regulatory and 
business value. Regulatory requirements, industry standards, and internal policies dictate the retention periods 
for various data types. Data that has exceeded its retention period or is no longer needed is subjected to secure 
disposal procedures. These procedures may include physically destroying storage media (e.g., shredding hard 
drives) or secure deletion of digital files (e.g., using data erasure tools). Organizations must maintain records 
of data disposal activities to demonstrate compliance with retention and disposal policies. Adherence to these 
controls reduces the risk of retaining unnecessary data, minimizes storage costs, and mitigates data security 
risks associated with maintaining obsolete information. 

Data privacy and compliance control involves ensuring that an organization collects, processes, and stores 
data by relevant data privacy regulations and industry-specific compliance requirements. Organizations assess 
the regulatory landscape to determine which data privacy regulations, such as GDPR, CCPA, HIPAA, or industry-
specific standards, apply to their operations. Data mapping involves identifying what data is collected, where 
it is stored, how it is processed, and who has access to it. This mapping helps organizations understand their 
data flows and potential points of compliance risk. Organizations then establish procedures for obtaining 
and managing data subject consent for data processing. Consent records are maintained to demonstrate 
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compliance with consent requirements. Next, guidelines are set to allow data subjects to exercise their rights, 
such as the right to access their data, request deletion, or rectify inaccuracies. Organizations must have 
mechanisms in place to respond to these requests promptly. Moreover, Data Protection Impact Assessments 
(DPIAs) are conducted to assess the impact of data processing activities on data privacy and compliance. 
These assessments help identify and mitigate risks associated with data processing. Incident response plans are 
developed to address data breaches or privacy incidents. Organizations must have procedures to detect, report, 
and respond to data breaches, including notifying regulatory authorities and affected data subjects where 
required by law. Organizations sometimes appoint a Data Privacy Officer (DPO) responsible for overseeing data 
privacy initiatives, ensuring compliance, and acting as a point of contact for regulatory authorities. 

Despite robust safeguards, data breaches can still occur. Incident response and data breach management 
controls establish procedures for identifying, containing, and mitigating data breaches. These controls also 
ensure compliance with breach notification requirements, where applicable. A well-defined incident response 
plan is critical for minimizing the impact of data breaches on both data subjects and the organization’s 
reputation. Organizations implement monitoring and detection mechanisms to promptly identify security 
incidents and data breaches. These mechanisms may include intrusion detection systems, log analysis, and 
security information and event management (SIEM) tools. Once an incident is identified, organizations have 
procedures in place for reporting the incident to relevant stakeholders, including internal teams, regulatory 
authorities, and affected individuals, where required. Then, incidents are classified based on severity, impact, 
and scope. This classification helps organizations prioritize their response efforts. Next, an incident response 
team is assembled, consisting of individuals with the expertise to assess, contain, and mitigate the incident. 
Roles and responsibilities are clearly defined. Immediate actions are taken to stop the incident and prevent 
further damage. This may involve isolating affected systems, removing malicious code, and addressing 
vulnerabilities. Organizations can also conduct forensic investigations to understand the incident’s root cause, 
identify compromised data, and assess the extent of the breach. Depending on the severity and regulatory 
requirements, organizations may need to notify affected individuals, regulatory authorities, and other 
stakeholders about the breach. After the incident is resolved, organizations conduct a post-incident analysis 
to identify lessons learned and areas for improvement in their incident response procedures and security 
controls. Detailed incident records, response actions, and outcomes are documented for compliance and 
future reference. Lastly, organizations must continuously improve their incident response capabilities based on 
lessons learned from previous incidents and changes in the threat landscape. This includes updating incident 
response plans, training personnel, and enhancing security measures. 

Relevant Risks 

Organizations face several primary data governance, management, and security risks that can significantly 
impact their operations and strategic objectives. Understanding these risks is vital for effective risk 
management and ensuring that the organization’s data is protected sufficiently and appropriately. Let’s 
consider some of these risks. 
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Table: Relevant Risks in Data Governance, Management, and Security 

Risk Description Example 

Inadequate Data 
Classification 

Correctly classify data based on sensitivity to avoid 
inconsistent security measures and increased exposure to 
data breaches. The risk of data breaches and non-compliance 
with regulations increases. Sensitive data may be 
inadequately protected, resulting in potential financial and 
reputational damage. 

An organization needs to classify 
customer data correctly, treating all 
data equally. As a result, customer 
payment information needs to be 
adequately protected, leading to a 
data breach. 

Unauthorized 
Access 

Unauthorized individuals gaining access to sensitive data can 
compromise its confidentiality, integrity, and availability. 
Potential data breaches, data theft, data manipulation, and 
unauthorized disclosures can occur, causing reputational 
harm and legal liabilities. 

A former employee retains access to 
the organization’s systems and 
accesses confidential financial 
reports, leading to unauthorized 
disclosure of sensitive financial 
information. 

Data Encryption 
Failures 

Inadequate or misconfigured data encryption measures can 
result in the exposure of sensitive data to unauthorized 
parties. Data breaches may occur, and sensitive information 
could be intercepted or accessed by malicious actors, leading 
to financial losses and damage to the organization’s 
reputation. 

Encryption keys for customer credit 
card data must be adequately 
managed, allowing an attacker to 
access and steal encrypted credit 
card information. 

Data Retention 
Non-Compliance 

Adherence to data retention policies and regulations can 
result in data being kept longer than necessary, leading to 
increased legal and compliance risks. Organizations may face 
legal penalties, data security risks, and excessive storage costs 
due to the retention of unnecessary data. 

An organization retains customer 
data beyond the required retention 
period, violating data protection 
regulations and incurring fines. 

Data Quality 
Degradation 

Data quality can lead to accurate decision-making, efficient 
operations, and increased customer satisfaction. Due to 
inaccurate data, organizations may make incorrect business 
decisions, experience operational inefficiencies, and lose 
customer trust. 

An e-commerce platform’s product 
listings must be updated and 
information corrected, leading to 
customer complaints and reduced 
sales. 

Non-Compliance 
with Data 
Privacy 
Regulations 

Failing to comply with data privacy regulations (e.g., GDPR, 
CCPA) can result in legal actions, fines, and reputational 
damage. Organizations may face significant financial 
penalties and loss of customer trust if they mishandle or 
misuse personal data. 

An organization collects customer 
data without obtaining proper 
consent and does not provide 
mechanisms for data subjects to 
exercise their privacy rights, leading 
to regulatory fines. 

Ineffective 
Incident 
Response 

An efficient incident response plan may result in timely 
detection and containment of security incidents and data 
breaches. Extended periods of unauthorized access or data 
exposure can lead to more extensive data breaches, higher 
recovery costs, and increased reputational damage. 

A company experiences a data 
breach but needs a well-defined 
incident response plan, causing 
delays in identifying and mitigating 
the impact. 

Insider Threats 

Malicious or negligent actions by employees or insiders can 
lead to data leaks, unauthorized access, and data sabotage. 
Insider threats can result in data breaches, loss, and damage 
to the organization’s reputation, requiring comprehensive 
monitoring and security measures. 

An employee with access to sensitive 
customer data intentionally leaks it 
to a competitor for personal gain. 

Data Disposal 
Failures 

Inadequate or improper data disposal practices can result in 
sensitive data being exposed, retrieved, or reconstructed. 
Data breaches, privacy violations, and regulatory 
non-compliance may lead to legal consequences and 
reputational harm. 

An organization disposes of old 
computers without securely erasing 
the hard drives, allowing sensitive 
business data to be recovered by 
unauthorized individuals. 

Addressing these risks involves implementing robust security measures, ensuring regulatory compliance, 
maintaining data quality, enforcing strict access controls, regular backups and recovery planning, unified 
management across platforms, clear governance policies, monitoring insider threats, and adapting to 
technological advancements. Effectively managing these risks is essential to protect an organization’s data 
assets and support its operational integrity and strategic objectives. 
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Relevant IT General Controls Objectives and Activities 

In data governance, management, and security, a subset of IT General Controls (ITGC), several crucial controls 
ensure information systems’ effective data integrity management. These controls are vital in aligning existing 
IS with business objectives, managing risks, and ensuring successful outcomes. Let’s consider the primary ITGC 
objectives for this category. 

Data Classification Control 

The primary objective of this control is to ensure that all organizational data is consistently classified based 
on sensitivity, value, and regulatory requirements. This control objective establishes a systematic process for 
categorizing data according to its characteristics and importance. Organizations can apply appropriate security 
measures, access controls, and encryption by consistently classifying data to protect sensitive information while 
complying with relevant regulations. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Implement ACLs to specify who can access and modify data based on its classification. ACLs 
ensure that only authorized users or groups can interact with sensitive data. 

• Develop and enforce data labelling policies that automatically classify data upon creation or 
modification, making applying access controls and encryption consistently easier. 

• Utilize data discovery and classification tools that scan data repositories to identify and 
classify sensitive information based on predefined criteria. 

Access Control Management 

This control aims to ensure that only authorized personnel have access to data and that access privileges are 
aligned with job responsibilities. Access control management aims to regulate who can access organizational 
data and what actions they can perform. By defining access permissions based on roles and responsibilities, 
this control objective helps prevent unauthorized access and data breaches, enhancing data security and 
confidentiality. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Implement RBAC to assign access permissions based on user roles and responsibilities, 
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ensuring users can only access data necessary for their job functions. 
• Enforce strong user authentication (e.g., password policies, MFA) and authorization 

mechanisms to verify users’ identities and control their access to data. 
• Regularly review and recertify user access permissions to identify and remove unnecessary 

or inappropriate access rights. 

Data Encryption Control 

The purpose of this control is to implement encryption measures to protect data at rest, in transit, and during 
processing, based on its sensitivity and regulatory requirements. Data encryption control focuses on 
safeguarding data by converting it into a secure, coded format that can only be deciphered with the 
appropriate encryption keys. By applying encryption to data, organizations ensure its confidentiality and 
integrity, especially when stored on devices, transmitted over networks, or processed within applications. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Apply FDE to encrypt all storage devices (e.g., hard drives, solid-state drives) to protect data 
at rest from unauthorized access in case of physical theft or loss. 

• Implement TLS to encrypt data transmitted over networks, ensuring secure communication 
between users and systems. 

• Utilize database encryption solutions to protect sensitive data stored in databases, 
preventing unauthorized access to the data’s content. 

Data Retention and Disposal Control 

The primary objective of this control is to establish clear guidelines for data retention periods and secure 
disposal procedures, ensuring compliance with regulatory and business requirements. This control objective is 
designed to minimize the risks of retaining unnecessary data. By defining retention periods and secure disposal 
practices, organizations reduce storage costs, mitigate data security risks, and adhere to legal and regulatory 
obligations. 
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Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Establish clear data retention policies that specify how long different data types should be 
retained based on regulatory requirements and business needs. 

• Develop and document secure data disposal procedures that ensure data is irretrievably 
deleted or destroyed at the end of its retention period. 

• Implement data archiving solutions to store historical data separately from active data, 
allowing efficient retrieval and retention management. 

Data Quality Management Control 

The objective of this control is to maintain high data quality standards, ensuring data accuracy, consistency, 
completeness, and timeliness. Data quality management aims to improve the reliability and utility of 
organizational data. Organizations enhance data accuracy and usability by identifying data quality 
requirements, establishing standards, conducting data profiling, and implementing data validation and 
cleansing processes, leading to more informed decision-making. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Define and enforce data validation rules at the point of data entry to prevent incorrect or 
incomplete data from entering systems. 

• Utilize data quality dashboards and reports to monitor data quality metrics and identify 
areas requiring attention. 

• Employ data cleansing tools that automatically identify and rectify errors, inconsistencies, 
and duplications to maintain data accuracy. 

Data Privacy and Compliance Control 

This control ensures that data privacy and compliance with relevant regulations (e.g., GDPR, CCPA) are 
maintained throughout data processing activities. This control objective addresses the complex landscape of 
data privacy regulations. It involves mapping data flows, obtaining and managing consent, addressing data 
subject rights, conducting data protection impact assessments (DPIAs), and establishing incident response and 
breach notification procedures to maintain compliance and protect data subjects’ rights. 
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Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Implement systems to manage and track data subject consents for data processing 
activities, ensuring compliance with regulations like GDPR. 

• Conduct PIAs to assess the impact of data processing activities on data privacy and identify 
and mitigate potential risks. 

• Enhance incident response plans to include specific procedures for addressing data privacy 
breaches and complying with breach notification requirements. 

Incident Response and Data Breach Management Control 

The primary purpose of this control is to develop and maintain an effective incident response plan to promptly 
detect, respond to, and mitigate data breaches and security incidents. Incident response and data breach 
management control are essential for minimizing the impact of security incidents. It involves incident 
identification, classification, containment, mitigation, forensics, communication, and continuous improvement 
efforts to strengthen the organization’s security posture and compliance with incident response requirements. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Develop incident response playbooks that provide step-by-step guidance for responding to 
incidents, including data breaches. 

• Implement SIEM systems to monitor and detect security incidents and automate incident 
alerting and reporting. 

• Subscribe to threat intelligence feeds that provide real-time information about emerging 
threats, helping incident response teams stay proactive and informed. 

Summarized Audit Program 

As discussed in Chapter 3, an audit program is a structured and comprehensive plan that outlines the 
procedures and activities to assess the effectiveness of an organization’s control environment. Based on the 
core concepts of data governance and security management ITGCs discussed above, presented below is a 
summarized audit program highlighting select relevant risks, corresponding ITGCs, and potential ways (audit 
procedures) to assess the operating effectiveness of such ITGCs. Please note that this is not an exhaustive audit 
program covering all applicable risks and controls and is provided for your reference only. 
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Table: Summarized Audit Program 

Detailed Description 
of the Risk and Its 
Impact 

Relevant IT General Control Activity Detailed Test of Controls Audit Procedure 

Inadequate data 
classification can 
result in improper 
handling and 
protection of 
sensitive data. 

Data is classified according to sensitivity and 
criticality, with classifications reviewed and 
updated annually. Responsibilities include 
identifying data types (e.g., confidential, 
internal, public) and ensuring proper 
classification. 

Inspect the documentation from the most 
recent annual data classification review. Use 
inspection techniques to verify that data is 
classified correctly according to the 
organization’s data classification policy and that 
the review covers all major data categories. 

Poor access controls 
increase the risk of 
unauthorized access 
to sensitive data. 

Implement robust access control 
mechanisms, including user access reviews, 
conducted quarterly. Responsibilities involve 
setting access permissions based on job roles 
and running regular reviews to adjust access 
as needed. 

Review two records from recent quarterly 
access reviews. Use inspection and analysis 
techniques to assess whether access rights are 
appropriate based on job roles and that any 
changes in access rights are properly 
documented and authorized. 

Inadequate data 
encryption exposes 
sensitive data to 
potential breaches. 

Encrypt sensitive data in transit and at rest, 
with encryption protocols reviewed 
semi-annually. Responsibilities include 
managing encryption keys and ensuring the 
use of strong encryption standards. 

Examine documentation from 1 recent 
semi-annual review of encryption protocols. Use 
inspection and analysis techniques to confirm 
that encryption protocols are up-to-date and 
that encryption critical management practices 
are secure and effective. 

Data quality 
management can 
lead to operational 
inefficiencies and 
correct 
decision-making. 

Regular data quality checks are performed to 
ensure accuracy, completeness, and reliability, 
with checks conducted monthly. 
Responsibilities include data validation, error 
checking, and updating data as necessary. 

Review two records from recent monthly data 
quality checks. Use inspection and analysis 
techniques to verify the effectiveness of data 
quality management practices and identify 
recurring data issues. 

Non-compliance with 
data protection 
regulations can lead 
to legal and 
reputational risks. 

Regular compliance audits ensure adherence 
to data protection laws and standards, such as 
GDPR or HIPAA, with audits performed 
annually. Responsibilities include reviewing 
data handling practices and ensuring 
compliance with legal requirements. 

Inspect documentation from the most recent 
annual compliance audit. Use inspection and 
confirmation techniques to assess compliance 
with data protection regulations and identify 
any areas of non-compliance. 

Ineffective data 
backup and recovery 
practices increase the 
risk of data loss. 

Regular data backups are conducted, with 
backup effectiveness tested quarterly. 
Responsibilities include ensuring reliable 
backup processes and maintaining offsite 
backups. 

Review two records from recent quarterly 
backup effectiveness tests. Use inspection and 
analysis techniques to confirm that backups are 
conducted regularly and that backup testing 
ensures the reliability and effectiveness of the 
backup processes. 

Lack of proper 
documentation and 
management of data 
governance policies 
can lead to 
inconsistencies and 
control gaps. 

Maintain comprehensive documentation of 
data governance policies, with policies 
reviewed and updated annually. 
Responsibilities include documenting all data 
governance procedures and ensuring their 
alignment with business objectives. 

Inspect the most recent annual data 
governance policy review documentation. Use 
inspection techniques to verify that data 
governance policies are comprehensive, 
up-to-date, and aligned with the organization’s 
data management and security needs. 

288  |  05.08. Data Governance, Management, and Security



In the Spotlight 

For additional context on data governance risks and leading practices, please read the article “Beware 
the Traps of Data Governance and Data Management Practice” [opens a new tab]. 

Pearce, G. (2022). Beware the traps of data governance and data management practice. ISACA 
Journal, 6. https://www.isaca.org/resources/isaca-journal/issues/2022/volume-6/beware-the-traps-of-
data-governance-and-data-management-practice 

 

Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=1126#h5p-128 
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Review Questions 

1. What is the primary purpose of data classification within the context of data governance and 
security? 

2. Why must organizations establish clear data retention policies and secure data disposal 
procedures? 

3. What role does incident response play in data governance and security, and what steps are 
typically involved in an effective incident response plan? 

 

Essay Questions 

1. Explain the importance of data classification within the context of data governance and 
security. Please provide examples of different data classifications and their implications for 
security measures. 

2. Describe the critical components of an effective incident response plan and explain their 
significance in mitigating the impact of security incidents and data breaches. 

3. Discuss the challenges associated with data privacy and compliance in today’s digital 
landscape. Provide examples of how organizations can address these challenges to ensure data 
privacy and compliance with regulations like GDPR. 
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Mini Case Study 

You are a data privacy officer at a European multinational e-commerce company. Your organization 
collects and processes vast customer data, including personal information, purchase history, and 
payment details. The company is subject to the General Data Protection Regulation (GDPR) and 
recently faced a data breach involving customer data. The incident has raised concerns among 
customers and regulatory authorities. Your CEO has asked you to address the breach immediately and 
ensure compliance with GDPR. 

Required: As the data privacy officer, what steps would you take to respond to this data breach 
incident and ensure compliance with GDPR? Provide a detailed plan, including key actions and 
considerations. 
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05.09. IS Project Auditing 

Credit: Photo Of People Doing Fist Bump by Fauxels, used under Pexels License. 

 Briefly reflect on the following before we begin: 

• What are the critical stages in the lifecycle of an IS project that require auditing? 
• How do project management controls influence the success of IS projects? 
• What are the common risks associated with IS projects? 

IS project auditing examines and evaluates IS projects’ management, control, and governance. This section will 
set the stage for understanding the various stages of IS projects, from initiation and planning to execution 
and closure, and the importance of auditing each phase. We will also review the methodologies and best 
practices involved in auditing these projects to understand how auditors assess the alignment of projects with 
organizational strategies, the effectiveness of project management practices, and the adequacy of controls at 
each project stage. 

Identifying relevant risks and evaluating corresponding project management controls is crucial to IS project 
auditing. We will review how auditors assess the controls to manage IS projects effectively. It includes 
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examining risk management practices, resource allocation, budgeting, and scheduling controls. We will also 
discuss how auditors evaluate the risks associated with IS projects and the measures taken to ensure the quality 
of project deliverables. This includes analyzing risk assessment methodologies, quality control procedures, and 
compliance with relevant standards and regulations. 

IS Project Lifecycle 

IS Project Auditing, a crucial component of IT General Controls (ITGC), refers to the systematic process of 
evaluating and assessing the management of information system projects within an organization. It ensures 
that the project aligns with the organization’s strategic objectives, is managed efficiently, and adheres to set 
budgets and timelines. It is vital in identifying potential issues and risks and ensuring the project delivers 
the intended value. A practical examination of the IS project ensures that it meets its goals, stays within 
budget, and is completed on time. It also assesses whether the project complies with relevant standards, 
regulations, and best practices. Stringent auditing is paramount in an era where complex IT projects involve 
significant investments. Poorly executed projects can lead to wasted resources and failed systems, jeopardizing 
the organization’s operational stability. Effective auditing helps to mitigate these risks by identifying issues early, 
allowing for timely corrections and adjustments. 

Project planning and approval control are fundamental to successfully executing Information Systems (IS) 
projects. This phase involves the identification of project objectives and stakeholders and the development 
of a project charter. The project charter outlines the project’s scope, goals, and constraints and is submitted 
for approval by relevant stakeholders and senior management. Before a project is approved, a feasibility study 
is conducted to evaluate its viability. This assessment includes technical feasibility, operational feasibility, 
economic feasibility, and legal compliance. Auditors ensure that these aspects are thoroughly reviewed and 
documented. Once approved, the project is planned in detail. This includes defining project scope, objectives, 
deliverables, and a comprehensive project plan with timelines and resource allocation. Auditors assess whether 
the planning is complete, realistic, and aligned with organizational goals. IS Auditors then scrutinize the 
workflow for project approvals, ensuring that it follows a structured process. Proper authorization and signoffs 
are essential to maintain control over project initiation. 

Budget and cost management control is vital to prevent IS projects from exceeding allocated budgets 
and incurring unexpected expenses. Initially, a budget is given to the project, covering all anticipated costs, 
including personnel, hardware, software, and external services. Auditors examine the budget allocation process 
to ensure it is based on realistic estimates. Throughout the project lifecycle, costs are tracked against the 
budget. Auditors monitor this process, ensuring that expenses are controlled and any variances are addressed 
promptly. A formal change management process should be in place when project changes impact the budget. 
Auditors evaluate whether changes are adequately assessed for their impact on costs and whether they are 
approved through the established channels. Regular financial reports are generated to provide transparency 
into project spending. Auditors review these reports to ensure accuracy and compliance with financial controls. 
Project schedules are developed to outline tasks, milestones, and dependencies. Auditors assess the scheduling 
process, ensuring that it is based on realistic estimates and considers potential risks. IS auditors closely monitor 
the project’s progress against the schedule. Delays or deviations from the original timeline are investigated 
to identify root causes and propose corrective actions. Proper resource allocation, including human resources 
and equipment, is critical for adhering to project timelines. Auditors review resource allocation to identify any 
discrepancies or bottlenecks. Lastly, effective risk management is integral to schedule control. Auditors evaluate 
identifying and mitigating risks that could impact project timelines, ensuring that risk management strategies 
are in place. 

Quality assurance control in IS project auditing focuses on maintaining and enhancing the quality of project 
deliverables and processes. Establishing clear quality standards and metrics is the first step. These standards 
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define the expected quality levels for project deliverables, such as software code, documentation, or user 
interfaces. Auditors assess whether these standards are defined, documented, and adhered to throughout 
the project. Quality assurance often involves various testing and inspection activities. Auditors examine the 
testing procedures, including unit testing, integration testing, and user acceptance testing. They ensure that 
testing is comprehensive, well-documented, and aligned with quality objectives. IS Auditors review the tools 
and technologies used for quality control, such as automated testing tools, code review platforms, and bug-
tracking systems. They assess whether these tools are effectively utilized to identify and address defects. 
Continuous process improvement is a core element of quality assurance. Auditors evaluate whether project 
teams engage in lessons learned sessions, root cause analysis, and process refinement to enhance quality over 
time. Finally, proper documentation is crucial for quality assurance. Auditors verify that quality plans, test cases, 
and inspection reports are maintained and accessible for review. 

Risk management control within IS project auditing is critical to identify, assess, and mitigate risks that 
may impact project success. The first step in risk management is identifying potential risks. Auditors evaluate 
whether a systematic approach to risk identification is in place, including brainstorming sessions, risk registers, 
and lessons learned from previous projects. After identification, risks are assessed for their potential impact and 
likelihood. Auditors review risk assessment methodologies to ensure they are comprehensive and adequately 
consider project-specific factors. IS Auditors examine the effectiveness of risk mitigation strategies. This 
includes evaluating whether risk responses are developed, implemented, and monitored. They also assess 
whether contingency plans are in place to address unforeseen risks. Note that risk management is an ongoing 
process. Auditors review how risks are continuously monitored throughout the project’s lifecycle. They assess 
whether risk reporting mechanisms exist to inform stakeholders about the status of risks and mitigation 
efforts. Projects often encounter changes that introduce new risks or alter existing ones. Auditors evaluate 
how changes are managed and whether risk management strategies are adapted accordingly. As mentioned 
earlier, proper documentation of risk management activities is essential. Auditors verify the completeness and 
accuracy of risk registers, risk response plans, and associated documentation. 

Compliance and regulatory control in IS project auditing ensures that projects adhere to relevant laws, 
regulations, and industry standards. IS Auditors begin by assessing the regulatory landscape applicable to the 
IS project. This includes identifying relevant laws, regulations, and industry standards, such as GDPR, HIPAA, 
or ISO 27001. Organizations often establish compliance frameworks that outline the requirements and controls 
needed to comply with regulations. Auditors review these frameworks to ensure they are comprehensive and 
up-to-date. IS Auditors map project activities and deliverables to specific regulatory requirements. This ensures 
that all relevant compliance obligations are considered throughout the project lifecycle. IS Auditors ensure that 
an audit trail is maintained for compliance-related activities. This includes records of regulatory assessments, 
compliance testing, and evidence of compliance with regulatory requirements. 

Change management control within IS project auditing is vital to manage and document changes that may 
impact project scope, schedule, or resources. IS Auditors review the change request process to ensure it is well-
defined and documented. This process typically involves submitting, reviewing, approving, and implementing 
change requests. When a change request is submitted, it must undergo a thorough impact assessment. 
Auditors assess whether impact assessments consider potential effects on project scope, schedule, budget, 
and risks. Change requests should be approved or rejected through a structured process involving relevant 
stakeholders. Auditors evaluate the approval process to ensure that it includes appropriate authorization and 
documentation. IS Auditors examine how approved changes are implemented, ensuring that they are 
adequately tested, documented, and integrated into the project’s work. Communication: Effective 
communication is crucial in change management. Auditors assess how changes are communicated to project 
stakeholders, including the rationale for the change, its implications, and any required actions. In many 
organizations, a change control board oversees change management. Auditors review the composition and 
effectiveness of this board in managing changes. Lastly, comprehensive documentation of change requests, 
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approvals, and implementation details is essential. Auditors verify that records are maintained to track changes 
throughout the project. 

Relevant Risks 

In IS project auditing, organizations face several primary risks that can significantly impact their operations 
and strategic objectives. Understanding these risks is vital for effective risk management and ensuring access is 
granted to the organization’s IS projects and conducted in the organization’s best interest. Let’s consider some 
of these risks. 

Table: IS Project Relevant Risks 

Risk Description Example 

Scope Creep 
Risk 

Scope creep occurs when project requirements continually 
expand beyond the initially defined scope. It can lead to delays, 
increased costs, and a decreased focus on critical project 
objectives. 

During software application 
development, stakeholders 
continuously request additional 
features, causing the project to 
exceed its initial scope and timeline. 

Budget Overrun 
Risk 

This risk involves exceeding the allocated project budget, 
which may result from unforeseen expenses or escalations. 
Budget overruns can strain financial resources, impact project 
viability, and reduce funds for other essential projects. 

A project experiences unanticipated 
hardware procurement costs due to 
supply chain disruptions, resulting in 
a significant budget overrun. 

Resource 
Constraints Risk 

Resource constraints occur when skilled personnel or 
necessary equipment are unavailable. It can lead to project 
delays, compromised quality, and increased pressure on the 
available workforce. 

A critical team member with 
specialized skills resigns during a 
project, causing resource shortages 
and timeline setbacks. 

Schedule 
Delays Risk 

Schedule delays can stem from various factors, such as 
unforeseen technical challenges, resource constraints, or scope 
changes. Delays can lead to missed opportunities, extended 
project costs, and stakeholder dissatisfaction. 

An unexpected software bug 
discovery during the testing phase 
pushes the project’s release date 
back several weeks. 

Quality 
Assurance 
Failures Risk 

Quality assurance failures involve the inadequate testing or 
inspection of project deliverables, resulting in defects or errors. 
Poor quality can lead to post-implementation issues, increased 
support costs, and damage to an organization’s reputation. 

A rushed software release needs 
more thorough testing, leading to 
numerous user-reported bugs and 
declining user satisfaction. 

Compliance 
Violations Risk 

Compliance violations occur when projects do not adhere to 
relevant laws, regulations, or industry standards. 
Non-compliance can lead to legal penalties, reputation 
damage, and operational disruptions. 

A healthcare project fails to meet 
HIPAA compliance requirements, 
resulting in regulatory fines and 
legal actions. 

Change 
Management 
Challenges Risk 

Change management challenges arise when changes to 
project scope, requirements, or resources need to be effectively 
managed and documented. Poor change management can 
lead to project disruptions, increased costs, and a loss of 
stakeholder confidence. 

Frequent, uncontrolled changes to 
project requirements lead to 
confusion among the project team 
and delays in project delivery. 

Communication 
Breakdown Risk 

Communication breakdowns occur when project stakeholders 
need timely and accurate project information. Poor 
communication can lead to misunderstandings, conflicts, and 
a lack of alignment with project objectives. 

Key project updates must be 
communicated to relevant 
stakeholders, resulting in 
misinformed decisions and delays in 
addressing critical issues. 

Technology Risk 

Technology risks encompass the potential for technical failures, 
such as hardware malfunctions, software bugs, or 
cybersecurity breaches. Technology risks can disrupt project 
progress, compromise data security, and result in substantial 
rework. 

A data breach occurs due to 
inadequate cybersecurity measures, 
leading to data loss and reputational 
damage. 

Overall, IS Project Auditing in ITGC involves managing various risks, including project misalignment, budget 
overruns and schedule delays, poor project quality, non-compliance with regulations, ineffective risk 
management, inadequate stakeholder engagement, reliance on outdated technology, cybersecurity 
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vulnerabilities, and insufficient documentation and knowledge transfer. Addressing these risks requires 
thorough auditing practices, regular monitoring, stakeholder involvement, compliance checks, and effective 
project management strategies. Effectively managing these risks ensures that IT projects are aligned with 
business goals, completed within budget and schedule, meet quality standards, and contribute positively to the 
organization’s strategic and operational objectives. 

Relevant IT General Controls Objectives and Activities 

In IS project auditing, a subset of IT General Controls (ITGC), several crucial controls ensure effective planning, 
execution, and delivery of critical IS implementation projects. These controls are vital in aligning existing IS 
with business objectives, managing risks, and ensuring successful outcomes. Let’s consider the primary ITGC 
objectives for this category. 

Project Planning and Approval Control 

The primary objective of this control is to ensure that IS projects are well-defined, aligned with organizational 
goals, and undergo a structured approval process. The purpose of this control here is to establish a systematic 
approach to project initiation and approval. This includes defining project scope, objectives, and constraints, 
conducting feasibility assessments, and obtaining appropriate approvals from stakeholders and senior 
management. The aim is to ensure that projects are strategically aligned and have undergone thorough 
evaluation before initiation. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• A software development project is proposed with a clear definition of its scope, including 
developing a new customer relationship management system. A feasibility study is conducted 
to assess technical viability and resource needs. 

• Before initiating a network upgrade project, a project charter is prepared detailing the 
objectives, expected benefits, and potential risks. This document is then reviewed and 
approved by senior management. 

• An e-commerce platform integration project undergoes a structured approval process, 
including a stakeholder analysis to ensure alignment with business objectives and identify 
potential impacts on various business units. 

Budget and Cost Management Control 

This control ensures that IS projects are budgeted, tracked, and managed effectively to prevent cost overruns. 
The control objective for budget and cost management is establishing a comprehensive allocation process for 
IS projects, including estimating all relevant costs. It also involves continuously tracking and monitoring project 
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expenses against the budget, implementing a formal change management process for budget modifications, 
and providing transparent financial reporting. The goal is to maintain cost control and prevent unexpected 
economic impacts. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• In an IT infrastructure overhaul project, a detailed budget is prepared, including costs for 
new hardware, software licenses, and labour. Regular budget reviews are conducted to 
monitor expenses. 

• A cloud migration project implements a tracking system for monitoring real-time 
expenditures against the allocated budget, allowing immediate adjustments in case of 
potential overruns. 

• For a cybersecurity enhancement project, any changes exceeding a certain financial 
threshold require a formal change request and re-approval, ensuring budget adherence. 

Schedule and Timeline Control 

This control ensures that IS projects are executed within predefined schedules and timelines. The goal is 
establishing a structured project scheduling process, including task identification, milestone tracking, and 
dependencies. It involves continuous monitoring of project progress against the schedule, timely identification 
of delays, resource allocation management, and effective risk management to prevent timeline deviations. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• A mobile app development project uses a Gantt chart to track progress against key 
milestones, with weekly status meetings to address delays. 

• A critical path method in a data center relocation project identifies and manages essential 
tasks, ensuring adherence to the project timeline. 

• Implementing a new ERP system project involves assigning a dedicated project manager to 
oversee task completion and resource allocation, ensuring the project remains on schedule. 

Quality Assurance Control 

The primary objective of this control is to ensure that IS project deliverables and processes meet established 
quality standards. The control objective of quality assurance control is to define and adhere to quality standards 
and metrics for project deliverables. It involves establishing comprehensive testing and inspection procedures, 
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utilizing quality control tools effectively, promoting continuous process improvement, and maintaining proper 
documentation of quality-related activities. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• During a software update project, user acceptance tests ensure that new features meet 
predefined quality standards and user requirements. 

• A network security project includes regular code reviews and vulnerability assessments to 
maintain high quality and security standards. 

• In developing a new IT service management process, a quality control checklist reviews each 
project phase, from planning to execution. 

Risk Management Control 

This control ensures that IS projects identify, assess, and mitigate risks that may impact project success. This 
control aims to establish a systematic risk management process. This includes risk identification, assessment 
of potential impact and likelihood, development of risk mitigation strategies, continuous monitoring and 
reporting of risks, and adaptation to changes that may introduce new risks. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• In a data migration project, a risk assessment is conducted to identify potential data loss or 
corruption risks, with data backup and validation strategies developed. 

• Risk scenarios such as integration issues and user resistance are identified for a new software 
implementation, and mitigation plans are developed, including training and pilot testing. 

• An IT infrastructure expansion project includes a risk analysis of potential downtime, with 
contingency plans developed for minimal operational impact. 

Compliance and Regulatory Control 

This control ensures that IS projects adhere to relevant laws, regulations, and industry standards. The control 
objective for compliance and regulatory control is to assess and align IS projects with applicable legal and 
regulatory requirements. It involves regulatory assessments, compliance framework establishment, regulatory 
mapping, proper documentation of compliance activities, and preparation for external audits or assessments. 
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Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• A healthcare IT project is evaluated for HIPAA compliance, ensuring patient data handling 
meets strict regulatory standards. 

• In an international e-commerce project, GDPR compliance is a crucial consideration, with 
specific measures implemented for data protection and user consent. 

• A financial reporting system project undergoes regular audits to ensure adherence to 
Sarbanes-Oxley Act requirements, focusing on data accuracy and security. 

Change Management Control 

The primary purpose of this control is to ensure that IS projects effectively manage and document changes 
that may impact project scope, schedule, or resources. This control establishes a well-defined change request 
process, including impact assessments, approvals, implementation, communication, and documentation. The 
goal is to systematically manage and communicate changes while minimizing disruptions to the project. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• During an IT system upgrade, any request for changes in software specifications undergoes 
a formal review process, assessing the impact on timeline and resources. 

• A cloud service implementation project has a documented procedure for handling changes 
in vendor services, ensuring that any modifications are communicated and reported 
effectively. 

• In developing a new IT policy, a change control board is established to review and approve 
significant changes to the project scope, ensuring alignment with original objectives and 
stakeholder expectations. 

Summarized Audit Program 

As discussed in Chapter 3, an audit program is a structured and comprehensive plan that outlines the 
procedures and activities to assess the effectiveness of an organization’s control environment. Based on the 
core concepts of IS project auditing ITGCs discussed above, presented below is a summarized audit program 
highlighting select relevant risks, corresponding ITGCs, and potential ways (audit procedures) to assess the 
operating effectiveness of such ITGCs. Please note that this is not an exhaustive audit program covering all 
applicable risks and controls and is provided for your reference only. 
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Table: Summarized Audit Program 

Detailed 
Description of 
the Risk and Its 
Impact 

Relevant IT General Control Activity Detailed Test of Controls Audit Procedure 

Inadequate 
project planning 
can lead to 
delays, cost 
overruns, and 
failure to meet 
objectives. 

Comprehensive project planning is conducted for 
each IT project, including scope definition, 
resource allocation, and timeline establishment. 
This includes defining project objectives, 
determining necessary resources, setting realistic 
timelines, and identifying potential risks. The 
project plan is reviewed and updated monthly. 

Review 2 recent project plans. Use inspection 
techniques to verify that the plans include 
detailed scope, resource requirements, 
timelines, and risk assessments. Assess whether 
the project plans are comprehensive and 
realistic, and check for regular updates and 
adjustments. 

Overlooking 
project risks can 
result in 
unaddressed 
issues and 
project failures. 

Conduct regular project risk assessments and 
implement risk mitigation strategies. This involves 
identifying potential risks, evaluating their impact, 
and developing mitigation strategies. Risk 
assessments are performed at the initiation of the 
project and reviewed quarterly. 

Examine two quarterly project risk assessment 
reports. Use analysis techniques to evaluate the 
effectiveness of the risk identification and 
mitigation strategies. Confirm that risks are 
appropriately identified, their impacts are 
assessed, and effective mitigation strategies are 
implemented. 

Non-compliance 
with legal and 
regulatory 
requirements in 
project execution 
risks legal 
penalties and 
project 
invalidation. 

Ensure compliance with relevant laws and 
regulations throughout the project lifecycle. This 
includes regular compliance checks and 
semi-annual audits. Responsibilities involve 
reviewing compliance with legal requirements 
and industry standards. 

Inspect documentation from 1 recent 
compliance audit. Use confirmation techniques 
to verify that the project adheres to applicable 
legal and regulatory requirements. Check for 
evidence of regular compliance reviews and 
confirm adherence to relevant laws and 
regulations. 

Poor budget 
management in 
IT projects leads 
to financial 
inefficiencies and 
potential project 
cancellations. 

Rigorous budget management and monitoring 
are conducted for each IT project, including 
tracking and comparing expenditures against the 
budget. This process is carried out monthly. 

Review 2 recent monthly financial reports for IT 
projects. Use analysis techniques to assess 
adherence to the budget and investigate any 
significant variances. Determine that 
expenditures are within budget limits and 
understand the reasons for any deviations. 

Ineffective 
communication 
and stakeholder 
engagement can 
result in 
better-aligned 
project objectives 
and satisfaction. 

Maintain regular communication with 
stakeholders and ensure their engagement 
throughout the project. This includes periodic 
status updates and feedback sessions conducted 
monthly. Responsibilities involve disseminating 
project progress and addressing stakeholder 
concerns. 

Examine records from 2 recent stakeholder 
communication sessions. Use observation and 
inquiry techniques to assess the effectiveness of 
communication and stakeholder engagement. 
Verify that stakeholders are regularly informed 
and that their feedback is considered in project 
decisions. 

Inadequate 
quality assurance 
processes can 
compromise the 
quality of the 
project 
deliverables. 

Implement thorough quality assurance processes, 
including regular quality checks and testing of 
project deliverables. Quality reviews are conducted 
at key project milestones. 

Review documentation from 2 recent quality 
reviews. Use inspection techniques to verify 
that quality assurance processes are in place 
and effectively implemented. Assess whether 
the quality reviews are comprehensive and 
whether their findings are addressed promptly. 

Document 
project changes 
and decisions to 
avoid confusion 
and lack of 
accountability. 

Maintain detailed documentation of all project 
changes and critical decisions, including the 
rationale and approvals for each change. This 
documentation is updated with every significant 
change. 

Inspect documentation for five recent 
significant project changes. Use inspection 
techniques to confirm that all changes and 
decisions are appropriately documented, 
including reasons and authorizations. Check for 
comprehensive documentation that traces 
changes and decisions made during the 
project. 
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In the Spotlight 

For additional context on IS project audit leading practices, please read the article titled “Agile Audit” 
[opens a new tab]. 

Spiros, A. (2017). Agile audit. ISACA Journal, 2. https://www.isaca.org/resources/isaca-journal/issues/
2017/volume-2/agile-audit 

 

Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=1142#h5p-129 
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Review Questions 

1. What is the primary purpose of a project charter in IS project management? 
2. Why is tracking project expenses against the approved budget throughout an IS project’s 

lifecycle essential? 
3. What role does the change management process play in IS project management, and why is it 

important? 
4. Regarding IS project audits, what are the critical risks associated with scope creep? 
5. How can quality assurance controls contribute to the success of IS projects, and what are some 

examples of quality control tools? 

 

Essay Questions 

1. Describe the critical components of a project charter in IS project management. Why is it 
essential to have a well-defined project charter, and how does it contribute to project success? 
Provide examples to illustrate your points. 

2. Explain the importance of continuous budget monitoring in IS project management. What are 
the potential consequences of not monitoring project expenses against the approved budget? 
Provide real-world examples to illustrate your points. 

3. Discuss the role of the change management process in IS project management. How does 
effective change management contribute to project success, and what are the standard 
components of a change management process? Provide examples to illustrate your points. 

302  |  05.09. IS Project Auditing



05.10. Cloud Computing and Mobile 
Computing 

Credit: Photo Of Person Holding Laptop by Fauxels, used under Pexels License. 

 Briefly reflect on the following before we begin: 

• What are the unique challenges in auditing cloud service providers? 
• How is data security managed differently in cloud computing environments? 
• What considerations are essential in assessing BYOD processes? 
• How does mobile device and application management impact organizational security? 

This section will explore the increasingly relevant and complex domains of cloud and mobile computing in 
the context of IS auditing. We will begin by introducing cloud computing. This technology has revolutionized 
how organizations manage and deploy IT resources. We start by defining cloud computing and its various 
service models, such as Infrastructure as a Service (IaaS), Platform as a Service (PaaS), and Software as a Service 
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(SaaS). This introduction sets the foundation for understanding the complex dynamics of cloud computing 
environments and their implications for IS auditing. We will also discuss the critical role of identifying 
underlying risks and evaluating the controls and practices of cloud providers. As organizations increasingly rely 
on third-party providers for essential IT services, thorough assessments become paramount. We will discuss 
how auditors evaluate the security, privacy, and compliance aspects of cloud services, including examining 
provider agreements, data security measures, and compliance with relevant regulations and standards. With 
cloud computing, data often resides outside the organization’s control, creating unique security challenges. 
We will delve into how auditors assess the measures implemented to protect data in the cloud, including 
encryption techniques, access controls, and data breach response protocols. 

Next, we will focus on mobile computing, another rapidly evolving area in information systems. Mobile 
computing poses distinct challenges due to the portable nature of devices and the diversity of platforms and 
applications. We will begin by discussing the Bring Your Device (BYOD) process assessment, which involves 
evaluating policies and controls for using personal devices for work purposes. We will also address the security 
implications of BYOD and how organizations manage the associated risks. Lastly, we will explore how auditors 
assess the management of mobile devices and applications within an organization. It covers areas such as 
device security, application controls, and the management of mobile-specific threats. 

Cloud Computing 

Cloud computing audits focus on services, such as software-as-a-service (SaaS), platform-as-a-service (PaaS), 
and infrastructure-as-a-service (IaaS). Cloud computing, while offering scalability and cost-savings, can 
introduce risks related to data security, vendor dependence, and compliance with data protection laws. 

Access control and user authentication are paramount in ensuring the security of cloud and mobile 
computing environments. These processes involve mechanisms and protocols to verify the identity of users 
and control their access to resources. Organizations implement access control measures to restrict user access 
to specific systems, applications, and data. This involves defining user roles, permissions, and privileges. Role-
based access control (RBAC) is a common approach where users are assigned roles and access rights are 
associated with those roles. Audit trails are maintained to record who accessed what and when. User 
authentication verifies the identity of individuals or devices trying to access resources. 

Standard methods include username and password, multi-factor authentication (MFA), biometrics, and 
single sign-on (SSO). MFA, which requires users to provide two or more forms of authentication, adds an 
extra layer of security, reducing the risk of unauthorized access. Protecting data in transit and at rest is a 
fundamental security practice for cloud and mobile computing. This involves encrypting data to ensure it 
remains confidential and secure. Data transmitted between devices or over networks must be encrypted to 
prevent interception by unauthorized parties. Transport Layer Security (TLS) and Secure Sockets Layer (SSL) 
protocols are commonly used to secure transit data. These protocols establish secure communication channels, 
ensuring data remains confidential and integral during transmission. Data at rest refers to data stored on 
physical or virtual devices, such as servers, hard drives, or cloud storage. To protect this data, organizations use 
encryption algorithms to convert it into an unreadable format when it’s not actively being used. Encryption 
keys are required to decrypt and access the data. Data encryption at rest is crucial for safeguarding sensitive 
information, ensuring that the data remains inaccessible even if the physical device is compromised. 

Evaluating Cloud Service Providers (CSPs) is critical for organizations adopting cloud computing. CSP 
assessment ensures that the chosen provider aligns with the organization’s security, compliance, and 
operational requirements. One of the primary considerations is assessing the CSP’s adherence to security 
and compliance standards. Auditors review whether the CSP complies with industry-specific regulations and 
standards, such as ISO 27001, HIPAA, or SOC 2. They also scrutinize the CSP’s security policies and procedures 
to ensure they meet the organization’s requirements. Data governance is another crucial aspect of CSP 
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assessment. Auditors examine how the CSP manages and protects data. This includes evaluating data 
encryption practices, access controls, and data recovery procedures. Data residency and jurisdiction are also 
assessed to ensure compliance with data protection regulations in different geographical regions. Service 
Level Agreements (SLAs) are closely examined during CSP assessment. Auditors review SLAs to understand 
the CSP’s responsibilities regarding uptime, availability, and incident response. They assess the CSP’s historical 
performance in meeting SLA commitments to gauge reliability and service quality. Additionally, auditors may 
scrutinize the CSP’s disaster recovery and business continuity plans. They assess how data is backed up, 
the frequency of backups, and the recovery procedures in case of data loss or service disruptions. These 
assessments help organizations make informed decisions when selecting and partnering with CSPs, ensuring 
a secure and compliant cloud computing environment. 

Cloud Security Monitoring involves continuous surveillance and analysis of cloud infrastructure and services 
to detect and respond to security incidents. Organizations use various tools and services to collect logs, events, 
and performance metrics from their cloud resources in cloud security monitoring. These tools provide real-
time visibility into the cloud environment and help organizations track user activities, system behaviour, and 
potential vulnerabilities. Security Information and Event Management (SIEM) systems are central to cloud 
security monitoring. SIEM solutions aggregate data from various cloud services and resources, correlate events, 
and generate alerts when suspicious or unauthorized activities are detected. These alerts trigger incident 
response procedures. Additionally, organizations may employ cloud-native security tools provided by cloud 
service providers. These tools offer insights into resource-level security, network traffic, and authentication logs. 
Organizations can configure these tools to send alerts when predefined security thresholds are breached. 
Continuous monitoring also includes vulnerability scanning and assessment of cloud resources. Regular 
vulnerability scans help identify vulnerabilities and misconfigurations that attackers could exploit. These 
findings are remediated as part of the organization’s security hygiene. 

Cloud Data Backup and Recovery Procedures ensure data availability and business continuity in a cloud 
computing environment. IS Auditors assess these procedures to ensure the organization can recover data in 
case of data loss or service disruptions. First, auditors evaluate the frequency and data backup methods in the 
cloud. This includes incremental and full backups, ensuring that data can be restored to a specific point in 
time. The organization’s Recovery Point Objectives (RPOs) often determine backup frequency. Recovery Point 
Objectives (RPOs) and Recovery Time Objectives (RTOs) are closely examined during the audit. RPOs define 
how much data an organization can afford to lose in case of a disaster, while RTOs specify the maximum 
acceptable downtime. Auditors assess whether the cloud backup procedures align with these objectives. 
Testing and validation are critical components of cloud data backup procedures. Auditors may review the 
testing protocols and confirm that data restoration processes are regularly tested. This ensures that backups 
are reliable and can be used effectively during data loss incidents. Documentation plays a crucial role in audit 
procedures. Auditors assess the documentation of cloud data backup and recovery processes, including backup 
schedules, testing results, and incident response plans. Detailed documentation is essential for audit trail 
purposes and helps organizations demonstrate compliance with data protection regulations. 

Mobile Computing 

Mobile computing audits scrutinize the management of mobile devices, applications, and data used within the 
organization. Mobile computing raises concerns about data security on personal devices, app vulnerabilities, 
and protecting sensitive corporate data in a mobile environment. 

Mobile Device Management (MDM) is essential for organizations that allow employees to use mobile devices. 
MDM solutions help manage and secure mobile devices, ensuring compliance with security policies. It begins 
with device enrollment, where mobile devices are registered with the MDM system. IT administrators can 
then configure devices according to organization-specific security policies, which include setting up passcodes, 
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enforcing encryption, and configuring remote wipe capabilities if a device is lost or stolen. MDM solutions 
allow organizations to manage mobile applications. IT administrators can distribute and update apps, apply 
security policies, and blocklist or allowlist apps based on security considerations. MDM systems continuously 
monitor mobile devices, detecting and responding to security threats. This involves monitoring for malware, 
unauthorized access attempts, and device compliance with security policies. 

When organizations migrate to cloud environments, assessing cloud service providers (CSPs) is critical to 
ensure they meet security and compliance requirements. IS Auditors assess whether CSPs adhere to industry-
specific security and compliance standards, such as ISO 27001, HIPAA, or SOC 2, and review the CSP’s security 
policies and procedures to ensure they align with organizational requirements. IS Auditors examine how CSPs 
manage and protect data. This includes data encryption, access controls, and data recovery procedures. They 
assess data residency and jurisdiction to ensure compliance with data protection regulations. IS Auditors also 
review SLAs to understand the CSP’s responsibilities regarding uptime, availability, and incident response. They 
assess the CSP’s track record in meeting SLA commitments. 

Mobile applications are ubiquitous, making them attractive targets for cyberattacks. Auditing mobile 
application security involves comprehensive testing to identify vulnerabilities and ensure data protection. 
IS Auditors may conduct penetration testing to simulate cyberattacks and identify vulnerabilities in mobile 
applications. This includes assessing the app’s security against common attack vectors such as SQL injection, 
cross-site scripting (XSS), and insecure data storage. IS Auditors also review the source code of mobile 
applications to identify security flaws. They assess the coding practices, encryption methods, and data handling 
procedures to ensure compliance with security standards. Static analysis involves examining the application’s 
code without execution, while dynamic analysis involves testing the app during runtime. These methods 
help auditors uncover vulnerabilities that may not be apparent through other means. Auditing cloud data 
backup and recovery procedures ensures data availability and business continuity. IS Auditors can assess how 
frequently data is backed up to the cloud, which includes incremental and full backups to ensure that data can 
be restored to a specific point. 

Mobile Application Security Testing is the process of evaluating the security of mobile apps to identify 
vulnerabilities and ensure data protection. Penetration Testing is a common practice during Mobile Application 
Security Testing. IS Auditors simulate cyberattacks to uncover vulnerabilities in the mobile app’s security. This 
includes assessing the app’s resilience against common attack vectors like SQL injection, cross-site scripting 
(XSS), and insecure data storage. The goal is to identify weaknesses that malicious actors could exploit. IS 
Auditors also review the source code of mobile applications to identify security flaws in the app’s architecture 
and coding practices. They assess encryption methods, data handling procedures, and third-party libraries 
to ensure compliance with security standards. Static and Dynamic Analysis are employed to evaluate mobile 
application security comprehensively. Static analysis examines the application’s code without execution, while 
dynamic analysis tests the app during runtime. These methods help auditors uncover vulnerabilities that may 
not be apparent through other means. They assess how data is transmitted and stored, looking for potential 
weak points where data breaches could occur. 

Relevant Risks 

Organizations face several primary risks in cloud computing and mobile computing that can significantly 
impact their operations and strategic objectives. Understanding these risks is vital for effective risk 
management and ensuring security is maintained around the organization’s critical data and IS on a need-to-
know basis. Let’s consider some of these risks. 
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Table: Risks in Cloud Computing and Mobile Computing 

Risk Description Example 

Unauthorized 
Access to Cloud 
Resources 

Unauthorized individuals gain access to cloud resources 
or mobile devices due to weak authentication or 
misconfigured access controls, resulting in data 
breaches, loss, and potential exposure of sensitive 
information. 

An attacker guesses a weak password and 
gains unauthorized access to a cloud 
server, leading to the theft of customer 
data. 

Data Breaches 
during Data 
Transfer 

Data is intercepted and compromised during 
transmission between mobile devices and cloud servers. 
This could result in confidential data exposure, loss of 
data integrity, and potential legal and reputational 
consequences. 

Malicious actors intercept unencrypted 
data from a mobile app to a cloud server 
via unsecured public Wi-Fi, resulting in 
data theft. 

Inadequate 
Mobile Device 
Security 

Weak security practices on mobile devices, such as 
missing updates or unsecured configurations, make 
them susceptible to attacks, malware infections, data 
breaches, and potential compromise of corporate 
networks. 

A mobile device with outdated security 
patches falls victim to a malware attack, 
leading to unauthorized access to 
corporate data. 

Insufficient 
Cloud Service 
Provider Security 

The cloud service provider (CSP) fails to implement 
robust security measures, leaving cloud resources 
vulnerable to data breaches, service interruptions, and 
loss of customer trust. 

A CSP neglects to patch a critical security 
vulnerability in its infrastructure, which 
cybercriminals exploit to access customer 
data. 

Insecure Mobile 
Applications 

Mobile applications contain vulnerabilities that attackers 
can exploit, resulting in data breaches, compromised 
user privacy, and potential regulatory fines. 

A mobile banking app has a code 
vulnerability that allows attackers to 
access user account information and 
conduct fraudulent transactions. 

Data Loss in 
Cloud Backups 

Inadequate backup and recovery procedures in the 
cloud, leading to irretrievable data loss, potential 
business disruption, and financial losses. 

An organization loses critical customer 
data due to misconfigured cloud backups, 
causing operational setbacks. 

Inadequate 
Security 
Monitoring 

Lack of adequate monitoring in cloud and mobile 
environments, resulting in delayed detection of security 
incidents, extended periods of unauthorized access, data 
breaches, and compromised system integrity. 

A security breach goes unnoticed for 
several weeks in a cloud environment, 
allowing attackers to exfiltrate sensitive 
data. 

Regulatory 
Non-Compliance 

Failing to comply with industry-specific or regional data 
protection regulations. This could result in regulatory 
fines, legal consequences, and damage to the 
organization’s reputation. 

A healthcare organization stores patient 
data in the cloud without proper 
encryption, violating Health Insurance 
Portability and Accountability Act (HIPAA) 
regulations. 

Mobile Device 
Theft or Loss 

Often used for work, mobile devices are lost or stolen, 
potentially exposing sensitive corporate data and 
resulting in data breaches, reputation damage, and 
potential legal liabilities. 

An employee’s smartphone containing 
sensitive corporate emails and documents 
is stolen, and the data falls into the wrong 
hands. 

Relevant IT General Controls Objectives and Activities 

In cloud computing and mobile computing, a subset of IT General Controls (ITGC), several crucial controls 
ensure information systems’ effective access management to roles and profiles. These controls are vital in 
aligning existing IS with business objectives, managing risks, and ensuring successful outcomes. Let’s consider 
the primary ITGC objectives for this category. 

Access Control and User Authentication 

The primary objective of this control is to ensure that only authorized users and devices can access cloud and 
mobile resources by implementing robust access control mechanisms and user authentication. The control 
objective is to enforce strict access control policies, define user roles and permissions, and employ secure user 
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authentication methods such as multi-factor authentication (MFA) to prevent unauthorized access to cloud and 
mobile resources. This includes restricting access to sensitive data and critical functions. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Implement RBAC to ensure that users are assigned roles with appropriate permissions. This 
control ensures only authorized personnel can access specific cloud or mobile resources. 

• Enforce MFA to add an extra layer of security by requiring users to provide multiple forms of 
identification, such as a password and a one-time token, for access. 

• Establish and enforce password policies that mandate vital password requirements, regular 
password changes, and account lockout after multiple failed login attempts. 

Data Encryption in Transit and at Rest 

This control aims to ensure that sensitive data is encrypted during transmission (in transit) and stored (at 
rest) within cloud and mobile environments. The control objective involves implementing encryption protocols 
like TLS/SSL for data in transit and encryption algorithms for data at rest. This ensures that data remains 
confidential and secure, whether transmitted across networks or stored on devices or cloud servers. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Implement Secure Socket Layer (SSL) or Transport Layer Security (TLS) encryption for data 
transmitted between mobile devices and cloud servers to protect it during transit. 

• Utilize encryption algorithms like AES (Advanced Encryption Standard) to encrypt sensitive 
data stored on mobile devices or within cloud databases. 

• Implement strong critical management practices to store and manage encryption keys 
securely for data protection. 

Mobile Device Management (MDM) and Security 

This control aims to secure and manage mobile devices within the organization’s mobile ecosystem through 
Mobile Device Management (MDM) solutions. The control objective entails using MDM solutions to enforce 
security policies on mobile devices, such as configuring passcodes, ensuring encryption, and enabling remote 
wipe capabilities. It also involves monitoring and managing mobile applications, tracking device compliance, 
and protecting against threats. 
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Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Ensure mobile devices are registered and enrolled with the MDM system before accessing 
corporate resources. 

• Enable the ability to remotely wipe the data on lost or stolen devices, ensuring data security 
in case of device compromise. 

• Employ MDM controls to allow or block specific mobile applications based on security 
policies and business requirements. 

Cloud Service Provider Assessment 

The primary objective of this control is to evaluate and assess cloud service providers to ensure they meet 
the organization’s security and compliance requirements. The control objective involves scrutinizing CSPs’ 
adherence to security standards and compliance regulations, data governance practices, and assessing their 
ability to meet service level agreements (SLAs). It also includes evaluating their disaster recovery and business 
continuity capabilities. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Regularly audit and assess the CSP’s security practices and compliance with industry 
standards and regulations. 

• Ensure the CSP complies with data residency and jurisdiction requirements, especially when 
dealing with international data transfers. 

• Evaluate the CSP’s Service Level Agreements (SLAs) to verify that they align with the 
organization’s uptime, availability, and incident response expectations. 

Mobile Application Security Testing 

This control aims to ensure the security of mobile applications by conducting comprehensive security testing to 
identify and mitigate vulnerabilities. The control objective encompasses penetration testing, code review, and 
static/dynamic analysis of mobile applications. It aims to identify and remediate security flaws, ensuring mobile 
apps resist common attack vectors. 
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Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Conduct penetration tests to identify vulnerabilities and weaknesses in mobile applications, 
simulating real-world attack scenarios. 

• Thoroughly review the source code of mobile apps to identify security flaws and coding 
errors. 

• Utilize static and dynamic analysis tools to assess mobile application security, identifying 
code and runtime behaviour vulnerabilities. 

Cloud Data Backup and Recovery Procedures 

This control establishes reliable data backup and recovery procedures in cloud environments to safeguard 
data and ensure business continuity. The control objective involves defining backup frequency, aligning with 
Recovery Point Objectives (RPOs) and Recovery Time Objectives (RTOs), regularly testing data restoration 
procedures, and maintaining comprehensive documentation of backup and recovery processes. 

Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Establish automatic backup schedules to ensure data is consistently backed up at specified 
intervals. 

• Conduct periodic testing of data restoration procedures to verify that backups are reliable 
and can be restored successfully. 

• Maintain detailed documentation of backup and recovery processes to facilitate audit trails 
and compliance reporting. 

Cloud and Mobile Security Monitoring 

The primary purpose of this control is to continuously monitor cloud and mobile environments to detect 
and respond to security incidents, ensuring proactive security management. The control objective includes 
implementing Security Information and Event Management (SIEM) systems for cloud environments, employing 
network traffic analysis for mobile devices, and using cloud-native security tools. It also involves monitoring 
compliance with security policies and actively identifying potential threats through continuous surveillance. 
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Examples of ITGC activities that may facilitate the achievement of this objective include the 
following: 

• Implement SIEM systems to collect and analyze security events, generate alerts, and respond 
to potential threats in real-time. 

• Use network traffic analysis tools to monitor and detect suspicious activities, unauthorized 
access, and data exfiltration from mobile devices and cloud resources. 

• Continuously monitor cloud and mobile environments for compliance with security policies 
and regulations, ensuring adherence to established controls and standards. 

Summarized Audit Program 

As discussed in Chapter 3, an audit program is a structured and comprehensive plan that outlines the 
procedures and activities to assess the effectiveness of an organization’s control environment. Based on the 
core concepts of cloud computing and mobile computing management ITGCs discussed above, presented 
below is a summarized audit program highlighting select relevant risks, corresponding ITGCs, and potential 
ways (audit procedures) to assess the operating effectiveness of such ITGCs. Please note that this is not an 
exhaustive audit program covering all applicable risks and controls and is provided for your reference only. 
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Table: Summarized Audit Program 

Detailed Description 
of the Risk and Its 
Impact 

Relevant IT General Control Activity Detailed Test of Controls Audit Procedure 

Inadequate data 
security in cloud and 
mobile computing 
can lead to data 
breaches and loss of 
sensitive 
information. 

Implement robust data security 
measures for cloud and mobile 
computing environments, including 
encryption, access controls, and 
regular security assessments. These 
measures are reviewed and updated 
quarterly. 

Review 2 recent quarterly security assessment reports. Use 
inspection and analysis techniques to confirm that data 
security measures are effectively implemented and 
updated regularly. Check for encryption and access 
controls and assess the comprehensiveness of security 
assessments. 

Non-compliance 
with cloud and 
mobile computing 
regulatory standards 
risks legal penalties 
and reputational 
damage. 

Regular compliance checks with 
data protection and privacy 
regulations relevant to cloud and 
mobile computing are conducted 
semi-annually. Responsibilities 
include ensuring adherence to 
regulations such as GDPR and 
HIPAA. 

Examine documentation from 1 recent semi-annual 
compliance review. Use confirmation techniques to verify 
compliance with data protection and privacy regulations. 
Assess the organization’s adherence to regulatory 
requirements and review actions taken for any identified 
compliance gaps. 

Ineffective 
management of 
cloud service 
providers can lead to 
service disruptions 
and security 
vulnerabilities. 

Conduct thorough evaluations and 
continuous monitoring of cloud 
service providers, with annual 
assessments and monthly 
monitoring. 

Review one annual evaluation report of cloud service 
providers and two recent monthly monitoring reports. Use 
inspection and analysis techniques to assess the 
effectiveness of provider management and monitoring 
practices. Determine that cloud service providers meet the 
organization’s security and service standards and that 
ongoing monitoring is effective. 

Security 
vulnerabilities in 
mobile computing 
can compromise 
organizational data. 

Regular security assessments and 
updates for mobile devices and 
applications are carried out, with 
evaluations performed monthly. 

Review 2 recent monthly security assessment reports for 
mobile computing. Use inspection and reperformance 
techniques to assess the security of mobile devices and 
applications. Verify that mobile computing devices and 
applications are regularly evaluated for security 
vulnerabilities and that necessary updates are applied. 

Lack of user training 
on secure cloud and 
mobile computing 
practices can lead to 
security incidents. 

Provide regular training on secure 
cloud and mobile computing 
practices to all employees, 
conducted semi-annually. 

Review records from 1 recent training session on secure 
cloud and mobile computing practices. Use inspection 
and inquiry techniques to assess the coverage and 
effectiveness of the training. Determine that the training 
adequately addresses certain computing practices and 
that employees understand their responsibilities. 

Inadequate disaster 
recovery planning for 
cloud and mobile 
computing can 
result in data loss 
and prolonged 
downtime during 
incidents. 

Develop and maintain a 
comprehensive disaster recovery 
plan for cloud and mobile 
computing, with the plan reviewed 
and tested annually. 

Inspect documentation from 1 recent annual disaster 
recovery plan review and test. Use inspection and 
reperformance techniques to assess the adequacy and 
effectiveness of the disaster recovery plan for cloud and 
mobile environments. Verify that the disaster recovery 
plan is current, relevant, and effectively tested. 

Failure to monitor 
and control ‘Bring 
Your Own Device’ 
(BYOD) policies can 
lead to security 
breaches. 

Implement and regularly review a 
BYOD policy, with policy reviews 
conducted quarterly. 
Responsibilities include monitoring 
compliance with the policy and 
managing security risks associated 
with BYOD. 

Review 2 recent quarterly BYOD policy review reports. Use 
inspection and confirmation techniques to assess the 
effectiveness and enforcement of the BYOD policy. 
Determine whether the BYOD policy is adequately 
enforced and addresses security concerns associated with 
personal device usage. 
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In the Spotlight 

For additional context on auditing emerging technologies, please read the article titled “Auditing 
Emerging Technologies: Facing New-Age Challenges” [opens a new tab]. 

Quereshi, M.A. (2020). Auditing emerging technologies: Facing new-age challenges. ISACA Journal, 2. 
https://www.isaca.org/resources/isaca-journal/issues/2020/volume-2/auditing-emerging-technologies 

 

Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=1152#h5p-130 
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Review Questions 

1. What is the primary purpose of implementing Multi-Factor Authentication (MFA) in mobile 
device security, and how does it enhance security? 

2. Briefly explain the importance of conducting mobile application security testing and provide an 
example of a security vulnerability testing can uncover. 

3. Describe the potential impact of a data breach during data transfer between a mobile device 
and a cloud server, and name one security measure to mitigate this risk. 

4. What is the role of Mobile Device Management (MDM) solutions in mobile device security, and 
how can MDM help safeguard corporate data? 

5. Explain the significance of regular security monitoring in cloud and mobile environments and 
provide an example of an incident that could be detected through monitoring. 

 

Mini Case Study 

Imagine you are an IS auditor conducting an audit for a multinational corporation that extensively 
uses cloud services for data storage and mobile devices for its employees. During your audit, you 
discover that the organization lacks multi-factor authentication (MFA) for its mobile device access to 
cloud resources. 

Required: As an IS auditor, what are the potential risks and consequences of the organization’s lack of 
MFA for mobile device access to cloud resources? Additionally, provide recommendations on how the 
organization can address this issue. 
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06. THE NATURE AND EVALUATION OF 
APPLICATION CONTROLS 

Credit: Colleagues Standing in White Long Sleeve Shirts Calculating Financial Report Using a Calculator by Mikhail Nilov, 
used under Pexels License. 

Similar to IT General Controls (ITGCs) discussed in the last chapter, application controls are vital to Information 
Systems (IS) auditing in ensuring the integrity, accuracy, and reliability of the data processed by IS. They are 
focused, specific, and specialized controls embedded in the software applications and information processing 
systems. We will start this chapter by discussing the nature, role, and significance of application controls for 
the organization and IS Auditors. Application controls efficiently safeguard information assets while widely 
varying across different applications; hence, understanding their nature and categories is crucial for effective IS 
auditing. We will also examine the repercussions of weak application controls, as they can range from minor 
data inaccuracies to significant financial losses and reputational damage. 

Next, we will discuss the different types of application controls and how they interplay to create a robust 
control environment. We will primarily focus on the three most important categories of application controls: 
input controls, processing controls, and output controls. Input controls are designed to ensure the validity 
and accuracy of data at the point of entry. Processing controls maintain the integrity of data during various 
transformation processes. Output controls are designed to secure the dissemination of processed data. 

We will also discuss how to evaluate these types of controls’ design and operating effectiveness. It is not just 
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about knowing what controls exist but about understanding how well they function. We will discuss strategies 
to assess the design and implementation of controls, monitor their performance over time, and detect failures. 
Continuous improvement is a central theme here, emphasizing the dynamic nature of application controls in 
response to evolving technological landscapes and business needs. Lastly, we will dive into the practical aspects 
of auditing application controls. Designing an audit program for testing these controls is an art and a science. 
We will discuss the standard methods used to develop test scenarios, highlighting the increasing role of data 
analytics in auditing using practical examples and a case study approach. 

 

Learning Objectives 

By the end of this chapter, you should be able to 

• Discuss the nature, role, and significance of application controls within IS. 
• Distinguish between various types of application controls, including input, processing, and 

output controls. 
• Assess the impact and potential risks of weak or ineffective application controls. 
• Evaluate the design and operating effectiveness of application controls. 
• Monitor and analyze the performance of application controls over time, identifying areas for 

improvement. 
• Interpret the findings from application control testing to enhance the overall control 

environment. 
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06.01. Introduction to Application 
Controls 

Credit: Female colleagues talking with each other by RDNE STock Project, used under the Pexels License 

 Briefly reflect on the following before we begin: 

• How do application controls differ from general IT controls? 
• Why are they specifically important in safeguarding data integrity within business processes? 
• What might happen if these controls were absent or ineffective? 

In all organizations, transactional systems process data by: 

• Recording the business transactions along with all relevant details, including the flow of information that 
results in financial reporting. 

• Serves as a database for financial, operational, and regulatory data. 
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• Facilitating various financial and managerial reporting forms, including processing business cycles such as 
order-to-cash, purchase-to-pay, payroll and production, capital asset management, etc. 

Beyond the transactional systems, organizations also host support systems (communications, maintenance, 
documentation management, etc.) to facilitate secondary value chain functions such as accounting, risk 
management, marketing, strategy, governance, etc. 

While IT General Controls (ITGCs) encompass policies and procedures pertaining to the overall IT environment 
of an organization, they are designed to secure the overall IT environment. They provide the foundation for data 
integrity, security, and confidentiality in the broader IT infrastructure. 

On the other hand, application controls are specialized internal controls within an organization’s IS designed 
to ensure the accuracy, completeness, and validity of the data processed by these systems. These diverse 
controls encompass various procedures and automated mechanisms designed to safeguard data integrity. 
They are designed to operate at the transactional level, directly impacting data input, processing, and output. 
Application controls are tailored to specific business processes and software applications. They are 
implemented to ensure that all transactions are processed correctly, safeguarding against errors and fraudulent 
activities. 

Application controls add value to an organization by ensuring the data processed is accurate, thereby 
maintaining the integrity of financial reports and other critical business information. They also verify that 
all records and transactions are fully captured. Application controls ensure that transactions are authorized 
according to established policies. They check the legitimacy of data and transactions, preventing invalid or 
fictitious entries from being processed. They help mitigate risks related to data processing, thereby protecting 
the organization from potential financial losses and reputational damage. Application controls are crucial for 
complying with various regulatory requirements, such as financial reporting, data protection, and privacy laws. 
By automating checks and balances, these controls enhance operational efficiency and reduce the likelihood 
of errors and fraud. Application controls help in maintaining this data quality. Consequently, stakeholders, 
including investors, regulators, customers, suppliers, employees, etc., gain confidence and trust in the 
organization’s data integrity and security. 

From an IS Auditor’s perspective, the nature of application controls is deeply intertwined with an 
organization’s operational integrity. IS Auditors assess application controls to ensure they are adequately 
designed and operating effectively to mitigate the underlying risks. This assessment is not a mere compliance 
exercise. Ensuring the organization’s IS supports its strategic objectives efficiently and securely is crucial. 
Moreover, evaluating application control is highly efficient, given the automated nature of the application 
control. IS Auditors often evaluate application controls by reviewing the system logic, performing the 
application control in a non-production environment, or observing the system performance for a sample of one 
instance. This offers significant time savings compared to testing ITGCs, which require an inspection of several 
samples more resource-intensively. 

Assessing the Impact of Weak Application Controls 

Inefficient or ineffective controls in an application can lead to significant risks impacting an organization’s 
operations, financial reporting, and compliance. 

Firstly, strong application controls can result in data accuracy. Accurate data is fundamental to business 
operations. When controls fail, the data becomes reliable, leading to better decision-making. In business, 
decisions based on inaccurate data can have far-reaching consequences. Another impact of weak controls 
is increased vulnerability to fraud and security breaches. Application controls are designed to prevent 
unauthorized access and misuse of data. When these controls are insufficient, the risk of fraud escalates, 
affecting the organization’s reputation and customer trust. Weak application controls can also lead to non-
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compliance with regulatory requirements. Many industries have strict data management and protection 
regulations. The organization may face legal penalties such as financial fines or other regulatory actions if 
application controls do not meet these regulatory standards. 

Operational inefficiencies are another consequence of weak application controls. Efficient operations rely 
on robust application controls to ensure smooth data processing. When these controls are lacking, processes 
become cumbersome, leading to increased costs and reduced productivity. Finally, weak application controls 
can impact an organization’s strategic objectives. Data is a strategic asset. If the controls around data are weak, 
the organization may fail to achieve its strategic goals due to poor decision-making based on unreliable data or 
operational inefficiencies. 

To mitigate these risks, IS Auditors assess the design and effectiveness of application controls. As an ongoing 
process, regular assessments help identify weaknesses early for timely remediation. The assessment process 
involves a thorough evaluation of control design. IS Auditors examine whether the controls are designed to 
meet the intended objectives. This examination includes assessing whether the controls are appropriate for the 
specific application environment. Once the design is set, the focus shifts to its operating effectiveness. Even 
well-designed controls can only succeed if adequately implemented. IS Auditors evaluate whether the controls 
are implemented correctly and are functioning as intended. As discussed in the previous section, this can be 
performed via inspecting system logic, reperforming the activity in a non-production environment to test the 
efficacy of the application control, observing an instance of application control operating live, etc. 

Continuous monitoring is also a part of the assessment process. Application controls must adapt to the ever-
evolving business environments and technologies to ensure that controls remain effective over time. 

 

In the Spotlight 

For additional context on the importance of application controls, please read the article “What is 
Application Control? Definition, Best Practices & More” [opens a new tab]. 

Lord, N. (2023). What is application control? Definition, best practices & more. Digital Guardian. 
https://www.digitalguardian.com/blog/what-application-control 
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Key Takeaways 

Let’s recap the key concepts discussed in this section by watching this video. 

One or more interactive elements has been excluded from this version of the text. You can view 

them online here: https://ecampusontario.pressbooks.pub/

auditinginformationsystems/?p=749#oembed-1 

Source: Mehta, A.M. (2023, December 6). AIS OER ch 06 topic 01 key takeaways [Video]. 
https://youtu.be/7daWCUemozI 

 

Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=749#h5p-1 
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Review Activity 

Describe the process and importance of assessing application controls from an IS Auditor’s 
perspective, including the steps involved in the assessment and the potential impact of weak 
application controls on an organization. 
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06.02. Types of Application Controls 

Credit: Colleagues looking at a document by RDNE Stock Project, used under the Pexels License. 

 Briefly reflect on the following before we begin: 

• How do input application controls contribute to the accuracy and reliability of data entered in an IS? 
• What is an example of where processing application controls are essential? 
• How would an IS Auditor go about selecting samples during an audit? 
• How do input, processing, and output controls work together to ensure the overall effectiveness of an 

organization’s IS? 

In this section, we will categorize application controls based on their function in the data processing cycle to 
help us better understand how each type contributes uniquely to maintaining data accuracy and reliability. At 
a high level, the objective of application controls is to ensure that: 

• Input data is accurate, complete, authorized, and correct. 
• Data is processed as intended in an acceptable time period. 
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• Data stored is accurate and complete. 
• Outputs are accurate and complete. 
• A record is maintained to track the process of data from input to storage and to the eventual output. 

Correspondingly, the primary five categories of application controls are as follows: 

• Input Controls – These controls verify the integrity of data inputted into a business application. This data 
can be entered directly, remotely, or through a web-enabled application or interface. The purpose of these 
checks is to confirm that the data stays within the set parameters. 

• Processing Controls – These controls are designed to verify that the processing of the input data is 
complete, accurate, and authorized in a timely manner. 

• Output Controls – These controls focus on processing the data and aim to validate the output by 
comparing it with the expected outcome, ensuring that the results align with the original input. 

• Integrity Controls – These controls monitor processed data and data at rest for integrity and accuracy. 
• Management Trail – These controls allow management to trace transactions and events from their 

inception to their final output and vice versa. They also evaluate the efficiency of other control 
mechanisms and pinpoint errors as near to their origin as feasible. 

For all practical purposes, the commonly used types of application controls are input, processing, and output 
application controls. Hence, we will focus on these three types of application controls in this chapter. 

Before we dive deeper into each of the three categories, it is essential to recognize that more than 
understanding these controls in isolation is required. Organizations gain synergy when all three types of 
application controls are used harmoniously to optimize the control environment. A failure in a kind of control 
can impact others, compromising the entire data processing cycle. Hence, this interconnectivity is vital. In 
the final part of this section, we will examine how these controls work together to create a robust control 
environment. 

Input Controls: Validation and Verification Techniques 

Input controls stand as the first line of defence in safeguarding data quality. They are crucial for validation and 
verification as they ensure data’s accuracy, completeness, and authenticity as it enters a system. 

Validation ensures that the data entering the system meets predefined criteria. It checks for accuracy and 
completeness. For example, an age field in a form should not accept negative numbers or unrealistically high 
numbers. Verification, conversely, is about ensuring the data’s authenticity. It involves rechecking the data 
entered into the system. One standard method is double data entry, where the same data is entered twice 
by different individuals or at other times, and any discrepancies are flagged for review. Given this dual focus, 
input controls are pivotal in preventing errors at the source, which, if unchecked, can lead to cascading issues 
throughout the data processing lifecycle. 

Error detection and correction are also integral to input controls. Corrective measures must be taken when 
errors are detected to ensure data integrity. For instance, an online form might highlight fields with incorrect 
entries, prompting the user to correct them before submission. This proactive approach to error management 
enhances data quality and reduces the workload of subsequent control processes. Input controls also play 
a vital role in maintaining the overall quality of data within an information system. Poorly designed or 
implemented input controls can lead to accurate, complete, and trustworthy data, which can have far-reaching 
implications for the organization. Decisions based on such data can lead to operational inefficiencies, financial 
losses, and even legal and compliance issues. 

Let’s explore some types of input controls commonly used by organizations: 
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Table: Input Controls 

Control Domain Brief Definition Underlying Risk Control Example 

Field Checks Verifies the data type of 
an input. 

Incorrect data type entry 
resulting in data processing 
errors. 

Ensuring a numeric field 
accepts only numbers. 

Form Checks 
Confirm that data is 
entered in the correct 
format. 

Misformatted data entry 
resulting in inaccurate data 
processing. 

Date fields require a specific 
format like MM/DD/YYYY. 

Range Checks Ensures data falls within 
a predefined range. 

Entry of implausible values 
resulting in unrealistic or 
erroneous outputs. 

The age field is restricted 
between 18 and 99. 

Limit Checks 
Checks for data 
exceeding a specific 
limit. 

Excessively high or low values 
result in skewed results or 
processing errors. 

Purchase orders are within a 
set budget limit. 

Validity Checks Verifies whether data is 
reasonable and logical. 

Only logical or valid data entry 
results in reliable outputs and 
decision-making. 

The zip code field matches 
known valid zip codes. 

Completeness Checks Ensures all required data 
fields are entered. 

Missing data results in 
incomplete records, leading to 
processing errors. 

Mandatory fields in a 
registration form. 

Check Digits 
Adds a digit to numbers 
to validate their 
authenticity. 

Transcription errors result in 
misdirected or lost transactions. 

Check the digit in a bank 
account number. 

Duplication Checks 
Prevents entering the 
same information more 
than once. 

Duplicate records resulting in 
inflated or erroneous data. 

Alerting if a customer tries to 
register twice with the same 
email. 

Sequence Checks Verifies data is in a 
proper sequence. 

Out-of-order data entry resulting 
in chronological errors in 
processing. 

Ensuring invoices are 
numbered sequentially. 

Cross-Field Validation 
Compares data entered 
in one field against 
another. 

Inconsistent data entries 
resulting in data integrity issues. 

Total cost equals quantity 
multiplied by unit price. 

Preformatted Screens Guides data entry with a 
specific layout. 

Incorrect or misaligned data 
entry resulting in errors in data 
interpretation. 

Standard templates for data 
entry. 

Transactional Totals Summarizes numerical 
data for verification. 

Incomplete or incorrect data 
batches resulting in errors in 
batch data processing. 

Totalling the amount in a 
batch of sales transactions. 

Error Prompts 
Alerts users to incorrect 
data entries 
immediately. 

Unnoticed data entry errors 
resulting in downstream 
processing errors. 

Prompt when an invalid email 
format is entered. 

Input Authorization Ensures only authorized 
personnel enter data. 

Unauthorized data entry 
resulting in data integrity and 
security breaches. 

Manager approval is needed 
for entering high-value 
transactions. 

Batch Controls 
Manages data 
processing in groups for 
verification. 

Errors in batch processing 
resulting in compromised data 
integrity in batches. 

Tracking the number of items 
processed in a batch against 
expected counts. 

Despite their importance, input controls must be balanced with user experience. Overly stringent controls can 
lead to frustration and reduced productivity. The challenge lies in designing controls that are effective yet user-
friendly. This balance is ever-evolving with technological changes, user behaviour, and organizational needs. 
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Processing Controls: Data Transformation and Calculation Controls 

Processing controls in application systems are designed to ensure data integrity during its transformation, 
processing, revision, and calculation. These controls are tasked with safeguarding the accuracy and consistency 
of data as it undergoes various operations. Their role is crucial; any mishap in this phase can lead to significant 
errors in the final output, affecting decision-making and organizational operations. These controls encompass 
a wide range of mechanisms designed to oversee the accuracy and integrity of data processing. This includes 
verifying that calculations are performed accurately, data is stored correctly, and subsequent operations are 
executed as intended. 

The former is becoming increasingly prevalent in automated versus manual processing controls. Automated 
controls offer advantages in terms of speed, accuracy, and efficiency. However, they also require careful design 
and regular monitoring to ensure they function as intended. While more labour-intensive, manual controls still 
play a role in situations where human judgment is essential. 

Let’s explore some types of processing controls commonly used by organizations: 
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Table: Processing Controls 

Control 
Domain Brief Definition Underlying Risk Control Example 

Automated 
Error 
Detection 

Automatically identifies 
and flags errors in data 
processing. 

Risk of undetected errors in 
processing resulting in inaccurate 
data output. 

System alerting to mismatches in 
account reconciliation. 

Transaction 
Matching 

Ensures related 
transactions are correctly 
matched. 

Risk of unmatched transactions 
resulting in financial discrepancies. 

Matching purchase orders with 
corresponding invoices. 

Workflow 
Authorization 

Requires specific 
approvals for certain 
processing steps. 

Risk of unauthorized transactions 
resulting in fraud or policy violations. 

Manager approval is needed to 
process refunds over a certain 
amount. 

Logical Access 
Controls 

Restrict processing 
functions to authorized 
users. 

Risk of unauthorized access resulting 
in data breaches or manipulation. 

Only allowing payroll staff to 
process payroll transactions. 

Data Integrity 
Checks 

Verifies data remains 
unchanged during 
processing. 

Risk of altered data during 
processing resulting in compromised 
decision-making. 

The system checks to ensure sales 
data remains consistent through 
processing. 

Audit Trail 
Maintenance 

Tracks changes to data 
throughout the 
processing phase. 

Risk of untracked changes resulting 
in inability to trace errors or fraud. 

Logging all modifications made to 
financial records. 

Exception 
Reporting 

Flags transactions that 
fall outside normal 
parameters. 

Risk of overlooked anomalies 
resulting in unaddressed errors or 
irregularities. 

Generating alerts for unusually 
large transactions. 

Duplication 
Checks 

Prevents processing the 
same transaction 
multiple times. 

Risk of duplicate processing resulting 
in financial and operational 
inefficiencies. 

System alerts if the same invoice 
number is entered more than once. 

Reconciliation 
Procedures 

Matches processed data 
with source documents. 

Risk of data mismatches resulting in 
inaccurate financial reporting. 

Reconciling bank statements with 
ledger entries. 

Automated 
Calculations 
Verification 

Checks the accuracy of 
system calculations. 

Risk of incorrect calculations 
resulting in erroneous 
decision-making. 

The system recalculates total sales 
and compares them with manual 
calculations. 

Sequence 
Control 

Ensures transactions are 
processed in the correct 
order. 

Risk of out-of-sequence processing 
resulting in data inconsistency. 

Verifying chronological order in 
transaction processing. 

Input/Output 
Control 

Matches input data with 
output data to ensure 
accuracy. 

Risk of input-output mismatches 
resulting in erroneous reports. 

Comparing input sales figures with 
output sales reports. 

Processing 
Limits 

Sets thresholds for 
transaction processing. 

Risk of exceeding processing limits 
resulting in operational and financial 
risks. 

Limiting the number of 
transactions an employee can 
process in a day. 

Version 
Control 

Manages updates to the 
software to ensure 
consistency. 

Risk of using outdated software 
versions resulting in compatibility 
and security issues. 

Track and update to the latest 
version of the financial software. 

Integrity 
Controls 

Ensures the integrity of 
processing operations 
and data. 

Risk of compromised data integrity 
resulting in unreliable system 
outputs. 

Regular system checks to validate 
the integrity of the sales database. 

Processing controls can either save or endanger an organization. A small error in a processing control can 
lead to significant financial losses or operational disruptions. On the other hand, well-designed and effectively 
implemented controls can enhance the efficiency, accuracy, and reliability of data processing operations. 
Hence, monitoring and evaluating the effectiveness of these controls is a continuous process. It involves regular 
audits and reviews to ensure the controls operate as expected and remain relevant to the current processing 
environment. This monitoring is crucial, especially in today’s rapidly changing technological landscape, where 
new risks and challenges emerge constantly. 
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Output Controls: Data Presentation and Reporting Controls 

Output controls ensure that the data exiting the system is as accurate and reliable as when entered. They are 
the final checkpoint in the data processing cycle. They are responsible for the integrity and security of data 
outputs, which include reports, electronic data transfers, and other forms of data dissemination. After data 
has been processed, it must be presented correctly and securely. Output controls are designed to verify that 
the data presented or reported is accurate, complete, and in the correct format. They are also responsible for 
ensuring that the data is only accessible to authorized users, maintaining its confidentiality and security. 

Output control design plays a significant role in ensuring data integrity. Design considerations include 
user accessibility, data formatting, and clear and understandable language. The design must ensure that the 
data is accurate, usable, and meaningful to the intended audience. This includes considering the layout and 
presentation of reports, ensuring they are clear and free from ambiguity 

Let’s explore some types of output controls commonly used by organizations: 
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Table: Output Controls 

Control Domain Brief Definition Underlying Risk Control Example 

Review & 
Reconciliation 
of Output 
Reports 

Compares output data with 
source data for accuracy. 

Risk of uncorrected inaccuracies in 
output resulting in flawed 
decision-making. 

Comparing monthly sales 
reports with daily sales logs. 

Output 
Distribution 
Controls 

Manages who receives output 
data. 

Risk of unauthorized access to 
data resulting in security breaches. 

Restricting access to financial 
performance reports to senior 
management only. 

Output 
Encryption 

Protects data integrity and 
confidentiality during 
transmission. 

Risk of data interception during 
transmission resulting in 
information leakage. 

Encrypting email attachments 
containing sensitive company 
performance data. 

Error Reporting 
Mechanisms 

Enables reporting of 
discrepancies in output data. 

Risk of unreported errors in output 
resulting in continued use of 
erroneous data. 

The mechanism for employees 
to report mistakes found in 
payroll slips. 

Audit Trails of 
Output Data Tracks access to output data. 

Risk of unmonitored access 
resulting in unauthorized use or 
alteration of data. 

Logging who accessed and 
downloaded annual financial 
reports. 

Printout 
Management 

Secure handling and disposal 
of printed reports. 

Risk of sensitive information leaks 
from printed materials resulting in 
data breaches. 

Secure shredding of printed 
confidential client lists. 

Electronic Data 
Interface (EDI) 
Controls 

Ensures accuracy and security 
in EDI transactions. 

Risk of EDI inaccuracies resulting 
in flawed business transactions. 

Verifying the accuracy of EDI 
transmitted sales orders to 
suppliers. 

User Access 
Logs for Output 
Retrieval 

Tracks who retrieves output 
data. 

Risk of unauthorized data retrieval 
resulting in data misuse or theft. 

Monitoring who downloads 
customer data reports from the 
system. 

Data Integrity 
Verifications 
Post-Output 

Ensures data consistency after 
processing. 

Risk of post-processing data 
alterations resulting in unreliable 
data. 

Regular checks to ensure 
exported sales data matches 
system records. 

Automated 
Output Alerts 

Notifies relevant personnel of 
critical data outputs. 

Risk of overlooked necessary 
outputs resulting in delayed 
responses. 

Alerts to finance when monthly 
expenditures exceed budgets. 

Backup and 
Recovery 
Procedures 

Ensures output data can be 
recovered in case of system 
failure. 

Risk of data loss due to system 
failure resulting in operational 
disruptions. 

Regular backups of sales 
databases to prevent data loss. 

Version 
Management 

Keeps track of different 
versions of output reports. 

Risk of using outdated information 
resulting in misinformed decisions. 

Maintaining version history for 
quarterly sales performance 
presentations. 

Confidentiality 
Measures 

Protects sensitive information 
in output documents. 

Risk of data breaches due to 
exposed sensitive information in 
outputs. 

Masking customer personal 
details in publicly shared sales 
reports. 

Output 
Formatting 
Controls 

Ensures output data is 
presented in a consistent and 
understandable format. 

Risk of misinterpretation due to 
poorly formatted data resulting in 
incorrect conclusions. 

Standardizing the format of 
financial statements for clarity 
and consistency. 

Timeliness 
Controls 

Ensures output data is 
generated and distributed 
promptly. 

Risk of outdated information due 
to delayed outputs resulting in 
missed opportunities. 

Weekly sales summaries are 
provided and available every 
Monday morning. 

However, output controls face challenges, especially in data presentation and reporting. One challenge is 
maintaining the balance between accessibility and security. While it is essential to ensure that data is easily 
accessible to authorized users, protecting it from unauthorized access is equally important. Another challenge 
is adapting to different users’ diverse needs and preferences, requiring a flexible approach to data presentation. 
Best practices in output control management include regular audits and updates based on changes in system 
requirements or user needs. Regular audits help identify any weaknesses or inefficiencies in the output 
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controls. At the same time, updates ensure that the controls remain relevant and effective in changing 
technologies and business environments. 

Evaluating the Interplay Between Different Types of Application Controls 

The different types of application controls discussed in the previous section do not operate in isolation. Their 
effectiveness is intrinsically linked, creating a unified shield that safeguards data throughout its lifecycle in the 
system. Input controls ensure that data entering the system is accurate and valid, setting the stage for effective 
data processing. With precise input data, processing controls to maintain data integrity during operations 
like calculations and transformations would be protected. Similarly, output controls rely on the accuracy and 
integrity of data held by input and processing controls to ensure that the final data presented or reported is 
correct and secure. 

Overemphasis on one type of control at the expense of others can lead to vulnerabilities in the system. For 
example, focusing solely on input controls without adequate processing and output controls might prevent 
initial errors but expose the system to issues during data processing or when data is exported or reported. 
Conversely, robust output controls cannot compensate for weaknesses in input or processing controls. This 
balance between the three types of application controls also shows how failures in one kind of control can have 
a domino effect, leading to system-wide issues. On the flip side, seamless integration of these controls can lead 
to improved system reliability and performance. 

From an auditor’s perspective, evaluating the interplay of these controls is a critical part of assessing an 
organization’s information system. This evaluation involves looking at each type of control in isolation and 
understanding how they work together to protect the system. It includes assessing the design and 
implementation of these controls and testing them under various scenarios to ensure their collective 
effectiveness. Similarly, from management’s perspective, continuous improvement is a crucial aspect of 
managing the interplay between different types of application controls. This involves regular assessments to 
ensure the controls function as intended and align with the current operational environment and technological 
landscape. It requires a proactive approach, where potential issues are anticipated and addressed before they 
can impact the system. 

 

In the Spotlight 

For additional context on the nature of application controls, please read the article titled “IT 
Application Controls and the Benefits of Automation” [opens a new tab]. 
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SafePAAS. (2023, November). IT application controls and the benefits of automation. 
https://www.safepaas.com/articles/it-application-controls-and-the-benefits-of-automation/ 

 

Key Takeaways 

Let’s recap the key concepts discussed in this section by watching this video. 

One or more interactive elements has been excluded from this version of the text. You can view 

them online here: https://ecampusontario.pressbooks.pub/

auditinginformationsystems/?p=756#oembed-1 

Source: Mehta, A.M. (2023, December 6). AIS OER ch 06 topic 02 key takeaways [Video]. 
https://youtu.be/ycHFnCej5_Q 
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Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=756#h5p-131 

 

Review Questions 

1. What is the primary purpose of input validation in application controls? 
2. Why are logic checks important in processing controls? 
3. What critical method is used in output controls to maintain data accuracy? 
4. Why is evaluating the interplay between input, processing, and output controls important? 
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06.03. Evaluating Application Controls 
Effectiveness Through Testing 

Credit: Colleagues talking with each other by RDNE Stock Project, used under the Pexels License. 

 Briefly reflect on the following before we begin: 

• What are key considerations when assessing the design and implementation of application controls? 
• What elements would be critical in developing an audit program for testing application controls? 
• How can data analytics enhance the testing of application controls, and what unique insights might it 

offer? 
• How can an auditor effectively detect control failures and weaknesses in application controls? 
• Why is monitoring the performance of application controls over time necessary, and how can continuous 

improvement be integrated into this process? 

The effectiveness of application controls is not just a matter of implementation; it is a continuous assessment, 
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monitoring, and improvement journey. This section aims to provide an in-depth understanding of effectively 
evaluating and enhancing application controls within an organization. It thoroughly examines how these 
controls are structured and integrated into the business environment. The design of application controls 
should meet the technical requirements and align with the organization’s business processes and objectives. 
Moreover, ensuring that controls meet compliance standards is paramount in this era of stringent regulatory 
requirements. 

Once the controls are in place, the focus shifts to monitoring their performance over time. This is where 
setting up clear performance metrics and regular auditing procedures comes into play. Monitoring is not a 
one-off task but a continuous process that involves real-time techniques and analyzing trends and patterns 
in control performance. This ongoing monitoring is crucial for maintaining the effectiveness of application 
controls in the dynamic landscape of technology and business operations. However, application controls may 
face challenges and failures even with robust design and monitoring. Detecting these failures and weaknesses 
is a critical aspect of control evaluation and involves being vigilant about the red flags that indicate control 
issues. Root cause analysis is an essential tool in this context, helping to identify the underlying reasons for 
control failures. Understanding the impact of these failures on business operations and compliance is also key, 
as it guides the response strategies to mitigate any adverse effects. 

The final and most dynamic aspect of evaluating application control effectiveness is the continuous 
improvement of these controls. The business and technological environments are constantly evolving, and 
so should the application controls. This improvement process concerns technology upgrades, learning from 
past experiences, and incorporating stakeholder feedback. Regular training and awareness programs for staff 
play a significant role in enhancing the effectiveness of controls. Furthermore, benchmarking against industry 
standards and best practices provides valuable insights for continuous improvement. 

Evaluating the Design Effectiveness of Application Controls 

The evaluation of application controls begins with assessing the effectiveness of the design of those controls. 
Controls must be robust yet flexible, designed to cater to specific risks and business needs. They need to 
be scalable, adapting to the changing size and complexity of the business. Controls that are too rigid or 
overly complex can hinder business operations, while those that are too lenient may fail to protect against 
risks effectively. Moreover, controls should not exist in isolation; they must integrate seamlessly with business 
operations. This alignment ensures that controls are relevant and practical, contributing to the overall efficiency 
of the business process. For instance, a control designed for a financial transaction system must consider the 
flow of transactions, authorization levels, and reporting requirements. Misalignment can lead to operational 
bottlenecks or gaps in control effectiveness. 

The strategy for implementing these controls is equally essential. It involves not just the technical deployment 
of controls but also considering the human and process aspects. Training and communication are crucial to 
ensure staff understand and adhere to these controls. The implementation strategy should also consider the 
potential impact on existing processes and workflows, aiming to minimize disruptions while enhancing security 
and efficiency. Compliance with regulatory standards must be considered. Given the current emphasis on data 
protection and privacy, controls must meet various regulatory requirements. This involves staying updated 
with the latest standards and ensuring that controls are designed to comply with these requirements. Non-
compliance can lead to legal repercussions and damage to the organization’s reputation. 

In evaluating application control design effectiveness, the IS Auditor must consider the entire control lifecycle, 
including its inception, deployment, and ongoing management. Regular reviews and updates ensure that 
controls remain effective over time. This lifecycle approach helps identify areas where controls may need 
refinement or updating. It is an ongoing process that requires vigilance and adaptability. This continuous, 
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consistent, and dynamic approach ensures that application controls continue to provide effective protection 
and support for business operations. 

Often, IS Auditors will find that most application controls are designed effectively. This is primarily due to the 
(automated) nature of the controls. As such, a risk assessment exercise should be performed at this stage to 
help prioritize which application controls should be tested first (or at all). This involves identifying potential risks 
in business processes and designing controls that specifically address these risks. The risk assessment should 
be comprehensive, considering the likelihood of risks occurring and their potential impact. It forms the basis for 
designing controls that are both effective and proportionate to the risk. 

Application Control Testing Risk Assessment 

The assessment of control implementation is essential to align application controls with an organization’s 
broader goals and processes. In doing so, IS Auditors find it helpful to employ a top-down risk assessment to 
determine which applications to include in the control review and what tests must be performed. Similar to the 
risk assessment performed at the time of developing an annual or multi-year IS audit plan, the IS Auditor will 
perform the following steps as a part of this risk assessment approach: 

1. Define the universe of systems and supporting technology components (operating systems and 
databases) that use application controls. 

2. Identify the most relevant risks and corresponding (existing) controls using the risk and control matrix. 
3. Define the relevant risk factors associated with each application control, including (but not limited to) the 

number of critical processes supported, frequency and complexity of changes to the systems, the impact 
on financial and regulatory reporting perspective, the effectiveness of the supporting ITGCs, etc. 

4. Weigh all risk factors to determine which risks need to be weighed more heavily than others based on the 
IS Auditor’s assessment of the organization’s control environment, understanding of the prior audit 
findings, etc. 

5. Conduct the risk assessment, rank all risk areas, and evaluate risk assessment results. 
6. Prioritize the application controls with the highest risk scores and establish a plan to evaluate the 

operating effectiveness of those controls. 

The output of this risk assessment exercise should identify: 

• Application controls to be tested for operating effectiveness thoroughly (ones with the highest risk score). 
• Application controls are to be evaluated using a benchmarking approach, where only changes to the 

control or configuration are evaluated (one with medium risk scores). 
• Application controls to be skipped for testing (based on low-risk scores OR on the conclusion that they 

were poorly designed, in which case they should be reported as findings). 

Evaluating the Operating Effectiveness of Application Controls 

Typically, IS Auditors apply a top-down review approach to evaluate the application controls. They start by 
assessing whether the application controls are operating effectively during the period in scope of the audit 
or if they were being circumvented by creative users or management override. IS Auditors also determine the 
effectiveness of ITGCs and consider if application-generated logs or audit trails need to be reviewed. 

Once application controls are identified for testing (full-fledged testing or using a benchmarking approach), 
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IS Auditors are expected to employ several methods based on the application control type. At a high level, 
the following types of tests are typically applied by IS Auditors in evaluating the test of application control’s 
operating effectiveness depending on the nature, timing, and extent of testing: 

• Inspection of system configurations. 
• Inspection of user acceptance testing, if conducted in the current year. 
• Inspection or re-performance of reconciliations with supporting details. 
• Re-performance of the control activity using system data. 
• Inspection of user access listings. 
• Re-performance of the control activity in a test environment (using the same programmed procedures as 

production) with robust testing scripts. 

In illustrating a system configuration test, consider the examination of a three-way match system’s parameters 
within the scrutinized system, achieved through meticulous tracing of a singular transaction. Furthermore, the 
auditor should diligently observe a subsequent rerun of the pertinent query, thereby facilitating a thorough 
comparison between the report generated by management and its replicated version. The audit process 
may also encompass a rigorous assessment of edit checks for pivotal fields. This can be accomplished by 
stratifying or categorizing transactions based on the values within these fields. Employing specialized audit 
software emerges as an invaluable tool in this context, significantly streamlining the process of recalculating 
and authenticating computations executed by the system. Concluding this comprehensive audit approach, 
auditors can adeptly conduct reasonableness checks, which involve an in-depth evaluation of potential value 
data ranges pertinent to critical fields, ensuring the integrity and accuracy of the system’s outputs. 

More specifically, the table below illustrates examples of audit procedures testing the operating effectiveness 
for the types of “Input Application Controls” identified in the previous section: 
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Table: Audit Procedures for Input Application Controls 

Control 
Domain Brief Definition Test of Controls Audit Procedure 

Field Checks Verifies the data type of an 
input. 

Select a sample of transactions and verify that data types in specified 
fields match the required format. 

Form Checks Confirm that data is entered in 
the correct format. 

Review a sample of data entries to ensure they adhere to the 
predefined format, such as date fields. 

Range Checks Ensures data falls within a 
predefined range. 

Examine a sample of entries to check if values (e.g., age, price) are 
within the specified range. 

Limit Checks Checks for data exceeding a 
specific limit. 

Test a set of transactions to verify that values, such as budget 
constraints, do not exceed the established limits. 

Validity 
Checks 

Verifies whether data is 
reasonable and logical. 

Assess a sample of entries for logical consistency, such as zip codes 
matching known valid areas. 

Completeness 
Checks 

Ensures all required data fields 
are entered. 

Inspect several records to confirm that all mandatory fields are 
completed. 

Check Digits Adds a digit to numbers to 
validate their authenticity. 

Randomly select account numbers and validate the check digit for 
accuracy. 

Duplication 
Checks 

Prevents entering the same 
information more than once. 

Review system logs or records to identify duplicate entries, like 
repeated customer registrations. 

Sequence 
Checks 

Verifies data is in a proper 
sequence. 

Analyze a sequence of transactions (e.g., invoice numbers) to ensure 
they follow the correct order. 

Cross-Field 
Validation 

Compares data entered in one 
field against another. 

Cross-check a sample of transactions to verify that related fields (e.g., 
total cost and unit price) are consistent. 

Preformatted 
Screens 

Guides data entry with a 
specific layout. 

Observe the data entry process to ensure the preformatted screens 
are correctly used. 

Transactional 
Totals 

Summarizes numerical data for 
verification. 

Review a batch of transactions to confirm that the transactional 
totals are accurate and complete. 

Error Prompts Alerts users to incorrect data 
entries immediately. 

Test the system’s response to incorrect data entries to ensure error 
prompts function correctly. 

Input 
Authorization 

Ensures only authorized 
personnel enter data. 

Verify authorization logs or records to confirm that only authorized 
individuals are making specific data entries. 

Batch 
Controls 

Manages data processing in 
groups for verification. 

Examine batch processing records to ensure the number of items 
and total values match the expected counts and totals. 

More specifically, the table below illustrates examples of audit procedures testing the operating effectiveness 
for the types of “Processing Application Controls” identified in the previous section: 
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Table: Audit Procedures for Processing Application Controls 

Control Domain Brief Definition Test of Controls Audit Procedure 

Automated Error 
Detection 

Automatically identifies and 
flags errors in data processing. 

Test the system with intentional mistakes to ensure it correctly 
identifies and flags these errors. 

Transaction 
Matching 

Ensures related transactions are 
correctly matched. 

Review a sample of transaction pairs (e.g., purchase orders and 
invoices) to verify accurate matching. 

Workflow 
Authorization 

Requires specific approvals for 
certain processing steps. 

Inspect authorization logs to confirm that transactions 
requiring approval have been appropriately authorized. 

Logical Access 
Controls 

Restrict processing functions to 
authorized users. 

Examine user access logs and compare them against approved 
user lists to ensure compliance with access policies. 

Data Integrity 
Checks 

Verifies data remains 
unchanged during processing. 

Compare a sample of original data inputs with processed data 
to verify consistency and lack of alteration. 

Audit Trail 
Maintenance 

Tracks changes to data 
throughout the processing 
phase. 

Review audit trail logs to ensure all changes made to data are 
recorded and traceable. 

Exception 
Reporting 

Flags transactions that fall 
outside normal parameters. 

Analyze exception reports to verify that anomalies are correctly 
identified and reported. 

Duplication Checks Prevents processing the same 
transaction multiple times. 

Test the system with duplicate entries to ensure the control 
flags and prevents identical processing. 

Reconciliation 
Procedures 

Matches processed data with 
source documents. 

Perform reconciliation of a sample of processed transactions 
against their source documents for accuracy. 

Automated 
Calculations 
Verification 

Checks the accuracy of system 
calculations. 

Manually recalculate a sample of transactions and compare it 
with system-generated calculations for accuracy. 

Sequence Control Ensures transactions are 
processed in the correct order. 

Review a sequence of transactions to ensure they are processed 
in the correct chronological order. 

Input/Output 
Control 

Matches input data with output 
data to ensure accuracy. 

Compare input data samples with corresponding output 
reports to check for accuracy and consistency. 

Processing Limits Sets thresholds for transaction 
processing. 

Test transactions that exceed processing limits to ensure the 
system enforces these limits correctly. 

Version Control Manages updates to the 
software to ensure consistency. 

Verify that all systems operate on the latest software version 
and check for consistent processing across versions. 

Integrity Controls Ensures the integrity of 
processing operations and data. 

Conduct regular system checks to validate the integrity and 
consistency of data throughout the processing stages. 

More specifically, the table below illustrates examples of audit procedures testing the operating effectiveness 
for the types of “Output Application Controls” identified in the previous section: 

06.03. Evaluating Application Controls Effectiveness Through Testing  |  337



Table: Audit Procedures for Output Application Controls 

Control Domain Brief Definition Test of Controls Audit Procedure 

Review & 
Reconciliation of 
Output Reports 

Compares output data with source 
data for accuracy. 

Perform a reconciliation of a sample of output reports with 
the source data to verify accuracy. 

Output Distribution 
Controls Manages who receives output data. Review access logs and distribution lists to ensure only 

authorized personnel receive sensitive output data. 

Output Encryption Protects data integrity and 
confidentiality during transmission. 

Verify that sensitive data transmitted via email or other 
methods is encrypted and check the encryption standards 
used. 

Error Reporting 
Mechanisms 

Enables reporting of discrepancies in 
output data. 

Test the error reporting system by submitting a known 
error and track the reporting and correction process. 

Audit Trails of 
Output Data Tracks access to output data. Examine audit trails to identify who accessed specific 

output data, ensuring all access was authorized. 

Printout 
Management 

Secure handling and disposal of 
printed reports. 

Inspect the procedures for handling and disposing of 
printed confidential reports to ensure secure practices are 
followed. 

EDI Controls Ensures accuracy and security in EDI 
transactions. 

Review a sample of EDI transactions for accuracy and 
verify that security measures are in place. 

User Access Logs 
for Output Retrieval Tracks who retrieves output data. Check user access logs to confirm that only authorized 

individuals have retrieved specific output data. 

Data Integrity 
Verifications 
Post-Output 

Ensures data consistency after 
processing. 

Compare a sample of post-output data with original 
output records to check for data integrity. 

Automated Output 
Alerts 

Notifies relevant personnel of critical 
data outputs. 

Test the alert system by triggering a condition to generate 
an alert and verify it reaches the appropriate personnel. 

Backup and 
Recovery 
Procedures 

Ensures output data can be 
recovered in case of system failure. 

Evaluate the backup logs and conduct a recovery test to 
ensure output data can be retrieved. 

Version 
Management 

Keeps track of different versions of 
output reports. 

Verify that all users access the most current version of 
output reports and that version control is effectively 
managed. 

Confidentiality 
Measures 

Protects sensitive information in 
output documents. 

Review a sample of output documents to ensure sensitive 
information is adequately masked or redacted. 

Output Formatting 
Controls 

Ensures output data is presented in 
a consistent and understandable 
format. 

Evaluate a selection of output reports to confirm that they 
are consistently formatted and easily interpretable. 

Timeliness Controls Ensures output data is generated 
and distributed in a timely manner. 

Assess the timeliness of output generation and 
distribution against predefined schedules or standards. 

The Role of Data Analytics in Application Control Testing 

Data analytics can be a game-changer when it comes to application control testing. Integrating data analytics 
into application control testing enhances the precision and depth of our analysis and significantly increases 
efficiency. Traditional control testing methods may require extensive manual effort and can be limited in scope, 
often focusing on sample data. Data analytics, however, enables auditors to analyze entire datasets, providing a 
more comprehensive view of the application’s performance. This comprehensive analysis is critical in detecting 
subtle anomalies that indicate control weaknesses or failures. 

Incorporating advanced analytics techniques such as predictive analytics and machine learning further 
deepens insight. They can predict potential control failures by identifying patterns indicative of emerging risks. 
For instance, machine learning algorithms can analyze trends in user access data to predict unauthorized 
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access attempts, allowing auditors to address security vulnerabilities proactively. Data visualization is another 
critical aspect of data analytics in application control testing. Complex data findings can be challenging 
to interpret and communicate effectively, and data visualization tools translate these findings into clear, 
understandable, and actionable visual formats. This approach not only aids auditors in pinpointing specific 
areas of concern but facilitates communication with stakeholders who may not have a technical background. 

Efficiency in control testing is significantly enhanced with the integration of data analytics. Automation of 
data analysis processes speeds up the testing cycle and reduces the likelihood of human error. This efficiency 
is particularly beneficial in large organizations with complex systems, where manual testing of every control 
can be impractical. After the initial audit phase, analytics tools can continuously monitor application controls. 
Continuous monitoring helps quickly identify and address any control issues that arise post-audit. Additionally, 
post-audit analysis using data analytics provides deeper insights into the effectiveness of the controls and 
guides future improvements. 

Detecting Control Failures and Weaknesses 

Detecting control failures and weaknesses is a process that requires vigilance and a deep understanding of 
how controls are supposed to function within an organization’s unique environment. It begins with identifying 
red flags or early warning signs such as anomalies in data, unexpected system behaviour, or frequent user 
complaints. Identifying these signs early is crucial as it allows for prompt investigation and resolution, 
minimizing potential damage. 

Root cause analysis is essential in understanding the reasons behind control failures. It is not enough to 
address the symptoms when a failure is detected. Delving into the underlying causes is necessary to prevent 
recurrence. This analysis might reveal design flaws, implementation errors, or external factors affecting the 
control’s effectiveness. Assessing the impact of control failures is a significant part of the detection process. This 
assessment involves understanding how the failure affects the organization’s operations, compliance posture, 
and risk exposure. Understanding the impact helps prioritize response efforts and allocate resources where 
needed most. 

Incident reporting and documentation are vital for maintaining a record of control failures and weaknesses. 
It provides a historical record, aids in analyzing trends over time, and ensures accountability. Effective incident 
reporting should be clear and concise and include details such as the nature of the failure, the affected 
areas, and the steps taken to resolve the issue. Leveraging technology for detection is increasingly important. 
Advanced technologies like artificial intelligence and machine learning can provide sophisticated monitoring 
capabilities. They can detect anomalies that might be difficult for human auditors to identify. 

Human judgment and expertise remain critical in interpreting technological findings and understanding 
their implications in the business context. As IT auditors and professionals, our role is to detect and report these 
issues and provide insights and recommendations that help strengthen the control environment. This proactive 
approach to detection is essential in building resilient and efficient IS that support the organization’s objectives 
and mitigate risks. 

Continuous Improvement of Application Controls 

Static control measures can quickly become obsolete with technological advancements and business 
processes evolving perpetually. Controls that were effective yesterday may not suffice tomorrow. Continuous 
improvement of application controls starts with adapting to changing business environments. Businesses must 
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regularly review and update their controls to ensure they remain effective in the face of new technologies, 
emerging risks, and evolving business models. 

Incorporating lessons learned is a crucial aspect of this continuous improvement process. Every incident, 
audit finding, or compliance review provides valuable insights, and these lessons should be used to refine and 
enhance the controls. Stakeholder involvement is integral to the improvement process and includes the IT team 
and the end-users, management, and external auditors. Their feedback can provide diverse perspectives on 
the effectiveness of controls and areas that may need improvement. Engaging stakeholders also helps align the 
controls more closely with business needs and enhances user compliance and satisfaction. 

Training and awareness programs are critical components in this continuous improvement journey. They 
ensure that all personnel know the importance of controls and how to implement them effectively. Regular 
training sessions help keep the staff updated on new risks, control techniques, and compliance requirements. 
They also serve as a platform for discussing potential improvements and encouraging a culture of security 
and compliance. Benchmarking against industry best practices is another vital element. Organizations should 
regularly compare their control measures with those adopted by peers and leaders in their industry. This 
benchmarking can reveal gaps in controls and provide ideas for improvement. Continuous improvement also 
involves looking beyond immediate technical fixes. It includes strategic considerations such as aligning controls 
with long-term business objectives, investing in scalable and flexible control solutions, and anticipating future 
trends and risks. 

 

In the Spotlight 

For additional context on evaluating application testing using a benchmarking approach, please read 
the article titled “Benchmarking IT Application Controls” [opens a new tab]. 

De Bruijin, R.J.C.H.M., & Op. het Veld, M.A.P. (2008). Benchmarking IT application controls. Compaq. 
https://www.compact.nl/articles/benchmarking-it-application-controls/ 
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Key Takeaways 

Let’s recap the key concepts discussed in this section by watching this video. 

One or more interactive elements has been excluded from this version of the text. You can view 

them online here: https://ecampusontario.pressbooks.pub/

auditinginformationsystems/?p=827#oembed-1 

Source: Mehta, A.M. (2023, December 6). AIS OER ch 06 topic 03 key takeaways [Video]. 
https://youtu.be/Lei6M35VCbE 

 

Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=827#h5p-132 
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Mini Case Study 1 

XYZ Corporation, a large retail company, has recently implemented a new inventory management 
system. The system includes various application controls to ensure accurate inventory tracking and 
reporting. Six months after implementation, the internal audit team is tasked with evaluating the 
effectiveness of these application controls. During the evaluation, the audit team discovers the 
following: 

• Inventory data entry errors are higher than expected. 
• There is a delayed response in updating inventory levels after sales transactions. 
• The monthly inventory reports have discrepancies when compared with physical inventory 

counts. 
• Feedback from the system users indicates frustration with complex and time-consuming data 

entry processes. 

Required: 

• What aspects of control design and implementation should be assessed to address these 
issues? 

• Suggest monitoring strategies to detect such issues in the future. 
• Identify potential control failures or weaknesses indicated by these findings. 
• Recommend actions for the continuous improvement of these application controls. 

 

342  |  06.03. Evaluating Application Controls Effectiveness Through Testing



Review Questions 

1. What are two key aspects to consider when assessing the design and implementation of 
application controls? 

2. What is a crucial first step in detecting control failures and weaknesses in application controls? 
3. What is a critical strategy for continuously improving application controls? 
4. What is a crucial factor when designing an audit program for application control testing? 
5. How does data analytics enhance the application control testing process? 

 

Mini Case Study 2 

Acme Corporation, a medium-sized manufacturing company, has recently implemented a new 
procurement system to streamline its purchasing process. The system automates purchase order 
creation, approval, and supplier payment processes. The procurement system integrates with the 
company’s inventory and financial systems. 

As a newly hired IT auditor at Acme Corporation, you are tasked with evaluating the effectiveness of 
the application controls within this new procurement system. 

The procurement process involves the following steps: 

• Creation of purchase orders based on inventory requirements. 
• Approval of purchase orders by department heads. 
• Automatically match purchase orders with supplier invoices. 
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• Payment processing to suppliers after invoice verification. 

Required: Identify the critical controls in the procurement process and propose tests for these 
application controls. 
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06.04. A Case Study in Application 
Controls Evaluation 

Credit: Two women having a meeting in the office by Kampus Production, used under the Pexels License. 

To put things in a practical perspective, the case study in this section illustrates how to evaluate the operating 
effectiveness of application controls. 

Application Controls – A Quick Recap 

Application controls are software mechanisms ensuring data accuracy, completeness, and reliability. These 
controls are integral to safeguarding an organization’s data assets in maintaining the integrity of business 
operations and supporting compliance with regulatory standards. Understanding these controls is crucial for 
any organization to thrive in a landscape where data is a strategic asset. The nature of application controls 
is multifaceted. They are not just technical safeguards but essential components of an organization’s risk 
management and compliance frameworks. Their role extends beyond ensuring data quality. These controls 
mitigate data processing and management risks, making them indispensable in preserving an information 
system’s overall health and security. 
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We categorized application controls into three main types: input controls, processing controls, and output 
controls. Input controls are designed to ensure the validity and accuracy of data at the point of entry. Processing 
controls maintain the integrity of data during various transformation processes. Output controls are designed 
to secure the dissemination of processed data. Each control plays a distinct role in safeguarding data integrity 
and reliability in IS. Once an integrated set of application controls has been designed and implemented, the 
next step is for IS Auditors to evaluate them. 

Testing the design effectiveness of business process application controls is assessed to ensure that controls 
are suitably structured to mitigate identified business risks. This involves examining control documentation 
and understanding how the controls are integrated into the business process. Auditors verify if the controls 
are aligned with the organization’s objectives and if they address specific risks. On the other hand, testing 
operating effectiveness involves verifying that these controls function as intended in practice. This is often done 
through observation, inspection of relevant documents, inquiry, and re-performance. Auditors may observe 
a control being performed, inspect records or logs demonstrating its operation over a period, inquire with 
employees responsible for executing the control, or re-perform it themselves. 

However, the effectiveness of these controls is not automatic. Weak application controls can lead to 
significant issues. When these controls fail, the data becomes unreliable. This unreliability can lead to flawed 
decision-making, operational inefficiencies, and legal and compliance matters. Assessing the impact of these 
weaknesses is crucial. It requires a methodical approach to identify and analyze the flaws in the control system. 

Globex Enterprises 

Globex Enterprises, a trailblazer manufacturing high-quality electronic components, has carved a niche in the 
highly competitive electronics industry. With approximately 5,000 employees, Globex prides itself on its team 
of skilled professionals dedicated to innovation and excellence. The company’s product portfolio is diverse, 
from advanced microchips used in computing devices to sophisticated circuit boards integral in aerospace 
technology. This wide array of products cements Globex’s status as a versatile supplier in various industries, 
including telecommunications, consumer electronics, and aerospace. 

Globex’s headquarters, a state-of-the-art facility spanning over 200,000 square feet, is situated in Silicon 
Valley, a hub of technological innovation. This strategic location provides access to the latest technological 
advancements and a highly skilled talent pool. In addition to its main headquarters, Globex operates several 
manufacturing plants and research and development centres across North America, Europe, and Asia. This 
global footprint broadens its market reach and ensures a robust supply chain and the ability to serve a diverse 
clientele. 

Globex’s commitment to quality and customer satisfaction has been a driving force behind its market 
presence. The company’s approach to customer service is comprehensive, offering clients personalized 
consultations, post-sale technical support, and a product warranty that is among the best in the industry. This 
customer-centric approach has fostered strong relationships with many clients, from small tech startups to 
large multinational corporations. In terms of its workforce, Globex is known for its inclusive and dynamic work 
culture. The company offers extensive training and development programs, ensuring its employees are well-
equipped to meet the demands of their roles. Additionally, Globex strongly emphasizes employee well-being 
and work-life balance, which has led to high job satisfaction rates and a low turnover rate. This stable and skilled 
workforce is one of Globex’s most valuable assets, contributing significantly to its innovation and growth. 

Sustainability and environmental responsibility are also at the core of Globex’s operations. The company 
adheres to strict environmental standards in its manufacturing processes and is actively involved in various 
initiatives to reduce its carbon footprint. By embracing green technologies and sustainable practices, Globex 
minimizes its environmental impact and appeals to environmentally conscious consumers and stakeholders. 
Facing the future, Globex Enterprises is well-positioned to continue its trajectory of growth and innovation. 
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The company’s strategic global expansion and commitment to quality and sustainability sets it apart in the 
highly competitive electronics industry. As technology continues to evolve rapidly, Globex’s focus on research 
and development and its robust operational model will undoubtedly play a pivotal role in shaping the future 
of electronic component manufacturing. With its strong market presence and dedication to excellence, Globex 
Enterprises is a testament to the success achieved through innovation, quality, and a deep understanding of 
customer needs. 

Sales Process 

Globex employs a comprehensive and efficient sales process that is both customer-centric and technology-
driven. This process begins with Market Analysis and Lead Generation, where the marketing team, utilizing 
advanced Customer Relationship Management (CRM) and data analytics tools, conducts in-depth research to 
identify potential clients and market trends. Key stakeholders in this stage include the marketing team and 
data analysts. The CRM system is crucial, equipped with input controls like validation checks to ensure accurate 
data entry and output controls for generating insightful reports on leads and market opportunities. 

The next stage, Client Engagement and Needs Assessment, involves the sales representatives who use the 
CRM to record and manage customer interactions meticulously. This stage is critical for understanding client 
requirements, and the CRM’s audit trails act as a processing control, ensuring all client information is accurately 
tracked and updated. In the Product Demonstration and Customization phase, product experts showcase 
the capabilities of Globex’s products, often through virtual presentation tools. The customization details are 
recorded in a Product Management System, ensuring accuracy and order processing customer requests. 

The proposal and negotiation stage involves drafting detailed proposals using a Proposal Management 
System, where input controls ensure data conforms to required formats, and processing controls validate the 
proposals against internal guidelines. The legal team and sales representatives are vital in this phase, ensuring 
that each proposal aligns with client needs and company policies. Sales order processing is another critical 
phase. Here, the Order Management System (OMS) is used to process orders, with input controls ensuring 
complete and accurate order entry and processing controls like transaction matching to confirm product 
availability. This stage involves close coordination between sales representatives and inventory managers. 

For Fulfillment and Delivery, the logistics team oversees the process, ensuring seamless integration with 
the OMS. The logistics system incorporates various controls to verify the accuracy of order details and track 
the delivery process, guaranteeing timely and accurate order fulfillment. The final stage, Post-Sale Support 
and Feedback involves the customer service team gathering customer feedback using specialized tools. This 
feedback is crucial for continuous improvement, with controls in place to analyze data and generate reports 
that inform future strategies and product development. 

Throughout these stages, Globex Enterprises demonstrates its commitment to robust application controls, 
ensuring data integrity, operational efficiency, and alignment with customer needs. These controls help identify 
potential risks and frame relevant audit procedures, ensuring Globex remains at the forefront of the 
competitive electronics industry. 

Risk Assessment 

Based on our understanding of Globex’s company background, we can identify the following relevant risks: 

• Inaccurate Client Data 

◦ Incorrect or outdated client data can lead to missed sales opportunities, misdirected marketing efforts, 
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and poor CRM. This directly impacts sales revenue and indirectly affects financial reporting accuracy. 
• Mismanaged Client Interactions 

◦ Inadequate tracking and management of client interactions can result in inconsistent customer 
service, potential loss of sales, and damaged client relationships. This inefficiency may hinder 
operational effectiveness and lead to revenue loss. 

• Incorrect Customization Details 

◦ Errors in recording customization details can result in product returns, customer dissatisfaction, and 
additional costs for rework. This not only impacts operational efficiency but can also lead to financial 
losses. 

• Non-compliant or Inaccurate Proposals 

◦ Non-compliance with pricing policies or proposal inaccuracies can lead to contractual disputes, 
financial losses, or legal issues, potentially impacting regulatory compliance and financial integrity. 

• Order Processing Errors 

◦ Mistakes in order processing can cause delays, incorrect order fulfillment, and inventory discrepancies, 
affecting customer satisfaction and operational efficiency. It can also result in inaccurate revenue 
recognition, impacting financial reporting. 

• Inefficient or Incorrect Order Fulfillment 

◦ More efficient fulfillment processes can lead to timely deliveries, increased costs, and inventory 
mismanagement, affecting operational performance and customer satisfaction. 

• Unaddressed Customer Feedback 

◦ Ignoring customer feedback can result in missed opportunities for improvement, potential reputation 
damage, and loss of customer trust. This may indirectly impact sales and long-term financial stability. 

• Unauthorized Access to Sensitive Reports 

◦ Unauthorized access to financial and performance reports can lead to data breaches, loss of 
competitive edge, and legal consequences. This could severely impact regulatory compliance, 
stakeholder trust, and the company’s financial position. 

Identification of Relevant Application Controls 

Based on our review of Globex’s sales process, we can identify the following business process application 
controls for the identified risks: 

• Inaccurate Client Data 

◦ Input Control: Validation checks in CRM to ensure accuracy in client data entry. 
◦ Output Control: Generation of accurate market analysis reports from CRM data. 

• Mismanaged Client Interactions 

◦ Input Control: Completeness checks in CRM for recording all client interactions. 
◦ Processing Control: Audit trails in CRM to track changes in client information. 

• Incorrect Customization Details 

◦ Input Control: Field checks in the Product Management System for accurate customization details. 
◦ Output Control: Review of customization reports for accuracy against client requests. 

• Non-compliant or Inaccurate Proposals 

◦ Input Control: Form checks are made in the Proposal Management System to ensure data adheres to 
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the required formats. 
◦ Processing Control: Validation checks to confirm alignment with pricing policies. 

• Order Processing Errors 

◦ Input Control: Completeness checks in the OMS for accurate order details. 
◦ Processing Control: Transaction matching to confirm product availability against orders. 

• Inefficient or Incorrect Order Fulfillment 

◦ Processing Control: Integration checks between OMS and logistics systems. 
◦ Output Control: Verification of delivery reports against original order details. 

• Unaddressed Customer Feedback 

◦ Input Control: Error prompts in feedback forms to ensure complete and accurate customer feedback. 
◦ Processing Control: Analysis of feedback data for trends and issues. 

• Unauthorized Access to Sensitive Reports 

◦ Output Control: Restricted access controls for sensitive financial and performance reports. 

Test (Audit Procedures) of Operating Effectiveness of Application Controls 

Lastly, based on the concepts covered in this chapter, presented below are the detailed audit procedures that 
would serve as a test of the operating effectiveness of such controls: 
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Risk Application Control Test of Controls Audit Procedure 

Inaccurate Client 
Data 

Input Control: Validation 
checks in CRM. 

Review a sample of client data entries in the CRM to verify that 
validation rules are applied correctly and prevent inaccurate data 
entries. 

Output Control: Accurate 
market analysis reports from 
CRM. 

Analyze a sample of market analysis reports and trace back to 
the source data in the CRM to ensure accuracy and 
completeness. 

Mismanaged Client 
Interactions 

Input Control: Completeness 
checks in CRM. 

Inspect a selection of client interaction records to confirm that all 
required fields are complete and that no critical data is missing. 

Processing Control: Audit 
trails in CRM. 

Review the CRM’s audit trails for a sample of client records to 
verify that all modifications are logged and traceable. 

Incorrect 
Customization 
Details 

Input Control: Field checks are 
in the product management 
system. 

Test the system by entering correct and incorrect customization 
details to ensure field checks are effectively identifying and 
rejecting inaccuracies. 

Output Control: Review of 
customization reports. 

For accuracy, cross-verify a sample of customization reports with 
the corresponding client requests and system records. 

Non-compliant or 
Inaccurate 
Proposals 

Input Control: Form checks in 
the Proposal Management 
System. 

Examine proposals to ensure all data fields are correctly 
formatted and adhere to predefined formats. 

Processing Control: Validation 
checks for pricing policies. 

Test a sample of proposals to assess whether pricing and terms 
align with the company’s established policies and guidelines. 

Order 
Processing Errors 

Input Control: Completeness 
checks in the OMS. 

Review sales orders to confirm that all necessary details are 
accurately captured and that all essential information is present. 

Processing Control: 
Transaction matching for 
product availability. 

Select a batch of orders and verify that each item matches with 
inventory records, ensuring the availability of products. 

Inefficient or 
Incorrect Order 
Fulfillment 

Processing Control: 
Integration checks between 
OMS and logistics. 

Evaluate the integration logs between the OMS and logistics 
systems for orders to ensure seamless data transfer and 
processing. 

Output Control: Verification of 
delivery reports. 

Compare a sample of delivery reports with the original sales 
orders and logistics records to confirm the accuracy of fulfillment 
and delivery details. 

Unaddressed 
Customer 
Feedback 

Input Control: Error prompts 
in feedback forms. 

Perform tests by entering valid and invalid data into feedback 
forms to assess the effectiveness of error prompts. 

Processing Control: Analysis of 
feedback data. 

Analyze a set of customer feedback entries to identify trends and 
issues, verifying the system’s capability to process this data 
effectively. 

Unauthorized 
Access to Sensitive 
Reports 

Output Control: Restricted 
access controls for reports. 

Examine access logs and user permissions for sensitive financial 
and performance reports to ensure only authorized personnel 
have access. 

This wraps up the case study walkthrough of identifying and evaluating relevant application controls to give you 
a practical perspective on the key concepts discussed throughout this chapter. Upon completing the evaluation 
of these application controls, IS Auditors will look to report the findings to the key stakeholders, as discussed in 
the next chapter. 
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07. COMMUNICATING AND REPORTING ON 
IS AUDITS 

Credit: Coworkers in a Conference Room having a Meeting by Tima Miroshnichenko, used under the Pexels License. 

So far, we have explored the nuances of Information Systems (IS) auditing, examining the various frameworks, 
methodologies, and practices that serve as the foundation of this critical function. We explored the importance 
of risk assessment, the nature and evaluation of controls, and the strategic role of IS auditing in safeguarding 
organizational information assets. 

We will focus on the final phase of the audit process — communicating and reporting on IS audits. Effective 
communication is one of the more critical enabling competencies of information systems auditing. Through 
clear, concise, and well-structured communication, we convey the results of our audits to stakeholders, enabling 
them to understand the identified risks, vulnerabilities, and potential impacts and to make informed decisions 
about mitigating these issues. 

This chapter will explore the essential aspects of communicating and reporting on IS audits. We will begin by 
examining the significance of accurate and objective audit findings and exploring the methods for detecting 
and documenting these findings. This also includes categorizing findings by severity and impact and 
establishing a framework for prioritizing audit recommendations. 

Next, we will turn our attention to the IS audit report by exploring the elements of a comprehensive IS audit 
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report. We will emphasize the importance of clarity, readability, and stakeholder-centric communication, which 
play a crucial role in conveying audit findings in an understandable and actionable manner. We will also review 
the need for tailored communication strategies for different stakeholders. This includes using data visualization 
and graphics to enhance clarity and engagement while communicating technical findings to non-technical 
audiences. We will discuss strategies for maintaining professionalism, tact, and objectivity. We will emphasize 
the importance of open dialogue and collaboration, fostering a culture of constructive feedback and shared 
responsibility for addressing identified risks. Collectively, these aspects help reinforce the value-added role of IS 
auditing by supporting achieving the organization’s objectives. 

Lastly, we will conclude the chapter by highlighting the importance of post-audit activities. These activities, 
also known as “follow-up on findings,” focus on determining that corrective actions and remediation plans are 
implemented effectively and promptly. We will discuss the nature, role, and purpose of follow-up procedures 
and timelines. We will explore escalation protocols for unresolved findings, ensuring that critical issues are not 
overlooked. We will also discuss the importance of reporting on follow-up results and audit closure, providing 
stakeholders with a comprehensive picture of the audit process and its outcomes. 

 

Learning Objectives 

By the end of this chapter, you should be able to 

• Discuss the importance of documenting accurate, constructive, precise, and objective IS audit 
findings. 

• Demonstrate proficiency in methods for detecting and documenting audit findings effectively. 
• Develop a comprehensive IS audit report, including essential elements for clarity and 

readability. 
• Gain strategies for presenting critical audit findings and engaging stakeholders in constructive 

dialogue. 
• Understand the importance of and methods for post-audit follow-up, monitoring corrective 

actions, and reporting on audit closure. 
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07.01. Identifying IS Audit Findings 

Credit: Business women Working with Data and Graphs by Antony Trivet, used under the Pexels License. 

 Briefly reflect on the following before we begin: 

• What are the key elements that make an audit finding significant? 
• What factors determine the severity level of an audit finding? 
• How do Audit Findings’ Five Cs (condition, cause, criteria, consequences, and corrective action) contribute 

to effective audit reporting? 

Audit findings are the results obtained from the audit process, revealing insights into the organization’s 
information systems, processes, and controls. They are pivotal in determining the health and integrity of an 
organization’s IS environment. As such, auditors must possess a keen eye for detail and a robust understanding 
of what constitutes a finding of significance. Thus, this section will discuss the intricate process of uncovering, 
experiencing, and documenting these findings to equip you with the knowledge and skills necessary to identify 
significant audit findings effectively and efficiently. 

A key aspect of identifying audit findings is understanding their nature and role, involving comprehending 
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the purpose of audit findings, which goes beyond merely pointing out flaws or non-compliance. They serve as 
a tool for organizational improvement, offering insights and directions for enhancing IS practices. Therefore, 
auditors must approach findings not as ends but as means to promote better IS governance and risk 
management. The Five Cs of IS audit findings (condition, cause, criteria, consequences, and corrective action) 
constitute a framework that aids auditors in crafting clear, concise, concrete, complete, and correct audit 
findings. It ensures the findings are well-documented, actionable, and understandable to stakeholders. Each of 
these ‘Cs’ plays a crucial role in shaping findings that drive value and improvement in the audited organization. 

Classifying the severity of findings is another critical step in the audit process, as it helps prioritize issues and 
allocate resources effectively. It involves assessing the impact and likelihood of each finding and categorizing 
them as critical, high, medium, or low. This classification aids in efficiently managing risks and guides the 
formulation of recommendations. Documenting preliminary findings involves recording observations and 
insights gained during the audit in a structured and coherent manner. It is about capturing data and 
synthesizing information into meaningful insights. Proper documentation of preliminary findings lays the 
groundwork for developing the final audit report. 

Lastly, we will reinforce throughout this section that identifying audit findings is an analytical and critical 
thinking exercise. It involves identifying what is wrong and understanding why and how it can be rectified. 
It requires a deep understanding of the organization’s information systems, a keen analytical mind, and a 
systematic approach to problem-solving. Auditors must consider the specific circumstances and nuances of 
each organization. A significant finding in one context might be less critical in another. Therefore, auditors must 
thoroughly understand the business, its environment, and its unique challenges. Also, professional judgment 
must be balanced in identifying audit findings. Auditors must discern which findings are genuinely significant 
and require attention. This judgment is honed through experience, knowledge, and an understanding of 
auditing standards and best practices. 

The Nature and Role of Audit Findings 

An audit finding is an outcome or result an auditor identifies during an audit. These findings should be based 
on evidence collected and analyzed against specific criteria, such as laws, regulations, or established internal 
controls and procedures. They are the building blocks of the audit report and play a critical role in the decision-
making process within an organization. They provide an objective basis for assessing the effectiveness and 
efficiency of processes and controls within an organization’s IS environment. Findings help identify areas where 
the organization excels and, more importantly, areas that require improvement. They are instrumental in risk 
management and compliance, ensuring the organization adheres to relevant laws, regulations, and industry 
standards. 

Audit findings can vary widely in nature and scope. They can range from simple procedural discrepancies to 
complex security vulnerabilities. Some common findings include non-compliance with policies, inefficiencies 
in processes, inadequate controls, and potential areas for cost savings. These findings shape the organization’s 
strategies and decisions regarding its IS landscape. 

The primary role of audit findings is to provide insights into the functioning of an organization’s IS as 
they highlight issues that need attention, areas where controls might be lacking, and processes that are not 
as effective as they could be. This insight is invaluable for management to make informed decisions about 
resource allocation, process improvements, and policy adjustments. Another critical role of audit findings 
is facilitating accountability and transparency within the organization. They serve as a check and balance, 
ensuring the organization operates according to its objectives, standards, and regulatory requirements. 

Audit findings are about identifying problems and proposing solutions and improvements as they allow 
the organization to strengthen its IS controls, optimize processes, and enhance overall performance. Effective 
auditors not only point out issues but also work with management to develop actionable recommendations for 
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improvement. Findings also play a significant role in shaping the organization’s risk management strategies. 
Identifying areas of vulnerability and potential risks allows the organization to proactively address these issues 
before they escalate into significant problems. Clear, concise, and constructive communication is essential for 
auditors to present findings in a manner that is understandable and relevant to the stakeholders. This involves 
avoiding technical jargon, providing context, and highlighting the implications of the findings. 

Lastly, an essential aspect of audit findings is their contribution to continuously improving an organization’s 
IS environment, as each finding provides an opportunity to learn and grow. Organizations that effectively 
leverage audit findings are better positioned to adapt to changes, improve efficiency, and comply with evolving 
standards and regulations. 

The Importance of Accurate and Objective Audit Findings 

As discussed throughout this textbook, an IS audit is an independent and systematic examination of an 
organization’s information systems, processes, and controls. Its primary purpose is to assure stakeholders that 
these systems operate effectively and securely and comply with relevant standards and regulations. Achieving 
this assurance relies on the IS auditor’s generation of audit findings that are both accurate and objective. 

IS audit findings serve as both the outcome of our assurance practices and the means to represent identified 
risks, vulnerabilities, and potential impacts clearly and concisely. Moreover, they are also led in providing value-
added recommendations to management to facilitate the achievement of organizational objectives. Thus, at 
the core of IS auditing is our ability to capture audit findings accurately and objectively. 

 

Accurate Findings 

Accuracy in audit findings refers to the precision and correctness with which auditors identify and 
document issues, weaknesses, or vulnerabilities within the audited systems. It includes the 
meticulous gathering of evidence, the rigorous analysis of data, and the unbiased interpretation of 
results. It forms the basis for informed decision-making, risk assessment, and control improvement. 

Accurate findings are achieved through a rigorous and systematic audit process involving careful 
planning, risk assessment, and applying audit techniques tailored to the specific systems under 
scrutiny. It requires attention to detail, a thorough understanding of the audit objectives, and a 
commitment to objectivity. 

Objective Findings 

Objectivity in audit findings implies that they are free from bias, prejudice, or undue influence. 
They are the product of a fair and impartial assessment of the audited systems and controls. 
Objectivity requires that the audit process remains independent and credible, instilling trust in the 
findings among stakeholders. 
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Maintaining objectivity can be challenging, especially when auditors encounter pressure, conflicts 
of interest, or organizational politics. Therefore, auditors must resist any such influences and adhere 
to the principles of objectivity. Objectivity requires auditors to base their findings solely on evidence 
and facts, irrespective of personal opinions or external pressures. 

 
By identifying areas of weakness or non-compliance, accurate and objective IS audit findings provide clear 

guidance on where corrective actions are needed. They facilitate informed decision-making based on reliable 
information, reducing the risk of ill-advised investments or neglect of critical issues. They also identify 
vulnerabilities and weaknesses that, if addressed, could lead to security breaches, data loss, or operational 
disruptions. Collectively, they instill confidence among internal, external, or regulatory stakeholders. 

The Five Cs of Effective Audit Findings 

Formulating IS Audit findings using the Five Cs framework (Condition, Cause, Criteria, Consequence, and 
Corrective Action) provides a structured approach to identifying and articulating audit findings. Let’s explore 
each of these Cs to understand better how they contribute to the effectiveness of IS audit findings. 

Condition (What) 

“Condition” refers to the specific issue or situation identified during the audit. It is the factual evidence 
observed by the auditor. 

Detailing the condition involves describing what the auditor has found clearly and precisely. It’s about stating 
the facts as they are, without interpretation or judgment. This clarity is crucial for ensuring that the finding is 
grounded and verifiable. 

Cause (Why) 

“Cause” delves into the reason behind the condition and answers why the issue exists. Understanding the cause 
is essential for addressing the root of the problem rather than just its symptoms. 

It requires a deep understanding of the organization’s processes and systems. It’s about connecting the dots 
between the condition and the underlying factors that led to it. 

Criteria (What Should Be) 

“Criteria” refers to the standard or benchmark against which the condition is evaluated. It could be company 
policies, industry standards, legal requirements, or best practices that set expectations for what should happen. 

Criteria are essential for establishing the gap between the current state (condition) and the desired state. 
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Consequence (So What) 

“Consequence” is about the impact or ramifications of the condition. It answers the question of the 
implications if the issue is not addressed. Consequences, including financial losses, reputational damage, 
regulatory penalties, or operational disruptions, can be wide-ranging. They help stakeholders understand the 
urgency and importance of addressing the findings. As well as in driving action and garnering support for 
changes. 

Corrective Action (Now What) 

“Corrective Action” involves proposing steps to rectify the condition. Corrective actions should be realistic, 
practical, and tailored to the organization’s context. Effective disciplinary actions consider the organization’s 
circumstances, resources, and capabilities. They also involve a timeline and a responsible party to implement 
the action effectively. 

 

Using the Five Cs Model 

Integrating the Five Cs into audit findings is a skill that auditors develop with experience and 
involves identifying and documenting each ‘C’ and understanding how they interconnect. Each ‘C’ 
builds upon the previous one to create a comprehensive picture of the audit finding. A well-
articulated finding using the Five Cs approach provides a clear, complete, and compelling case for 
why an issue is essential and what needs to be done. It makes the finding actionable and 
understandable, enhancing the likelihood of it being addressed effectively. 

Let’s walk through an example of a finding identified during an IS audit and attempt to draft the 
audit finding using the 5 Cs model: 

Scenario: 

GlobalTech Solutions recently expanded its business operations, necessitating enhancements to 
its existing accounting system. The company employed a team of programmers for system 
upgrades and modifications. During an IS audit of the accounting system, an alarming issue was 
discovered related to the segregation of duties (SoD). A programmer on the system upgrade team 
had unrestricted access to the production environment of the accounting system. This access 
allowed the programmer to make unauthorized changes directly to the production environment 
without the necessary oversight or approval from the finance department. 

Under pressure to meet tight deadlines, the programmer bypassed standard testing and approval 
procedures to expedite the deployment of changes. Some of these changes inadvertently 
introduced errors in financial reporting, impacting the integrity of financial data. This breach in the 
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segregation of duties protocol exposed the accounting system to risks of unauthorized alterations, 
potential fraud, and data integrity issues. 

Audit Finding Documentation: 

Based on the facts provided in the scenario above, the audit finding can be documented as 
follows: 

Condition (What) 

The IS audit discovered that a programmer had unauthorized access to make changes in the 
accounting system’s production environment. 

Cause (Why) 

This situation occurred due to a lack of proper segregation of duties and inadequate configuration 
of access controls during the system upgrade process. The programmer was granted higher access 
privileges than necessary, leading to this breach. 

Criteria (What Should Be) 

According to best practices in IS governance and internal control frameworks, such as COBIT, strict 
segregation of duties should be maintained, especially in sensitive systems like accounting. Access 
to production environments should be tightly controlled and monitored. 

Consequence (So What) 

The unauthorized access and subsequent changes made by the programmer led to errors in 
financial reporting, undermining the integrity of financial data. This breach could lead to financial 
inaccuracies, damage to the company’s reputation, and non-compliance with regulatory standards. 

Corrective Action (Now What) 

Immediate revocation of the programmer’s access to the production environment is 
recommended. A thorough review and restructuring of access control policies should be conducted 
to ensure proper segregation of duties. Regular audits should be instituted to monitor compliance 
with these policies. Additionally, awareness programs for IT and finance teams on the importance of 
SoD and access controls in sensitive systems are advised. 
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Classification of Findings (Severity Levels) 

Classification of IA audit findings is pivotal in guiding organizations to prioritize and address issues effectively. 
Let’s explore the concept of severity levels in audit findings, the criteria used for classification, and its 
importance in the audit process. Severity levels in audit findings essentially categorize issues based on their 
impact and urgency. Generally, severity levels are classified into the following four categories : 

Classification Severity Levels 

Critical Findings 

These findings indicate a severe problem that poses an immediate and significant risk to the 
organization. They often involve violations of law or regulations, major security breaches, or 
significant financial losses. Immediate action is required to address these findings. 

High-Risk Findings 

High-severity findings are severe but may have a limited impact, like critical findings. They still 
represent a significant risk and require prompt attention. This category often includes issues like 
significant non-compliance with internal policies or the potential for considerable reputational 
damage. 

Medium-Risk Findings 

Medium severity findings are concerns that have a moderate impact and risk level. These issues 
are essential but may take time to take action. They often involve procedural lapses or inefficiencies 
that could be improved. 

Low-Risk Findings 

Low-severity findings are minor issues with minimal risk or impact. These findings are often more 
about optimization and minor improvements rather than urgent fixes. 

 
The classification of audit findings into severity levels should be determined using a structured manner, 

including the following criteria: 

• Impact: The potential damage or consequence of the finding on the organization. This includes financial 
loss, reputational damage, or operational disruption. 
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• Likelihood: The probability of the risk associated with the finding materializing. A high probability of 
occurrence often results in a higher severity level. 

• Compliance: The degree to which the finding reflects non-compliance with laws, regulations, or internal 
policies. Severe non-compliance issues are often rated higher. 

• Scope: The extent or breadth of the finding within the organization. Issues affecting multiple departments 
or systems may be rated more severe. 

Classifying findings by severity ensures that resources are allocated appropriately to address the most critical 
issues for operational continuity and regulatory compliance. Moreover, severity classification helps 
communicate the urgency and importance of audit findings to stakeholders by providing a clear and structured 
way to present audit results, facilitating better decision-making and planning. 

Classifying findings by severity has its challenges. One significant challenge is subjectivity. IS auditors may 
assess the severity of findings differently based on their experience and perspective. To mitigate this, 
progressive IS audit functions must develop standardized criteria and scales for severity classification. Another 
challenge is the dynamic nature of risks. The severity of a finding can change over time as the organization’s 
environment and external factors evolve. Continuous monitoring and reassessment are therefore necessary. 

To address these challenges and ensure findings are classified effectively, IS auditors must strive to apply the 
same criteria and standards across all findings to ensure consistency in classification. They must also clearly 
document the rationale behind the severity classification for each finding. Involving relevant stakeholders in 
the classification process to comprehensively understand the impact and context also serves as a mitigating 
solid practice. Lastly, IS auditors must be open to re-evaluating the severity of findings as new information 
emerges or as the organizational context changes. By mastering this aspect of auditing, future IS auditors can 
significantly contribute to their organizations’ risk management and improvement efforts. 

Documenting Preliminary Audit Findings 

To tie in all relevant concepts discussed so far, this section delves into the importance, methodology, and best 
practices in documenting preliminary audit findings, providing a comprehensive guide for students and future 
auditors. 

As discussed earlier, audit findings are the observations and insights auditors gather during the audit process. 
Documenting these findings is crucial since they provide the evidence base for the final audit report. They 
are the raw data that support the auditor’s conclusions and recommendations. Robust documentation also 
records what was observed, analyzed, and concluded at a particular time. This is valuable for future audits and 
understanding the historical context of issues. Well-documented findings also facilitate communication among 
audit team members and with stakeholders. A well-documented audit trail enhances the transparency of the 
auditing process and holds the auditors accountable for their observations and conclusions. 

While each IS audit function may have preferences and guidance published in terms of “how” to document 
audit findings sufficiently and appropriately, some of the common elements that should be part of such 
guidance are presented below: 

• Gathering Evidence: IS Auditors should collect data, screenshots, system logs, interviews, and other 
relevant information that substantiate the findings. 

• Organizing Information: Gathered information should be arranged coherently and logically. This could 
involve categorizing findings by systems, processes, or risk areas. 

• Descriptive Writing: IS Auditors should describe the findings clearly and concisely, avoiding technical 
jargon. The goal is to make the documentation understandable to a broad audience. 

• Initial Analysis: An initial analysis of the findings must be provided, including identifying potential causes, 
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impacts, and risks associated with the findings. 
• Referencing Criteria: IS Auditors must link each finding to the relevant audit criteria, such as policies, 

procedures, laws, or standards. This contextualizes the findings within the scope of the audit. 

Typically, documenting findings as soon as possible after they are observed ensures the accuracy and 
completeness of the information. IS Auditors should maintain an unbiased tone in their documentation to 
avoid making assumptions or drawing premature conclusions. They should use clear and precise language, 
leaving no room for ambiguity. IS Auditors are expected to handle sensitive information carefully, respecting 
confidentiality and data protection regulations. Lastly, IS auditors should use a standardized format for 
documentation. This might include templates or predefined structures that ensure consistency across the 
audit. 

 

In the Spotlight 

For additional context on the importance of application controls, please read the article “Audit 
Findings: Everything You Need to Know” [opens a new tab]. 

Maya, G. (2022, October). Audit findings: everything you need to know. IT Gov Docs. 
https://www.itgov-docs.com/blogs/it-governance/audit-findings-everything-you-need-to-know 

 

Key Takeaways 

Let’s recap the key concepts discussed in this section by watching this video. 
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One or more interactive elements has been excluded from this version of the text. You can view 

them online here: https://ecampusontario.pressbooks.pub/

auditinginformationsystems/?p=894#oembed-1 

Source: Mehta, A.M. (2023, December 6). AIS OER ch 07 topic 01 key takeaways [Video]. 
https://youtu.be/W3DissDgGSU 

 

Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=894#h5p-133 
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Review Questions 

1. Explain how the “Condition” aspect of the Five Cs of Audit Findings contributes to the 
effectiveness of an audit report. 

2. Describe the importance of classifying audit findings into different severity levels. 
3. How does maintaining an unbiased tone in documenting preliminary findings enhance the 

audit process? 

 

Mini Case Study 

GlobalTech Solutions is a mid-sized software development company specializing in developing cloud-
based solutions for healthcare providers. The company has a significant online presence and relies 
heavily on its information systems for software development, customer support, data storage, and 
internal communications. Due to recent regulatory changes in healthcare data management and 
privacy, GlobalTech Solutions initiated an internal audit of its information systems. The audit aimed to 
assess compliance with the new regulations, evaluate the effectiveness of current data security 
measures and identify areas of improvement in handling sensitive healthcare data. 

The Auditors found that the company’s password management policies needed to be consistently 
enforced. The audit revealed widespread non-compliance with the company’s password policy. Many 
employees were found using easily guessable passwords that had stayed the same for over a year. 
Interviews with staff indicated a need for regular monitoring and enforcement of the password policy. 
The company’s internal password management policy, which aligns with industry standards, mandates 
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strong passwords (at least 12 characters, including numbers, symbols, and both upper- and lower-case 
letters) and requires them to be changed every 90 days. 

Additionally, the auditors discovered that a substantial portion of healthcare data stored in the cloud 
needed to be encrypted, contrary to industry best practices and regulatory requirements. The lack of 
encryption is an oversight in the data storage process, possibly due to outdated protocols and the 
absence of a regular compliance review mechanism. According to healthcare data management 
regulations and company policy, all sensitive patient data stored in the cloud must be encrypted using 
industry-standard encryption methods. 

Required: Using the above details, prepare a findings and recommendations report using the 5 C’s 
model. 
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07.02. Preparing the IS Audit Report 

Credit: Discussed by Antony Trivet, used under the Pexels License. 

 Briefly reflect on the following before we begin: 

• How can auditors write findings that are both clear and concise? 
• How do auditors ensure their findings are wholly and accurately reported? 
• In what ways do visual aids enhance the understanding of audit reports? 

Audit reports culminate in auditing, serving as the formal record of findings, conclusions, and 
recommendations. They are critical tools for communication, providing a clear and concise account of the 
auditor’s observations and insights. They also inform decision-making, drive improvements, and serve as official 
records for accountability and transparency. 

Thus, this section will break down the essential elements of a well-structured audit report. From the executive 
summary to the detailed findings and recommendations, each component plays a pivotal role in conveying 
the audit’s scope, methodology, findings, and implications. Next, we will explore the key traits required to 
articulate audit findings clearly and succinctly, which is crucial. This includes the techniques for distilling 
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complex information into understandable and actionable points. We will also review how to avoid common 
pitfalls such as jargon, ambiguity, and over-complexity, which can obscure the report’s message. 

In an era where data is abundant, the ability to visually represent audit findings can significantly enhance the 
report’s impact. We will discuss how to effectively use charts, graphs, and other visual tools to complement and 
clarify the textual content of their reports. Next, we delve into the critical considerations of the IS audit report 
finalization activities that focus on quality assurance practices to ensure the report’s accuracy, completeness, 
and overall quality. We will explore the relevant facets of this quality assurance review process, including internal 
peer review, quality control checks, and the finalization procedures. 

Components of an IS Audit Report 

The IS audit report is the culmination of the auditing process, representing the culmination of the auditor’s 
efforts to assess an organization’s information systems, controls, and procedures. It is the primary 
communication between the auditor and the organization’s stakeholders, providing an essential bridge 
between the audit findings and actionable recommendations. A comprehensive IS audit report is a 
multifaceted document that goes beyond merely presenting findings; it aims to deliver a complete and 
meaningful narrative that guides the organization toward improved security, compliance, and operational 
effectiveness. 

Understanding these components is essential for auditors. Each component plays a unique role. Together, 
they form a comprehensive audit report. 

IS Audit Report Components 

• Title Page 

◦ The first component is the title page. It provides basic report information. This includes 
the audit’s title, the company’s name, and the audit’s completion date. The title page sets 
the report’s tone. It’s the first thing stakeholders see. Hence, it must be clear and 
professional. 

• Table of Contents 

◦ Next is the table of contents. It outlines the report’s structure. It lists chapters, sub-
chapters, and page numbers. The table of contents aids in navigation. It helps readers 
locate specific sections quickly. It’s beneficial in lengthy reports. 

• Executive Summary 

◦ The executive summary (a brief overview of the report) follows. It highlights key 
findings and conclusions and is often the only part busy executives read. Therefore, it 
must be concise yet informative. It should encapsulate the essence of the report. 

• Introduction 
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◦ An introduction section comes next. The introduction sets the stage by explaining why 
the audit was conducted and outlining what the audit covers to help the readers 
understand the report’s basis. 

• Body 

◦ The body of the report is the main section containing the detailed audit findings. 
Findings are presented clearly and objectively. The body is where auditors provide 
evidence. It supports the conclusions drawn. 

◦ Methodology: A crucial part of the body is methodology, explaining how the audit was 
conducted. This includes techniques and tools used. It shows the audit was systematic 
and thorough to build trust in the report’s findings. 

◦ Findings and observations: Findings and observations are another vital part of 
detailing what the auditor discovered. It includes both positive and negative findings. 
Findings should be fact-based and unbiased. They should be clear and specific. Vague 
findings can lead to misunderstandings. 

◦ Recommendations: Each finding typically includes a recommendation suggesting 
ways to address issues found. They should be practical and achievable. 
Recommendations are a vital part of adding value. They help organizations improve their 
processes. 

• Audit Opinion or Conclusion 

◦ After the findings and recommendations, the conclusion. This section summarizes the 
audit’s overall results. It provides a final assessment. The decision should be consistent 
with the body’s content. It should reflect the significance of the findings. 

• Appendices 

◦ Next is the appendices section containing supplementary material. This can include 
detailed data or additional analysis. Appendices support the report’s findings, providing 
deeper insight. While optional, they are valuable for those seeking more detail. 

• Acknowledgements 

◦ Acknowledgements may also be included. This section thanks those who assisted in 
the audit. It can consist of team members or company staff. Acknowledgements foster 
goodwill. They recognize the collaborative effort of audits. 

Each component of an audit report has a distinct role in providing a clear, complete, and credible account of 
the audit to ensure that stakeholders can fully understand and act upon the report’s findings. 

Writing Effective IS Audit Reports 

Writing an effective IS audit report requires attention to detail, clarity, and a deep understanding of the 
audience’s needs. The key to a successful report is its ability to communicate complex audit findings and 
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recommendations clearly and persuasively. One of the first steps in achieving this is understanding the 
audience and tailoring the report to various stakeholders, from IT specialists to top-level management. This 
involves using language and explanations suitable for each group’s level of technical knowledge and avoiding 
overly complex jargon, especially for non-technical readers. Clarity and conciseness are paramount in IS audit 
reporting. The report should reach the point without unnecessary details, using simple and direct language 
to enhance accessibility and comprehension. A well-organized report, which typically includes an executive 
summary, introduction, methodology, findings, recommendations, and conclusion, helps guide the reader 
logically through the content. 

Maintaining an objective tone throughout the report is essential for professionalism. It’s important to present 
facts as they are, without bias or emotional language, to bolster the report’s credibility. Key findings and 
recommendations should be highlighted and summarized upfront, especially in the executive summary, to 
ensure critical information is immediately apparent and not buried in the details. Providing context and 
background at the outset sets the stage for the findings, making the report more meaningful and relevant 
to the reader. When presenting complex data, visual aids like graphs, charts, and tables can be incredibly 
effective. They should be used to complement and clarify the text, with correct labelling and brief explanations 
for each visual. Specific examples within the findings can lend weight to arguments, making theoretical risks 
more tangible and relatable. The basis of all findings and recommendations should be solid data and thorough 
analysis to ensure that the conclusions drawn are valid and impactful. Recommendations should be practical 
and actionable, offering clear and detailed suggestions for improvement. For additional detailed data, technical 
information, or extensive analyses, appendices can be utilized, keeping the main body focused and digestible. 

An effective IS audit report combines clear and concise communication with a structured and reader-
friendly approach by providing valuable insights and practical recommendations delivered professionally and 
objectively. Thus, auditors can ensure their reports inform and facilitate informed decision-making and 
meaningful improvements in information systems management. 

Incorporating Visual Aids and Data Representations 

Visual aids serve as powerful tools to clarify, summarize, and communicate audit findings in a more impactful 
and accessible manner, especially where auditors often grapple with vast amounts of data and intricate 
systems. The primary function of visual aids in IS audit reports is to simplify the complex. Audits typically 
generate significant data, from system logs to user activity records. Conveying this information in a textual 
format can be overwhelming and may lead to misinterpretation or loss of critical insights. Visual aids like graphs, 
charts, and tables can distill this complexity into more digestible and understandable formats. For instance, 
a bar graph can succinctly show the frequency of specific security incidents, while a flowchart can effectively 
demonstrate the workflow of an IS process under review. 

Another critical aspect of visual aids is their ability to highlight trends and patterns. In IS auditing, identifying 
trends, such as increasing occurrences of unauthorized access attempts or patterns in data breaches, is crucial 
for risk assessment and management. By visually representing data, auditors can present their findings more 
clearly and support their analyses and recommendations with tangible evidence. Visual aids also enhance the 
report’s engagement level. A report laden with technical jargon and dense paragraphs can be daunting and 
disengaging. Integrating visual elements can break the monotony of text, making the report more reader-
friendly and engaging. This is particularly important for stakeholders who may not have a deep technical 
background but need to understand the audit’s implications. Well-designed charts, diagrams, and infographics 
can make the report more appealing and encourage a thorough review by all recipients. 

In addition to enhancing understanding and engagement, visual aids in IS audit reports also serve as a tool for 
emphasis. Auditors can use them to identify the most critical findings or risks. Furthermore, visual aids facilitate 
comparison and benchmarking. Auditors often need to compare data across different periods, departments, or 
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industry benchmarks, and visual representations like comparative bar charts or scatter plots can make these 
comparisons more apparent and meaningful, helping stakeholders to see how their organization measures up 
against relevant standards or over time. 

It’s important to note, however, that the effectiveness of visual aids depends on their appropriate and 
judicious use. Overuse or poorly designed visuals can confuse rather than clarify. Auditors must ensure that 
each visual aid is directly relevant to the report’s content, accurately represents the data, and is clearly labelled 
and explained. This includes being mindful of colour choices, scale, and layout to avoid data misinterpretation. 

Report Review and Finalization Process 

Quality assurance, report review, and the IS audit report finalization processes aim to ensure the audit report’s 
integrity, accuracy, and effectiveness. They are fundamental in transforming the initial audit findings into a 
coherent, reliable, and professional document that can effectively inform and guide organizational decision-
making processes. 

In IS auditing, quality assurance (QA) systematically verifies whether the audit meets the predefined 
standards and criteria. It is critical as it ensures the credibility and reliability of the audit report by checking 
the audit’s adherence to established methodologies, frameworks, and ethical standards. It includes providing 
that the data collection methods were sound, the analysis was thorough, and the conclusions drawn from the 
audit findings were valid and unbiased. QA is also concerned with the IS audit report’s clarity, coherence, and 
comprehensibility, ensuring that the report is accessible to its intended audience, including stakeholders who 
may not have a technical background. 

The IS audit report review process involves meticulously examining the draft report to identify and correct 
any inaccuracies, inconsistencies, and ambiguities. The review process serves several purposes. First, it ensures 
the factual accuracy of the report by cross-checking data, findings, and recommendations. Second, it assesses 
the clarity and conciseness of the report, ensuring that the information is presented straightforwardly and 
understandably. This includes reviewing the report for language, grammar, and formatting and evaluating 
the effectiveness of visual aids and data representations. Third, the review process is crucial for maintaining 
objectivity and impartiality in the report, ensuring that the findings and recommendations are based purely on 
audit evidence and free from personal biases or external influences. 

Lastly, the finalization of the IS audit report is the concluding phase, where all the elements of the report 
are brought together into a final, polished document. This involves incorporating any changes or corrections 
identified during the quality assurance and review processes. It also includes adding last elements, such as an 
executive summary, a table of contents, and appendices. The finalization process is critical as it ensures the 
report is complete, coherent, and ready for presentation to stakeholders. During this stage, the audit report is 
formally signed off by the audit team, symbolizing that the report meets all necessary standards and is ready 
for dissemination. More details about this will be discussed in the next section. 
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In the Spotlight 

For additional context on the nature of the IS audit report, please read the article “IS Audit Basics: The 
Components of the IT Audit Report”[opens a new tab]. 

Cooke, I. (2020). IS audit basics: The components of the IT audit report. ISACA Journal, 1. 
https://www.isaca.org/resources/isaca-journal/issues/2020/volume-1/is-audit-basics-the-components-of-
the-it-audit-report 

 

Key Takeaways 

Let’s recap the key concepts discussed in this section by watching this video. 

One or more interactive elements has been excluded from this version of the text. You can view 

them online here: https://ecampusontario.pressbooks.pub/

auditinginformationsystems/?p=911#oembed-1 

Source: Mehta, A.M. (2023, December 6). AIS OER ch 07 topic 02 key takeaways [Video]. 
https://youtu.be/bXHFdMCKboY 
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Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=911#h5p-134 

 

Review Questions 

1. Describe the role of the executive summary in an audit report and explain why it is essential for 
stakeholders. 

2. Explain why it is essential for audit findings to be specific and factual and how this impacts the 
audit report. 

3. Discuss the importance of choosing the right type of visual aid for representing audit data in a 
report. 

4. Outline the steps involved in the report review and finalization process and their significance in 
ensuring the quality of the audit report. 
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Mini Case Study 

IS Audit of User Access Administration at TechNovus Inc. 

TechNovus Inc., a mid-sized software development company, prides itself on innovative solutions and 
a dynamic work environment. With a workforce of 500 employees and growing, the company manages 
a vast array of projects, requiring varying levels of access to its information systems. TechNovus’s 
success, however, has brought challenges, particularly in managing user access to its systems. 
Recently, TechNovus decided to undertake an Information Systems (IS) audit of its user access 
administration. Concerns about data security and regulatory compliance prompted this decision. The 
audit evaluated the effectiveness and efficiency of the existing user access control procedures. The 
audit began with a planning phase, where the audit team from an external auditing firm reviewed 
TechNovus’s IS infrastructure and identified critical areas for examination. The scope included assessing 
the process of granting, reviewing, and revoking user access rights. Audit procedures involved 
interviewing IT staff, reviewing user access control policies, and examining user access logs and records. 

During the audit, several significant findings came to light. The first major issue was that new users 
were granted more access than necessary for their job roles. In several instances, employees in entry-
level positions had access to sensitive data and systems irrelevant to their job functions. This over-
provisioning of access rights posed a significant security risk, increasing the chances of accidental or 
malicious data breaches. The audit revealed that the root cause was a lack of standardized role-based 
access controls. Additionally, the IT department needed more precise guidelines on assigning access 
levels based on job requirements. 

The second critical finding was the delay in revoking access for terminated employees. The audit 
uncovered that access rights for several ex-employees remained active weeks after departure. This 
lapse was attributed to poor communication between the Human Resources (HR) and IT departments 
and the absence of an automated process to trigger access revocation upon employee termination. 
This issue was a significant security loophole, leaving the company’s systems vulnerable to 
unauthorized access, potentially leading to data theft or sabotage. 

Furthermore, the audit highlighted that TechNovus needed periodic reviews of user access 
appropriateness. Best practices recommend regular audits to ensure that employees have only the 
access necessary for their current roles. TechNovus had no mechanism to identify and rectify 
inappropriate or outdated access permissions without these reviews. Over time, this led to access rights 
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accumulation, known as “privilege creep,” where employees, upon changing roles or responsibilities 
within the company, retained access rights that were no longer relevant. 

Required: Based on the case study of TechNovus Inc., prepare an influential IS Audit Report. Use the 
information in the case study and apply the principles of writing clear and concise findings, ensuring a 
thorough review and finalization process as discussed in this session. 
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07.03. Quality Assurance in IS Audit 
Reporting 

Credit: Coworkers in a Conference Room Having a Meeting by Tima Miroshnichenko, used under the Pexels License. 

 Briefly reflect on the following before we begin: 

• What role does internal review play in the quality assurance of audit reports? 
• Why are clarity, consistency, and coherence necessary in audit reporting? 
• What are some best practices for maintaining high-quality audit reports? 

As discussed towards the end of the last section, quality assurance in reporting is a cornerstone of effective IS 
auditing. It ensures that reports are accurate and reliable and meet the highest professional auditing standards. 

IS audit reports are the primary means by which auditors communicate their findings, and their quality 
indicates the thoroughness and professionalism of the audit process. In this section, we will explore the systems 
and procedures put in place to ensure the accuracy and completeness of audit reports. We will also learn about 
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the challenges of maintaining impartiality and neutrality in audit reporting. This will help us understand the 
importance of objective reporting and learn strategies to identify and mitigate inherent or acquired biases in 
auditing. 

Next, we will review clarity, consistency, and coherence – the essential qualities that make an audit report 
understandable and actionable. In doing so, we will cover how to structure reports logically, use language 
effectively, and maintain a consistent approach throughout the document. The aim is to ensure that reports 
are clear and concise, making complex information accessible and understandable to various stakeholders. 
Moreover, feedback (both internal and from clients) is a valuable tool for enhancing the quality of audit reports. 
We will briefly discuss how to effectively use feedback to refine their reporting skills, leading to continuous 
improvement in their professional practice. 

Internal Review and Quality Controls Procedures 

Internal review and quality control procedures form the backbone of ensuring high-quality audit reports 
because they are integral to the audit process, enhancing the credibility and reliability of the findings. Standard 
Operating Procedures (SOPs) are documented procedures that guide auditors in conducting and reviewing 
audits. SOPs ensure consistency in the audit process. They provide a reference point for auditors, ensuring 
that all necessary steps are followed. SOPs often include templates and checklists for audit reports, which help 
maintain uniformity in reporting. 

Internal review is a critical step that verifies audit findings’ accuracy, completeness, and relevance. A senior 
auditor or a review team usually conducts this review. On the other hand, quality control refers to the systematic 
procedures designed to ensure that audits are conducted consistently and standardized. It includes reviewing 
the audit methodology, testing procedures, and evidence gathering. It ensures that the audit adheres to 
the established standards and practices. The internal review and quality control responsibility lies with the 
individual IS auditor and the IS audit team. The lead IS auditor typically oversees the internal review and quality 
control process. However, all team members have a role in ensuring quality through review. They must adhere 
to audit standards and procedures and provide accurate and thorough work documentation. 

For starters, peer review is a quality control technique where one auditor reviews another auditor’s work. 
This review provides an independent check on the quality of the audit. Peer reviews help identify areas that 
the initial auditor might have overlooked. They add an extra layer of scrutiny, improving the overall quality of 
the audit report. Feedback mechanisms form the counterpart of peer review and are crucial for continuous 
improvement in audit quality. This includes feedback from the audit team, management, and external 
reviewers. Feedback helps identify improvement areas in the audit process and the report itself. It is a vital 
component of the quality control process. 

Maintaining robust documentation, periodic training, and self-assessment are the three core components 
that shape the overall effectiveness of an IS audit function’s internal review and quality control framework. 
Documentation is another crucial aspect of quality control as it provides evidence of the audit work performed 
and the conclusions reached. Documentation should be clear, concise, and comprehensive. It should include 
details of the audit procedures used, evidence obtained, and the rationale for the findings. Training is vital 
for maintaining high standards in quality control. Auditors should receive regular training on audit standards, 
methodologies, and quality control procedures. This training ensures that auditors are well-equipped to 
produce high-quality audit reports. Finally, the effectiveness of quality control procedures must be evaluated 
regularly. This evaluation can be done through internal assessments, external audits, or benchmarking against 
industry standards. The goal is to identify areas where the quality control process can be improved. 
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Addressing Bias and Ensuring Objectivity 

Bias refers to any tendency that prevents unprejudiced consideration of a question and can stem from personal 
beliefs, experiences, or external influences. In IS auditing, biases can affect the auditor’s judgment, leading to 
skewed findings or conclusions. Recognizing the potential for bias is the first step in addressing it. Several types 
of bias can impact IS audits. Confirmation bias, for instance, occurs when auditors seek out information that 
confirms their preconceptions. Another example is anchoring bias, where auditors rely too heavily on the first 
piece of information they receive. Understanding these and other biases helps in mitigating their impact. 

To maintain objectivity, IS auditors must undergo thorough training in recognizing and managing biases, 
seeking diverse perspectives, and implementing structured decision-making processes. Auditors should also 
be aware of their predispositions and actively challenge their assumptions. Similarly, independence is crucial 
in ensuring objectivity in IS auditing. Freedom requires that IS auditors are free from conflicts of interest that 
could bias their judgments. It involves actual independence and the appearance of independence to maintain 
credibility. 

Professional audit standards also emphasize the importance of impartiality and independence in the audit 
process. Adhering to these standards helps auditors to recognize and mitigate biases in their work. Similarly, 
checklists and templates can help standardize the audit process, reducing the risk of subjective judgments. 
These tools ensure that all relevant factors are considered in the audit, minimizing the possibility of overlooking 
important aspects due to bias. Moreover, ongoing education and training cover the various types of biases and 
strategies to mitigate them to help IS auditors stay current on best practices and professional expectations. 
Periodically, feedback from clients and stakeholders can provide insights into potential biases in the audit 
process. Engaging with diverse stakeholders helps understand different perspectives, reducing the likelihood 
of biased conclusions. 

Creating a culture that values and promotes objectivity is essential in IS auditing. It encourages openness, 
critical thinking, and a willingness to challenge assumptions. It also recognizes the human tendency towards 
bias and actively mitigates it. 

Clarity, Consistency, and Coherence in Reporting 

The effectiveness of an IS audit report is primarily defined by its clarity, consistency, and coherence, as these 
attributes are essential for ensuring that the report accurately and understandably communicates its findings 
to the intended audience. 

Clarity 

Clarity refers to presenting information in a straightforward and comprehensible manner. It is 
crucial to help stakeholders understand audit findings, conclusions, and recommendations clearly 
and without ambiguity. Achieving clarity involves using simple language, structuring sentences well, 
and ensuring a logical information flow. To attain this clarity, auditors should use plain language, 
avoid technical jargon, or clearly define technical terms when necessary. The report should be 
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structured logically, starting with an executive summary, then detailed findings, and concluding 
with recommendations. 

Consistency 

Consistency in reporting is about maintaining uniformity in style, format, and content throughout 
the report. This uniformity aids comprehension and enhances the report’s professional appearance. 
Consistency is achieved using uniform terminology, formatting styles, and presentation techniques. 
A standard reporting template can be instrumental in ensuring consistency. This template should 
include predefined sections, headings, subheadings, and consistent use of fonts, bullet points, 
numbering, and other formatting elements. 

Coherence 

Coherence in information presentation involves organizing information logically and smoothly. A 
coherent report is structured so that each section naturally leads to the next, making it easy to 
follow and understand. Audit findings should be linked directly to the audit objectives and criteria to 
ensure coherence, demonstrating the relevance of the findings and supporting the conclusions 
drawn in the report. 

 
Visual aids like charts, graphs, and tables can enhance clarity and coherence by visually representing data, 

making complex information more digestible. However, these aids must be labeled and relevant to their 
accompanying text. Consistency in data presentation is also essential, using uniform units of measurement, 
scales, and data categories throughout the report to prevent confusion and misinterpretation. Editing and 
proofreading are critical steps to ensure clarity and consistency. This involves checking for grammatical errors, 
ensuring uniformity in language and style, and verifying the absence of contradictions in the report. Feedback 
from peers, supervisors, and report recipients provides insights into how the report is perceived and identifies 
areas for enhancement. 

Utilizing Feedback for Continuous Improvement 

Continuous improvement is essential, and effectively utilizing feedback is a crucial strategy for enhancing the 
quality of IS audit reports and the overall audit process. Properly harnessed feedback can lead to improved 
practices, higher-quality reporting, and more effective audits. 

Feedback in IS auditing is invaluable, providing insights into the effectiveness and impact of audit reports. 
It can originate from diverse sources, including audit clients, stakeholders, peers, and supervisors, helping to 
pinpoint improvement areas and affirming the strengths of the audit process. The primary sources of feedback 
in IS auditing are audit clients, team members, supervisory staff, and external reviewers, each offering unique 
perspectives that contribute to a well-rounded understanding of the audit process’s effectiveness. It will help 
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reinforce a culture that promotes open communication and continuous learning, encouraging auditors to 
view constructive criticism as a tool for enhancement. Effective feedback mechanisms include formal surveys, 
interviews, review meetings, and comment sections in audit reports. Digital platforms can also play a role in 
feedback collection, providing anonymity and encouraging more honest responses. Once collected, feedback 
must be carefully analyzed and interpreted, distinguishing between subjective opinions and objective critiques 
to identify trends and common themes indicating areas needing improvement. Integrating input into the audit 
process involves systematically revising methodologies, techniques, and reporting practices and aligning them 
with the audit’s objectives and standards. 

Continuous improvement in IS auditing should follow a cyclical process: planning, doing, checking (via 
feedback), and acting (making improvements). This cycle ensures that feedback leads to tangible changes 
and enhancements in the audit process. Documenting changes and their rationale is essential for tracking 
improvements and forming a basis for future audits. Feedback can also guide auditors in updating their 
technical knowledge and skills, keeping them proficient in the latest technologies and audit techniques. 
Balancing positive and constructive feedback is essential; positive feedback reinforces good practices and 
boosts morale, while constructive feedback focuses on areas of improvement. Feedback can enhance 
stakeholder engagement, as understanding stakeholders’ perspectives helps better tailor audit processes and 
reports to meet their expectations. Additionally, feedback can be valuable in risk management, identifying 
potential risks in the audit process and developing strategies to mitigate these risks. 

 

In the Spotlight 

For additional context on the best practices in crafting IS audit reports, please read the article “Audit 
Report Best Practices” [opens a new tab]. 

Vicente, V. (2023). Audit report best practices. AuditBoard. https://www.auditboard.com/blog/4-key-
resources-effective-audit-reporting/ 
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Key Takeaways 

Let’s recap the key concepts discussed in this section by watching this video. 

One or more interactive elements has been excluded from this version of the text. You can view 

them online here: https://ecampusontario.pressbooks.pub/

auditinginformationsystems/?p=922#oembed-1 

Source: Mehta, A.M. (2023, December 6). AIS OER ch 07 topic 03 key takeaways [Video]. 
https://youtu.be/N9B4uSqYRJU 

 

Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=922#h5p-135 
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Review Questions 

1. Explain the significance of using Standard Operating Procedures (SOPs) in the internal review 
and quality control processes of IS auditing. 

2. Describe how IS auditors can mitigate the impact of confirmation bias during an audit. 
3. Discuss the importance of balancing detail and brevity in IS audit reporting for clarity. 
4. How does client and stakeholder feedback contribute to the continuous improvement of IS 

audit processes? 

 

Mini Case Study 

Scenario: You are an IS auditor auditing an organization’s new information system. During the audit, 
you discover a significant security vulnerability that could lead to a data breach. However, the IT 
manager insists this issue is minor and should not be emphasized in the audit report. He argues that 
highlighting this vulnerability could cause unnecessary panic and undermine confidence in the IT 
department. You have a meeting scheduled with senior management to discuss your preliminary 
findings. 

Question: Based on this scenario, how should you handle the situation considering the principles of 
clarity, consistency, coherence in reporting, addressing bias and ensuring objectivity? 
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07.04. Communicating IS Audit Findings 
and Recommendations 

Credit: Coworkers in a Conference Room by Tima Miroshnichenko, used under the Pexels License. 

 Briefly reflect on the following before we begin: 

• What techniques can be used to present complex audit information? 
• What approaches encourage constructive dialogue with stakeholders? 
• Why is it essential to tailor audit communication to specific audiences? 

Effective communication of audit findings and recommendations goes beyond mere presentation of data; it 
involves the strategic articulation of insights in a way that resonates with the audience. Whether addressing 
senior management, technical teams, or external stakeholders, the ability to communicate effectively can 
significantly influence the implementation of recommended changes and improvements. 

This section emphasizes the importance of understanding the audience’s perspective by discussing how to 
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adjust communication style and content based on the audience’s knowledge level, interests, and influence. 
Effective communication is not one-size-fits-all; it requires customization to ensure the message is received and 
understood. We will also explore techniques to simplify and clarify relevant information, making it accessible to 
non-technical stakeholders. The ability to distill complexity into clear, concise, and actionable insights is a crucial 
skill for auditors. 

Auditors frequently encounter findings that may be contentious or unwelcome to some stakeholders. As 
such, we will explore strategies for tactfully and constructively addressing such findings, ensuring that the 
communication maintains professionalism and integrity while conveying the necessary urgency and 
importance. Also, communication should not be a one-way street; it involves engaging with stakeholders, 
addressing their concerns, and collaborating on solutions. We will discuss how auditors can foster an 
environment of open dialogue, encouraging stakeholder participation and buy-in. 

Effective Communication of IS Audit Results 

An IS auditor must adapt their communication style to various audiences by understanding the audience’s 
knowledge level, interests, and concerns. Each audience has unique needs and priorities. The IS auditor aims 
to convey findings and recommendations clearly and effectively. Presented below are select facets of effective 
communication that can play an instrumental role in helping IS auditors tailor their communication approach. 

• Understanding the Audience 

◦ IS Auditors should begin by identifying their audience, ranging from technical IT staff to non-technical 
executives. Each group requires a different approach. Auditors should assess the audience’s 
background and tailor their message accordingly. 

• Adapting to Technical and Non-Technical Audiences 

◦ Communicating with technical audiences involves using specific IT jargon. IS Auditors can discuss 
technical aspects in detail. For non-technical audiences, auditors should avoid jargon. They should 
simplify concepts without losing the message’s essence to making complex IT audit findings 
accessible to all stakeholders. 

• Conveying Relevance to the Business 

◦ Tailoring communication also involves linking IS audit findings to business impacts. For business 
leaders, auditors should focus on how findings affect the company’s goals, risks, and finances. This 
helps in making the audit relevant and understandable to business-focused stakeholders. 

• Considering Cultural and Organizational Factors 

◦ Cultural and organizational contexts also affect communication. Auditors should be aware of the 
organization’s culture. This includes communication norms, hierarchy, and decision-making processes. 
Understanding these factors helps frame the message in a way that resonates with the audience. 

• Empathy and Perspective-Taking 

◦ Empathy is crucial in tailoring communication. Auditors should try to understand the audience’s 
perspective. What are their concerns? What information do they value? Addressing these questions 
helps in crafting a message that engages the audience. 

• Sensitivity to Audience Reaction 

◦ Auditors should be sensitive to how the audience reacts to their communication. The auditor might 
need to adjust their approach if the audience seems confused or disengaged. Being responsive to 
audience cues is a vital part of effective communication. 

• Language and Tone 
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◦ The language and tone of communication should be appropriate for the audience. For example, a 
formal tone may be necessary for board presentations. A more conversational tone might be suitable 
for team meetings. Auditors should be adept at adjusting their language and tone. 

• Training and Practice 

◦ Developing tailored communication skills requires training and practice. Auditors should engage in 
continuous learning. This can include workshops, seminars, and practical exercises. Role-playing 
scenarios, for example, can help auditors practice adapting their message to different audiences. 

• Confidence and Clarity 

◦ Confidence in communication instills trust. Auditors should convey their findings with confidence. 
Clarity in communication ensures that the message is understood. A confident and clear message is 
more likely to be received positively. 

Simply communicating complex information involves distilling intricate audit findings into terms 
understandable for all stakeholders, irrespective of their technical expertise. To effectively simplify complex 
information, auditors must first thoroughly understand it themselves so that the essence of the message is 
preserved in the process of simplification. The simplification process begins with identifying the key points of 
the findings. IS Auditors should focus on the most critical aspects, shedding unnecessary technical details that 
don’t contribute to the core message. This approach maintains the audience’s focus on the most pertinent 
issues. Using plain language is a cornerstone of simplification. Replacing technical jargon with everyday 
language makes the findings more accessible to a broader audience. The goal is clarity, not showcasing 
technical knowledge. Analogies and metaphors are excellent tools for translating technical concepts into 
familiar terms. Breaking down complex information into smaller, manageable parts is another effective 
strategy. Presenting information logically, starting with basic concepts and gradually introducing more 
complex ones, helps build the audience’s understanding. 

Visual representations, such as charts, graphs, and diagrams, are invaluable in clearly conveying complex data 
or processes. A well-designed visual can express information more effectively than text. Storytelling techniques 
also enhance the engagement of complex information by framing audit findings within a narrative, making 
abstract concepts tangible and memorable. Repeating and reinforcing key messages is crucial. Repetition 
helps remember the most critical points but should be used strategically to avoid redundancy. Soliciting 
feedback after presenting information is essential to gauge understanding and gain insights for future 
communication enhancements. Balancing simplicity with accuracy is crucial. While it’s necessary to make 
information accessible, oversimplification can lead to misunderstandings. The essence of the information 
should remain intact. Modern technology, with tools for creating interactive visuals or simulations, can also aid 
in bringing abstract concepts to life engagingly. 

Encouraging Constructive Dialogue with Stakeholders 

Fostering constructive dialogue with stakeholders during IS auditing involves engaging them in meaningful 
conversations about audit findings and recommendations, essential for turning audit insights into positive 
change. Understanding stakeholders’ perspectives and acknowledging their concerns, priorities, and 
limitations sets the foundation for relevant and respectful dialogue. Creating an environment conducive to 
dialogue is essential, whether through formal meetings, workshops, or informal discussions. The goal is 
establishing a space where stakeholders feel comfortable expressing their views. Clear and concise 
communication of audit findings is vital to form the groundwork for productive dialogue. Overwhelming 
stakeholders with too much detail should be avoided. 

Active listening is also crucial. Paying attention to stakeholders’ responses, showing that their viewpoints 
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are heard and valued, builds trust and encourages open communication. Open-ended questions can facilitate 
deeper discussions and bring valuable insights and perspectives. The auditor’s role is to promote, not dictate, 
the dialogue. Encouraging stakeholders to share their views and ideas leads to a more balanced and inclusive 
conversation. Welcoming diverse viewpoints enriches the dialogue and can lead to comprehensive solutions. 
Discussions should be steered towards solutions and improvements, focusing on how audit findings can result 
in positive changes. 

Handling disagreements constructively is crucial. Acknowledging differing opinions and working towards 
common ground while avoiding confrontational language is essential. Building on common interests, where 
auditors and stakeholders share goals, can lay the groundwork for collaborative solutions. Similarly, 
empowering stakeholders by involving them in response to audit findings fosters a sense of ownership and 
commitment. Using visuals and examples can clarify complex issues, making the dialogue more 
understandable and engaging. Providing the necessary context and background for findings helps 
stakeholders understand broader implications and contribute more informatively to the conversation. 

 

In the Spotlight 

For additional context on the critical considerations for IS Auditors during the reporting phase, please 
read the article “Key Considerations for Conducting Report IT Audits” [opens a new tab]. 

Kuyengwa, S. (2023). Key considerations for conducting report IT audits. ISACA Industry News. 
https://www.isaca.org/resources/news-and-trends/industry-news/2023/key-considerations-for-
conducting-remote-it-audits 
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Key Takeaways 

Let’s recap the key concepts discussed in this section by watching this video. 

One or more interactive elements has been excluded from this version of the text. You can view 

them online here: https://ecampusontario.pressbooks.pub/

auditinginformationsystems/?p=929#oembed-1 

Source: Mehta, A.M. (2023, December 6). AIS OER ch 07 topic 04 key takeaways [Video]. 
https://youtu.be/owy5EdJ1Vt0 

 

Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=929#h5p-136 
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Review Questions 

1. Explain the importance of visual aids in simplifying complex audit information for stakeholders. 
2. Describe how an auditor should communicate sensitive or controversial findings. 
3. How can an IS auditor encourage constructive dialogue with stakeholders? 
4. Discuss the role of empathy in tailoring communication to different audiences in the context of 

IS auditing. 

 

Mini Case Study 

Imagine you are an IS auditor who has just completed an audit of a company’s new data 
management system. The audit has uncovered several significant findings: 

1. The system lacks adequate encryption, posing a risk to data security. 
2. More staff training on the new system is needed, leading to operational inefficiencies. 
3. Some data management practices must comply with recent data protection regulations. 

You must communicate these findings to diverse stakeholders, including the IT team, senior 
management, and the human resources department. 

Required: How would you tailor your communication of these findings to each stakeholder group, 
ensuring that the information is appropriately conveyed and actionable? 
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07.05. Follow-up and Monitoring of IS 
Audits 

Credit: Coworkers in a Conference Room having a Meeting by Tima Miroshnichenko, used under Pexels License. 

 Briefly reflect on the following before we begin: 

• Why is reporting on follow-up activities important? 
• How should the implementation of audit recommendations be monitored? 
• What metrics can be used to evaluate the effectiveness of post-audit changes? 

The follow-up on the IS audit findings phase is where the audit cycle comes full circle. It needs to be more 
to identify issues and recommend solutions; the real impact of an audit is seen in how these findings are 
addressed and resolved. In this section, we will go through the various follow-up stages, emphasizing the 
auditor’s role in ensuring that recommendations are implemented and that the audited entity achieves the 
desired improvements. We will go over establishing a structured approach to monitor and review the actions 
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taken by the auditee in response to the audit findings. We will learn about setting timelines, defining 
responsibilities, and creating tracking and reporting progress mechanisms. 

The section will also go over the practical aspects of ensuring that the corrective actions are implemented and 
effective in addressing the identified issues. This involves continuously engaging with the auditee, assessing the 
progress, and providing any necessary guidance or clarification on the recommendations. Next, we will evaluate 
the effectiveness of implemented changes or remedial actions. Here, we will explore methods to assess whether 
the changes made have achieved their intended objectives to ascertain the value and impact of the audit. It 
also involves revisiting the original audit objectives and criteria. 

Lastly, we will explore the criteria and processes for formally closing audit findings, highlighting the 
importance of documenting lessons learned for the audited entity and the audit team. This reflection and 
documentation are essential for continuous improvement in future audits. 

Establishing Follow-up Procedures 

IS Auditing standards require IS auditors to monitor and periodically report to the Board of Directors and the 
audit committee on management’s progress on the IS audit findings and recommendations. The reporting is 
expected to include a conclusion on whether management has planned and taken appropriate, timely action 
to address reported audit findings and recommendations. Follow-up activity is a process through which the IS 
Auditors determine the adequacy, effectiveness and timeliness of actions taken by management on reported 
observations and recommendations, including those made by external auditors and others. 

Effective follow-up procedures serve as the bridge between audit recommendations and their 
implementation. The first step in establishing these procedures is to define clear objectives that align with 
the audit’s initial goals. These objectives guide the entire follow-up process, ensuring it remains focused and 
effective. Once objectives are set, developing a detailed follow-up plan is essential, which should articulate 
the process and timeline and assign responsibilities. This plan acts as a roadmap, providing structure and 
consistency to the follow-up efforts. Setting specific, measurable, and relevant criteria for evaluating the 
implementation of recommendations is another crucial step, as they offer a solid foundation for assessing the 
progress and effectiveness of the implemented changes. 

Assigning clear responsibility for the follow-up activities, whether to an individual or a team, is vital for 
ensuring accountability. This assignment is complemented by establishing a realistic and feasible timeline, 
aiding in tracking progress and maintaining momentum. Alongside this, creating a system for monitoring the 
implementation of recommendations is beneficial by providing a centralized view of progress and streamlining 
the monitoring process. Transparency and clarity are enhanced by communicating the follow-up procedures 
to all relevant stakeholders to ensure that everyone is on the same page and foster cooperation and support. 
Given the dynamic nature of technology and business operations, regularly reviewing and updating the follow-
up plan allows the procedures to adapt and remain effective under varying circumstances. 

Incorporating a process for escalating unresolved issues helps ensure critical risks and challenges receive the 
necessary attention. Planning for interim check-ins or milestones within the follow-up timeline is also strategic, 
offering opportunities to assess progress and identify issues early on. Similarly, developing a robust reporting 
mechanism is essential for maintaining transparency and keeping all stakeholders informed about the status 
of recommendation implementations. Flexibility in the follow-up procedures is critical, allowing adaptation to 
different audits and findings. It’s also important to consider external factors, such as technological changes, 
regulations, or business operations, which might impact follow-up activities. 

Lastly, documenting all follow-up activities is vital for maintaining a transparent, accountable record that 
can be referenced in the future. Training the staff involved in these activities ensures they have the necessary 
skills and knowledge. Feedback mechanisms within the follow-up procedures can contribute significantly to 
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continuous improvement. This feedback can be sourced from auditors, auditees, or other stakeholders, offering 
diverse perspectives on the process. 

Monitoring Implementation of Recommendations 

Monitoring the implementation of recommendations is aimed at verifying whether the suggested changes 
are effectively executed. It begins with establishing a clear and structured approach for tracking these 
implementations by creating a detailed monitoring plan outlining specific steps, timelines, and responsibilities 
associated with each recommendation. This plan guides, ensuring that every suggestion is tracked 
meticulously. Assigning responsibility for monitoring to particular individuals or teams is crucial in ensuring 
that someone is accountable for regularly checking the progress of each implementation. Similarly, setting 
up a systematic tracking system involving a combination of software tools and manual checklists allows for 
recording progress against predefined benchmarks. IS Auditors should schedule regular status updates and be 
involved in reviewing the progress made on each recommendation. 

The monitoring process should also include interim evaluations of the implemented changes to help 
understand whether the changes are on track to meet the audit’s objectives. They also provide an opportunity 
to make necessary adjustments in response to unforeseen challenges or changes in the organization’s 
environment. Addressing implementation challenges promptly might include resource constraints, resistance 
to change, or technical difficulties. A proactive approach to solving these problems ensures that the overall 
progress is maintained. This can be achieved through several ways, including collaboration between the audit 
team and the organization’s staff to facilitate a better understanding of the practical aspects of implementation. 
Such partnership also helps foster a positive attitude towards the changes the audit recommends. 

The monitoring process should be flexible and adaptable to the context of each recommendation since 
different recommendations might require different approaches and levels of scrutiny. Such flexibility ensures 
that the monitoring process is effective and efficient. Moreover, the monitoring process should also include a 
mechanism for escalating issues that need to be addressed adequately to ensure that significant issues are 
brought to the attention of higher management and dealt with appropriately. IS Auditing standards require 
that when the risk related to a finding has been accepted and is greater than the enterprise’s risk appetite, 
this risk acceptance should be discussed with senior management. The acceptance of the risk (particularly 
failure to resolve the risk) should be immediately brought to the attention of the Board of Directors and 
the Audit Committee. Beyond such escalation, periodic reporting to the audit committee on the status of 
implementations is crucial. It provides an overview of progress, highlights any areas of concern, and ensures 
that the Audit Committee is aware of the audit’s impact and the status of its recommendations. 

From a value-added perspective, incorporating feedback from the staff involved in implementing the 
recommendations can provide valuable information on the implementation process’s practical aspects and 
lead to improvements in future audits. Similarly, considering the need for additional training or support for staff 
involved in the implementation can address skill gaps and ensure that staff are well-equipped to implement the 
recommendations effectively. Finally, aligning the monitoring process with the organization’s strategic goals 
and audit objectives is crucial. This alignment ensures that the monitoring efforts contribute to improving the 
organization’s information systems and controls. 

Evaluating the Effectiveness of Implemented Changes 

Evaluating the effectiveness of implemented changes involves assessing whether the changes made post-
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audit have met the intended objectives and contributed to enhancing the organization’s information systems. 
Some of the commonly performed procedures in such evaluation include: 

• The recording of a time frame within which management should respond to agreed-on 
recommendations. 

• An evaluation of management’s response through follow-up work using a methodology similar to the 
standard IS audit fieldwork. 

• A communication procedure that escalates outstanding and unsatisfactory responses and actions to the 
appropriate management levels and those charged with governance. 

• A process for obtaining management’s assumption of associated risk if corrective action is delayed or not 
proposed to be implemented. 

The evaluation begins with defining clear criteria against which the changes will be measured. These criteria 
should be directly linked to the objectives outlined in the original audit report and provide a basis for a 
systematic and objective evaluation. Using qualitative and quantitative measures for a comprehensive 
assessment is essential. Quantitative data might include metrics like system downtime reduction or improved 
transaction processing speed, while qualitative measures could encompass user satisfaction or improved 
process understanding. 

This is followed by developing a structured evaluation plan outlining the methods and tools to be used 
in the assessment, the timeline for the evaluation, and the individuals responsible for conducting it. Using 
a combination of techniques, such as surveys, interviews, system performance analysis, and documentation 
review, can provide a well-rounded view of the impact of the changes. Engaging with different stakeholders 
(users, IT staff, and management) can provide insights into the practical effectiveness of the changes and help 
identify any unintended consequences or areas that need further improvement. Similarly, comparing the post-
implementation state with the pre-implementation state helps determine the extent of progress and whether 
the changes have successfully addressed the issues identified in the audit. It is also beneficial to benchmark 
the organization’s performance against industry standards or similar organizations, as it provides an external 
perspective on the effectiveness of the changes. 

Finally, sharing the evaluation findings with all relevant stakeholders is essential to ensure that everyone 
is aware of the outcomes and can contribute to any necessary further actions. Through practical evaluation, 
organizations can ensure that the changes made following an IS audit are genuinely beneficial and contribute 
to enhancing their information systems and processes. 

Reporting on Follow-up Activities 

Reporting on follow-up activities involves communicating the progress and outcomes of the follow-up actions 
taken after the initial IS audit, as it ensures transparency and accountability and provides valuable insights for 
all stakeholders. Such reporting should provide a comprehensive overview of the follow-up activities, including 
a summary of the original audit findings, recommendations, and a detailed account of the actions taken 
in response to each recommendation. It is essential to present this information in a structured and logical 
way, making the report easy to follow and understand. Incorporating both quantitative and qualitative data 
is necessary for a balanced report. Quantitative data might include metrics such as the number of 
recommendations fully implemented, while qualitative data could cover the overall impact of the changes on 
the organization’s operations. 

The report should also assess the progress against the planned timeline and objectives, highlighting 
deviations from the plan to help stakeholders understand the status of the follow-up activities and whether any 
adjustments are needed. It is crucial to maintain a factual and objective tone throughout the report. Avoiding 
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bias and ensuring the report is based on evidence and data enhances its credibility and builds stakeholder trust. 
This includes discussing challenges encountered during the follow-up process, their reasons, and the steps 
taken to address them. It demonstrates the organization’s commitment to addressing issues and improving its 
systems and processes. 

The report’s distribution strategy should be carefully planned to ensure that the report reaches all relevant 
stakeholders promptly and efficiently. Depending on the audience and the report’s content, this may involve 
using different communication channels, such as email, presentations, or physical meetings. Regular reporting 
is often beneficial, especially for more extended follow-up periods. Periodic updates can keep stakeholders 
informed and engaged throughout the process and provide opportunities to make course corrections. 

Maintaining a repository of all follow-up reports for a historical record of the organization’s IS audit and 
follow-up activities is also essential. It can be a valuable resource for future IS audits and for understanding 
the evolution of the organization’s IS and controls. Finally, soliciting feedback on the report from its audience 
can provide insights for improving future reports, help understand the report’s effectiveness, and facilitate 
identifying areas where the reporting process can be enhanced. 

Closing Audit Findings and Lessons Learned 

Closing audit findings and extracting lessons learned solidifies the value gained from the audit and ensures 
continuous improvement in managing information systems. In cases where findings cannot be closed, it’s 
necessary to understand and document the reasons. These might include resource constraints, technical 
challenges, or strategic decisions. Understanding why specific findings remain open provides valuable insights 
into the organization’s risk management and decision-making processes. 

Once findings are closed, the closure report should summarize the actions taken, the outcomes of these 
actions, and the status of each audit finding. The closure report serves as a formal record of the completion 
of the audit process. The process of extracting lessons learned is equally essential. It involves reflecting on the 
entire audit process, from planning to follow-up, and identifying what worked well and could be improved. 
Engaging a broad range of stakeholders in this reflection process can provide diverse perspectives and a more 
comprehensive understanding of the lessons learned. 

Documenting these lessons learned should be performed in a way that is accessible and useful for future 
audits. It might take the form of lessons-learned databases, reports, or updates to audit guidelines and 
procedures to ensure that the knowledge gained from one audit contributes to the success of future audits. 
The lessons learned should cover various aspects of the audit process, including the effectiveness of audit 
planning, the adequacy of audit procedures, the response to audit findings, and the follow-up process. It should 
also consider the communication and reporting aspects, as well as the overall impact of the audit on the 
organization’s information systems. Sharing the lessons learned with relevant stakeholders promotes a culture 
of continuous improvement and learning within the organization and ensures that the insights gained are 
applied to enhance future audits and information systems management. 

It is also beneficial to consider the broader implications of the lessons learned as they might provide insights 
into emerging risks, industry trends, or areas where the organization needs to develop additional competencies. 
These broader insights can inform strategic planning and decision-making. In some cases, the lessons learned 
also highlight the need for additional training or development for the audit team or other staff. Addressing 
these needs can strengthen the organization’s audit capabilities and overall information systems management. 
Finally, closing audit findings and extracting lessons learned should be considered an integral part of the 
organization’s governance and risk management framework as it contributes to the organization’s ability to 
manage risks effectively and continuously improve its information systems and controls. 
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In the Spotlight 

For additional context on enhancing the IS audit follow-up process, please read the article 
“Enhancing the Audit Follow-up Process using COBIT 5” [opens a new tab]. 

Cooke, I. (2016). Enhancing the audit follow-up process using COBIT 5. ISACA Journal, 6. 
https://www.isaca.org/resources/isaca-journal/issues/2016/volume-6/enhancing-the-audit-follow-up-
process-using-cobit-5 

 

Key Takeaways 

Let’s recap the key concepts discussed in this section by watching this video. 

One or more interactive elements has been excluded from this version of the text. You can view 

them online here: https://ecampusontario.pressbooks.pub/

auditinginformationsystems/?p=936#oembed-1 

Source: Mehta, A.M. (2023, December 6). AIS OER ch 07 topic 05 key takeaways [Video]. 
https://youtu.be/gnzpNMmCj10 
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Knowledge Check 

An interactive H5P element has been excluded from this version of the text. You can view it 

online here: 

https://ecampusontario.pressbooks.pub/auditinginformationsystems/?p=936#h5p-137 

 

Review Questions 

1. Describe the importance of establishing clear objectives in the follow-up procedures of an IS 
audit. 

2. Explain the role of a central tracking system in monitoring the implementation of IS audit 
recommendations. 

3. Discuss the significance of documenting and sharing lessons learned from closing audit 
findings. 
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Mini Case Study 

You are an IS auditor who has recently completed an audit for a mid-sized company. The audit 
identified several critical issues in their information systems, including outdated security protocols, 
inefficient data backup procedures, and inadequate user access controls. Recommendations were 
made, and the company has implemented changes to address these issues. You are now in the follow-
up phase to evaluate the effectiveness of these changes. 

Six months after the recommendations were implemented, you are preparing to assess the changes. 
You plan to use various methods, including system performance tests, user feedback surveys, and a 
review of the updated policy documents. 

Required: Based on the scenario, how would you effectively evaluate the changes implemented by 
the company to ensure they address the audit findings? Include in your answer the steps you would 
take in this evaluation process and how you would report your findings. 
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Appendix A. Emerging IS Trends and IS 
Auditing Considerations 

The field of IS auditing is ever-evolving, with emerging trends and technologies constantly reshaping the 
landscape. Staying abreast of these developments is crucial for auditors to ensure their practices remain 
practical and relevant. This section delves into the most significant trends impacting IS auditing today. While 
some of these trends have been covered in Chapter 5, this appendix briefly aims to explore other trends from 
an IS Auditor’s perspective. 

Artificial Intelligence and Machine Learning 

One of the most prominent trends is the integration of Artificial Intelligence (AI) and machine learning into 
business processes. These technologies can streamline operations, enhance decision-making, and uncover 
insights within vast amounts of data. AI, in its essence, involves creating computer systems capable of 
performing tasks that typically require human intelligence. These tasks include recognizing speech, making 
decisions, translating languages, and identifying images. Machine Learning, a subset of AI, focuses on the idea 
that systems can learn from data, adapt to new situations, and improve over time without being explicitly 
programmed for every task. The adoption of AI and ML across various sectors is driven by the promise of 
increased efficiency, deeper insights, and the potential to unlock new opportunities. For example, AI is 
revolutionizing patient care with predictive analytics for disease diagnosis and personalized treatment plans in 
healthcare. In finance, it detects fraudulent activities and automates trading strategies. Meanwhile, AI and ML 
are optimizing supply chains and improving quality control processes in manufacturing. 

However, integrating AI and ML into information systems is not without challenges. One of the primary 
concerns is data quality. For AI and ML algorithms to function effectively, they require access to large volumes 
of high-quality, relevant data. Poor data quality can lead to inaccurate models and unreliable outcomes, 
significantly impacting decision-making processes. Another significant challenge is ensuring the ethical use 
of AI and ML. As these technologies gain the ability to make decisions that affect people’s lives, there is a 
growing need to address bias, fairness, and transparency issues. AI systems are only as unbiased as the data 
they are trained on, and if the data reflects historical biases, the AI could perpetuate or even exacerbate these 
biases. Therefore, organizations must implement ethical guidelines and review processes to use AI systems 
responsibly. Security is also a paramount concern. As AI and ML systems become more integrated into critical 
business processes, they become attractive targets for cyber attacks. These systems often process sensitive 
information, making security breaches potentially catastrophic. Ensuring the security of AI and ML systems 
involves protecting the data they use and securing the models themselves against manipulation. 

The rapid evolution of AI and ML technologies presents a unique challenge for IS auditors. Auditors must 
stay abreast of the latest developments in AI and ML to assess the risks and controls associated with these 
technologies effectively. This includes understanding the technical aspects of AI and ML models, the data these 
models use, and the decision-making processes they influence. Auditing AI and ML systems requires a new 
set of skills and approaches. Auditors must be able to evaluate the adequacy of data governance practices, the 
integrity and security of data used in training models, and the fairness and transparency of decision-making 
processes. This involves not only technical expertise but also a deep understanding of the ethical and regulatory 
implications of AI and ML. Moreover, as AI and ML technologies evolve, auditors must adapt their methodologies 
to address emerging risks. This includes developing new audit techniques that can assess the performance and 
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reliability of AI and ML models and ensuring that these technologies are being used in a way that aligns with 
organizational values and regulatory requirements. 

Table: Relevant AI and ML Risks and IS Auditing Considerations 

Risk Title Risk Description and Its Impact Key Considerations for IS Auditors 

Bias and 
Fairness 

The risk that AI systems may exhibit bias in 
decision-making processes, leading to 
unfair outcomes or discrimination. 

Evaluate AI Governance Frameworks: Assess the 
organization’s governance framework for AI, including 
ethical considerations, decision-making processes, and 
accountability mechanisms. 

Security 
Vulnerabilities 

AI systems can be susceptible to unique 
security threats, including adversarial 
attacks that manipulate the system’s inputs 
to produce incorrect outputs. 

Audit Data Quality and Training Procedures: Ensure that 
data used to train AI systems is accurate, unbiased, and 
representative and that models are regularly evaluated for 
fairness and accuracy. 

Explainability 
and 
Transparency 

The challenge in understanding and 
explaining how AI models make decisions 
can complicate auditing and accountability 
efforts. 

Review Security and Control Measures: Examine the 
security measures in place to protect AI systems from 
malicious attacks and ensure there are processes for 
regularly updating and testing AI models. 

Big Data 

Big Data is revolutionizing how organizations across all sectors gather insights, make decisions, and interact 
with customers. At its core, Big Data refers to the massive volumes of structured and unstructured data 
that businesses and other entities generate at an unprecedented rate. This data comes from various sources, 
including social media, transaction records, sensors, and many others, offering valuable insights when analyzed 
and used effectively. Big Data has brought about significant changes in information systems, necessitating 
advanced analytics technologies to process, research, and derive meaningful information from these vast 
datasets. The ability to quickly process and analyze this data allows organizations to make informed decisions 
faster than ever, providing a competitive edge in today’s fast-paced business environment. One of the primary 
benefits of Big Data is its potential to uncover hidden patterns, correlations, and insights that were previously 
unattainable with smaller datasets. For instance, retailers can analyze customer purchase histories and social 
media activity to tailor marketing strategies and personalize shopping experiences. In healthcare, Big Data 
analytics can predict disease outbreaks, improve patient care, and enhance research on medical treatments. 

Despite its benefits, managing Big Data comes with its own set of challenges. Data quality and integrity 
are paramount, as the insights drawn from Big Data are only as reliable as the data itself. Organizations must 
implement robust data management practices to ensure the accuracy, completeness, and reliability of the data 
they collect and analyze. This includes establishing processes for data verification, cleaning, and enrichment to 
prevent the propagation of errors and biases in analytical outcomes. Privacy and security are also significant 
concerns with Big Data. The vast amounts of personal and sensitive information within Big Data sets make 
them a lucrative target for cybercriminals. 

Moreover, the collection and use of Big Data must comply with increasing regulatory requirements designed 
to protect individual privacy rights, such as Europe’s General Data Protection Regulation (GDPR). Organizations 
must implement strong data protection measures and comply with legal frameworks to safeguard personal 
information and maintain public trust. Another challenge is the integration of Big Data into existing information 
systems. Many organizations struggle to integrate new Big Data technologies with their legacy systems, 
requiring significant investments in technology upgrades and skills development. Ensuring seamless 
integration is crucial for organizations to fully leverage the potential of Big Data without disrupting existing 
operations. 

For IS auditors, the rise of Big Data presents a new landscape of risks and controls to navigate. Auditors must 
understand the technologies and methodologies used to manage and analyze Big Data, including data lakes, 
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analytics platforms, and data visualization tools. This involves assessing the effectiveness of data governance 
frameworks, data quality controls, and privacy and security measures in place to manage Big Data. Auditing Big 
Data consists of evaluating the technical aspects of data management and analytics and understanding the 
broader business context in which Big Data is used. This includes assessing how data-driven decisions are made 
and the impact of these decisions on the organization’s strategic objectives and risk profile. Auditors must also 
consider the ethical implications of Big Data use, ensuring that organizations use data responsibly and in a 
manner that respects individual privacy and rights. 

Table: Relevant Big Data Risks and IS Auditing Considerations 

Risk Title Risk Description and Its Impact Key Considerations for IS Auditors 

Data 
Privacy 

The increased risk of privacy breaches as 
organizations collect, store, and analyze vast 
amounts of personal data. 

Assess Data Management Practices: Evaluate the 
organization’s data management practices for accuracy, 
integrity, and privacy, including data collection, storage, 
and processing controls. 

Data 
Quality 
and 
Integrity 

The challenge of ensuring the accuracy, 
completeness, and reliability of big data sets, 
which can impact decision-making and 
operational processes. 

Ensure Compliance with Privacy Laws: Verify that data 
handling practices comply with relevant data protection 
and privacy regulations, including mechanisms for 
consent, data subject rights, and data minimization. 

Legal and 
Compliance 
Risks 

Managing the legal and regulatory 
implications of handling big data, especially 
concerning data protection laws and 
cross-border data transfers. 

Review Data Security Controls: Examine controls around 
data security, including access controls, encryption, and 
anonymization techniques, to protect sensitive 
information. 

Cybersecurity 

Cybersecurity is an ever-present concern for organizations worldwide as the digital landscape continues to 
evolve and expand. This trend involves protecting information systems, networks, and data from digital attacks, 
theft, or damage. Cybersecurity measures have never been more critical as businesses increasingly rely on 
digital platforms for their operations. Cybersecurity seeks to safeguard against various threats, including 
hackers, cybercriminals, and even internal threats, ensuring data confidentiality, integrity, and availability. The 
increasing sophistication of cyber-attacks propels the rise of cybersecurity challenges. These attacks can range 
from malware and phishing to ransomware and advanced persistent threats (APTs), each presenting unique 
challenges to information security. The consequences of such attacks can be devastating, leading to financial 
losses, reputational damage, and the loss of customer trust. Organizations invest heavily in cybersecurity 
solutions, including firewalls, encryption, intrusion detection systems, and cybersecurity awareness training. 
One of the main drivers behind the emphasis on cybersecurity is the growing volume of sensitive data stored 
online. This data includes personal information, financial records, intellectual property, and more. Protecting 
this data is not just a matter of privacy; it’s also a legal requirement in many jurisdictions. Regulations such 
as the General Data Protection Regulation (GDPR) in Europe and various state-level laws in the United States 
mandate stringent data protection measures, making cybersecurity a compliance issue. 

However, cybersecurity is not just about deploying the latest technologies. It also requires a comprehensive 
strategy encompassing risk management, employee training, and incident response planning. Organizations 
must adopt a proactive approach to cybersecurity, including regular vulnerability assessments, penetration 
testing, and continuously monitoring systems and networks. This approach enables organizations to detect 
potential threats early and respond quickly to mitigate damage. The human element plays a crucial role in 
cybersecurity. Despite technological advances, human error remains one of the leading causes of security 
breaches. Phishing attacks, in particular, exploit this vulnerability by tricking individuals into revealing sensitive 
information or downloading malicious software. Therefore, cybersecurity awareness and employee training 
are essential to a robust cybersecurity strategy. Organizations can significantly reduce their risk of a breach 

Appendix A. Emerging IS Trends and IS Auditing Considerations  |  397



by educating staff on the importance of strong passwords, recognizing suspicious emails, and safe internet 
practices. 

For IS auditors, cybersecurity presents a complex area of focus, demanding a deep understanding of technical 
and organizational security measures. Auditors must assess the effectiveness of an organization’s cybersecurity 
framework, examining policies, controls, and procedures designed to protect against and respond to cyber 
threats. This includes evaluating access controls, encryption practices, network security measures, and the 
organization’s adherence to relevant cybersecurity standards and regulations. In addition to technical controls, 
IS auditors must consider the organization’s security culture. This involves assessing whether cybersecurity is 
prioritized at all levels of the organization and whether employees are regularly trained on cybersecurity best 
practices. Auditors may also review incident response plans to ensure they are periodically comprehensive, up-
to-date, and tested. 

Table: Relevant Cybersecurity Risks and IS Auditing Considerations 

Risk Title Risk Description and Its Impact Key Considerations for IS Auditors 

Ransomware 
and 
Malware 
Attacks 

The risk of operational disruptions, financial 
loss, and data breaches due to malicious 
software and ransomware attacks. 

Implement Comprehensive Risk Assessments: 
Conduct regular cybersecurity risk assessments to 
identify vulnerabilities and prioritize security efforts 
based on the potential impact of different threats. 

Phishing 
and Social 
Engineering 

The threat of unauthorized access through 
deceptive practices that trick individuals into 
revealing confidential information. 

Enhance Security Awareness and Training: Develop 
and maintain a robust security awareness program that 
educates employees about common cyber threats, 
such as phishing, and best practices for security. 

Insider 
Threats 

The risk posed by individuals within the 
organization who may intentionally or 
unintentionally compromise security through 
their actions. 

Review Incident Response Plans: Evaluate the 
organization’s incident response plan for adequacy and 
effectiveness, ensuring it includes procedures for 
quickly identifying, containing, and mitigating 
breaches. 

Blockchain 

Blockchain technology, often associated with cryptocurrencies like Bitcoin, has evolved far beyond its initial 
application, emerging as a revolutionary tool in securing and streamlining digital transactions and information 
exchange across various industries. Blockchain is a decentralized ledger that records transactions across 
multiple computers to ensure security, transparency, and immutability. This means once a transaction is 
recorded on a blockchain, it cannot be altered or deleted, providing a trustworthy record of events. The 
application of blockchain extends into areas such as supply chain management, healthcare, finance, and 
beyond, offering solutions to longstanding issues of trust, transparency, and efficiency. In supply chains, for 
example, blockchain can provide a transparent record of product origins, handling, and movements, enhancing 
traceability and reducing fraud. In healthcare, secure and immutable patient records on a blockchain can 
improve data accuracy and privacy while facilitating seamless information sharing among authorized providers. 
Several key features underpin blockchain’s potential to revolutionize various sectors. Its decentralized nature 
reduces reliance on a central authority, making systems less vulnerable to single points of failure and providing 
a more resilient framework for data management. Additionally, the transparency and immutability of 
blockchain records enhance trust among parties in transactions, even without pre-existing trust relationships. 

However, the adoption of blockchain technology is not without challenges. Scalability is a significant issue, 
as traditional blockchain networks like those used by Bitcoin can handle only a limited number of transactions 
per second, leading to potential bottlenecks as the network grows. Additionally, the energy consumption of 
specific blockchain networks, especially those relying on proof-of-work consensus mechanisms, has raised 
environmental concerns. Privacy is another area of concern. While blockchain can enhance data security, the 
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transparency inherent in blockchain networks can pose privacy challenges, especially in applications requiring 
sensitive personal data handling. Solutions such as private blockchains and zero-knowledge proofs have been 
developed to address these privacy concerns, but they also introduce trade-offs regarding transparency and 
security. 

For IS auditors, blockchain presents a novel area requiring specialized knowledge and skills. Auditors must 
understand the technical underpinnings of blockchain technology, including how transactions are recorded, 
verified, and secured on different types of blockchain networks. This includes familiarity with consensus 
mechanisms, smart contracts, and cryptographic hashing. Auditing blockchain systems involves assessing the 
design and implementation of the blockchain to ensure it meets the required security, privacy, and efficiency 
standards. This includes evaluating the robustness of smart contracts, which are self-executing contracts 
with the terms of the agreement directly written into code. Smart contracts automate and enforce contract 
execution, but they must be carefully audited for vulnerabilities that could be exploited. 

Moreover, IS auditors must consider regulatory and compliance issues associated with blockchain 
applications. As blockchain’s legal landscape is still evolving, auditors must stay informed about current 
regulations and standards that apply to blockchain technology and its various applications. This is particularly 
important in sectors like finance and healthcare, where regulatory compliance is critical. 

Table: Relevant Blockchain Risks and IS Auditing Considerations 

Risk Title Risk Description and Its Impact Key Considerations for IS Auditors 

Smart 
Contract 
Vulnerabilities 

The risk of flaws or bugs in smart contracts, 
which are self-executing contracts with the 
terms directly written into code, leading to 
unintended consequences. 

Understand Blockchain’s Unique Risks: Gain a deep 
understanding of blockchain technology and its 
specific risks, including smart contract 
vulnerabilities and consensus mechanisms. 

Regulatory 
Uncertainty 

The challenge of navigating the evolving 
regulatory landscape for blockchain technologies 
and crypto-assets. 

Evaluate Regulatory Compliance: Assess 
compliance with current regulations affecting 
blockchain applications and crypto-assets, keeping 
abreast of evolving legal standards. 

51% Attacks 
The risk that a group of miners could control 
more than 50% of a blockchain’s computing 
power, potentially allowing them to alter 
transactions or double-spend coins. 

Audit Smart Contracts and Security Protocols: 
Conduct audits of smart contracts and blockchain 
security protocols to ensure they are designed and 
implemented securely and function as intended. 

Internet of Things 

The Internet of Things (IoT) is a transformative trend that represents the extension of Internet connectivity into 
physical devices and everyday objects. These devices, ranging from ordinary household items like refrigerators 
and thermostats to sophisticated industrial tools, are embedded with technology that allows them to 
communicate and interact over the internet, and they can be remotely monitored and controlled. The IoT 
is paving the way for a more connected world, promising to make our environments more innovative and 
responsive to our needs. The applications of IoT technology are vast and varied. IoT devices can enhance security, 
energy efficiency, and convenience in smart homes. IoT sensors can monitor soil moisture and nutrients in 
agriculture, improving crop management and yield. In healthcare, wearable devices can track patients’ vital 
signs in real-time, providing valuable data for medical professionals. The potential benefits are immense, 
offering enhanced efficiency, convenience, and insights across numerous sectors. 

However, the proliferation of IoT devices also introduces significant challenges, particularly security and 
privacy. Each connected device represents a potential entry point for cyber attacks, and the vast amount 
of data these devices generate and collect poses privacy concerns. Ensuring the security of IoT devices is 
complicated by their diversity and the often limited computing resources available for implementing robust 
security measures. This situation necessitates innovative approaches to securing IoT ecosystems, including 
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developing new standards and technologies designed to protect devices and the data they handle. Privacy 
is another critical consideration in the IoT landscape. The detailed personal information that IoT devices can 
collect and transmit must be handled carefully to protect individuals’ privacy. This requires secure data handling 
practices and transparency and consent mechanisms that empower users to control their data. Regulations 
such as the General Data Protection Regulation (GDPR) in Europe have set precedents for data protection, but 
the unique characteristics of IoT devices demand ongoing attention to privacy concerns. 

For IS auditors, the IoT presents a complex set of challenges requiring a deep understanding of the 
technology and the regulatory environment. Auditing IoT implementations involves assessing the security of 
devices, the networks they connect to, and the systems that process IoT data. This includes evaluating how 
data is encrypted, how devices are authenticated, and how security updates are managed. Auditors must also 
consider the entire lifecycle of IoT devices, from their initial design and manufacture to their end-of-life disposal, 
to ensure that security and privacy are maintained at every stage. Moreover, IS auditors must assess how 
organizations manage the data generated by IoT devices. This involves evaluating data storage, processing, and 
sharing practices to ensure they comply with relevant privacy laws and regulations. It also includes assessing 
how organizations gain consent from individuals for data collection and provide individuals with control over 
their data. In addition to these technical and regulatory considerations, IS auditors must consider the broader 
implications of IoT implementations for organizations’ operations and risks. This includes assessing how the 
use of IoT devices impacts an organization’s risk profile and how risks are managed. It also involves evaluating 
the benefits realized from IoT implementations against the costs and risks to ensure that investments in IoT 
technology deliver value to the organization. 

Table: Relevant IoT Risks and IS Auditing Considerations 

Risk Title Risk Description and Its Impact Key Considerations for IS Auditors 

Device 
Security 

The risk of IoT devices being compromised due to 
weak security protections leading to unauthorized 
access to networks and sensitive information. 

Assess IoT Device Security: Evaluate the security 
of IoT devices, including firmware updates, default 
configurations, and communication security. 

Data Privacy The challenge of protecting the privacy of the vast 
amounts of personal data collected by IoT devices. 

Review Data Privacy Measures: Examine privacy 
measures for IoT data, including data collection 
policies, consent mechanisms, and data 
anonymization practices. 

Network 
Security 

The increased attack surface due to the multitude 
of connected devices makes networks more 
susceptible to attacks and breaches. 

Evaluate Network Security Controls: Assess the 
security of networks supporting IoT devices, 
including segmentation, access controls, and 
monitoring for unusual activity. 

Privacy Regulations and Data Protection 

Privacy regulations and data protection laws have become central pillars in the governance of information 
systems, reflecting the increasing societal concern over personal data security and privacy. As digital 
technologies permeate every aspect of our lives, from social media interactions to online banking, the way 
organizations collect, store, use, and share personal information has been intensely scrutinized. This scrutiny 
has led to the enactment of stringent privacy regulations across the globe, designed to safeguard individuals’ 
data and ensure organizations handle it responsibly. The General Data Protection Regulation (GDPR) in Europe 
is perhaps the most comprehensive and influential of these regulations. It has set a high standard for data 
protection, granting individuals significant rights over their data, including the right to access, correct, delete, 
and restrict data processing. The GDPR also imposes strict requirements on organizations, mandating 
transparency in data processing activities, obtaining explicit consent for data collection, and implementing 
robust security measures to protect data against breaches. Fines for non-compliance can be substantial, serving 
as a strong incentive for organizations to prioritize data protection. Similar regulations have been enacted 

400  |  Appendix A. Emerging IS Trends and IS Auditing Considerations



in other regions, such as the California Consumer Privacy Act (CCPA) in the United States, which provides 
consumers with rights identical to those under the GDPR, including the right to know about the personal 
information a business collects about them and the purpose for which it is used. These laws protect consumers 
and push organizations to adopt a more disciplined approach to data management, emphasizing the principles 
of minimization, limitation, and transparency. 

However, complying with these regulations presents significant challenges for organizations. The complexity 
and scope of privacy laws, which can vary significantly across jurisdictions, require organizations to invest 
in legal expertise, technological solutions, and operational changes to ensure compliance. This includes 
developing and maintaining comprehensive data inventories, revising data collection and consent 
mechanisms, and enhancing data security and breach notification procedures. 

For IS auditors, the evolving landscape of privacy regulations and data protection laws necessitates a 
thorough understanding of the legal requirements and the technical measures required to comply with these 
laws. Auditing for compliance involves assessing an organization’s data governance framework, privacy policies, 
data processing activities, and security controls. Auditors must ensure that organizations not only adhere to 
the letter of the law but also embody the spirit of protecting individual privacy. This involves verifying that 
organizations have implemented adequate measures to secure personal data against unauthorized access, loss, 
or damage. It also means assessing the mechanisms for responding to data subjects’ requests to exercise their 
rights under applicable laws. 

Furthermore, IS auditors must evaluate the effectiveness of training programs designed to educate 
employees about privacy obligations and the proper handling of personal data. In addition to compliance, IS 
auditors are crucial in advising organizations on the best privacy and data protection practices. This includes 
recommending technologies and processes that enhance data privacy, such as encryption, pseudonymization, 
and access controls. Auditors can also guide organizations in implementing data protection by design and 
default, ensuring that privacy considerations are integrated into the development and operation of IT systems. 
The increasing emphasis on privacy regulations and data protection reflects a broader shift towards a more 
privacy-conscious society. Organizations must adapt to meet these expectations as individuals become more 
aware of their privacy rights and the potential risks to their personal data. For IS auditors, this means staying 
abreast of the latest privacy laws and technology developments to provide informed, effective oversight in this 
critical area. 

Table: Relevant Privacy and Data Protection Risks and IS Auditing Considerations 

Risk Title Risk Description and Its Impact Key Considerations for IS Auditors 

Non-Compliance 
Penalties 

The risk of significant fines and reputational 
damage for failing to comply with data protection 
regulations like GDPR or CCPA. 

Understand Applicable Regulations: Stay 
informed about relevant privacy laws and 
regulations, understanding how they apply to 
the organization’s operations and data 
handling practices. 

Data 
Sovereignty 
Issues 

The challenge of ensuring data is stored and 
processed by the legal requirements of the country 
where the data subject resides. 

Assess Compliance Programs: Review the 
organization’s data protection and privacy 
compliance programs, including data 
classification, privacy impact assessments, and 
data subject rights fulfillment. 

Operational 
Complexity 

The increased complexity and cost of managing 
data protection measures across different 
jurisdictions with varying regulations. 

Review Data Breach Response Plans: 
Evaluate the organization’s readiness to 
respond to data breaches, including 
notification procedures and mechanisms to 
mitigate the impact on data subjects. 
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Remote Work and Digital Collaboration 

The trend towards remote work and digital collaboration has accelerated dramatically, reshaping the traditional 
workspace into a more flexible and distributed environment. Triggered in part by global events such as the 
COVID-19 pandemic, organizations worldwide have adopted remote work policies to ensure business continuity 
while safeguarding the health and well-being of their employees. This shift has changed where work is done 
and how it’s done, with digital collaboration tools becoming integral to daily operations. Remote work offers 
numerous benefits, including increased employee flexibility, access to a broader employer talent pool, and 
potential cost savings on physical office spaces. Digital collaboration tools, such as video conferencing software, 
project management apps, and cloud-based platforms, enable teams to communicate and collaborate 
effectively, regardless of physical location. These technologies have become the lifeline of remote work, allowing 
for real-time collaboration, file sharing, and project tracking. 

However, the transition to remote work and the widespread use of digital collaboration tools also introduce 
significant challenges, particularly cybersecurity, data protection, and employee engagement. Expanding the 
work environment beyond the controlled office space increases the attack surface for cyber threats as 
employees connect to corporate networks from various, often less secure, home networks and personal devices. 
This scenario risks the confidentiality, integrity, and availability of corporate data. Cybersecurity challenges 
associated with remote work include the risk of unauthorized access, data breaches, phishing attacks, and 
malware. To mitigate these risks, organizations must implement robust cybersecurity measures, such as virtual 
private networks (VPNs), multi-factor authentication, endpoint security, and employee security awareness 
training. Ensuring the secure configuration of digital collaboration tools and educating employees on safe 
online practices are critical components of a comprehensive cybersecurity strategy for remote work. Data 
protection is another critical consideration. The dispersed nature of remote work complicates data governance 
and compliance with privacy regulations. Organizations must ensure that applicable laws and standards 
protect personal and sensitive data handled by remote employees. This requires clear data protection policies, 
secure data storage and transmission methods, and adequate data access controls. The shift to remote work 
can also impact employee engagement and productivity. While many employees appreciate the flexibility of 
remote work, others may struggle with isolation, work-life balance, and staying motivated without the structure 
of an office environment. Organizations need to find ways to maintain a strong organizational culture, foster 
team cohesion, and support employee well-being in a remote setting. This includes regular check-ins, virtual 
team-building activities, and mental health and ergonomics support. 

For IS auditors, the rise of remote work and digital collaboration necessitates a shift in auditing practices 
to address the unique risks and challenges of a distributed work environment. Auditors must evaluate the 
effectiveness of an organization’s cybersecurity measures, data protection policies, and compliance with privacy 
regulations in remote work. This involves assessing communication channel security, managing access rights, 
and protecting sensitive data outside the traditional office perimeter. IS auditors must also consider the 
operational impacts of remote work, including the adequacy of IT support for remote employees, the reliability 
and security of digital collaboration tools, and the measures to ensure productivity and employee engagement. 
Recommendations may include enhancing IT infrastructure, improving cybersecurity training, and adopting 
tools and practices that support practical remote work. 
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Table: Relevant Remote Work and Collaboration Risks and IS Auditing Considerations 

Risk Title Risk Description and Its Impact >Key Considerations for IS Auditors 

Security of 
Remote 
Access 

The risk of insecure remote access to organizational 
networks and systems leading to potential breaches. 

Evaluate Remote Access Controls: Assess 
controls for secure remote access to 
organizational resources, including virtual 
private networks (VPNs), multi-factor 
authentication, and endpoint security. 

Phishing and 
Cyber Attacks 

Increased vulnerability to cyber attacks, including 
phishing, as attackers exploit remote workers’ security 
gaps. 

Assess Data Security in Remote 
Environments: Evaluate the security of data 
accessed or stored remotely, considering using 
secure collaboration tools and data encryption. 

Data 
Management 
and Control 

The challenge of securely managing and controlling 
data when employees work remotely may involve 
using personal devices and networks. 

Promote Secure Remote Work Practices: 
Advocate for and review policies promoting 
secure remote work practices, including using 
personal devices (BYOD policies) and security 
awareness training for remote employees. 

Appendix A. Emerging IS Trends and IS Auditing Considerations  |  403



Appendix B. Relevant Tools and 
Technologies for IS Auditors 

In IS auditing, deploying specialized tools and technologies is indispensable for enhancing the efficiency, 
effectiveness, and breadth of audit activities. Among these, Computer-Assisted Audit Tools (CAATs), data 
analytics software, and security assessment tools are critical in facilitating comprehensive audits that align 
with today’s complex and dynamic nature of digital environments. The importance of these tools extends 
beyond mere operational efficiency; they are pivotal in enabling auditors to navigate the intricacies of modern 
information systems, ensuring integrity, confidentiality, and data availability. 

Computer-Assisted Audit Tools (CAATs) are the backbone for modern IS audits, allowing auditors to automate 
various auditing tasks. These tools are designed to process large volumes of data with precision and speed, 
functions that would be impractical, if not impossible, to perform manually. CAATs allow auditors to execute 
complex queries, identify anomalies, and perform detailed analyses across vast datasets. This capability is 
crucial in detecting fraud, errors, and non-compliance with policies, regulations, and standards. For 
organizations, using CAATs translates into more thorough and accurate audits, providing confidence in their 
systems’ integrity and compliance status. For auditors, CAATs enhance their ability to deliver insights and value, 
reinforcing their role as critical advisors on risk management and control. 

Data analytics software represents a significant advancement in how auditors can harness and interpret data. 
By applying sophisticated algorithms and statistical techniques, data analytics software enables the extraction 
of meaningful insights from data, facilitating a deeper understanding of trends, patterns, and anomalies. This 
analytical capability is critical in big data and complex IT environments where traditional auditing methods 
fall short. Data analytics software empowers auditors to uncover hidden risks, predict potential areas of non-
compliance, and offer actionable recommendations based on data-driven evidence. For organizations, 
leveraging data analytics in audits can lead to more informed decision-making and strategic planning, ensuring 
that resources are allocated efficiently and risks are managed proactively. 

Security assessment tools are essential for identifying vulnerabilities and assessing the effectiveness of 
security controls within an organization’s information systems. These tools can simulate attack scenarios, scan 
systems for known vulnerabilities, and evaluate the organization’s readiness to withstand cyber threats. The 
importance of security assessment tools has grown in tandem with the increasing sophistication and frequency 
of cyber attacks. By providing a detailed assessment of an organization’s security posture, these tools enable 
auditors to recommend specific, actionable improvements to enhance security measures. The insights gained 
from security assessments are invaluable for organizations to fortify defences, protect against data breaches, 
and maintain trust with customers and stakeholders. 

Integrating CAATs, data analytics software, and security assessment tools into the IS auditing process brings 
several key benefits. Firstly, it allows for a more comprehensive and accurate audit coverage, ensuring no 
significant risks are overlooked. Secondly, it enables auditors to conduct audits more efficiently, reducing the 
time and resources required to assess the effectiveness of information systems and controls. Thirdly, these tools 
facilitate a more proactive audit approach, allowing auditors to identify and address potential issues before 
they escalate into significant problems. Moreover, using these advanced tools and technologies aligns with 
the evolving expectations of stakeholders, who demand greater assurance in the face of increasing regulatory 
scrutiny and the growing complexity of technology-driven business models. Organizations that embrace these 
tools in their IS audit processes demonstrate a commitment to best practices in governance, risk management, 
and compliance. 

For IS auditors, staying abreast of the latest tools and technologies is not just a matter of professional 
competence; it’s a strategic imperative. The continuous evolution of the digital landscape necessitates ongoing 
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learning and adaptation to leverage new tools effectively. This includes mastering the technical aspects of these 
tools and understanding their strategic application within the context of an organization’s specific challenges 
and objectives. Let’s explore select relevant tools and technologies by IS Auditors. 

IDEA (Interactive Data Extraction and Analysis) 

Interactive Data Extraction and Analysis (IDEA) is a comprehensive computer-assisted audit tool (CAAT) widely 
recognized for its powerful data analysis capabilities. Developed to support auditors, accountants, and finance 
professionals, IDEA offers a robust platform for performing detailed and complex analyses of large datasets 
across various formats. This tool is instrumental in enhancing the efficiency and effectiveness of audits by 
enabling the examination of 100% of data rather than relying on traditional sampling methods. IDEA is designed 
to be user-friendly, ensuring professionals can leverage its advanced features without extensive programming 
knowledge. Its intuitive interface allows users to import data from different sources, including databases, 
spreadsheets, and text files, facilitating seamless integration into the audit process. Once data is imported, IDEA 
provides a suite of functionalities to analyze it, detect patterns, identify anomalies, and generate comprehensive 
reports. These capabilities make it invaluable for uncovering errors, fraud, and compliance issues within vast 
datasets. 

One of the critical strengths of IDEA is its ability to work with diverse data types and formats. This flexibility 
ensures auditors can handle virtually any data, regardless of origin or format. A range of analytical functions, 
such as stratification, duplication detection, gap analysis, and trend analysis, complements the tool’s robust 
data-handling capabilities. These functions empower auditors to dissect and deeply understand the data, 
providing insights that might otherwise remain obscured in the mass of information. Another significant 
advantage of using IDEA is its contribution to audit efficiency. By automating repetitive and time-consuming 
tasks, IDEA frees auditors to focus on more strategic aspects of the audit process. This not only speeds up 
the audit cycle but also enhances the accuracy of the findings, as the potential for human error is reduced. 
Automating data analysis with IDEA allows for the rapid identification of discrepancies and potential issues, 
facilitating a proactive approach to auditing that can save organizations significant time and resources in the 
long run. 

IDEA also emphasizes data integrity and security. The tool is designed to perform analyses without altering 
the original data, ensuring the audit trail is preserved. This aspect is crucial for maintaining the credibility and 
reliability of the audit process, as it provides a transparent and tamper-proof record of the analysis. Additionally, 
IDEA’s security features ensure that sensitive data remains protected throughout the audit, addressing 
concerns about data confidentiality and compliance with privacy regulations. The reporting capabilities of IDEA 
are another highlight, offering customizable options that allow auditors to tailor reports to the specific needs 
of their audience. IDEA’s reporting functions can accommodate presenting findings to management, sharing 
insights with the audit team, or documenting compliance for regulatory bodies. Visualizing data through 
charts, graphs, and tables enhances the comprehensibility of the reports, making it easier for stakeholders to 
grasp complex information and make informed decisions. 

IDEA stands out for its ability to facilitate these advanced audit practices in continuous auditing and 
monitoring. Continuous auditing involves the regular, automated analysis of critical data and transactions to 
identify real-time issues, while constant monitoring focuses on tracking and evaluating controls and processes. 
IDEA’s capabilities support both practices, enabling organizations to maintain a constant vigil on their 
operations and financial activities. This real-time oversight helps in early detection of potential problems, 
allowing for swift corrective actions. 

See the IDEA product page on the Caseware website for more details. 
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ACL Analytics 

ACL Analytics, now rebranded as Galvanize (and more recently integrated into Diligent as part of its suite 
of governance, risk, and compliance solutions), represents a forefront tool in computer-assisted audit tools 
(CAATs). This powerful software is designed to help auditors, risk managers, and compliance professionals 
analyze large data sets with precision and efficiency. ACL Analytics is renowned for its ability to streamline 
complex audit processes, facilitate detailed data examination, and uncover insightful trends and anomalies that 
traditional audit methods might miss. 

The core strength of ACL Analytics lies in its robust data manipulation and analysis capabilities. It allows users 
to import data from various sources, including databases, spreadsheets, and even cloud-based applications, 
thus offering unparalleled versatility in handling data. Once imported, the software provides data cleansing, 
normalization, and analysis functions, enabling auditors to prepare and scrutinize data effectively. This process 
is crucial for identifying discrepancies, potential fraud, and areas of non-compliance within an organization’s 
operations. One of the defining features of ACL Analytics is its scripting language, which allows auditors to 
automate repetitive tasks and customize their data analysis procedures. This scripting capability is particularly 
beneficial for conducting audits across large and complex datasets, where manual analysis would be 
prohibitively time-consuming and prone to errors. Through automation, auditors can execute comprehensive 
tests and analyses consistently and accurately, significantly enhancing the audit’s reliability and depth. 

ACL Analytics also excels in risk assessment and management, providing auditors with the tools to identify 
and prioritize organizational risks. By analyzing data patterns and trends, auditors can pinpoint areas of high 
risk and advise management on implementing adequate controls and mitigation strategies. This proactive 
approach to risk management is invaluable for organizations seeking to safeguard their operations and ensure 
regulatory compliance. The software’s reporting and visualization features underscore its utility for auditors and 
compliance professionals. ACL Analytics enables the creation of detailed reports and dashboards that present 
audit findings in a clear and accessible manner. These reports can be customized to meet the specific needs of 
different stakeholders, facilitating informed decision-making and strategic planning. By transforming complex 
data sets into understandable visuals, ACL Analytics helps bridge the gap between technical audit results 
and strategic business insights. In addition to its technological prowess, ACL Analytics fosters a collaborative 
audit environment. Its integration capabilities allow for seamless data sharing, findings, and reports among 
audit team members and other organizational governance, risk, and compliance functions. This collaborative 
feature ensures that all relevant parties are informed and engaged in the audit process, promoting a culture of 
transparency and accountability. 

For organizations grappling with the challenges of digital transformation, ACL Analytics offers a solution to 
harness the power of their data for audit, risk management, and compliance purposes. Its ability to process 
and analyze vast amounts of data in real time supports continuous auditing and monitoring practices, enabling 
organizations to detect and respond to issues as they arise. This real-time insight is crucial for maintaining 
operational integrity and achieving a competitive edge in today’s fast-paced business environment. 

See the Galvanize (ACL) website for more details. 

Tableau 

Tableau is a beacon in data visualization and business intelligence, empowering users to transform raw data 
into meaningful, interactive, and visually appealing insights. Its intuitive interface and robust analytical 
capabilities make it an essential tool for auditors, analysts, and business professionals who rely on data to make 
informed decisions, identify trends, and uncover hidden insights within complex information systems. At its 
core, Tableau is designed to democratize data analysis, making it accessible to users of all skill levels, from 
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novice to expert. This inclusivity is achieved through a user-friendly drag-and-drop interface that simplifies 
creating complex visualizations without requiring advanced programming skills. Whether crafting detailed 
dashboards, generating maps, or developing interactive graphs, Tableau provides a versatile platform for 
exploring and presenting data in an informative and engaging manner. 

One of the critical strengths of Tableau is its ability to connect to a wide array of data sources, including 
spreadsheets, databases, cloud services, and even big data platforms. This flexibility allows users to aggregate 
and blend data from multiple sources, providing a comprehensive view of the information landscape. This 
capability is invaluable for IS auditors, enabling them to gather and analyze data from various systems and 
processes within an organization, thereby gaining a holistic understanding of the audit environment. Tableau’s 
analytical prowess extends beyond mere visualization. It incorporates advanced analytical functions, such 
as forecasting, trend analyses, and statistical summaries, which enable users to delve deeper into the data. 
Auditors can leverage these features to identify patterns of interest, detect anomalies that may indicate fraud 
or errors, and assess the effectiveness of controls and processes. By visualizing the outcomes, auditors can 
communicate complex concepts and findings readily to stakeholders, enhancing the impact and clarity of audit 
reports. 

Tableau’s collaborative and sharing capabilities amplify its utility in audit and business environments. 
Dashboards and visualizations can be easily shared with team members, management, and other stakeholders 
through Tableau Server or Tableau Online. This fosters a transparency and data-driven decision-making culture, 
as insights are readily available to those who need them, facilitating timely and informed actions. Moreover, 
Tableau supports a proactive approach to auditing and risk management. Through real-time data analysis and 
dashboarding, auditors can monitor key metrics and indicators, enabling the early detection of potential issues 
and trends. This capability is particularly relevant in continuous auditing and monitoring, where the ability to 
respond to emerging risks swiftly can significantly mitigate potential impacts on the organization. 

Effective data visualization and analysis cannot be overstated in the rapidly evolving digital landscape. 
Tableau empowers organizations to harness the full potential of their data, turning it into a strategic asset that 
drives better audit outcomes, informed decision-making, and competitive advantage. For IS auditors, Tableau 
is more than just a tool; it’s an essential ally in ensuring integrity, compliance, and operational excellence within 
information systems. 

See the Tableau website for more details. 

Microsoft Power BI 

Microsoft Power BI is a leading business intelligence tool that has redefined the landscape of data visualization 
and analysis. Its integration within the broader Microsoft ecosystem, coupled with its comprehensive 
capabilities for data manipulation, reporting, and analytics, positions it as a vital resource for organizations 
aiming to harness the power of their data. For Information Systems (IS) auditors, Power BI provides a dynamic 
platform to conduct in-depth analyses, facilitate audit processes, and deliver insights that drive strategic 
decision-making. Power BI’s appeal lies in its ability to transform raw data from various sources into interactive, 
visually compelling dashboards and reports. This transformation is pivotal for auditors who deal with vast 
amounts of data, as it efficiently identifies trends, anomalies, and patterns that could indicate areas of risk, non-
compliance, or opportunities for improvement within an organization’s information systems. The tool’s user-
friendly interface and drag-and-drop functionality make it accessible to users with varying technical expertise, 
enabling a wide range of professionals to leverage its capabilities. 

One of the distinguishing features of Power BI is its seamless connectivity to many data sources, including 
cloud-based services, databases, Excel spreadsheets, and even real-time data streams. This versatility ensures 
auditors can effortlessly integrate and synthesize data from different systems, providing a unified view of the 
information landscape. Such comprehensive data integration is crucial for conducting thorough audits, as 
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it allows for a holistic assessment of the organization’s data management practices, security protocols, and 
compliance with relevant regulations. Power BI’s advanced analytics capabilities further enhance its utility 
for IS auditors. The tool incorporates quick measures, grouping, forecasting, and clustering, which empower 
auditors to delve deep into the data, uncover insights, and predict future trends. These analytical functions are 
instrumental in evaluating the effectiveness of controls, identifying potential vulnerabilities, and assessing the 
impact of various risks on the organization’s objectives. 

Collaboration and sharing are central to Power BI’s design philosophy, facilitating effective communication 
among audit teams, management, and other stakeholders. Through Power BI Service, users can publish 
reports and dashboards to the cloud, enabling real-time access and interaction with the data. This collaborative 
environment streamlines the audit process and ensures that insights and findings are promptly disseminated, 
allowing for swift action and informed decision-making. Moreover, Power BI supports continuous auditing and 
monitoring principles by enabling dashboards that track critical real-time performance indicators (KPIs) and 
other relevant metrics. This capability allows auditors and management to maintain ongoing oversight of the 
organization’s operations and financial performance, enhancing the ability to detect and address issues as they 
arise. 

For organizations committed to fostering a data-driven culture, Power BI offers a powerful solution to 
democratize data analytics and empower individuals across the organization to make informed decisions. Its 
integration with other Microsoft products, such as Excel and Azure, further enhances its value, providing a 
cohesive and efficient data analysis and reporting environment. 

See the Power BI product page on the Microsoft website for more details. 

Python 

Python, a high-level programming language known for its simplicity and versatility, has become an 
indispensable tool in the arsenal of Information Systems (IS) auditors. Unlike traditional audit tools that limit 
analysis to predefined functionalities, Python allows auditors to develop custom data extraction, processing, 
analysis, and reporting scripts. This capability is crucial in today’s digital age, where auditors face the challenge 
of navigating complex and voluminous datasets across diverse information systems. One of Python’s key 
strengths lies in its readability and ease of use. Its syntax is designed to be intuitive and straightforward, 
allowing auditors with minimal programming background to learn and apply it to their auditing tasks quickly. 
This accessibility ensures auditors can focus more on analyzing data and less on deciphering complex code, 
making Python a practical choice for audit professionals seeking to enhance their data analysis capabilities. 

Python’s extensive library ecosystem further amplifies its utility for IS auditors. Libraries such as Pandas for 
data manipulation, NumPy for numerical computations, and Matplotlib for data visualization equip auditors 
with a powerful toolkit to perform various analyses. These libraries facilitate tasks from basic data cleaning and 
transformation to advanced statistical analysis and machine learning, enabling auditors to extract meaningful 
insights from the review data. Python’s ability to handle big data is particularly beneficial for IS auditors. With 
the increasing volume of data generated by modern information systems, auditors need tools to process and 
analyze large datasets efficiently. Python, mainly used with big data processing frameworks like Apache Spark, 
allows auditors to scale their analysis to meet the demands of large datasets, ensuring comprehensive audit 
coverage. 

Moreover, Python’s versatility extends to cybersecurity and network analysis, areas of growing importance 
within IS auditing. Libraries such as Scapy for packet analysis and manipulation and PyCrypto for implementing 
cryptographic algorithms allow auditors to assess the security of information systems, identify vulnerabilities, 
and evaluate the effectiveness of security controls. This capability is critical in safeguarding against data 
breaches and ensuring compliance with data protection regulations. Python also supports automating 
repetitive audit tasks, enhancing audit efficiency and accuracy. Auditors can automate data collection, 
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consistency checks, and report generation by scripting custom audit procedures. This automation speeds up 
the audit process and reduces the risk of human error, ensuring more reliable audit outcomes. Collaboration 
and knowledge sharing are essential aspects of the audit profession, and Python supports these through 
its open-source nature and the active community of developers and users. Auditors can leverage shared 
scripts and libraries, benefit from peer support, and contribute to developing new tools and techniques. This 
collaborative ecosystem fosters continuous learning and innovation, enabling auditors to stay at the forefront 
of technological advancements in auditing. 

See the Python website for more details. 
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Appendix C. Ethics in IS Auditing 

Ethics in IS Auditing is a cornerstone topic for professionals navigating the complex landscape of auditing 
information systems. As IS auditors, we must demonstrate transparency, integrity, and confidentiality within 
an organization’s IS. Our role is pivotal in upholding the operational excellence of these systems and fostering 
trust among stakeholders, clients, and the wider public. The essence of ethics in IS auditing revolves around 
principles guiding auditors to perform their duties with honesty, objectivity, and due professional care. It’s about 
making the right choices, even when faced with challenging situations. This involves a commitment to truth 
and fairness, avoiding conflicts of interest, and maintaining the confidentiality of information. Let’s explore 
select relevant aspects of the IS Auditor’s Code of Ethics. 

Integrity 

At the heart of ethical IS auditing is the principle of integrity. Auditors must approach their work with an 
unwavering commitment to truth and accuracy. This means presenting findings honestly and clearly, free from 
bias or manipulation. Integrity fosters trust, a fundamental element in the relationship between auditors, their 
clients, and the systems they examine. 

Examples of IS auditor’s behaviour along this dimension include the following: 

• Resisting Pressure to Alter Findings: An auditor demonstrates integrity by refusing to 
succumb to a client’s management pressure to modify audit findings or conclusions to 
present the organization more favourably. Instead, the auditor stands firm in reporting the 
truth as found, based on the evidence collected during the audit. 

• Transparent Disclosure of Errors: If an auditor realizes an error was made in a report, 
demonstrating integrity involves promptly acknowledging the mistake to all relevant parties 
and correcting the report. This action shows a commitment to honesty, even when overlooking 
or hiding the error might be more accessible or less embarrassing. 

 

Objectivity 

Objectivity is another pillar of ethical auditing. Auditors must maintain an impartial stance, ensuring that 
personal feelings or external pressures do not influence their judgments. This is crucial in guaranteeing that 
audit results are based solely on evidence and professional standards, not private interests or the influence of 
others. 
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Examples of IS auditor’s behaviour along this dimension include the following: 

• Impartial Judgment: An auditor shows objectivity by making a recommendation based 
solely on the data and the standards without letting personal relationships with the staff of the 
audited organization influence the judgment. For example, even if the auditor discovers a 
significant issue in a department led by a friend, they report it accurately and propose 
necessary actions without bias. 

• Avoiding Conflicts of Interest: Before accepting an assignment, an auditor checks for any 
potential conflicts of interest, such as a financial stake in the organization or a close 
relationship with someone in the company whose area is subject to audit. If such conflicts 
exist, the auditor either discloses them to all relevant parties and recuses themselves from the 
audit or ensures that safeguards are in place to maintain objectivity. 

 

Confidentiality 

Confidentiality is paramount in the realm of IS auditing. Auditors have access to sensitive information that, if 
disclosed improperly, could harm an organization or its stakeholders. Ethical auditors are diligent in protecting 
this information, using it only for legitimate purposes related to the audit and respecting the privacy and data 
protection laws that govern its use. 

Examples of IS auditor’s behaviour along this dimension include the following: 

• Secure Handling of Information: An auditor demonstrates confidentiality by using secure 
methods to store and transmit audit evidence and reports, ensuring that unauthorized 
individuals cannot access sensitive information. This might include encrypting digital files and 
operating safe, password-protected communication channels. 

• Discretion in Discussions: An auditor practices confidentiality by discussing audit findings 
and sensitive information only with individuals who have a legitimate need to know. This 
means avoiding conversations about audit details in public areas where they might be 
overheard and refraining from sharing confidential information outside the professional 
context. 
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Due Professional Care 

Professional care is about applying wisdom and attention to detail in the audit process. It means staying 
informed about the latest developments in IS auditing standards and practices and understanding the 
technologies and systems under review. This ensures that auditors are competent in identifying risks and 
vulnerabilities effectively. 

Examples of IS auditor’s behaviour along this dimension include the following: 

• Thorough Research and Preparation: An auditor shows due professional care by thoroughly 
preparing for an audit, which includes researching the latest developments in auditing 
standards and understanding the specific technologies and processes used by the 
organization. This ensures the auditor is well-equipped to identify risks and control weaknesses 
effectively. 

• Continuous Learning: Due professional care also involves a commitment to continuous 
professional development. An auditor might attend workshops, seminars, and courses on the 
latest IS auditing practices and emerging technologies, thereby maintaining the competence 
required to perform high-quality audits. 

• Quality Assurance: Implementing quality assurance practices, such as peer reviews of audit 
work, demonstrates due professional care by ensuring that audits are conducted according to 
the highest standards and that findings and recommendations are well-founded. 

 
Ethics in IS auditing also means proactively identifying ethical dilemmas and resolving them in a manner 

that upholds the abovementioned principles. Auditors may encounter situations where the right action could 
be more apparent immediately. In such cases, it’s essential to seek guidance from professional standards, 
consult with colleagues or ethics committees, and consider the broader implications of decisions. Moreover, 
auditors should be advocates for ethical behaviour within the organizations they audit. This involves identifying 
breaches of ethics and recommending ways to strengthen ethical practices. By doing so, auditors create 
a culture of integrity and accountability. IS auditors’ ethical challenges are more complex than ever. Data 
privacy, cybersecurity threats, and the ethical use of artificial intelligence pose new dilemmas. Navigating these 
challenges requires a deep understanding of moral principles and a commitment to continuous learning and 
professional development. 

To cultivate an ethical mindset, IS auditors should engage with the broader professional community, 
participating in forums, workshops, and training focused on ethics. These activities provide valuable 
opportunities for learning from real-world cases and sharing best practices. 
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Glossary 

Access Control Lists 

Tools used for managing user permissions and access rights in IT systems. 

Access Controls 

Mechanisms within ITGCs to ensure that only authorized personnel can access critical systems and 
information, managing internal risks like unauthorized access and data leakage. 

Access Request and Approval Processes 

Procedures for requesting, evaluating, and approving user access to information systems. 

Analysis 

Analysis involves scrutinizing data and information to identify patterns, anomalies, and trends. This often 
entails analyzing system logs, financial records, and transaction data in IS auditing. 

Anomaly Detection 

This technique is used to identify unusual patterns that do not conform to expected behaviour. It is 
instrumental in fraud detection and identifying outliers that may warrant further investigation. 

Application Controls 

Specialized internal controls within an organization's IS designed to ensure the accuracy, completeness, 
and validity of the data processed by these systems. 

Appropriateness of Audit Evidence 

The quality or reliability of audit evidence, reflecting its relevance and reliability in providing support for the 
conclusions on which an auditor's opinion is based. 

Association Mining 

This technique identifies interesting associations or relationship patterns among large data items. It helps 
uncover hidden patterns that could indicate control weaknesses or fraud. 

Assurance 

Independent evaluation or verification of information concompassing the reliability of processes, systems, 
and information. 

Audit 

A systematic, independent examination and evaluation of financial records, processes, systems, or 
organizational performance to determine their accuracy, completeness, and compliance with regulatory 
standards, internal policies, and procedures. 
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Audit Criteria 

Standards or benchmarks used to assess the subject matter of an audit. 

Audit Evidence 

Information gathered during an audit to support the auditor's conclusions, including both qualitative and 
quantitative data. 

Audit Findings 

Results obtained from the audit process, providing insights into the organization’s IS processes and 
controls, pivotal in assessing the health and integrity of an organization's IS environment. 

Audit Objectives 

The goals and intended outcomes of an audit, guiding the audit process and defining its focus. 

Audit Opinion 

The auditor's formal evaluation or judgment about the subject matter of the audit. 

Audit Planning 

The process of gathering information and designing audit strategies. 

Audit Procedure 

Specific actions, techniques, and methods employed by auditors to obtain audit evidence as well as verify 
the accuracy and reliability of an organization's financial statements and internal controls. 

Audit Recommendations 

Suggestions provided in an audit report for addressing issues found, meant to be practical and achievable, 
adding value to the audited organization. 

Audit Reporting 

The process of formally communicating the outcomes of an IS audit, including findings, conclusions, and 
recommendations, to stakeholders. 

Audit Risk 

The risk that an auditor may unknowingly fail to appropriately modify their opinion on financial statements 
that are materially misstated. 

Audit Risk Model 

A framework comprising inherent risk, control risk, and detection risk, guiding auditors in assessing and 
managing the risk of incorrect audit conclusions. 

Audit Sampling 

The process of examining a subset of data or transactions to conclude on the entire dataset in an audit. 
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Audit Scope 

The extent and boundaries of an audit, including the areas to be examined and the time period covered. 

Audit Trail Maintenance 

Tracks changes to data throughout the processing phase. 

Audit Trails of Output Data 

Tracks access to output data. 

Audit Universe 

The complete range of areas, processes, and activities within an organization that may be subject to audit. 

Audit Working Papers 

Documents that record the planning, conduct, and results of an audit, providing a trail of the audit 
procedures performed. 

Auditor Independence 

The freedom of the auditor from relationships that could compromise professional judgment and 
objectivity. 

Authentication Mechanisms 

Security measures used to verify the identity of users, ranging from passwords to biometric verification. 

Automated Calculations Verification 

Checks the accuracy of system calculations. 

Automated Error Detection 

Automatically identifies and flags errors in data processing. 

Automated Output Alerts 

Notifies relevant personnel of critical data outputs. 

Backup and Recovery Procedures 

Ensures output data can be recovered in case of system failure. 

Big Data and Analytics 

Technologies and techniques used to analyze large and diverse data sets to uncover patterns, correlations, 
and other insights. 

Block Sampling 

Block sampling begins with IS auditors partitioning the dataset into distinct blocks or groups based on 
specific criteria such as transaction types, periods, or data categories. 
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Business Continuity Management 

A holistic management process that identifies potential threats to an organization and the impacts to 
business operations those threats might cause. 

Cause 

The reason behind the condition and answers why the issue exists. Understanding the cause is essential for 
addressing the root of the problem rather than just its symptoms. 

Certified Fraud Examiner 

A certification designed for professionals who detect and deter fraud, vital for auditors, accountants, fraud 
investigators, and loss prevention specialists. 

Certified Information Systems Auditor (CISA) 

A globally recognized certification for IS audit professionals, validating expertise in managing 
vulnerabilities, ensuring compliance, and instituting controls within an enterprise. 

Certified Information Systems Manager (CISM) 

The CISM certification is designed for management-focused professionals who are responsible for 
designing, managing, and overseeing an organization's information security by emphasizing the 
relationship between information security and the broader business goals, rather than just technical 
expertise. 

Certified Information Systems Security Professional (CISSP) 

A prestigious certification in information security covering critical topics in security such as risk 
management, cloud computing, and application development security. 

Certified Internal Auditor 

The only globally recognized internal audit certification, suited for auditors involved in monitoring, 
analyzing, and evaluating business processes and procedures. 

Certified Public Accountant 

A highly respected accounting qualification essential for accountants aiming for senior financial positions. 

Change Approval Control 

Establishes a formalized process for approving proposed changes to information systems, ensuring only 
authorized changes proceed to implementation. 

Change Implementation Control 

Ensures approved changes are implemented in a controlled and systematic manner, minimizing 
disruptions. 

Change Management 

The approach to transitioning individuals, teams, and organizations to a desired future state, particularly in 
the context of new IT systems or changes to existing IT infrastructure. 
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Change Management Control 

Controls overseeing IT system modifications to ensure smooth, secure, and efficient implementation, 
addressing risks like unauthorized changes and security breaches. 

Change Management in IT 

The process of managing changes to the IT environment, including software updates, infrastructure 
changes, and policy revisions. 

Change Management Metrics 

Metrics in this area could include the number of changes implemented, the success rate, and the frequency 
of emergency changes. 

Change Request Evaluation Control 

Ensures proposed changes to information systems undergo a rigorous evaluation process assessing 
feasibility, impact, and alignment with organizational objectives. 

Check Digits 

Input control method that adds a digit to numbers to validate their authenticity. 

Classification 

Classification algorithms categorize data into different classes. This can be used in Auditing to classify 
transactions into normal and suspicious categories. 

Cloud Computing 

The delivery of different services through the Internet, including data storage, servers, databases, 
networking, and software. 

Clustering 

Clustering involves grouping objects so that objects in the same group are more like each other than those 
in other groups. This can help segment data into meaningful clusters for deeper analysis in IS auditing. 

COBIT 

A framework for managing and governing enterprise IT, developed by ISACA to create a comprehensive 
approach to IT governance. 

Compensating Controls 

Controls that compensate for weaknesses in other control areas. 

Compilance 

The process of ensuring that IT systems and processes meet established laws, policies, and regulations. 

Completeness Checks 

Input controls that ensure all required data fields are entered. 
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Compliance 

Adherence to established standards, regulations, and other stipulated requirements relevant to IS. 

Compliance Audits 

Audits that evaluate an organization's adherence to external standards, laws, and regulations as well as 
internal policies and procedures. 

Compliance Metrics 

Compliance metrics measure adherence to various regulatory and internal policy requirements. This might 
involve tracking the number of compliance violations, audit findings, and corrective actions taken. 

Computer Operations Management 

Covers data backup, restoration, system performance monitoring, and compliance reporting. Essential for 
the smooth and secure operation of IT systems. 

Computer-Assisted Audit Tools and Techniques (CAATTs) 

Specialized software and programs used by auditors to facilitate the audit process and assist in the analysis 
and testing of an organization's financial records, systems, and internal controls. 

Computer-Assisted Auditing Techniques (CAATs) 

A range of software applications and tools used by auditors to analyze an organization's data, evaluate 
controls, and test compliance within computerized systems as well as enable auditors to perform various 
audit procedures electronically, including data extraction and analysis, anomaly detection, and simulation 
of control tests 

Condition 

The specific issue or situation identified during the audit. It is the factual evidence observed by the auditor. 
Detailing the condition involves describing what the auditor has found clearly and precisely. 

Confirmation 

Confirmation is a technique used to obtain a direct response from a third party verifying the accuracy of 
information. 

Consequence 

The impact or ramifications of the condition. It answers the question of the implications if the issue is not 
addressed. 

Continuous Auditing 

Audits that evaluate an organization's adherence to external standards, laws, and regulations as well as 
internal policies and procedures. 

Continuous Auditing and Monitoring 

Tools like CaseWare Monitor and Inflo are designed for automating the collection and analysis of data over 
time, providing real-time insights into system performance and anomalies. 
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Continuous Auditing Techniques 

Methods for conducting audits on a more frequent or continuous basis, as opposed to traditional periodic 
audits. 

Continuous Professional Development 

The need for ongoing learning and adaptation to stay abreast of technological changes, regulatory updates, 
and evolving industry best practices. 

continuous risk monitoring 

The ongoing process of overseeing risk factors to identify and respond to risks in real-time. 

Control Activities 

The policies and procedures implemented in IT to mitigate identified risks. 

Control Environment 

The organizational culture, structure, and processes that influence the effectiveness of internal controls. 

Control Framework 

Structured systems of guidelines and practices that provide the basis for managing and controlling IT 
processes and risks. 

Control Risk 

The risk that a client’s internal controls will fail to prevent or detect an error or fraud. 

Control Testing 

The evaluation of the design and effectiveness of controls to prevent, detect, or correct errors or fraud. 

Control Weaknesses Identification 

The process of finding areas where internal controls are insufficient or lacking. 

Controls 

The mechanisms, policies, or procedures that ensure the integrity of an information system, accurate and 
reliable financial reporting, and compliance with applicable laws. 

Corporate Governance 

Mechanisms by which a business is directed and controlled, involving transparency and accountability in 
organizational stewardship. 

Corrective Action 

Involves proposing steps to rectify the condition. Corrective actions should be realistic, practical, and 
tailored to the organization’s context. 
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Corrective controls 

Controls that rectify problems identified by detective controls. 

COSO 

A model for evaluating internal controls, providing a comprehensive and integrated framework for 
organizational governance. 

Criteria 

The standard or benchmark against which the condition is evaluated. It could be company policies, industry 
standards, legal requirements, or best practices that set expectations for what should happen. 

Critical Findings 

These findings indicate a severe problem that poses an immediate and significant risk to the organization. 
They often involve violations of law or regulations, major security breaches, or significant financial losses. 

Cross-Field Validation 

Compares data entered in one field against another. 

Cybersecurity Framework 

A set of guidelines and best practices for managing and reducing cybersecurity risk. 

Cybersecurity Risks 

Threats to information technology systems that can compromise data integrity, confidentiality, and 
availability. 

Data Analysis Techniques 

Systematic examination of datasets to conclude the information they contain, fundamental in evaluating IT 
systems and processes. 

Data Analysis Tools 

Data analysis tools enable auditors to analyze large datasets, create pivot tables, and generate insightful 
charts and graphs. 

Data Backup and Recovery Strategies 

Essential ITGC components that mitigate data loss or corruption risks, ensuring data restoration in case of 
loss. 

Data Breaches 

The intentional or unintentional release of secure or private/confidential information to an untrusted 
environment. 
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Data Governance, Management, & Security 

Involves data classification, handling policies, encryption, privacy controls, and auditing data management 
and governance practices. 

Data Integrity 

The accuracy and consistency of data stored in a database, data warehouse, or other construct. 

Data Integrity Checks 

Verifies data remains unchanged during processing. 

Data Mining 

The practice of examining large databases in order to generate new information. 

Data Privacy 

The right of individuals to have their personal data secured and used appropriately, including 
considerations for how data is stored, accessed, and shared. 

Descriptive Analysis 

This involves summarizing and describing various aspects of data, such as averages, variances, and 
frequencies. It helps auditors understand the baseline characteristics of the data. 

Detection risk 

The risk that the auditors’ procedures will fail to detect an error or fraud within the audit area. 

Detective Controls 

Controls that identify errors or irregularities after they have occurred. 

Diagnostic Analysis 

This technique investigates specific issues or anomalies identified during the descriptive analysis. It involves 
more in-depth exploration to understand the causes of particular patterns or irregularities. 

Directive Controls 

Controls designed to encourage desirable behavior or outcomes. 

Disaster Preparedness 

The process of developing plans and capabilities for effective response to catastrophic events that disrupt 
normal operations. 

Duplication Checks 

Controls that prevent entering the same information more than once in input and processing stages. 

Electronic Data Interface (EDI) Controls 

Ensures accuracy and security in EDI transactions. 
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Emergency Access Management 

Defines who can grant emergency access privileges and under what circumstances, ensuring controlled 
access during crises. 

Encryption Techniques 

Methods of converting data into a code to prevent unauthorized access during transaction processing and 
data storage. 

Enterprise Risk Management 

A comprehensive strategy for identifying, assessing, and preparing for potential risks at an enterprise level. 

Error Prompts 

Input control mechanism that alerts users to incorrect data entries immediately. 

Error Reporting Mechanisms 

Enables reporting of discrepancies in output data. 

Ethical Dilemmas 

Situations where auditors face challenges in making decisions that align with core ethical principles of their 
profession. 

Evidence-Gathering Techniques 

Methods used by auditors to collect evidence, such as inquiry, observation, and analysis. 

Exception Reporting 

Processing controls that flag transactions falling outside normal parameters. 

Excessive Privileges 

Involves users having more access rights than necessary, increasing the risk of data breaches and 
compliance issues. 

External Auditors 

Independent auditors not employed by the organization, focusing on providing an unbiased opinion on 
financial statements and internal controls. 

Field Checks 

Input controls that verify the data type of an input. 

Financial Statement Audits 

Audits focused on the veracity and completeness of an organization's financial statements. 
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Firewall 

A network security device that monitors incoming and outgoing network traffic and decides whether to 
allow or block specific traffic based on a defined set of security rules. 

Follow-up on Audit Findings 

The process of monitoring and reporting on the progress of actions taken in response to audit 
recommendations, ensuring effective implementation. 

Form Checks 

Confirm that data is entered in the correct format. 

Fraud Detection 

Techniques used by auditors to identify fraudulent activities within an organization. 

Generalized Audit Software 

Allows auditors to perform various data analysis tasks by accessin and analyzing data from different sources 
and formats, as well as performing data extraction, sorting, comparison, and stratification tasks. 

Governance 

The framework of rules, practices, and processes by which a firm is directed and controlled, particularly 
relevant in managing IT resources and strategies. 

Governance of Enterprise IT (GEIT) 

The integration of IT governance within the broader corporate governance, focusing on aligning IT strategy 
with business goals and ensuring value delivery from IT investments. 

Governance, Risk, and Compliance 

An integrated approach that ensures an organization's activities, like managing IT systems, are aligned with 
its objectives, and are compliant with necessary regulations. 

Haphazard Sampling 

Haphazard sampling allows auditors to select items without any predetermined pattern or criteria. The 
selection process relies on auditors' discretion and can involve simply picking items at random or based on 
convenience. 

High-Risk Findings 

High-severity findings are severe but may have a limited impact, like critical findings. They still represent a 
significant risk and require prompt attention. 

Inadequate Access Controls 

When access controls are weak, unauthorized individuals can gain entry to critical systems and data. 
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Inadequate Incident Response 

With a well-defined incident response plan and monitoring capabilities, the organization may be able to 
detect and respond to security incidents promptly. 

Inadequate Monitoring 

The lack of oversight in user activities can lead to undetected unauthorized access or security incidents. 

Incident Response and Resolution Metrics 

These metrics assess the effectiveness of an organization's incident response capabilities. 

Ineffective Access Revocation 

Risk that arises when access rights are not promptly updated, leading to potential unauthorized use of 
systems or data. 

Ineffective IT Policies and Procedures 

Without clearly defined and enforced IT policies and procedures, employees may lack guidance on 
handling sensitive data, leading to inconsistent and risky practices. 

Inefficient Backup and Recovery Controls 

Insufficient backup and recovery procedures put the organization at risk of data loss during system failures 
or disasters. 

Information and Communication 

The flow of relevant and reliable information regarding IT governance and controls throughout the 
organization. 

Information Security Management 

The process of protecting information and information systems from unauthorized access, use, disclosure, 
disruption, modification, or destruction. 

Information Systems (IS) 

An integrated set of components for collecting, storing, processing, and communicating information, 
including hardware (computers, servers), software (applications, operating systems), data, procedures 
(policies, practices), and people (users, IT professionals). 

Information Systems (IS) Auditing 

A specialized branch of auditing focusing on assessing the controls and processes around Information 
Technology (IT) systems, including hardware, software, data, people, and processes. 

Information Technology (IT) 

The use of computers, storage, networking, and other physical devices, infrastructure, and processes to 
create, process, store, secure, and exchange all forms of electronic data. 
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Inherent Risk 

The susceptibility of an audit area to error or fraud before considering any related controls. 

Input Authorization 

Ensures only authorized personnel enter data. 

Input Controls 

These controls verify the integrity of data inputted into a business application. This data can be entered 
directly, remotely, or through a web-enabled application or interface. 

Inquiry 

Inquiry is often the starting point in evidence gathering and involves engaging with personnel to gain 
insights and information. 

Insider Threats 

Risks posed by insiders with malicious intent exploiting their legitimate access for harmful purposes. 

Inspection 

Inspection involves the examination of records, documents, and tangible assets. This could include 
reviewing contracts, policies, system configurations, and physical verification of assets. Inspection provides 
concrete evidence and is essential in verifying the existence and accuracy of assets and information. 

Insufficient Security Awareness and Training 

Employees who lack awareness of cybersecurity best practices and potential risks can unwittingly become 
targets for social engineering attacks or inadvertently compromise security. 

Integrated Audits 

Audits that combine IS auditing with other assurance disciplines like financial, operational, and compliance 
auditing, providing a comprehensive understanding of an organization's risks, controls, and overall 
performance. 

Internal Controls 

Processes established within an organization to ensure the reliability of financial reporting, effective 
operations, and compliance with laws and regulations. 

IS Acquisition and Development 

Controls related to the acquisition and development of information systems, including evaluating vendor 
reliability, secure software development practices, and data privacy considerations during development. 

IS Audit Charter 

A formal document defining the purpose, authority, and responsibility of the IS audit function within an 
organization. 
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IS Audit Program 

A comprehensive framework outlining the objectives, scope, timing, and direction of IS audits. 

IS Audit Strategy 

The overall plan that guides how an audit will be conducted, incorporating materiality and audit risk 
considerations. 

IS Auditing Methodologies 

The approaches and techniques used in conducting IS audits. 

IS Auditing Standards 

A collection of recognized guidelines defining the process and implementation of IS audits, developed by 
expert committees like ISACA. 

IS Auditors' Code of Ethical Principles 

Fundamental ethical principles guiding IS auditors, focusing on integrity, objectivity, confidentiality, and 
competency. 

IS Change Management Controls 

Controls overseeing IT system modifications to ensure smooth, secure, and efficient implementation, 
addressing risks like unauthorized changes and security breaches 

IS Computer Operations Management 

Covers data backup, restoration, system performance monitoring, and compliance reporting. Essential for 
the smooth and secure operation of IT systems 

IS Security Management 

The process of protecting information and information systems from unauthorized access, use, disclosure, 
disruption, modification, or destruction. 

IT Asset Management 

The process of tracking and managing the physical and software assets of an IT environment. 

IT Assurance 

The practice of providing confidence to stakeholders that IT is secure, reliable, and efficient. 

IT Audit Objectives 

The specific goals and outcomes an IT audit is designed to achieve. 

IT Audit Planning 

The process of determining the focus, objectives, and scope of an IT audit. 
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IT Audit Techniques 

The methods and tools used by auditors to examine and evaluate an organization's IT infrastructure, 
policies, and operations. 

IT Control Environment 

The overall system of controls, policies, and procedures that govern the IT infrastructure and operations of 
an organization. 

IT General Controls (ITGCs) 

Fundamental controls within information systems ensuring security, integrity, and efficiency. They 
encompass practices and procedures crucial for the proper functioning and reliability of information 
systems, mitigating risks like data breaches and compliance issues. 

IT Infrastructure 

The comprehensive set of hardware, software, networks, facilities, etc., required for the operation, 
management, and maintenance of an enterprise IT environment. 

IT Outsourcing 

The use of external service providers to effectively deliver IT-enabled business processes, application 
services, and infrastructure solutions. 

IT Process Optimization 

Enhancing the efficiency and effectiveness of IT processes to better support business objectives. 

IT Resource Management 

The process of managing IT resources effectively, including human resources, infrastructure, and 
applications. 

IT Security Policies 

Formalized rules and procedures that dictate how an organization's IT resources and information are 
managed and protected. 

IT Service Management (ITSM) 

The implementation and management of quality IT services that meet the needs of the business, typically 
aligned with ITIL practices. 

Judgmental sampling 

Relies on the auditor's experience and knowledge. In situations where certain aspects of the system are 
deemed more critical, this method allows auditors to target these areas specifically. 

Lack of Regular IT Audits 

Failing to conduct regular IT audits to assess the effectiveness of controls and identify vulnerabilities can 
result in prolonged exposure to risks and weaknesses. 
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Limit Checks 

Checks for data exceeding a specific limit. 

Logical Access Controls 

Restrict processing functions to authorized users. 

Low-Risk Findings 

Low-severity findings are minor issues with minimal risk or impact. These findings are often more about 
optimization and minor improvements rather than urgent fixes. 

Management Trail 

These controls allow management to trace transactions and events from their inception to their final 
output and vice versa. 

Materiality 

The significance of an omission or misstatement of information that could influence the economic 
decisions of users. 

Medium-Risk Findings 

Medium severity findings are concerns that have a moderate impact and risk level. These issues are 
essential but may take time to take action. 

Monitoring 

Regular review and assessment of the IT governance framework to ensure its effectiveness and relevance. 

Multi-Factor Authentication (MFA) 

An authentication method that requires users to provide multiple verification factors, improving access 
security 

Network Performance and Traffic Metrics 

Monitoring network performance and traffic is vital for companies with extensive network infrastructures. 

Network Security 

Part of ITGCs ensuring data confidentiality, integrity, and availability through controls like firewall 
management and intrusion detection systems. 

New User Access Management 

Part of user access administration, involves creating user accounts and establishing authentication 
mechanisms for new users. 

Non-Statistical Sampling 

Sampling methods based on auditors' judgment without the use of statistical theory. 
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Observation 

Observation is another fundamental technique, where the IS auditors observe processes, operations, and 
activities to understand how systems and controls are implemented and functioning. 

Operational Audits 

Type of audit that focuses on the efficiency and effectiveness of an organization's operations, particularly IT 
processes. 

Operational Risk 

The risk of loss resulting from inadequate or failed internal processes, people, and systems, or external 
events in IT. 

Output controls 

These controls focus on processing the data and aim to validate the output by comparing it with the 
expected outcome, ensuring that the results align with the original input. 

Output Distribution Controls 

Output controls that manage who receives output data. 

Output Encryption 

Protects data integrity and confidentiality during transmission. 

Output Formatting Controls 

Ensures output data is presented in a consistent and understandable format. 

Password Management Control 

Implements robust password policies and procedures to ensure user passwords are secure and updated 
regularly. 

Performance Measurement 

The use of various metrics to measure the efficiency and effectiveness of IT processes and controls. 

Performance Metrics Reporting 

Communicating key performance indicators related to the audit subject matter. 

Periodic Access Reviews 

Regular examinations of user access privileges to maintain appropriate access levels and security 

Periodic Access Rights Reviews 

Regular examinations of user access privileges to maintain appropriate access levels and security. 
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Poor Change Management Controls 

When change management processes are deficient, the organization needs help tracking and regulating 
system modifications. 

Post-Audit Feedback 

Gathering and analyzing responses from stakeholders regarding the audit process and findings. 

Post-Implementation Review Control 

Conducts thorough reviews of changes after implementation to evaluate effectiveness and identify lessons 
learned. 

Predictive Analysis 

Leveraging statistical models and forecasting techniques, predictive analysis helps auditors anticipate 
potential future risks or issues based on historical data trends. 

Preformatted Screens 

Guides data entry with a specific layout. 

Prescriptive Analysis 

This advanced form of analysis suggests possible courses of action. It helps in decision-making by 
evaluating the potential impact of different decisions or actions. 

Preventative Controls 

Controls designed to prevent errors or irregularities from occurring. 

Principle of Confidentiality 

A mandate for auditors to safeguard sensitive information and use it only for legitimate business purposes. 

Principle of Integrity 

Demands the highest level of professional integrity in IS Auditors' work, encompassing honesty, fairness, 
and impartiality. 

Printout Management 

Secure handling and disposal of printed reports. 

Privileged User Access Management 

Manages access for users with elevated access rights, implementing strict controls and continuous 
monitoring. 

Processing Controls 

These controls are designed to verify that the processing of the input data is complete, accurate, and 
authorized in a timely manner. 
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Processing Limits 

Sets thresholds for transaction processing. 

Professional Behaviour 

Conducting oneself consistently with the profession's good reputation, complying with relevant laws and 
regulations. 

Professional Skepticism 

An attitude of questioning and critical assessment of evidence and representations made during an audit. 

Program Control Objectives 

Objectives related to the development and running of computer programs. 

Project Management Control 

Applies project management principles to effectively oversee development or acquisition processes. 

Qualitative Analysis 

The process of examining non-numerical data to understand its qualities, characteristics, and meanings. 

Quality Assurance 

Systematic processes and practices to verify that audit activities meet established standards, guidelines, 
and regulatory requirements. 

Quantitative Analysis 

The process of examining numerical data, using statistical tools to interpret its significance. 

Random Sampling 

Random sampling stands on the principle of equal chance, where every item in the population is equally 
likely to be selected, ensuring a bias-free approach. 

Range Checks 

Input controls that ensure data falls within a predefined range. 

Reconciliation Procedures 

Processing controls that match processed data with source documents. 

Regulatory Compliance 

Adherence to laws, regulations, guidelines, and specifications relevant to an organization's business 
processes. 

Regulatory Compliance in IT 

Adherence to laws, regulations, and guidelines specific to IT operations within an organization. 
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Reperformance 

Reperformance is a technique where the auditor independently executes procedures or controls to validate 
their effectiveness. This includes recalculating financial figures or reprocessing transactions. 

Reporting on Follow-up Activities 

Communicating the progress and outcomes of follow-up actions taken after an IS audit, ensuring 
transparency and accountability. 

Response to Cybersecurity Incidents 

A term used to describe the process by which an organization handles a data breach or cyberattack. 

Risk Appetite 

The level of risk an organization is willing to accept in pursuit of its objectives. 

Risk Assessment 

The process of identifying, analyzing, and evaluating risks inherent in information systems. 

Risk Identification 

The process of identifying potential risks that could affect an organization's IT operations. 

Risk Management 

The process of identifying, assessing, and controlling threats to an organization's capital and earnings, 
which includes IT-related risks. 

Risk Mitigation Strategies 

The actions taken to manage and reduce the impact of risks on an organization’s IT environment. 

Risk Optimization 

The process of managing IT-related risks in alignment with the organization’s broader risk management 
strategy. 

Risk-Based Approach to IS Auditing 

An approach focusing on areas with the highest risk and impact to efficiently allocate resources in auditing. 

Role-Based Access Control (RBAC) 

A method of assigning access rights based on the user's role within the organization, enhancing security 
and efficiency. 

Sampling Errors 

Errors that occur when the selected sample does not accurately represent the entire population. 
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Scripting Languages 

Scripting languages that offer flexibility to create custom scripts for specific audit tasks, such as data 
scraping, log analysis, or custom data analytics. 

Security and Compliance Control 

In ITGCs, aims to ensure newly developed systems are secure and compliant with relevant laws and 
regulations 

Security Metrics 

Security metrics are crucial in assessing the effectiveness of an organization's cybersecurity measures. 

Security Vulnerabilities in IS 

Risks in IS acquisition and development, including weaknesses that expose the organization to cyber 
threats. 

Segregation of Duties (SoD) 

A fundamental control principle that prevents error and fraud by ensuring that no single individual has 
control over all aspects of any significant transaction. 

Segregation of Duties (SoD) Failures 

Weak SoD controls can result in conflicts of interest and the potential for fraud or errors in financial 
reporting. 

Severity Classification of Findings 

The process of categorizing audit findings as critical, high, medium, or low based on impact and likelihood, 
guiding the formulation of recommendations and risk management. 

Specialized Tools 

Specialized tools are designed for specific audit areas such as assessing vulnerabilities and analyze network 
traffic or testing database security or scanning vulnerabilities. 

Stakeholder Engagement 

The process of involving those impacted by the audit in various stages of the audit process. 

Statistical Sampling 

Sampling methods based on probability theory, used to provide a quantifiable measure of sampling risk. 

Stratified Sampling 

Stratified sampling enhances audit efficiency by dividing the population into subgroups or strata. and 
is particularly effective when dealing with heterogeneous populations as it ensures that each stratum is 
adequately represented in the sample, providing a more accurate view of the entire population. 
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Substantive Testing 

Testing for the actual existence of a financial statement item to ensure its validity and correctness. 

Sufficiency 

The measure of the quantity of audit evidence. It refers to the amount of evidence gathered by an auditor 
to form a reasonable basis for an opinion regarding an entity's financial statements. 

Sufficiency of Audit Evidence 

The measure of the quantity of audit evidence. It refers to the amount of evidence gathered by an auditor 
to form a reasonable basis for an opinion regarding an entity's financial statements. 

System Audit Trails 

Records that provide a traceable path of a transaction through the information system for review and 
auditing. 

System Security 

Protecting information systems from unauthorized access or modification to ensure confidentiality, 
integrity, and availability. 

Systematic Sampling 

Systematic sampling, in which an interval (i) is first calculated (population size divided by sample size), and 
then an item is selected from each interval by randomly selecting one item from the first interval and 
selecting every ith item until one item is selected from all intervals. 

Terminated User Access Management 

In user access administration, involves swiftly revoking access when employees depart or no longer require 
access. 

Timeliness Controls 

Ensures output data is generated and distributed promptly. 

Transaction Logs 

Records that document the details of each transaction processed, used for tracking and verification 
purposes. 

Transaction Matching 

Ensures related transactions are correctly matched. 

Transactional Totals 

Summarizes numerical data for verification. 

Transferred User Access Management 

Adjusts user access privileges to align with new responsibilities or departmental changes. 
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Unauthorized Access 

Occurs when individuals access systems or data they are not permitted to, leading to potential security 
breaches. 

User Access De-Provisioning Control 

Focuses on the secure and timely removal of access rights for individuals whose roles change or who depart 
the organization 

User Access Logs for Output Retrieval 

Tracks who retrieves output data. 

User Access Provisioning 

The process of granting access rights to new or transferred employees, ensuring alignment with job 
functions. 

Validity Checks 

Verifies whether data is reasonable and logical. 

Vendor Risk Management 

Processes included in ITGCs to mitigate risks arising from reliance on third-party vendors for IT services and 
products. 

Version Control 

Manages updates to the software to ensure consistency. 

Vulnerabilities 

The process of identifying, quantifying, and prioritizing (or ranking) the vulnerabilities in a system. 
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